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1 Reason for Change

The review level of the OMA-Inventory-of-Architectures-and-Services-V1_0-20040420-D showed there were some residual areas of the document that should be clarified to avoid confusion therefore comments were made against the review copy. These comments had previously been indicated to Arch WG on March 29th.
This CR addresses those points raised.

2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Arch considers the proposed updates and includes them in an updated version of this document.
6 Detailed Change Proposal

The detailed changes propose to address the detailed comments. During the review these were

“Figure 1 (ref points) and the text does not align. Figure says WAP client while text says WAE User Agent. Figure mentions EMN yet there is no reference nor text to support it. No mention of the Push client which is an extention of the WAE user agent sharing only the dispatch function and providing an SI/SL. No tie of EMN to Push UA. No linkage from MMS PR to WAP Push PPG. These things have in the main been mentioned in critiques before and not addressed.”
And during the aforementioned email against OMA-ARCH-2004-0074 which addresses many of the same points the comments were

“i) I don't like "A reference point is a conceptual point at the conjunction of two non-overlapping functional groups." Think its "junction". 
ii) 2nd sentence of 7.1 is bewildering. I could interpret it as "the RP is to avoid having to many lines re the RP " I think it needs tidying up 
iii) WAP Client must have the PUSH client in it according to the blurb in 7.1 as the EMN client as a dependency on PUSH client. The EMN does not go into the Browser but ot the PUSH client. OMA has not republished PUSH as an  OMA enabler yet but it is still available and valid iv) W-DNS is a profile of DNS. Its a stub DNS client with a tweak No specific arch as leverages IETF arch. See no reason to list it except in passing 
v) B1s and B2s also have to be referred to WAESpec V2.0 and beyond, ditto related ones 
Thought we'd been through this before”

The changes amount to some changes to the diagram in section 5, relating to the overview of the OMA architectures, and the diagram and text in section 11 relating to Browsing.
Change #1.
5 Overview of OMA Architectures

Replace the existing figure 1 below 
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with the following figure which shows better what was referred to in the original comments.
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For clarity and to assist the editor the image is included in “draft_ref_point_view10-aa-update.ppt as part of this submission

Rationale:
The original term “WAP Client incl. LAF* and EMN” applied to a single box on the client is overly simplistic and does not correctly inform the reader.

· The WAP Client really means the WAE client or Browser with its choice of protocol stacks as correctly shown by the protocol interfaces interfaces  B-2/B-2s and B-3/B-3s to the Performance Enhancing Proxy (PEP) or Gateway

· The EMN pre-requisites the Push user agent which is not shown. While it could be “inferred” by the EMN and intimate knowledge of the WAE client this in itself is a) misleading to the reader and b) not completely true. The WAE Spec acts as an umbrella for Browser and shows how the browser can be extended with additional functions such as Push but the only dependency Push has is in the text which provides developers of user agents information about the way the dispatcher would work to assign content types to user agents. Therefore Push should be seen as a separate logical element in an architecture. Since WMN has a dependency on the Push user agent it should be associated with the Push user agent.

· The LAF utilizes the browsers use of HTTP etc and is not referenced by the browser in WAE Spec nor should it be other than in an informative way. Therefore this should be seen as a separate user agent which works in conjunction with the browser.

In the above updated figure I have tried to convey these relationships more clearly.

Change #2.

Changes are
· Updated title as its more than browsing.

· Update to figure 7 relating to the browsing architecture by splitting the original WAP User Agent into the three components addressed in section 11, namely WAE User Agent, PUSH UA and LAF UA  and their coupling (note: change bars may not be shown)

· Update to text in 11.1, 11.2, 11.3 (editorial only), 11.4 (editorial only),  11.5.2 (editorial only),  11.5.4 (editorial only),  
Rationale for these changes is to simply try to convey a more complete picture to the reader of this document.
11 Browsing Architecture (including Push and Location Framework)
11.1 Introduction

The OMA browsing enabler is based on the WAP standard from the WAP Forum. The current version of the enabler is specified in the Wireless Application Environment Specification [WAESpec] and related specifications which form part of the Browsing enabler. The following figure shows an overview of the OMA browsing architecture referenced to the overall architecture shown in chapter 5 figure 2. Note that the separate user agents for Push and Location Framework are shown and described herein as they are associated with the Browser by virtue of some linkages via the specifications in the case of Push UA or operation as in the case of the Location Framework but not an integral part of the browser/WAE UA. 
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Figure 7: Logical Browsing Architecture

The OMA Browsing architecture as shown in the figure reflects the migration path from the use of WAP protocols to the Internet protocols. First there is the WAP 1.x standard, which defines WML version 1 and the corresponding scripting language, WMLScript, to be transmitted using the wireless protocol stack (the WAP 1.x stack – WSP, WTP, WDP, and WTLS). This requires the WAP 1.x Gateway for protocol conversion and to ensure WML tokenisation and WMLScript compilation etc. Then, the WAP 2.0 standard introduces the Internet protocols (W-HTTP, WP-TCP, WAPTLS) and Internet based markup languages and style into the WAP environment to allow migration to the Internet environment. The WAP 2.0 Gateway/Proxy supports both WAP 1.x protocols as well as the Internet protocols. Finally, with the introduction of Internet protocols in the WAP 2.0 standard, direct communication between the client and origin server is made possible.

The dotted lines through the WAP Location Attachment Functionality (LAF) mean that the WAP 1.x Gateway or the WAP 2.0 GW/Proxy may connect directly to the origin server, or through the LAF, which is responsible for attaching location information about the client to the requests. Additionally the LAF UA (user agent) may provide the attachment of location information on the client or respond to LAG queries. LAF is part of the WAP Location Framework which also provides the option of a Location Query function being supported by the Location UA and/or network entities.
It should also be noted that although there is a logical separation of functionalities between WAP 1.x Gateway and WAP 2.0 GW/Proxy in the above view, in real deployment, a single physical box may implement all functionalities needed for a GW/Proxy/PEP. 

The Push framework allows transmission of information to a client without a previous user action. Since the Push Initiator is on the Internet, while the Push UA or client is in the wireless domain, an intermediate translating server, known as the Push Proxy Gateway (PPG) is needed. 

For each of the browsing interface B-N (or push interface P-N) shown in the previous figure, there exists a corresponding secure interface  B-Ns (or P-Ns). In the case of browsing, these secure interfaces are used when the client retrieves resources specified by the HTTPS URI, which indicates that the named resource resides on a secure origin server. Note that there are specification rules that require the use of secure interfaces at all interface points when a secure connection is requested.

11.2 Main Components and Short Description

Main components in this architecture includes:

WAE User Agent (or User Agent) –WAE User agent is software, acting for an end-user, as renderer of incoming markup or content, and interpreter of outgoing end-user device interaction requests.

Origin Server – the server on which a given resource resides or is to be created. Often referred to as a web server or an HTTP server.

WAP 1.x Gateway – A proxy that performs protocol transformation to/from WAP1 from/to HTTP/1.1 and TCP/IP.

WAP 2.0 Gateway/Proxy – A proxy that supports WAP2 protocol. It may also include performance enhancing proxy functionalities. Since WAP2 protocol is a superset of WAP1 protocol, a WAP 2.0 Gateway/Proxy also includes the WAP 1.x Gateway functionality. 
WAP Location Attachment Functionality (LAF) – The WAP LAF provides Location Attachment Service whereby location information is attached to a client’s request,. This function may be provided by either the client as part of the WLOC UA and/or network entities (WAP LAF in the figure above). LAF is a part of the WAP Location Framework, see [WAPLOCFW] for details, that provides the means to query the location of an entity (typically a device) from a device or server entity via the WAP location Query Functionality in addition to the location of the entity being provided by the LAF portion of the WLOC UA or LAF network entity as part of the request between client, typically the browser, and server. 
WAP Location User Agent (WLOC UA) – the Location UA on the client that implements the client portions of Location Attachment Functionality and or Location Query Functionality – see [WAPLOCFW] for details.
Push Proxy Gateway (PPG) – a proxy gateway that provides push proxy services. 
Push Initiator – the entity that originates push content and submits it to the push framework for delivery to a user on a client.  
Push User Agent – The Push UA handles the messages pushed to the device using the Push protocol. Pushed messages may be of a Service Indication or Service Load type. The subsequent actions depend on the UA destined for the pushed message, e.g. it may trigger the browser to access a URI, etc.
11.3 Description Reference Points

Referring to Figure 7, the following reference points are defined in the OMA Browsing specification. 

11.3.1 Reference Point B-1

B-1 is defined between the browsing client and the origin server. It allows direct communication between the client and the server. It allows Markup languages (WML, XHTMLMP), scripting languages (WMLScript, ESMP), and any other supported content types to be transmitted over HTTP/1.1.

11.3.2 Reference Point B-2

B-2 is defined between the browsing client and the WAP 1.x Gateway. It allows WML, WMLScript, and any other supported content types to be transmitted over WSP. 

11.3.3 Reference Point B-3

B-3 is defined between the browsing client and the WAP 2.0 Gateway/Proxy. It allows Markup languages (WML, XHTMLMP), WMLScript, ESMP, and other content types over WSP or W-HTTP. 

11.3.4 Reference Point B-4

B-4 is defined between the WAP 1.x Gateway and the WAP LAF (or equivalently between the WAP 1.x Gateway and the origin server). It includes any content types B-2 supports, plus any other content types that the WAP 1.x Gateway translates, over HTTP/1.1.

11.3.5. Reference Point B-5

B-5 is defined between the WAP LAF and the origin server. It includes any content types B-4 supports, with the Location Delivery XML document attached to the requests.

11.3.6 Reference Point B-6

B-6 is defined between the WAP 2.0 Gateway/Proxy and the WAP LAF (or equivalently between the WAP 2.0 Gateway/Proxy and the origin server). It includes any content types B-3 supports, plus any other content types that the WAP 2.0 Gateway/Proxy translates, over HTTP/1.1.

11.3.7 Reference Point B-7

B-7 is defined between the WAP LAF and the origin server. It includes any content types B-6 supports, with the Location Delivery XML document attached to the requests.

11.3.8 Reference Point P-1

P-1 is defined between the Push Initiator (PI) and the Push Proxy Gateway (PPG). The Push Access Protocol (PAP) [PAP] needs to be supported at the reference point.

11.3.9 Reference Point P-2

P-2 is defined between the client and the PPG. Contents are pushed to client using the Push Over-The-Air (Push OTA) Protocol [PushOTA].

11.4. Description of Functions

First we consider the relationship between the Browsing Enabler and other service enablers in the OMA framework. The Browsing Enabler is one of the basic enablers that do not depend on other . From the current specification, it can be seen that Browsing can benefit from the use of the User Agent Profile (UAProf) enabler and OMA Download. 

User Agent Profile Enabler [UAProf] – UAProf [UAProf] captures classes of device information for content formatting by origin servers, proxies and other interim servers. This device information is referred to as Capability and Preference Information (CPI). It includes information about the hardware platform, software platform, browser, network characteristics, and supported browsing characteristics. 

OMA Download [DLARCH, DLOTA] – OMA Download is based on the already existing and successful Basic HTTP Download and MIDlet Download services, but extends Basic HTTP Download with two additional steps, namely, the download of a description of the media object before the download, and the posting of a status report to a Web site after the download.

[Author’s note: OMA Upload (based on HTML upload) service is being specified and should be included here when it is completed.]

Next, we consider any other technologies or functionalities that the Browsing enabler is dependent on. The following is a list of these functions:

· Browser Application

A browser is an application in the wireless terminal that co-ordinates the user-interface. It is analogous to a standard web browser.

· Origin Servers

An origin server is the server on which a given resource resides, or is to be created. It is often referred to as a web server or an HTTP server.

· Gateway/Proxy/PEP

The term “proxy” in OMA Browsing architecture generally refers to the gateway/proxy/PEP entities that provide various functionalities. A protocol gateway translates requests from a wireless protocol stack (i.e. the WAP1 stack) to the WWW protocols (HTTP/1.1 and TCP/IP). A proxy is an intermediary program that acts as both client and server and makes requests on behalf of other clients. Requests may be serviced internally or by passing them on to other servers, with possible translation. A performance enhancing proxy (PEP) may also provide functions of protocol enhancement, transcoding or any number of other optimization or transformation functions. 

· Markup Languages

· XHTML Mobile Profile [XHTMLMP] – W3C’s HTML has evolved into XHTML. XHTML Basic has been defined and can be used as the foundation for an extension to the XHTML family of markup languages. XHTML Mobile Profile is built on top of XHTML Basic with additional extensions. A pure XHTML Basic document is also a valid XHTML MP document. Hence an XHTMLMP browser can accept both XHTML Basic and XHTMLMP documents.
· WML – WML is a markup language based on XML defined for use in mobile devices. WML1 [WML1] is introduced in the WAP Version 1 WAE platform. WML2 [WML2] is built on top of XHTML Basic with additional wireless extension modules that provide the WML specific features. WML2 provides the convergence with the existing Internet standard as well as backward compatibility to WML1. It should be noted that WML1 and WML2 have been deprecated in WAE version 2.1.
· WBXML [WBXML] – WAP Binary XML is a compact binary representation of the XML used in WAP1. WBXML encoding for some formats are removed or deprecated in WAP version 2. Therefore WML2 documents cannot be encoded into WBXML.
· Style sheets

Wireless Cascading Style Sheet (WCSS) [WCSS], which is based on the Mobile Profile of CSS (Cascading Style Sheet) from the W3C, allows enhancement of content presentation without sacrificing device-independence. WCSS can be used to style both WML2 and XHTMLMP contents. 
· Scripting languages

· WMLScript [WMLScript] – a lightweight scripting language based loosely on ECMAScript [ECMAScript]. It provides programmable functionality to be used in clients that has limited capabilities as well as narrow-band communication links. WMLScript and the associated WMLScript Standard Libraries are deprecated in WAE version 2.1. 

· ECMAScript Mobile Profile [ESMP] – provides the general scripting capability for the WAE version 2.1 user agent and beyond. ESMP is based on a profile of ECMAScript targeted at mobile devices. ESMP inherits much from the ECMA327 [ECMA327] profile of ECMAScript Edition 3. It is designed to augment XHTMLMP and WCSS by providing  procedural functionality that complements the document capabilities of markup and stylesheets.Other Content Types
In addition to contents written in markup languages, scripting languages, and style sheets mentioned above, the WAE also supports various other content formats. These include WBMP images, vCard, vCalendar, etc.

· Transport mechanisms

Various transport protocols are used to transport contents between browsing client and origin server, browsing client and proxy, and between proxy and server. They include the WAP1 stack, W-HTTP and WP-TCP as introduced in WAP v2.0, and ordinary HTTP/1.1 and TCP/IP stack. These protocol stacks are discussed in more details in the next sub-section. 

· Secure protocols
Various secure protocols are needed to provide secure communication between the client and origin servers over the secure interfaces as shown in Figure 7. These include the Wireless Transport Layer Security (WTLS) for the WAP1 stack, and WAPTLS, which is a wireless profile of TLS for use with the WAP2 HTTP/1.1 and TCP/IP protocol stack. These are discussed in more details in the next section. 
· Pictogram

“WAP Pictogram Specification” [PICT] defines the common pictogram set and the format of its use within content. The common pictogram set is a set of pictograms that the User Agents recognise. Content authors may use thse images to promote efficiency of communication, data transfer and network traffic. Manufacturers may install images of pictograms that are proprietary to a device (e.g. size, colour, image format, etc).

· External Functionality Interface (EFI) [EFI]

EFI allows for new kinds of functionality into a wireless terminal, either through the integration of new features into the terminal or by allowing external devices to be connected to the terminal. EFI is a framework where applications are to access External Functionality in a uniform way through the EFI Application Interface (EFI AI). EFI services are accessible through Script and Markup APIs. 

· Wireless Telephony Application (WTA) [WTA]

The Wireless Telephony Application is an application framework for telephony services. WTA extends the standard WAE user agent by adding capability to interface with mobile network services available to a mobile telephony device, e.g. setting up and receiving phone calls. To do this, the WTA provides markup and script interfaces, called the “Wireless Telephony Application Interface” [WTAI]. WTAI comprises of the Public WTAI, which contains simple non-event-generating services; and the Network WTAI, which contains a set of common and network specific function for event handling.

11.5 Description of Protocols

11.5.1 WAP1 stack

A WAP1 client uses the “WAP1 stack” for communication with the WAP proxy. The WAP1 stack consists of the following protocols:

· Wireless Session Protocol (WSP) [WSP] – WSP provides HTTP/1.1 functionality and incorporates new features, such as header binary coding, long-lived sessions with static header caching in proxy, and support for push. WSP provides the upper-level application layer of WAP with a consistent interface for two session services, including a connection-mode service, and a secure or non-secure datagram transport service. 

· Wireless Transaction Protocol (WTP) [WTP] – WTP is a light-weight transaction oriented protocol suitable for “thin” clients and operates efficiently over wireless datagram networks.

· Wireless Datagram Protocol (WDP) [WDP] – WDP provides a consistent general datagram service to the upper layer protocols by communicating transparently over one of the available underlying bearer services.

11.5.2 WAP2 stack

A key feature of WAP 2.0 is the introduction of Internet protocols into the WAP environment. Therefore a WAP2 client can communicate with a proxy or an origin server using the following IP protocol stack: 

· Wireless Profiled HTTP (W-HTTP) [W-HTTP] – WP-HTTP specification is a profile of HTTP defined for wireless environment. It is fully interoperable with HTTP/1.1 [HTTP/1.1]. In addition, W-HTTP supports message body compression of responses and the establishment of secure tunnels.

· Wireless Profiled TCP (WP-TCP) [WP-TCP] – WP-TCP specification is a profile of TCP optimised for the wireless environment and is fully interoperable with TCP.

It should be noted WAP version 2.0 also supports WAP1 protocol. 

A Gateway/Proxy/PEP communicates with an origin server using HTTP/1.1 over TCP/IP. 
11.5.3 Location Protocols

The WAP Location Protocols specification [LOCPROT] shows the generic message sequences for the location services and also the mapping of the messages onto the underlying transport mechanisms. 

11.5.4 Secure Protocols

For datagram-oriented protocol stack of the WAP1 stack consisting of WSP, WTP and WDP:

· Wireless Transport Layer Security (WTLS) [WTLS] – WTLS provides a secure transport service interface that preserves the transport service interface below it. It provides functionality similar to TLS 1.0 and incorporate additional features such as datagram support, optimised handshake, and dynamic key refreshing.

For connection-oriented protocol stack with W-HTTP over WP-TCP:

· WAP Transport Layer Security (TLS) [WAPTLS] – A wireless profile of the TLS protocol allows interoperability of secure transactions. The profile defines cipher suites, certificate formats, signing algorithms and the use of session resume for TLS. TLS tunnelling is also defined to offer end-to-end security at the transport level.

11.5.5 Push Protocols

For Push operation, the Push Initiator delivers content for the client to the PPG using the Push Access Protocol:

· Push Access Protocol (PAP) [PAP] – A protocol in the Internet domain for delivering of content encoded as defined in [PushMessage] from a Push Initiator to a PPG. It uses XML messages that may be tunnelled through various well-known Internet Protocols such as HTTP. 

Contents are pushed to client using the Push Over-The-Air (Push OTA) Protocol:

· Push Over-The-Air (Push OTA) [PushOTA] – The Push OTA protocol is based on WSP and W-HTTP. Push OTA protocol over WSP is called OTA-WSP. Push OTA protocol over W-HTTP is called OTA-HTTP. The corresponding secure versions are Push OTA-WSP over WTLS and Push OTA-HTTP over TLS respectively.
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