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1 Reason for Contribution

Recently, there have been extensive discussions around the notion of intrinsic functions, non-intrinsic functions, the notion of reuse, and the methodology of specification development. This contribution attempts to clarify some of the concepts and provides proposals for definitions for inclusion into the OSE.

The intention of the contribution is therefore to describe Vodafone’s view on these issues and, if agreed, to provide further contributions to the OSE to ensure alignment and consistency.
2 Summary of Contribution

Clarification of OSE concepts and proposals

3 Detailed Proposal

In general, the original requirement from the Service Provider was to allow the Service Provider to reuse their existing infrastructure as much as possible (see “OMA-ARC-2003-102r1-OSLE Problem Statement and drivers” for additional information). This effectively means that it must be possible for the Service Provider to only request those functions from their suppliers that are not already implemented in the network. For example, when a Service Provider buys a product that allows the support new service, the Service Provider requires the opportunity to state which of functions (such as charging, authentication, authorisation) they do not require the product to support. In addition, the Service Provider would also like the ability to control (in a standard manner) the Policies associated with the product in such a way as to allow the product to “call” or “route” the delegated requests to the existing infrastructure (e.g. the product delegates authentication requests to the Service Providers AAA server).

This basic requirement has resulted in a number of requirements, as captured in the OMA Architecture Requirements document, and a number of concepts and definitions:

Intrinsic functions:

The term “Intrinsic” function helps to satisfy the OMA Architecture requirement:

The OMA Service Environment MUST enable deployment and use of OMA service enablers to allow for a wide variety of business models.

“Intrinsic” functions are those functions that are essential to deliver the “end result” of the specified enabler. For example, the Rights Issuer is an intrinsic function of DRM; the Position Calculation function is Intrinsic to SUPL; Authentication is intrinsic to Single Sign On. 

Non-Intrinsic functions

“Non-Intrinsic” functions are those functions that are required to support a Service Provider’s business model and although critical in fulfilling the Service Provider’s business model, are not essential in the specification of the intrinsic nature of the enabler. 

The non-intrinsic functions may include Registration, Privacy and Charging. To further qualify the term non-intrinsic: there are instances where one Service Provider may, for example, wish to apply charging for particular service, whereas other Service Providers may wish not to charge for the same service. 

The categorisation of intrinsic and non-intrinsic functions is subjective and need to be identified on a per enabler basis. For example, Authentication is intrinsic to Single Sign On but it non-intrinsic to Location. Likewise, Charging would be intrinsic to a charging enabler but would be non-intrinsic to a location enabler.

Enabler realisation

The realisation of an enabler is the specification of an enabler that leverages specific capabilities and functions from elsewhere such as an existing standard, e.g. PoC leveraging the capabilities of IMS.

The enabler architecture needs to be initially developed in a logical manner. This logical approach allows the development of the enabler architecture without imposing any other particular technologies apart from the ones defined in the relevant WIDs, and therefore allowing for different realisations. The Logical architecture identifies the enabler’s intrinsic functions and their relationship to other non-intrinsic functions such as Authentication and Authorization. The logical architecture approach is driven by the need to ensure interoperability between different Service Provider domains.

Once this is complete, the enabler logical architecture MUST be realised by underlying infrastructure choices that ensure that those functions that are supported in the Service Provider’s network infrastructure are reused and the interactions are considered and specified appropriately to ensure interoperability. One example of an enabler realisation would be PoC over IMS.

During the specification phase, the enabler is specified in accordance to the enabler requirements and the enabler architecture.

However, in order to satisfy the OMA Architecture requirements:

· The OMA Service Environment SHOULD enable the definition of components in such a way that functional overlaps between OMA enablers are minimized.

· The OMA Service Environment MUST identify and define a set of functions that are common to most, if not all, use cases, and the ways these functions can be exposed and shared. Where such functions have been defined all OMA-specified enablers MUST use them.
An enabler specification SHOULD NOT develop non-intrinsic functions. Non-Intrinsic functions SHOULD be developed as part of their own specification. This avoids the existence of overlaps and duplication.

However, the realisation of the enabler specification MUST either make reference to an existing non-intrinsic specification (either defined in OMA or by anther fora) or the enabler specification MUST describe the non-intrinsic function if specification does not exist in a separate specification.

Impacts on Enabler implementations and the relationship of PEEM

As previously mentioned, it must be possible for the Service Provider to only request those functions from their suppliers that are not already implemented in the network. This means that the Service Provider’s supplier should only provide those Intrinsic functions required to fulfil the essential functions of the enabler.

However, the Service Provider needs the flexibility, based on their business model and their existing infrastructure, to either request the support for some non-intrinsic functions in the enabler implementations, or to be able to provide these non-intrinsic functions as standalone enabler implementations. This is though beyond the scope of standardisation.

These scenarios highlight the importance of PEEM. PEEM allows the Service Provider the ability to specify their policies, in a consistent manner and according to their business model. The capability to specify their own Policies provide the Service Provider with the ability to define when their enabler implementation (consisting of only intrinsic functions) has to delegate to either the Service Provider’s existing infrastructure or to new enabler implementation, as well as the ability to control the access to its resources.

Migration path and specification documentation methodology

The main issue at the moment is to provide guidance to those working groups that are currently developing specifications and who have reviewed the OSE document and are confused about what to do with their enabler’s non-intrinsic functions. For example, because no Security enabler is available for reuse by other enablers, the other enabler specifications that require Security continue to develop their own Security mechanisms, and in the process of doing so create specification overlap.

This situation has been further compounded by OMA-ARCH-2004-0245R06, slide 19:

Until all needed functionality are defined in OMA, we distinguish 2 types of OMA specifications: The enabler specification containing the intrinsic functionality of the enabler; Non-intrinsic functionality specifications that do not yet exist in OMA can be defined in a separate "realization" document.

In addition, there have also been proposals that enabler specifications should never make reference to or even describe the interactions with the enabler non-intrinsic functions.

The aim therefore is to describe a migration path that is useful to both the working group developing the enabler specification and to the Service Provider when deciding which supplier’s enabler implementation best meets their business requirements.

To satisfy this aim, Vodafone feels that the separation of the enabler specifications into intrinsic and non-intrinsic, as well as the “no mention” of the non-intrinsic functions in the enabler specification is not appropriate in that it will lead to further disparity and further interoperability issues. It is also not clear as to why specifications really need to split into multiple specifications creating administration and maintenance overhead within the working groups.

Instead, it is felt that enabler specifications MUST describe the linkage between the enabler’s intrinsic functions and the enabler’s non-intrinsic functions. 

This may be achieved either by referencing a non-intrinsic specification, if one exists. 

If a non-intrinsic specification does not exists then it SHOULD be either:

· Described in the enabler specification with the underlying assumption that the description of the non-intrinsic function be easily removed when more than one instance of the same non-intrinsic function is identified

· It is described in another specification if the enabler’s identified non-intrinsic function creates another instance of the same non-intrinsic function.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To discuss agree on the concepts and definition as described in section 3

To include the definitions of “Intrinsic”, “non-intrinsic” and “enabler realisation” to of the OSE
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