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1 Reason for Contribution

There is a need to complete OMA CH2 Online Charing specification:

Protocol elements and procedures shall be specified on a detailed level including ABNF syntax to formalize and clarify implementation aspects.

Introduction of the concept of service specific documents: 

The diversity of OMA charging services/enablers already in scope and to come in future causes the need for a clear concept of documentation and specification. Service/enabler specific documents contain any part of protocol elements that do not overlap with each other. These service/enabler specific documents are placed on top of a base layer that covers the generic OMA charging requirements. The OMA charging specification will be future proof and extensible. It aligns with the DCCA framework approach and concepts already introduced by cooperative standardization bodies, e.g. 3GPP.
2 Summary of Contribution

Specification of a new section for the binding of diameter protocol for online charging purpose:
· Introduction of the concept of service specific documents

· Definition of ABNF syntax and OMA service specific AVP

3 Detailed Proposal

10. Bindings of OMA CH-2 Interface to Protocols

11. This section aims to describe the mapping between the general (protocol independent) messages and Information Elements described in section 7 with the actual protocol and data utilized on the CH-2 charging interface.
11.1 Basic Principles 
11.2 Binding to Diameter
11.3 The Online Charging Interface (CH-2) shall be based on Diameter Credit-Control Application as specified in IETF RFC 4006 [xy]. Any mandatory element of this document is supported.
The Diameter client implements the state machine described in IETF RFC 4006 [xy] for "CLIENT, EVENT BASED" and/or "CLIENT, SESSION BASED".

The Diameter server implements the state machine described in IETF RFC 4006 [xy] for the "SERVER, SESSION AND EVENT BASED" in order to support Event Charging and Session Charging.

11.4 With regard to the Diameter protocol the Charging Enabler User acts as the Diameter Client in the sense that it is the entity requesting resource allocation and credit control and the Charging Enabler acts as the Diameter Server in the sense that it is the entity authorizing and allocating credit for resource usage.
11.4.1 Service/Enabler Differentiation
11.5 The Online Charging specification is differentiated by a generic part that is applicable to any OMA Online Charging application/enabler and service/enabler specific parts, e.g. for BCAST, IM, etc. The following figure describes the protocol layering architecture.
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Each protocol layer refines the use of optional protocol elements of the underlying layer and extends it by procedural and specific Diameter protocol elements, the Attribute Value Pairs (AVP). Service/enabler specific documents contain any part of protocol elements that to not overlap with each other.
Editor’s Note: Possible additional generic AVPs specifically defined for OMA purposes will be defined in the present document. It is for further study whether service/enabler specific AVP, e.g. for BCAST, IM will be described in the present document in separate sections or exclusively defined in service/enabler specific documents.

11.6 Diameter Messages used on CH-2

11.7 As stated in section 6.1, on the CH-2 interface requests are sent from the Charging Enabler User to the Charging Enabler and responses are sent from the Charging Enabler to the Charging Enabler User. The Diameter Credit-Control message used to communicate Event and Session based requests is the Diameter Command Credit-Control Request (CCR). The Diameter Credit-Control message used to communicate Events and Session based responses is the Diameter Command Credit-Control Answer (CCA).
11.8 The following additional Diameter Base messages as specified in RFC3588 [xy] and inherited by Diameter Credit-Control Application RFC 4006 shall be supported by the Charging Enabler and Charging Enabler User:

· Re-Auth-Request (RAR) and Re-Auth-Answer (RAA);
· Capability-Exchange-Request (CER) and Capability-Exchange-Answer (CEA);
· Device-Watchdog-Request (DWR) and Device-Watchdog-Answer (DWA);
· Abort-Session-Request (ASR) and Abort-Session-Answer (ASA);
· Disconnect-Peer-Request (DPR) and Disconnect-Peer-Answer (DPA).
11.9 Credit-Control Request Command
11.10 The CCR message is sent from the Charging Enabler User to the Charging Enabler in order to request credit authorization for resource usage. This command is used for both Event Based and Session Based requests. The distinction is made accordingly to the value carried in the CC-Request-Type AVP: EVENT_REQUEST (value 4) for an Event Based request, INITIAL_REQUEST (value 1), UPDATE_REQUEST (value 2) and TERMINATE_REQUEST (value 3) for a Session Based request.
11.11 The message format is the following:
<Credit-Control-Request> ::= < Diameter Header: 272, REQ, PXY >

                                   < Session-Id >

                                   { Origin-Host }

                                   { Origin-Realm }

                                   { Destination-Realm }

                                   { Auth-Application-Id }

                                   { Service-Context-Id }

                                   { CC-Request-Type }

                                   { CC-Request-Number }

                                   [ Destination-Host ]

                                   [ User-Name ]

                                   [ CC-Sub-Session-Id ]

                                   [ Acct-Multi-Session-Id ]

                                   [ Origin-State-Id ]

                                   [ Event-Timestamp ]

                                  *[ Subscription-Id ]

                                   [ Service-Identifier ]

                                   [ Termination-Cause ]

                                   [ Requested-Service-Unit ]

                                   [ Requested-Action ]

                                  *[ Used-Service-Unit ]

                                   [ Multiple-Services-Indicator ]

                                  *[ Multiple-Services-Credit-Control ]

                                  *[ Service-Parameter-Info ]

                                   [ CC-Correlation-Id ]

                                   [ User-Equipment-Info ]

                                  *[ Proxy-Info ]

                                  *[ Route-Record ]
11.12                                   [ Service-Information ]                                
11.13 [ Enabler-Information ]

11.14                                   *[ AVP ]
11.15 Credit-Control Answer Command
11.16 The CCA message is sent from the Charging Enabler to the Charging Enabler User in response to a CCR message and is used in order to authorize and allocate credit for resource usage. This command is used for both Event Based and Session Based responses. The distinction is made accordingly to the value carried in the CC-Request-Type AVP. The value of this AVP will be the same one contained in the same AVP of the corresponding request.
11.17 The message format is the following:

<Credit-Control-Answer> ::= < Diameter Header: 272, PXY >

                                  < Session-Id >

                                  { Result-Code }

                                  { Origin-Host }

                                  { Origin-Realm }

                                  { Auth-Application-Id }

                                  { CC-Request-Type }

                                  { CC-Request-Number }

                                  [ User-Name ]

                                  [ CC-Session-Failover ]

                                  [ CC-Sub-Session-Id ]

                                  [ Acct-Multi-Session-Id ]

                                  [ Origin-State-Id ]

                                  [ Event-Timestamp ]

                                  [ Granted-Service-Unit ]

                                 *[ Multiple-Services-Credit-Control ]

                                  [ Cost-Information]

                                  [ Final-Unit-Indication ]

                                  [ Check-Balance-Result ]

                                  [ Credit-Control-Failure-Handling ]

                                  [ Direct-Debiting-Failure-Handling ]

                                  [ Validity-Time]

                                 *[ Redirect-Host]

                                  [ Redirect-Host-Usage ]

                                  [ Redirect-Max-Cache-Time ]

                                 *[ Proxy-Info ]

                                 *[ Route-Record ]

                                 *[ Failed-AVP ]
11.18                                  *[ AVP ]
11.19 Editor’s Note: The Requested-Service-Units AVP, Used-Service-Units AVP and Granted-Service-Units AVP will be used in the same way as supported in 3GPP. These AVPs not used at command level in CCR and CCA, and supported in the grouped Multiple-Services-Credit-Control AVP. This usage will be detailed in section 10.3.
11.20 Summary of AVPs used on CH-2
11.21 IETF supported AVPs
11.22 Editor’s Note: To be completed with the supported AVPs of the IETF Diameter Credit-Control AVPs specific used by OMA.
11.23 3GPP supported AVPs
11.24 Editor’s Note: To be completed with the supported AVPs of the 3GPP Service-Information AVP.
11.25 OMA specific AVPs
This section defines OMA specific Attribute Value Pairs to cover service/enabler specific charging use cases.
10.3.3.1 Enabler-Information AVP
The OMA  Enabler-Information AVP (AVP code xy) is of type Grouped. Its purpose is to allow the transmission of additional OMA service/enabler specific information elements which are described in service/enabler specific documents.

Enabler-Information :: = 
< AVP Header: xy>

[ BCAST-Information ]

[ IM-Information ]

…
The format and content of the fields inside the OMA specific Enabler-Information AVP are specified in the documents which are applicable for the specific service/enabler. Note that the formats of the fields are service/enabler-specific, i.e. the format will be different for the various services/enablers.

Further fields may be included in the Enabler-Information AVP when new services/enablers are introduced. 

Editor’s Note: The list of service/enabler specific AVPs has to be completed.
10.3.3.2 BCAST-Information AVP
Editor’s Note: To be completed with more details for the BCAST service.

10.3.3.3 IM-Information AVP

Editor’s Note: To be completed with more details for the IM service.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The authors recommend the MCC group to agree on the inclusion of this text in section 10 of the OMA Online Charging interface specification.
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