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1. Scope
(Informative)

<< Briefly describe the scope of this document – how it presents the architecture of this particular enabler.  Include an explanation of how this architecture relates to Open Mobile Alliance activity.  If it adds clarity, also describe what is not in the scope of this architecture.  DELETE THIS COMMENT >>

2. References

The policy and guidelines for references, particularly to material from other organizations, is available at http://member.openmobilealliance.org/ftp/tp/gen_info/Reference.shtml, the following is a brief summary:

1.
OMA documents listed should have at least one approved version – draft-only docs should not be referenced.  Exception exists for reference use in documents that will be approved with or after a referenced doc is approved (may be part of same enabler package).  In short – approved docs should not reference unapproved docs.

2.
When a reference is made to an OMA specification, then Open Mobile Alliance with the TM symbol (™) should be used in the description.

3.
The name + version (no date) for OMA specifications are generally sufficient – dates should be used only if there is a specific reason to limit the usage.

4.
For references to WAP Forum docs, dates should not be included as DID's for the old WAP Forum specifications are enough and the reference description should refer to WAP Forum™.

5.
References to other docs should similarly provide sufficient information to uniquely determine the needed document and should provide the appropriate source information.

6.
The URL for OMA material (new OMA and affiliate) should always be http://www.openmobilealliance.org (an exception is OMNA that is reached through http://www.openmobilealliance.org/tech/omna)

Models to use


[REFLABEL]
<General Model> “Ref Title”, Ref information (source, date, id),
URL:http//<ref-source>/ 


[OMADOC]
<OMA Model> “OMA Document Title”, Open Mobile Alliance™, OMA‑<docname>{‑<version>}, URL:http//www.openmobilealliance.org/ 

If there are no entries in the table – enter ‘none’ to be clear.
DELETE THIS COMMENT

2.1 Normative References

	[OSE-TS]
	“OMA Service Environment” Open Mobile Alliance, OMA-TS-Service-Environment-V1_0_1,
URL: http://www.openmobilealliance.org/

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[OSPE-RD]
	“OMA Service Provider Environment Requirements”, Open Mobile Alliance,
 OMA-RD_OSPE-V1_0, , URL:http://www.openmobilealliance.org/ 

	
	

	
	<< Add/Remove reference rows as needed! >>


2.2 Informative References

	[ARCH-PRINC]
	“OMA Architecture Principles”, <doc ref>, URL:http://www.openmobilealliance.org/

	[ARCH-REVIEW]
	“OMA Architecture Review Process”, <doc ref>, URL:http://www.openmobilealliance.org/

	[OMA-DICT]
	“OMA Dictionary”, <doc ref>,URL:http://www.openmobilealliance.org/

	
	

	
	<< Add/Remove reference rows as needed! >>


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

<<The Architecture Document is assumed to contain normative material and is expected to use the previous two paragraphs, if not (is it really an AD?), replace it with the following paragraph.  DELETE THIS COMMENT >>

This is an informative document, which is not intended to provide testable requirements to implementations.

<<If needed, describe or declare using appropriate normative references the additional conventions that are used.  DELETE THIS COMMENT >>

3.2 Definitions

<< Add definitions in new rows of the following table as needed.  Delete all definitions that are not used in the document.
DELETE THIS COMMENT >>

	Interface
	See [OMA-DICT].

	
	


3.3 Abbreviations

<< Add abbreviations as needed to the following table.  DELETE THIS COMMENT >>

	BCAST
	Mobile Broadcast

	OMA
	Open Mobile Alliance

	OSPE
	OMA Service Provider Environment

	PEEM
	Policy Evaluation, Enforcement and Management

	PoC
	Push-to-Talk over Cellular

	
	


4. Introduction
(Informative)

<< Describe the high level architecture in greater detail than provided in section 1.  From a market perspective, this section should answer the following questions (in prose):

What is the purpose of this architecture?

What problems does this architecture solve?

DELETE THIS COMMENT >>

4.1 Use Cases

<< Identify the Use Cases that covered by the architecture.  Add all references to Use Case documents to section 2.  This section should also identify the major Actors in the architecture.  DELETE THIS COMMENT >>

Editor’s Note: This section will be deleted when an updated AD template becomes available in which Ops&Procs has agreed to the ARC approved IC 238 to delete this section] 
4.2 Requirements

<< This section MUST include:

1. identification of the Requirements Document(s) on which this architecture is based.  The referenced RDs MUST be included in section 2.

2. a clear statement about the requirements that are met or satisified and those that are NOT met or satisified. There are many ways to provide this information including (but not limited to): stating “All requirements in RD XXX are met”, stating “All requirements in RD XXX are met except Y.Y and Z.Z”, stating “only requirements Y.Y and Z.Z in RD XXX are met”, etc.

The editor may use a table to specify the above information.

DELETE THIS COMMENT >>

4.3 Planned Phases

<< Specify where this architecture is within the projected phases (e.g. phase 1.0, phase 2.0, etc.).  If the current phase is greater than phase 1.0, briefly describe how this version of the architecture differs from the previous version.  It may be appropriate to include a separate sub-section for the various phases. 

If no additional phases are planned beyond this architecture then state so.

DELETE THIS COMMENT >>

5. Architectural Model

<< This section defines the enabler’s architectural model.  The model identifies: a) all internal functional components of this enabler, and b) all of the communication relationships between the components of this enabler and with other enablers and applications (including those specifications not defined by OMA).

This section SHOULD contain a diagram of the architecture.  Diagrams in this section should contain logical entities only and not conflate logical entities with physical entities.  However, mobile terminals and networks may be shown because of their potential relevance in the design of the architecture.  Figure 1 is an illustrative example of an architectural diagram and should be modified to reflect this architecture.

Working Groups SHOULD re-use functions specified by other enablers.  Working Groups should consult other Architecture Documents and Specifications to identify any of this architecture’s functionality (e.g. its systems, subsystems, interfaces, etc) that is already specified. 

This section MAY include an explanation and/or diagram to show how this architecture relates to the various views (i.e. the reference point view) defined in  “Inventory of Architectures and Services”.  This diagram and explanation, however, are optional.  

DELETE THIS COMMENT >>

OSPE focuses on life cycle management and service level tracing. OSPE Enabler is one of the ways to realize part of the Execution Environment (EE) in OSE. OSPE will comply with OSE principles described in [OSE-TS].
5.1 Dependencies

<< This section MUST enumerate all of the dependencies this architecture has.  Dependencies in this context include other enablers, specifications, etc. this enabler calls (i.e. re-uses).  Each dependency MUST include a reference to the document(s) that specifies the depdency.  All of these references MUST also be included in Section 2.1.

The enumeration would be along the lines of a list with entries such as

    - IMAP binary extension [RFC3516]
where the reference (e.g. RFC3516 in this example) would link to the fully qualifed reference in section 2.1 table.

If this architecture has no dependencies, then this section only needs to contain a statement as such.

DELETE THIS COMMENT >>

According to OSPE requirement document [OSPE-RD], OSPE will focus on

1) Life cycle management

OSPE will support automated deployment (including configuration, installation, activation, publishing) and removal/withdrawal of components, applications and services.

2) Service level tracing

Service Level Tracing is the ability to capture and log all relevant information at each component within a service chain, associated with a specific service that is initiated either by an end user or a component.

Because services are executed by one or several enablers,  OSPE has to interact with all OMA enablers and some non-OMA resources to make the activities of life cycle mangement take effect. The interaction can include but not be limited to

· configuration

· notification

· status report

· data retrieving

and so on.

Figure 1 Relation between OSPE enabler and other OMA enablers

5.2 Architectural Diagram
Figure 2  OSPE enabler architecture

Figure 2 illustrates OSPE architecture and relationship with other entities  

This document will describe in further detail the logical components and interfaces from the OSPE enabler perspective. As shown in Figure 2, the OSPE enabler consists of six components: Process Management, Fault & Performance Management, Provisioning, Provisioning Agent, Monitoring Manager, and Monitoring Agent.  Among these components, Provisioning Agent and Monitoring Agent can reside in enablers. As depicted in the Figure 1, support for OSPE will be added to enablers including existing and future ones. 

Only components that have an exposed/supported OSPE interface have been represented in Figure 2. 

5.3 Functional Components and Interfaces

<< This section describes all of the architecture’s functional components and interfaces. Each of the components should be described in a separate subsection and MUST contain at least the following information:

Name

Description

Responsibility (e.g. what does the component do/perform)

Each component SHOULD have at least one interface that can be used by some other functional component, enabler, application, etc.

All of the interfaces should be described in this section.  The interfaces MUST be described in a language-independent way as required by [ARCH-PRINC].

Each interface description MUST include at least the following information:

Name

Description

Entities in this enabler that will use the interface 

Interface naming convention: The name of an interface consists of one, two, or three characters, followed by a dash, followed by a running number (starting at “1” and counting upwards in steps of 1 for each new interface).  Each work group decides about the character(s) for their interfaces as long as there is no duplication with already existing names (work groups can consult ARCH to confirm).  Interface names should be chosen in an intuitive way to allow easy recognition of the interface (e.g. based on what functionality is communicated over the interface).  Some examples are:

     B-1
B stands for “Browsing”

     POC-5
POC stands for “Push to Talk over Cellular”

     MMS-7
MMS stands for “Multimedia Messaging”

DELETE THIS COMMENT >>

This section describes the functional components and interfaces identified in Figure 2. 

The following is a list of OSPE components (identified because they interact with an interface specified by OSPE):

· PROM (Process Management)

· PROV (Provisioning)

· FPM (Fault and Performance Management)

· MM (Monitoring Manager)

· PA(Provisioning Agent)

· MA (Monitoring Agent)

The following is a list of OSPE interfaces:

· OSPE-1 (OSPE provisioning management interface)

· OSPE-2 (OSPE process management interface)

· OSPE-3 (OSPE fault & performance management interface)

· OSPE-4 (OSPE monitoring management interface)

· OSPE-5 (OSPE provisioning initiating interface)

· OSPE-6 (OSPE provisioning interface)

· OSPE-7 (OSPE status informing interface)

· OSPE-8 (OSPE monitoring data retrieving interface)

· OSPE-9 (OSPE monitoring interface)

In addition to OSPE components and interfaces, there are other elements represented in Figure 2 for a better understanding of the architectural diagram. The following is a list of other elements identified in Figure 2:

· Provisioning Requestor

· An entity to initiate a configuration of components, applications or services. Provisioning  Requestor needs to be authorized by service provider. 

· Process Management Requestor

· An entity to request OSPE enabler to deploy, activate/deactivate, modify, upgrade or withdraw components, applications and services. It can be from service provider’s business operating system or 3rd part service management system.

· Fault & Performance Management Requestor

· An entity to request fault & performance management, such as performance data retrieval, fault querying,  and so on. 

· Monitoring Requestor

· An entity to query the execution status of components, applications or services. Other system can use this information to do further analysis.

5.3.1 Components


5.3.1.1 Process Management

The component “Process Management” provides the mechanism for service provider to design, execute and check the business process during life cycle management of components, applications and services. Based on the mechanism, service provider can design the procedure according to his own requirement. As a part of service life cycle, service subscription needs to be handled by Process Management. 

Besides these,Pprocess Management also needs to assure all the pre-conditions and post-conditions have been fulfilled before /after service provider deploys, activates/deactivates, modifies, upgrades or withdraws components, applications, services and subscriptions. The data dependency and provisioning logic also need to be maintained by this component for next step “Provisioning”. 

5.3.1.2 Provisioning

The component “Provisioning” is responsible for configuration and activation/inactivation of components, services and subscriptions.

“Provisioning ” receives specific provisioning request from process management or outside system, then invokes provisioning adapting to the particular resource.

5.3.1.3 Fault and Performance Management

The component “Fault and Performance Management” is responsible for

· Alarm Management, e.g. alarm collection and presentation

· Identifying the resources to be involved in a specific tracing request and choosing the tracing mechanism (e.g. trace token). 

· Monitoring data retrieval, collection and pre-treatment for fault localization (e.g. diagnosis) and performance analysis (e.g. resource usage, bottlenecks, QoS, trend, application response time and availability).

5.3.1.4 Monitoring Manager

The component “Monitoring Manager” is responsible for invoking monitoring activities (e.g. online status query and offline logs retrieve) on a particular resource. .

5.3.1.5 Provisioning Agent

Provisioning Agent is responsible for the implementation of configuration in a particular resource (e.g. PEEM, POC enabler, BCAST enabler, charging enabler and so on). 

Provisioning agent can be separated from a specific enabler or integrated into this enabler. It depends on the choice of vendors or service providers. 

5.3.1.6 Monitoring Agent

Monitoring Agent is responsible for monitoring, recording and reporting of activities in a particular resource (e.g. PEEM, POC enabler, BCAST enabler, charging enabler and so on) related to a specific service.  

Like Provisioning Agent, the Monitoring Agent can be integrated into a specific enabler or realized separately.


5.3.2 Interfaces


5.3.3 Editor’s note: Text to be provided
5.4 Flows

<< The objective of this section is to describe the high-level logical flows between the architectural entities.

DELETE THIS COMMENT >>

Appendix A. Change History
(Informative)

<< The following is a model of a revision table.  DELETE THIS COMMENT >>
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If needed, add annex to provide additional information to support the document.  In general, this information should be informative, as normative material should be contained in the primary body of the document.

Note that the styles for the headers in the appendix (App1, App2, App3) are different than the main body.  The use below is intended to validate the styles to be used.  Remove if not needed.

DELETE THIS COMMENT
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