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1. Reason for Change

Currently, Service Guide compression is using GZIP. This contribution proposes to use a combination of GZIP and BiM. BiM is a high-performance compression method designed especially for XML data which has been adopted by a number of other broadcast standards (e.g. IP Datacast, TV Anytime, MPEG) because of its good compression performance. 

Experiments with real-world data have shown that by using BiM, the ESG acquisition speed can be improved by a factor of 1.5-2 using the same bitrate for the ESG transmission carousel. 

2. Impact on Backward Compatibility

none.

3. Impact on Other Specifications

none.

4. Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5. Recommendation

This CR is presented for decision.

6. Detailed Change Proposal

2.1 Normative References

	[IOPPROC]
	“OMA Interoperability Policy and Process”, Version 1.1, Open Mobile Alliance™, OMA-IOP-Process-V1_1, URL:http://www.openmobilealliance.org/

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[RFC2234]
	“Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. November 1997, URL:http://www.ietf.org/rfc/rfc2234.txt

	[OMA MLP]
	“Mobile Location Protocol”, Open Mobile AllianceTM, OMA-TS-MLP-V3_2
URL:http://www.openmobilealliance.org/

	[RFC 3450]
	“Asynchronous Layered Coding (ALC) Protocol Instantiation”, M. Luby, J. Gemmell, L. Vicisano, L. Rizzo, J. Crowcroft, December 2002, URL: http://www.ietf.org/rfc/rfc3450.txt

	[RFC 2046]
	“Multipurpose Internet Mail Extensions (MIME) Part Two: Media Types”, N. Freed, N. Borenstein, November 1996, URL: http://www.ietf.org/rfc/rfc2046.txt

	[3GPP MBMS]
	“Multimedia Broadcast/Multicast Service (MBMS); Protocols and codecs; (Release 6)”, V6.0.0 (2005-03), 3rd Generation Partnership Project, 3GPP TS 26.346, URL:http://www.3gpp.org/

	[BiM]
	ISO/IEC 15938-1, Information technology -- Multimedia content description interface -- Part 1: Systems.

	[DVBGBS]
	ETSI TS 102 323 v1.1.1, Digital Video Broadcasting (DVB) Carriage and Signaling of TV-Anytime Information in DVB Transport Streams

	
	<< Add/Remove reference rows as needed! >>


3.3 Abbreviations

	OMA
	Open Mobile Alliance

	SGDU
	Service Guide Delivery Unit

	SGDD
	Service Guide Delivery Descriptor

	BiM 
	Binary Format for Metadata

	
	

	
	

	
	


5.4.2.2 Service Guide Delivery Descriptor Structure

A Service Guide Delivery Descriptor (SGDD) declares all the fragments that describe one or several services.

For broadcast delivery of the SG, the SGDD further describes the structured delivery of the fragments, grouped into Service Guide Delivery Units (SGDUs). A Service Guide Announcement Channel which transmits Service Guide Delivery Descriptors (SGDDs), within announcement sessions, to the terminal.  Each SGDD instance contains one or more DescriptorEntries.  The DescriptorEntry carries metadata of SG Delivery Units (SGDUs), which in turn carry the actual SG fragments.  SG fragments may be grouped by certain criteria (e.g. temporal).  The delivery of each group of SG fragments, or an SGDU, may be considered as occurring over a SG Delivery Channel.  The totality of SGDU groups, or SG Delivery Channels, deliver the totality of all fragments, which in turn make up the entire BCAST Service Guide.

The metadata comprising a DescriptorEntry are:
- SG fragment grouping criteria,
- Transport session parameters,
- Alternative access URL of the individual SG delivery session,
- TOI and lifetime of the individual SGDU,
- ID, version and lifetime of the individual SG fragments within a SGDU.

For interactive delivery of the service guide, the main role of the SGDD is to declare all fragments that describe one or several services. The information about SGDU groupings is in this case not essential, since all fragments are retrieved interactively and individually for each terminal, and thus a fixed grouping into SGDUs does not exist.


The following structure SHALL be used for declaring availability, metadata and grouping of the fragments of Service Guide, and for broadcast delivery of the SG to point to the actual delivery channel and the delivery unit where the declared fragments are to be delivered. The terminal SHALL support the Service Guide Delivery Descriptor syntax as defined by XML Schema in Appendix C. For delivery, the Service Guide Delivery Descriptor SHALL be instantiated as the XML Schema instance. For delivery over the broadcast channel, the SGDD SHALL be delivered as ALC Transport Object. Further, the SG-D MAY convey the parameters associated with the SGDDs in-band using FLUTE, Consequently, the terminal SHALL support FLUTE for the reception of Service Guide Delivery Descriptors. When FLUTE is used to deliver a Service Guide Delivery Descriptor, the Content-Type used in FDT for the respective TOI SHALL be “application/sgdd”.
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	Description
	Data Type

	ServiceGuideDeliveryDescriptor
	E
	M
	1..N
	The Service Guide Delivery Descriptor

Contains the following sub-element:

NotificationReception
DescriptorEntry
ServiceGuideInitInfo
	

	NotificationReception
	E1
	NM/TM
	1
	Reception information for Notification Messages.  

NotificationPort is mandatory because a designated UDP Port SHALL be used to deliver the notification message through an on-going session or the designated session while NotificationAddress is optionally used for the delivery of Notification Messages through the designated multicast or broadcast session.
	

	NotificationPort
	A
	NM/TM
	1
	Notification Message delivery UDP Port number
	Integer

	NotificationAddress
	A
	NO/TM
	1
	Notification Message delivery  IP multicast address 
	String

	DescriptorEntry
	E1
	M
	1..N
	An entry in the Service Guide Delivery Descriptor.

Contains the following sub-elements:

GroupingCriteria,

Transport,

AlternativeAccessURL,

ServiceGuideDeliveryUnit

Note: if the SG is delivered over the interaction channel only, there is typically only one DescriptorEntry in the SGDD.
	

	GroupingCriteria
	E2
	O
	0..1
	Specifies the criteria for grouping Service Guide fragments in this Service Guide DescriptorEntry.

If several criteria for grouping are present at the same time, all those grouping criteria apply to the set of Service Guide fragments in this Service Guide DescriptorEntry.

Contains the following sub-elements:

TimeGroupingCriteria,

GenreGroupingCriteria,

ServiceProviderCriteria
	

	TimeGroupingCriteria
	E3
	O
	0..1
	Specifies the period of time this DescriptorEntry describes. (For example: declares a certain subgroup of valid Service Guide fragments for next 2 hours)

Contains the following attributes:

StartTime,

EndTime
	

	StartTime
	A
	M
	1
	Start of the time period this DescriptorEntry declares fragments for. 

(Note: this is different than fragment validity time)
	Integer  (32 bits)
expressed as NTP time

	EndTime
	A
	M
	1
	End of the time period this DescriptorEntry declares fragments for.

(Note: this is different than fragment validity time)
	Integer  (32 bits)
expressed as NTP time

	GenreGroupingCriteria
	E3
	O
	0..1
	Specifies the classification of the services/content associated with the fragments in this  Service Guide Delivery Unit (e.g. comedy, action, drama)
	String

	ServiceProviderCriteria
	E3
	O
	0..1
	Specifies the each service provider by unique name.
	String

	Transport
	E2
	O
	0..1
	The pointer to the transport session delivering the Service Guide fragments within Service Guide Delivery Units announced in this DescriptorEntry.

Contains the following attributes:

IpAddress,

Port,

SrcIpAddress,

SessionID
	

	IpAddress
	A
	M
	1
	Destination IP address of the target delivery session
	String

	Port
	A
	M
	1
	Destination port of target delivery session
	unsignedShort
(16 bits)

	SrcIpAddress
	A
	O
	0..1
	Source IP address of the delivery session
	String

	SessionID
	A
	M
	1
	Identifier of target delivery session
	unsignedShort 
(16 bits)

	AlternativeAccessURL
	E2
	O
	0..N
	Alternative URL for retrieving the Service Guide delivery units via the interaction channel

Note: this sub-element is typically present in the case of interactive delivery of the SG
	AnyURI

	ServiceGuideDeliveryUnit
	E2
	M
	1..N
	A group of fragments.

Contains the following attributes:

transportObjectID,

validFrom,

validTo

Contains the following sub-element:

Fragment

Note: if the SG is delivered over the interaction channel only, this is a pseudo element, and there is typically only one ServiceGuideDeliveryUnit in the SGDD.
	

	transportObjectID
	A
	O
	0..1
	The transport object ID of the Service Guide Delivery Unit carrying the declared fragments within this group.
	unsignedInt
(32 bits)

	validFrom
	A
	O
	0..1
	The first moment of time this group of Service Guide fragments is valid. The format is NTP.

Note: If this attribute is not present, “validFrom” attribute MUST be present in the “Fragment” sub-element.
	Integer  (32 bits)
expressed as NTP time

	validTo
	A
	O
	0..1
	The last moment of time this group of Service Guide fragments is valid. The format is NTP.

Note: If this attribute is not present, “validTo” attribute MUST be present in the “Fragment” sub-element.
	Integer  (32 bits)
expressed as NTP time

	Fragment
	E3
	M
	1..N
	Declaration of Service Guide fragment that is available over broadcast channel.

Contains the following attributes:

transportID,

id,

version,

validFrom,

validTo,

type
	

	transportID
	A
	M
	1
	The identifier of the announced Service Guide fragment to be used in the Service Guide Delivery Unit header.

Note: if the SG is delivered over the broadcast channel only, this element MUST be present
	unsignedInt
(32 bits)

	id
	A
	M
	1
	The identifier of the announced Service Guide fragment.
	anyURI 

	version
	A
	M
	1
	The version of the announced Service Guide fragment.

Note: The scope of the version is limited to the given transport session. The value of version turn over from 2^32-1 to 0.
	unsignedInt (32 bits)

	validFrom
	A
	O
	0..1
	The first moment when this fragment is valid. If not given, the validity is assumed to have started at some time in the past.

Note: If this attribute is present and “validFrom” attribute of “ServiceGuideDeliveryUnit” is also present, the value of this attribute overrides the value of “ServiceGuideDeliveryUnit” attribiute “validFrom”.
	Integer  (32 bits)
expressed as NTP time

	validTo
	A
	O
	0..1
	The last moment when this fragment is valid. If not given, the validity is assumed to end in undefined time in the future.

Note: If this attribute is present and “validTo” attribute of “ServiceGuideDeliveryUnit” is also present, the value of this attribute overrides the value of “ServiceGuideDeliveryUnit” attribute “validTo”.
	Integer  (32 bits)
expressed as NTP time

	type
	A
	M
	1
	Enumeration value designating the schema or MIME type for fragment. When most significant bit==1: user defined type is allowed. 

Note: The exact enumeration is TBD.
	unsignedInt
(32 bits)

	ServiceGuideInitInfo
	E1
	NO/TM
	0..1
	The Service Guide Initialization Information

Contains the following sub-elements: 


BiMDecoderInit


	

	BimDecoderInit
	E2
	NO/TM
	0..1
	The BiM DecoderInit is used to transmit initialisation information required by the BiM Decoder. 
Informatively, the DecoderInit contains information such as: 

· XML schemas used, 

· type codec used (in this specification, the dvbStringCodec encodes every instance whose type is xsd:string). 

· The encoding format of the string table (UTF-8, UTF-16, …) 
· The initial state of the ESG Document (i.e. the root element of the ESG XML Document). A default version for this initial description can be defined. 
The network SHALL provide this information if at least one fragment declared in the SGDD is compressed with BiM, i.e. the fragmentEncoding is set to ‘1’ in the respective Service Guide Delivery Unit. 

The Syntax of the BiM DecoderInit element is specified in [BiM].
	


5.4.3 Service Guide Encoding and Compression

The complete Service Guide Delivery Unit carrying a set of fragments for the Service Guide MAY be compressed with the GZIP algorithm for delivery in a way which is transparent to the communication between Service Guide Server and Service Guide Client. Furthermore, individual Service Guide Fragments in the Service Guide Delivery Unit MAY be compressed with the BiM compression method [BiM]. The Terminal MUST support GZIP and BiM.
If BiM is used for the compression of Service Guide Fragments, the type codec “dvbStringCodec” as specified in [DVB-GBS] Section 9.4.3.3 SHALL be used to encode elements of datatype “String”. 
5.4.4 Service Guide Encapsulation

The following structure SHALL be used for the Service Guide Delivery Unit carrying the fragments of a Service Guide. The optional compression SHALL be performed on transport layer and apply to a transport unit as a whole.

The field “fragmentTransportID” is using the transport ID values as defined in section 5.4.2.1 to identify each of the fragments carried in the Service Guide Delivery Unit (SGDU). When encapsulating the fragments into the Service Guide Delivery Unit, the mapping defined in section 5.4.2.1 SHALL be used. Using the fragmentTransportID and fragmentVersion fields the terminal can quickly infer whether the associated fragment in the SGDU has changed.

The following rules apply to maintaining the mapping of fragmentIDs to fragmentTransport IDs in the terminal:

· If a terminal has received a Service Guide Delivery Descriptor (SGDD), the terminal SHALL record the mappings between the fragmentTransportID fields and the associated fragmentID fields delivered in that descriptor.

· If a terminal has not received the mapping for a particular fragmentTransportID from the SGDD, it SHALL decode the fragment delivered in the SGDU, associate the decoded fragmentID with the fragmentTransportID in the SGDU header and record that mapping.

· A terminal SHALL NOT use any recorded fragmentID-to-fragmentTransportID mapping after the fragment expires.

	Data Field Name
	Data Type

	Service_Guide_Delivery_Unit {
	

	
Unit_Header {
	

	

Reserved
	16 bits

	

n_o_service_guide_fragments
	16 bits

	

string_table_offset
	16 bits

	

for(i=0; i< n_o_service_guide_fragments; i++) {
	

	


fragmentTransportID[i]
	uimsbf

	


fragmentVersion[i]
	uimsbf

	


offset[i]
	16 bits

	

}
	

	
}
	

	
Unit_Payload {
	

	

for(i=0; i< n_o_service_guide_fragments; i++) {
	

	


service_guide_envelope_format[i]
	uimsbf

	


if(service_guide_ envelope_format[i] == 0x00) {
	

	



fragmentEncoding[i]
	uimsbf

	



service_guide_fragment[i]
	bitstring

	


}
	

	


if(service_guide_ envelope_format[i] == 0x01) {
	

	



3GPP_Metadata_Envelope
	bitstring

	


}
	

	


if(service_guide_ envelope_format[i] == 0x02) {
	

	



3GPP2_Metadata_Envelope
	bitstring

	


}
	

	

}
	

	
}
	

	
if(string_table_offset>0) String_Table
	bitstring

	}
	


Mnemonics

uimsbf = Unsigned 32bit Integer, most significant bit first

bitstring = Array of bits
Semantics

	n_o_service_guide_fragments
	Number of service_guide_fragments encapsulated in this specific Delivery Unit.

	string_table_offset
	Offset of the string table which is needed for BiM compression of the fragments (in bytes from the start of the Unit_Payload)

	offset[i]
	Offset in bytes from the start of the Unit_Payload to the start of the service_guide_fragment[i] in the Unit_Payload.

	fragmentTransportID[i]
	Signals the identifier of the service_guide_fragment[i] which is defined for transport (see 5.4.2.1)

	fragmentVersion[i]
	Signals the version of service_guide_fragment[i].

Note: The scope of the fragmentVersion is limited to this transport session. The value of FragmentVersion can turn over from 2^32-1 to 0.

	fragmentEncoding[i]
	Signals the encoding of service_guide_fragment[i] 
0 – uncompressed

1 – BiM


	service_guide_ envelope_format[i]
	Selector for distinguishing between the OMA envelope format (as defined in this specification) and 3GPP metadata envelope format.

	3GPP_Metadata_Envelope
	See 3GPP TS 26.346

	3GPP2_Metadata_Envelope
	See 3GPP2 X.S0022

	String_Table
	String table for BiM encoding is a set of consecutive strings separated by the termination code “0”.


Note: fragmentTransportID[i] and fragmentVersion[i] are entities to support caching of service_guide_fragments without requiring the terminal to decompress the service_guide_fragments.
5.4.4.1 Service Guide Fragment
Note to editor: this is a new section.
Syntax

In this section the Service Guide Fragment is specified. The Service Guide Fragment syntax depends on the field “fragmentEncoding[i]” as specified in the Service Guide Delivery Unit (SGDU). 
	Syntax
	No. of Bits
	Mnemonic

	service_guide_fragment[i]{
	
	

	
if(fragmentEncoding[i] == 0) {
	
	

	

uncompressedFragment_Length
	8+
	vluimsbf8

	

uncompressedFragment()
	uncompressedFragment_Length
	bslbf

	
}
	
	

	
if(fragmentEncoding[i] == 1) {
	
	

	

external_string_buffer_ptr
	32
	uimsbf

	

Fragment_Length
	8+
	vluimsbf8

	

ContextPathCode
	ContextPathCode_Length
	uimsbf

	

FragmentUpdatePayload(startType)
	
	

	

nextByteBoundary()
	
	

	
}
	
	

	}
	
	


Mnemonics

vluimsbf8 = Variable length code unsigned integer, most significant bit first. The size of vluimsbf8 is a multiple of one byte. The first bit (Ext) of each byte specifies if set to 1 that another byte is present for this vluimsbf8 code word. The unsigned integer is encoded by the concatenation of the seven least significant bits of each byte belonging to this vluimsbf8 code word.

bslbf = Bit string, left bit first.

uimsbf = Unsigned Integer, most significant bit first. The length is specified in a separate field.

Semantics
	Field
	Semantics

	uncompressedFragment_Length
	This field specifies the length of the uncompressedFragment field in bytes.

	uncompressedFragment
	Signales the service guide fragment in textual representation.

	external_string_buffer_ptr
	The zero-based offset in bytes from the start of the string repository within this container to the first byte of the external string buffer for the fragment

	Fragment_Length
	This field specifies the sum of the length of the ContextPathCode and the length of the FragmentUpdatePayload in bytes.

	ContextPathCode
	This field identifies the element representing the signalled ESG XML Fragment. From this field the startType is derived as specified in [BiM]. 

Available ContextPathCodes are signalled in the ContextPathTable in the DecoderInit. From this table also the ContextPathCode_Length is derived.

	FragmentUpdatePayload
	Signals the payload of the ESG XML Fragment of XML data type startType as defined in [BiM], subclause 8.3.

The startType variable identifies the XML data type signalled by the ContextPathCode according to the XML schema definition. The value of this variable is deduced from the ContextPathCode field.

	nextByteBoundary
	Skips bits from the bitstream until the next byte boundary is reached.
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