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1 Reason for Change

This CR proposes to allow HTTPS to be used between BSMs when communication between BSMs is required for roaming. The current specification allows IPsec to be used as the secure transportation protocol, but to be more consistent with the protocols of other BCAST back-end entities, the use of HTTPS is proposed instead of IPsec. 
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree to the proposed changes and apply them to the latest version of TS-Services.
6 Detailed Change Proposal
5.8.3 Protocol stack for message exchanges between BSMs

[Note: Interface between A BSM and B BSM is to be defined in AD]
The following protocol stack SHALL be used for message exchange between BSMs. HTTPS over TCP/IP SHOULD be used for the delivery of the roaming procedure authorisation messages. HTTPS SHALL be used in conjunction with TCP/IP to provide secure delivery of the authorisation messages.
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