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1 Reason for Contribution

This IC contains submitted comments to the BCAST AD as part of the overall consistency review.  This is a BCAST internal document dealing with comments received as related to the AD only.  This document will be incorporated as part of the overall BCAST 1.0 CONRR covering all BCAST 1.0 documents & specifications under Consistency Review.
R01 of this document contains the following:

a) Changes agreed in the BCAST interim meeting held in Helsinki (17-19 May 2006).

b) New comments (AD026 – AD085) based on OMA-BCAST-2006-0365R02 from Qualcomm uploaded to the portal on 16 May 2006.  Note that all previous references to 0365R01 (which was a corrupted file on the portal) were corrected to 0365R02.  Also, all previous editing marks to the comments (inserted by the author of the comments) were removed so that AD026 – AD085 can be shown cleanly as new comments in this interim CONRR.
c) New comments (AD086 – AD110) based on OMA-BCAST-2006-0544 from Qualcomm uploaded to the portal on 24 May 2006.
d) New comments (AD111 – AD120) based on OMA-BCAST-2006-0516 from Obigo uploaded to the portal on 23 May 2006.
e) New comments (AD121 – AD155) based on OMA-BCAST-2006-0522 from Orange uploaded to the portal on 23 May 2006.
f) New comments (AD156 – AD163) based on OMA-BCAST-2006-0548 from Samsung uploaded to the portal on 24 May 2006.

R02 of this document contains the following additional information:
· New comment AD164 based on OMA-BCAST-2006-0503 from the SEC Group uploaded to the portal on 19 May 2006.
· New comments (AD165 – A169) based on OMA-BCAST-2006-0581 from Siemens uploaded to the portal on 24 May 2006.
· CRs Tracking section was added.

R03 of this document contains the following changes: 
· Resolution of comments (see Status column) as discussed in Osaka meeting on 13 June 2006.
· Sources (Qualcom) for AD061 and AD062 were inserted.  

R04 of this document contains the following key changes:

· Tentatively agreed changes at the 2 Aug conf call.

· Tentatively agreed changes at the 21 Aug joint DLDRM-BCAST meeting (Beijing).

· Updated CR Tracking table.

R05 of this document contains the following main changes:

· Tentatively agreed resolutions at the Beijing meeting on 25 August 2006.

· Editor proposed resolution of all non-technical issues as tentatively agreed (BCAST 2006-0675R01).

· All modifications to the original comments were reverted (except for typos and proper referencing); new information or current discussion is shown under the Status column.

· Updated CR Tracking Table to reflect status of CRs available or expected. 

R06 contains the following main changes:

· Tentatively agreed resolutions at the 11 Sept 2006 conf call.

· Updated CR Tracking Table to reflect status of CRs available or expected.

· Editorial Clean-up:  “Text in red colour” under older Proposed Resolution has been updated with “Text in black colour” which is also shown with yellow background highlight.  Doing so will reserve use of coloured text exclusively for Word tracked changes for each ConRR update.  Colouring schemes used in the original comments were not touched.
R07:

· Tentatively agreed resolutions at the 20 Sept 2006 meeting.

· Updated CR Tracking Table to reflect status of CRs available or expected.

R08:
· Tentatively agreed resolutions at the 18 Oct 2006 meeting.
· Updated CR Tracking Table to reflect status of CRs available or expected.

R09:
· Tentatively agreed resolutions at the 14 Nov 2006 BCAST meeting (Shenzhen).

· Tentatively agreed resolutions at the 11 Dec 2006 BCAST-DLDRM joint meeting (Washington D.C.).

· Updated CR Tracking Table to reflect status of CRs available or expected.
· 
R10:

· Tentatively agreed resolutions at the 14 Dec 2006 BCAST meeting (Washington DC).

· Updated CR Tracking Table.

2 Summary of Contribution

Interim CONRR for the BCAST AD was updated.
3 Detailed Proposal

The following comments were received against OMA-AD-BCAST-V1_0-20060329-D.

	ID
	Open Date
	Edit
	Section
	Description
	Status

	AD001
	2006.03.31
	N
	5.2.2
	Source: Charles Lo, clo@qualcomm.com

Form: OMA-BCAST-2006-0314

Comment:
Description for BDS-1 is missing the functionality of signaling the content priority by the BCAST Enabler to the underlying BDS.
Proposed Resolution:
Add “Content priority” to the description of BDS-1 such that the resulting description becomes:
“Unprotected and/or protected BCAST Service, content-unprotected and/or content-protected BCAST Service, BCAST Service attributes and Content attributes, BCAST Service/Content priority, Notification, Notification priority, Service Guide and Security material.

Note: Service protection or Content Protection of RTP streams may be employed by the BDS itself, if available.”
	Status:  Tentatively CLOSED.
BCAST Agree that notification priority is needed; tentative agreement in concept that broadcast service/content priority is valid given some qualifiers (to indicate public service/safety user gets priority.
Addressed by AD030.



	AD002
	2006.03.31
	N
	5.3.2
	Source: Charles Lo, clo@qualcomm.com

Form: OMA-BCAST-2006-0314

Comment:
Description for FD-B1 is missing the functionality of signaling the file content priority by the BCAST Enabler to the underlying BDS.

Proposed Resolution:
Add “Signaling of content priority to the underlying BDS” to the description of FD-B1 such that the resulting description becomes:

“Delivery of a service and/or content protected file or a bundle of files to BDS.

Delivery of signalling information to a file or bundle of files distribution.

Delivery of bearer information used for a file or bundle of files distribution.

Signaling of content priority to the underlying BDS.
Note: If BDS service distribution does not exist, then the interface defined for FD-B1 is applied for x-1 and/or x-2.”
	Status: Tentatively CLOSED.
BCAST’s tentative agreement in concept that broadcast service/content priority is valid given some qualifiers (to indicate public service/safety user gets priority.
Addressed by AD035.



	AD003
	2006.03.31
	N
	5.3.3
	Source: Charles Lo, clo@qualcomm.com

Form: OMA-BCAST-2006-0314

Comment:
Description for SD-B1 is missing the functionality of signaling the stream content priority by the BCAST Enabler to the underlying BDS.

Proposed Resolution:
Add “Signaling of content priority to the underlying BDS” to the description of SD-B1such that the resulting description becomes:

“Delivery of a stream to BDS.

Delivery of a protected stream to BDS.

Delivery of a stream attribute to determine bearers used for stream distribution.

Delivery of bearer information used for a stream distribution.

Delivery of a BDS specific profile for the adaptation of Stream to BDS.

Signaling of content priority to the underlying BDS.
Note:  If BDS service distribution does not exist, then the interface defined for FD-B1 is applied for x-1 and/or x-2.”
	Status: Tentatively CLOSED.
BCAST’s tentative agreement in concept that broadcast service/content priority is valid given some qualifiers (to indicate public service/safety user gets priority.
Addressed by AD035.



	AD004
	2006.03.31
	N
	5.3.7
	Source: Charles Lo, clo@qualcomm.com

Form: OMA-BCAST-2006-0314

Comment:
Description for NT-B1 is missing the functionality of signaling the notification message priority by the BCAST Enabler to the underlying BDS.

Proposed Resolution:
Add “Signaling of notification message priority to the underlying BDS” to the description of NT-B1 such that the resulting description becomes:

“Delivery of a notice of notification event

Delivery of a notification message to BDS or Interaction Network
Signaling of notification message priority to the underlying BDS”
	Status: Tentatively CLOSED. 
Agreed changes as “Signaling of notification message priority to the underlying BDS”

	AD005
	2006.04.04
	Y
	5.3.4.3 and 5.3.4.3
	Source: SEC WG

Form: OMA-BCAST-2006-0344

Comment:
The terminal internal interfaces existence in SP and CP diagram may people confused because the internal interface will not be defined. 

Proposed Resolution:
Use gray color for the terminal internal interface

The detailed proposal are contained in OMA-BCAST-2006-0344
	Status: Tentatively CLOSED
OMA-BACST-2006-0344R1 was temporarily agreed at BCAST-SEC joint meeting on April 5th.

	AD006
	2006.05.05
	N
	5.3.4
	Source: Orange

Form: OMA-BCAST-2006-0402
Comment:

Section and sections within describe Service Protection function and Content Protection function. The diagrams were initially created to show service protection as applying to streams while content protection applied to files.

In the meantime the definitions of service protection and content protection have been changed. They define the type of rights available i.e. what can and can not be done with streamed content or files.

Service protection can applies to streams and files, as can content protection.

It is proposed to have two diagrams, one for transport encryption of streams and files, and one for content encryption of streams and files. In both cases service or content protection can be offered depending on the type of rights granted.

Proposed Resolution:

OMA-BCAST-2006-0405 

One diagram and flows for transport encryption.

One diagram and flows for content encryption.
	Status: Tentatively CLOSED.
No action needed; refer to 2006-0415R04 and 0416R04 for resolution.


	AD007
	2006.05.07
	N
	5.3.4.3
	Source: Samsung

Form: OMA-BCAST-2006-0433
Comment: 

The current Service Protection architecture has 3 interfaces between SP-KD and SP-M. Considering characteristics of these 3 interfaces and other interfaces in AD, one interface is enough.

Proposed Resolution
Proposal is introduced in OMA-BCAST-2006-0415-CR-Revised-SP-Architecture
	Status: Tentatively CLOSED
2006-0415R04 will add references to 3GPP 33.110 and ETSI 102.484 .


	AD008
	2006.05.07
	N
	5.3.4.4
	Source: Samsung

Form: OMA-BCAST-2006-0433
Comment
Service Protection has STKM generation options to support various business models. Content Protection also requires STKM generation options. Therefore, we propose the revised content protection architecture. And it is better for BSA to generate TEK because content encryption of files and ISMACrypt are done inside BSA.

Proposed Resolution
Proposal is introduced in OMA-BCAST-2006-0416-CR-Revised-CP-Architecture
	Status: Tentatively CLOSED

Resolution as per
2006-0416R04. 

	AD009
	2006.05.07
	N
	5.4.4.1
	Source: Samsung

Form: OMA-BCAST-2006-0433
Comment: 
Service Protection function flows needs to be changed based on OMA-BCAST-2006-0415-CR-Revised-SP-Architecture. 

Proposed Resolution: 
Proposed new Service Protection function flows are introduced in following CRs.

OMA-BCAST-2006-0417-CR-Revised-SP-Architecture.

OMA-BCAST-2006-0418-CR-Backend-Interface-Function-Flows-for-Service-Protection.
	Status: Tentatively CLOSED
2006-0417R04 and -0418R03 expected 
AP: Samsung, QCom and Nokia to update the flows.
Dependency on CRs 415R06 and 416R06.

CRs 415R06, 416R06, 417R06 and 418R04 were agreed.



	AD010
	2006.05.07
	N
	5.4.4.2
	Source: Samsung

Form: OMA-BCAST-2006-0433
Comment: 

Content Protection function flows needs to be changed based on OMA-BCAST-2006-0416-CR-Revised-CP-Architecture. 

Proposed Resolution
Proposed new Content Protection function flows are introduced in following CRs.

OMA-BCAST-2006-0419-CR-Revised-CP-Architecture.

OMA-BCAST-2006-0420-CR-Backend-Interface-Function-Flows-for-Content-Protection.
	Status: Tentatively CLOSED
2006-0419R04 and -0420R03 expected; need to explain 2 ways to generate STKM.

AP: Samsung.
Dependency on CRs 415R06 and 416R06.

CRs 415R06, 416R06, 419R06 and 420R04 were agreed.



	AD011
	2006.05.07
	N
	5.4.6
	Source: Samsung

Form: OMA-BCAST-2006-0433
Comments

Service Provisioning Flows have to be in line with TS-Service.

Proposed Resolution

See OMA-BCAST-2006-0437-AD-ServiceProvisioning-Flows
	Status: Tentatively CLOSED
Dependency on resolution of Service Provisioning messages.

AP: Samsung/Qualcomm/Orange to provide smartcard based provisioning flows.

CR 437 requires discussion and update is pending.

Resolution based on new CR 1047R01 was agreed.

	 AD012
	2006.05.10
	Y
	4

4.1
	Source: Huawei

Form: OMA-BCAST-2006-0474
Comment:

In paragraph 3 of section 4 and section 4.1, the reference style to RD is not according to reference style BCAST has agreed to. 

Proposed Resolution:
Change [BCAST RD V1.0] in section 4 and [BCAST-RD] in section 4.1 into [BCAST10-Requirements]. 
	Status: Tentatively CLOSED
Proposed resolution was agreed.

	AD013
	2006.05.10
	N
	5.3.1.1
	Source: Huawei

Form: OMA-BCAST-2006-0474

Comment:

BDS Service Distribution also can be a Service Guide source. And this is indicated in the flow in 5.4.1. But it is left in 5.3.1.1 Service Guide Source.

Proposed Resolution:
Add a new paragraph to describe BDS Service Distribution as a Service Guide Source in 5.3.1.1. The detail changes are presented in OMA-BCAST-2006-0475-Some-changes-on-AD.
	Status: Tentatively CLOSED
Changes as per BCAST-2006-0475R01 were agreed.

	AD014
	2006.05.10
	N
	5.3.2 Figure and Table
	Source: Huawei

Form: OMA-BCAST-2006-0474

Comment:

In the last paragraph of 5.3.2.2, it indicates “If a file generated by BCAST Subscription Management needs to be transmitted over FD-5 or FD-6, then FD receives it through the interface FD-4”. But there is no FD-4 in the FD function figure and interface table.

Proposed Resolution:
Add FD-4 into Figure 5 File Distribution Functional Architecture and add definition of FD-4.

The detail changes are presented in OMA-BCAST-2006-0475-Some-changes-on-AD.
	Status: Tentatively CLOSED.
Changes as per BCAST-2006-0475R01 was agreed; i.e. FD-4 was not needed.


	AD015
	2006.05.10
	Y
	5.3.8 Table
	Source: Huawei

Form: OMA-BCAST-2006-0474

Comment:

In the notes of TP-5, the reference style to Distribution spec is not according to reference style BCAST has agreed to.

Proposed Resolution:
Change [BCAST-DISTRIBUTION] into [BCAST10-Distribution].
	Status: Tentatively CLOSED

Proposed resolution was agreed.

	AD016
	2006.05.10
	Y
	5.3.8.4
	Source: Huawei

Form: OMA-BCAST-2006-0474

Comment:

The reference style to Service spec is not according to reference style BCAST has agreed to.

Proposed Resolution:
Change [BCAST-SERVICES] into [BCAST10-SERVICES].
	Status: Tentatively CLOSED

Proposed resolution was agreed.

	AD017
	2006.05.10
	Y
	5.4.1.2
	Source: Huawei

Form: OMA-BCAST-2006-0474

Comment:

The serial numbers of the last two steps are wrong. 

Proposed Resolution:
Change 5 into 7 and change 6 into 8.
	Status: Tentatively CLOSED

Proposed resolution was agreed.

	AD018
	2006.05.10
	Y
	5.4.2.2
	Source: Huawei

Form: OMA-BCAST-2006-0474

Comment:

This section is about the file repairing over Broadcast Channel when Interaction Channel exists. FD transmits the reconfigured file (or bundle of files) to FD-C in Terminal over FD-5 (broadcast channel) not FD-6 in step 5.

Proposed Resolution:
Change “(FD-6)” into “(FD-5)” in step 5.
	Status: Tentatively CLOSED

Proposed resolution was agreed.

	AD019
	2006.05.10
	Y
	5.4.2.3

5.4.2.5
	Source: Huawei

Form: OMA-BCAST-2006-0474

Comment:

No FD-8 is defined in the File Distribution Function architecture. In step 1 and 2, the interface will be FD-6 not FD-8.

Proposed Resolution:
Change FD-8 into FD-6.
	Status: Tentatively CLOSED

Proposed resolution was agreed.

	AD020
	2006.05.10
	Y
	5.4.2.4
	Source: Huawei

Form: OMA-BCAST-2006-0474

Comment:

BDS Distribution may notify FD-C in Terminal of the start of the file (or bundle of files) distribution over X-4 not X-5 in step 5.

Proposed Resolution:
Change X-5 into X-4 in step5.
	Status: Tentatively CLOSED

Proposed resolution was agreed.

Editor’s Note: 

The correction needed applies to Step 6, instead of Step 5.

	AD021
	2006.05.10
	Y
	5.4.3.3

5.4.3.4
	Source: Huawei

Form: OMA-BCAST-2006-0474

Comment:

No SD-8 is defined in the Stream Distribution Function architecture. In step 1 and 2, the interface will be SD-6 not SD-8.

Proposed Resolution:
Change SD-8 into SD-6.
	Status: Tentatively CLOSED

Proposed resolution was agreed.

	AD022
	2006.05.10
	Y
	5.4.7.3
	Source: Huawei

Form: OMA-BCAST-2006-0474

Comment:

This section describes the flow about Notification Delivery over Interaction Channel. But the title of this section is wrong. 

Proposed Resolution:
Change this section title into “Notification Delivery over Interaction Channel by OMA BCAST”
	Status: Tentatively CLOSED.
Author of these flows (Samsung) to double check. BCAST-2006-0622R01 will resolve this.

	AD023
	2006.05.10
	Y
	5.4.7.4
	Source: Huawei

Form: OMA-BCAST-2006-0474

Comment:

The first sentence of this section is wrong. “The figure below shows the message flow for notification delivery over Broadcast Channel”, it is not Broadcast Channel, it will be Interaction Channel.

Proposed Resolution:
Change the first sentence into: “The figure below shows the message flow for notification delivery over Interaction Channel”
	Status: Tentatively closed.
Author of these flows (Samsung) to double check.  BCAST-2006-0622R01 will resolve this.

	AD024
	2006.05.10
	Y
	5.4.7.4
	Source: Huawei

Form: OMA-BCAST-2006-0474

Comment:

An editorial error in step 3. 

Proposed Resolution:
Change the last sentence into: “Interaction Network may transform OMA BCAST notification message to its own notification message form.”
	Status: Tentatively CLOSED.
Author of these flows (Samsung) to double check.  BCAST-2006-0622R01 will resolve this.

	AD025
	2006.05.03
	N
	All sections
	Source: REQ Group chair (Kevin Holley)
Form: Email 

Comment:
I had a look at the AD for BCAST.  The AD contains an informative appendix which appears to take precedent over the normative section of the RD.  For everything declared as "not supported" by the AD, the RD mandates support by the enabler.  One example, SEC-01, is shown below.  The RD says that this facility is required in BCAST 1.0 and the AD says "NO" and "after TS work, it is needed to reconsider to support in BCAST".

Proposed Resolution:

My suggested solution is for the BCAST group to run through the items declared as "unsupported" by the AD and update the third column in the RD such that the RD and AD are consistent.  During this process it may be necessary to split requirements, mark them "DELETED", mark them "FUTURE", or designate them in some other way.  There are many hints and tips on how to fill out the RD tables in the RD Best Practices document just approved by TP and available here - note that the -A version is pending DSO implementation. 

http://www.openmobilealliance.org/ftp/Public_documents/REQ/Permanent_documents/OMA-ORG-RequirementsBestPractices-V1_0-20060331-D.zip 

 

	Status: Tentatively CLOSED

See agreed action for Comment #14 in the CONRR for the RD, as shown below:

“It was agreed to delete Appendix B from AD and to update the Enabler column in section 6 of the RD to accurately relate which requirements are included in Release 1 of BCAST Enabler.”

	AD026
	2006.05.16
	N
	5.2, Fig. 3 and table
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R02, OMA-BCAST-2006-0374R01

Comment:

The BCAST functional architecture is missing a reference point between a broadcast-only terminal and the BSM for out-of-band subscription.

Proposed Resolution:
See the proposed changes in OMA-BCAST-2006-0374R01.
	Status: Tentatively CLOSED
No changes necessary; this reference point is out-of-scope.


	AD027
	2006.05.16
	N
	5.2, Fig. 3 and Table 2
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01

Comment:

The BCAST functional architecture is missing a reference point between the BSD/A and the terminal, traversing both the BDS Service Distribution (BDS-SD) and the Broadcast Distribution System (BDS).  This interface represents the delivery of broadcast service/content, service guide, notifications, and Short Term Key Messages across the BDS-SD and BDS from the BSD/A to the terminal.

Proposed Resolution:
See the proposed changes in OMA-BCAST-2006-0374R01.
	Status: Tentatively CLOSED.
Agree to use Fig. 3 of 374R02, and the following:

Table 2, re BCAST-5

“The reference points provides the distribution of unprotected and/or protected BCAST Service, content-unprotected and/or content-protected BCAST Service, BCAST Service attributes and content attributes, Notification, Service Guide, and Security material, over the Broadcast Distribution System, which may include traversing the BDS Service Distribution/Adaptation”



	AD028
	2006.05.16
	N
	5.2, Fig. 3 and Table 2
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01

Comment:

BCAST-5 should be shown as traversing the Broadcast Distribution System since it represents an end-to-end reference point between the BSD/A and the terminal.  In addition, it should be qualified that BCAST-5 applies to implementations whereby the BSD/A contains the BDS-SD functionality pertaining to the transmission of data through the Broadcast Channel.
Proposed Resolution:
See the proposed changes in OMA-BCAST-2006-0374R01.
	Status: Tentatively CLOSED.

Agree to use Fig. 3 of 374R02.

	AD029
	2006.05.16
	N
	5.2, Fig. 3 and Table 2
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01

Comment:

BCAST-7 should be qualified as applicable to implementations whereby the BSM contains the BDS-SD functionality pertaining to the transmission of data through the Interaction Channel.
Proposed Resolution:
See the proposed changes in OMA-BCAST-2006-0374R01.
	Status: Tentatively CLOSED.

Agree to use Fig. 3 of 374R02, and the following:

Table 2, re BCAST-7
“This interface provides the delivery of Service provisioning, Subscription information, Terminal provisioning, Security material, and device registration, over the Interaction Network.”

	AD030
	2006.05.16
	N
	5.2.2
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01

Comment:
Description for BDS-1 in Table 2 is missing the functionality of signaling the content priority by the BCAST Enabler to the underlying BDS.

During the Vancouver meeting, when this comment and proposed resolution was submitted (in Doc-314), it was agreed that “notification priority” should be added to the description as shown.  However, it was felt that some words of qualification should be added regarding the signaling of broadcast service/content priority.  Therefore, it is proposed to add double asterisks (**) after “Broadcast Service/Content priority”, followed by an editor’s note, below Table 2, as shown below.
Proposed Resolution:
Add “BCAST Service/Content priority” to the description of BDS-1 such that the resulting description becomes:
“Unprotected and/or protected BCAST Service, content-unprotected and/or content-protected BCAST Service, BCAST Service attributes and Content attributes, BCAST Service/Content priority **, Notification, Notification priority, Service Guide and Security material.

Note: Service protection or Content Protection of RTP streams may be employed by the BDS itself, if available.”

(The following editor’s note should be added after Table 2):

“** Higher priority in delivery of broadcast service/content may be given to certain categories of service/content, such as those targeted for public safety/public service personnel, or emergency information.”
	Status: TENTATIVELY CLOSED
Agreement to re-word the proposed text after **:

“Higher priority in delivery of broadcast service/content shall be given to service/content intended for public safety/public service, or emergency information.”

Further details for priority signalling to be covered by the BDS adaptation spec, in case it does not currently support priority content capability.

AP: BDS spec editor to ensure follow-up, as required.

	AD031
	2006.05.16
	N
	5.3.1, table
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01

Comment:

It should be qualified that SG-5 applies to implementations whereby the BSD/A contains the BDS-SD functionality pertaining to the transmission of the Service Guide through the Broadcast Channel.
Proposed Resolution:
See the proposed changes in Doc OMA-BCAST-2006-0374R01.
	Status: Tentatively CLOSED.
AP: (QCom) CR needed, to use Fig. 4 with modification to extend the BDS SD box to overlap SG-5; also use the text re SG-5 in the section Table.  Done.
2006-0676R01 proposed resolution agreed.

	AD032
	2006.05.16
	N
	5.3.1, Fig. 4 and table
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01

Comment:

SG-10 (corresponding to BCAST-10 as described in an earlier comment and shown in Doc-374R01) is missing in this section, and should be added to Fig. 4 and the table. This interface, applicable to implementations whereby the BSD/A does not contain the BDS-SD functionality pertaining to the transmission of the Service Guide through the Broadcast Channel, represents the file delivery of broadcast service guide across the BDS-SD and BDS from the BSD/A to terminal via the BDS-SD and the broadcast network.  

Proposed Resolution:
See the proposed changes in OMA-BCAST-2006-0374R02.
	Status: Tentatively CLOSED.
No action needed; refer to 676R01 and AD031



	AD033
	2006.05.16
	N
	5.3.1.2
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01

Comment:

The description of this section is incomplete.  It is missing the SG delivery mode in which the SG is sent from the BSD/A to the BDS-SD over SG-B1, and the BDS-SD, in delivering the SG to the terminal, does not perform application level manipulation of the SG, but may perform lower layer processing such as application layer FEC encoding, transport protocol conversion, and unicast-to-multicast IP address translation. 

Proposed Resolution:
See the proposed text changes in OMA-BCAST-2006-0374R01.
	Status: Tentatively CLOSED.
Agreed resolution as follows:
676R01 provides the figure, but use text in section 5.3.1.2 in 0374R02

	AD034
	2006.05.16
	N
	5.3.2, 5.3.3, 5.3.5, 5.3.6, 5.3.7,
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R01

Comment:
For clarity and consistency, the naming of functional components in these sections should be aligned between the architecture diagrams and subsequent descriptions in these sections.  For example, for file distribution, the entity within the BSD/A is called “File Delivery Function” but in the heading of Sec. 5.3.2.2, it is called ‘File Delivery Component”.

Proposed Resolution:
Either remove all instances of the word “Function” as in “XX Function” in the diagrams of these sections, or replace that word by “Component”.
	Status: Tentatively CLOSED.  

AD editor to ensure consistency in naming of functions, components, etc.

	AD035
	2006.05.16
	
	5.3.2, table
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01
Comment:
Description for FD-B1 is missing the functionality of signaling the file content priority by the BCAST Enabler to the underlying BDS.  In addition, it is proposed that a qualifier regarding signaling of content priority be added.
Proposed Resolution:
Add “Signaling of file content priority to the underlying BDS” to the description of FD-B1 such that the resulting description becomes:

“Delivery of a service and/or content protected file or a bundle of files to BDS.

Delivery of signalling information to a file or bundle of files distribution.

Delivery of bearer information used for a file or bundle of files distribution.

Signaling of file content priority** to the underlying BDS.
Note: If BDS service distribution does not exist, then the interface defined for FD-B1 is applied for x-1 and/or x-2.”

(The following editor’s note should be added after the table in this section):

“** Higher priority in the delivery of file content may be given to certain categories of content, such as those targeted for public safety/public service personnel, or emergency information.”
	Status: Tentatively CLOSED.
Agreed resolution as follows: Re-word the proposed text after **:

“Higher priority in delivery of broadcast service/content shall be given to service/content intended for public safety/public service, or emergency information.”

Further details for priority signalling to be covered by the BDS adaptation spec, in case it does not currently support priority content capability.

AP: BDS spec editor to ensure follow-up, as required.

	AD036
	2006.05.16
	N
	5.3.2, table
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01

Comment:

It should be qualified that FD-5 applies to implementations whereby the BSD/A contains the BDS-SD functionality pertaining to the transmission of files through the Broadcast Channel.
Proposed Resolution:
See the proposed changes in OMA-BCAST-2006-0374R01.
	Status: Tentatively CLOSED.

Agreed to use Fig. 5 of 374R02, and the following re FD-5; in the section Table:

“This interface provides the delivery of one or more files, and in-band signalling for file distribution, over the Broadcast Distribution System, which may include traversing the BDS Service Distribution/Adaptation.  The file content may be service and/or content protected”. 

	AD037
	2006.05.16
	N
	5.3.2, Fig. 5 and table
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01

Comment:

FD-10 (corresponding to BCAST-10 as described in an earlier comment and shown in Doc-374R01) is missing in this section, and should be added to Fig. 5 and the table. This interface, applicable to implementations whereby the BSD/A does not contain the BDS-SD pertaining to the transmission of files through the Broadcast Channel, represents the file delivery of broadcast service/content across the BDS-SD and BDS from the BSD/A to terminal via the BDS-SD and the broadcast network.  

Proposed Resolution:
See the proposed changes in OMA-BCAST-2006-0374R01.
	Status: Tentatively CLOSED
374R02 figure 5 and text for FD-5 in the table below as agreed resolution.

	AD038
	2006.05.16
	N
	5.3.2.2
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01

Comment:

The description of the File Delivery Component is incomplete.  In particular, there may be two different BDS assisted modes.  In mode 1, the BDS-SD performs application data level manipulation of the file content it receives from the FD, before delivering such content to the terminal.  In mode 2, the BDS-SD does not perform application data level manipulation of the file(s) received from the FD, before delivering such content to the terminal.  However it may perform lower layer processing such as application layer FEC encoding, transport protocol conversion, and unicast-to-multicast IP address translation. 

Proposed Resolution:
See the proposed text changes in OMA-BCAST-2006-0374R01.
	Status: Tentatively CLOSED
0374R02 sect 5.3.2.2 text for assisted mode 1 & 2 as agreed resolution.
Also, BDS Service Distribution “ /Adaptation” was agreed as a global change.

	AD039
	2006.05.16
	
	5.3.3, table
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01
Comment:
Description for SD-B1 is missing the functionality of signaling the stream content priority by the BCAST Enabler to the underlying BDS.  In addition, it is proposed that a qualifier regarding signaling of content priority be added.
Proposed Resolution:
Add “Signaling of content priority to the underlying BDS” to the description of SD-B1such that the resulting description becomes:

“Delivery of a stream to BDS.

Delivery of a protected stream to BDS.

Delivery of a stream attribute to determine bearers used for stream distribution.

Delivery of bearer information used for a stream distribution.

Delivery of a BDS specific profile for the adaptation of Stream to BDS.

Signaling of stream content priority** to the underlying BDS.
Note:  If BDS service distribution does not exist, then the interface defined for FD-B1 is applied for x-1 and/or x-2.”

(The following editor’s note should be added after the table in this section):

“** Higher priority in delivery of stream content may be given to certain categories of content, such as those targeted for public safety/public service personnel, or emergency information.”
	Status: Tentatively CLOSED.

Agreement to re-word the proposed text after **:

“Higher priority in delivery of broadcast service/content shall be given to service/content intended for public safety/public service, or emergency information.”

Further details for priority signalling to be covered by the BDS adaptation spec, in case it does not currently support priority content capability.

AP: BDS spec editor to ensure follow-up, as required.

	AD040
	2006.05.16
	N
	5.3.3, table
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01

Comment:

It should be qualified that SD-5 applies to implementations whereby the BSD/A contains the BDS-SD functionality pertaining to the transmission of streams through the Broadcast Channel.
Proposed Resolution:
See the proposed changes in OMA-BCAST-2006-0374R01.
	Status: Tentatively CLOSED.

Agree to use Fig. 6 of 374R02, and the following re SD-5; in the section Table:

“This interface provides the delivery of streams over the Broadcast Distribution System, which may include traversing the BDS Service Distribution/ Adaptation.”

	AD041
	2006.05.16
	N
	5.3.3, Fig. 6 and table
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01

Comment:

SD-10 (corresponding to BCAST-10 as described in an earlier comment and shown in Doc-374R01) is missing in this section, and should be added to Fig. 6 and the table.  This interface, applicable to implementations whereby the BSD/A does not contain the BDS-SD pertaining to the transmission of files through the Broadcast Channel, represents the stream delivery of broadcast service/content across the BDS-SD and BDS from the BSD/A to terminal via the BDS-SD and the broadcast network.

Proposed Resolution:
See the proposed changes in OMA-BCAST-2006-0374R01.
	Status: Tentatively CLOSED
0374R02 Fig 6 and table text for SD-5 as agreed resolution.

	AD042
	2006.05.16
	N
	5.3.3.2
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01

Comment:

The description of the Stream Delivery Component is incomplete.  In particular, there may be two different BDS assisted modes.  In mode 1, the BDS-SD performs application data level manipulation of the stream content it receives from the SD, before delivering such content to the terminal.  In mode 2, the BDS-SD does not perform application data level manipulation of the stream content received from the FD, before delivering such content to the terminal.  However it may perform lower layer processing such as application of native BDS service protection and unicast-to-multicast IP address translation. 

Proposed Resolution:
See the proposed text changes in OMA-BCAST-2006-0374R01.
	Status: Tentatively CLOSED.
0374R02 text for Streaming Delivery assisted mode 1 & 2 as agreed resolution. 

	AD043
	2006.05.16
	N
	5.3.4.3
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01

Comment:

The title for this section is incorrect.  It was agreed during the early phase of the AD Review last year with respect to the obsolete service protection and content protection architectures specified in OMA-AD-BCAST-V1_0-20050505-D.  In particular, the content protection architecture as shown in that AD version applies only for file distribution.  In the consistency review version of the AD, the content protection architecture diagram and description supports content protection of both file and stream distribution.  Therefore, it is proposed that the title for this section be revised to refer to general service protection.

Proposed Resolution:
See the proposed changes in OMA-BCAST-2006-0374R01.
	Status: Tentatively CLOSED
Agreed changes as follows:
Title of 5.3.4.3 ”Functional Architecture for Service Protection”.


	AD044
	2006.05.16
	N
	5.3.4.3
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01

Comment:

The first sentence under this section is not clear/correct, and should be revised similar to that proposed above for the section header.  In addition, it should be stated that the assumption of Fig. 9 is that service protection encryption is performed at the BCAST level, as opposed to employing native BDS service protection.  Lastly, it should be stated that either BSA, BSD/A or BSM can generate the STKM, although only the BSD/A delivers the STKM to the terminal; the LTKM is strictly generated by the BSM.
Proposed Resolution:
See the proposed changes in OMA-BCAST-2006-0374R01.
	Status: Tentatively CLOSED
0415R04 as agreed resolution. 

	AD045
	2006.05.16
	N
	5.3.4.3, Figure 9 and table
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01

Comment:

SP-B1, applicable only to MBMS and BCMCS, and corresponding to service protection related communications between the BSD/A and the BDS-SD is missing in this section.  Over this interface, broadcast content, security material, and security-related signaling are exchanged.  Service protection encryption may be performed at the BCAST level by the BSD/A, or BDS level by the BDS-SD.

Proposed Resolution:
See the proposed changes in OMA-BCAST-2006-0374R01.
	Status: Tentatively CLOSED
0415R04 as agreed resolution.

	AD046
	2006.05.16
	N
	5.3.4.3, Figure 9 and table
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01

Comment:

SP-B2, applicable only to MBMS and BCMCS, and corresponding to service protection related communications between the BSM and the BDS-SD is missing in this section.  Over this interface, security material, security-related signaling, and registration information are exchanged.

Proposed Resolution:
See the proposed changes in OMA-BCAST-2006-0374R01.
	Status: Tentatively CLOSED
0415R04 as agreed resolution.

	AD047
	2006.05.16
	N
	5.3.4.3, Figure 9 and table
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01

Comment:

SP-1 and SP-2-1 are not applicable from the service protection perspective.  Service protection is about ensuring that the Service Provider gets paid, or that only its subscribers can access the content.  The content sent across SP-1 is from the “content provider” to the “service provider”, and not to the end user.  Therefore regardless of whether the content sent over SP-1 is encrypted or not, it is irrelevant from the service protection perspective.  SP-2 is similarly not applicable, and in fact is equivalent to SD-2/FD-2.

Proposed Resolution:
See the proposed changes in OMA-BCAST-2006-0374R01.
	Status: Tentatively CLOSED
0415R04 as agreed resolution.

	AD048
	2006.05.16
	N
	5.3.4.3, table
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01

Comment:

The definition for SP-2-1 isn’t quite correct.  It should address the function of this interface only, as opposed to downstream interfaces (as currently done).

Proposed Resolution:
See the proposed changes in OMA-BCAST-2006-0374R01.
	Status: Tentatively CLOSED
0415R04 as agreed resolution. 

	AD049
	2006.05.16
	N
	5.3.4.3, table
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01

Comment:

The definition for SP-2-2 isn’t quite correct.  This interface does not implement “the creation of the STKM” - only its delivery.

Proposed Resolution:
See the proposed changes in OMA-BCAST-2006-0374R01.
	Status: Tentatively CLOSED
0415R04 as agreed resolution.

	AD050
	2006.05.16
	N
	5.3.4.3, table
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01

Comment:

The definition for SP-3 is unintelligible:

“This interface delivers SEAK or PEAK for encryption of services Short Term Keys from the SP-M to SP-A.”

In addition, it should be noted that SEAK/PEAK is delivered only in the case of the DRM Profile, whereas SEK/PEK is delivered for the Smartcard Profile.

Proposed Resolution:
See the proposed changes in OMA-BCAST-2006-0374R01.
	Status: Tentatively CLOSED
0415R04 as agreed resolution.

	AD051
	2006.05.16
	N
	5.3.4.3, table
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01

Comment:

The definition for SP-4-1 should be improved by similar modification as for SP-3.

Proposed Resolution:
See the proposed changes in OMA-BCAST-2006-0374R01.
	Status: Tentatively CLOSED
0415R04 as agreed resolution.

	AD052
	2006.05.16
	N
	5.3.4.3, table
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01

Comment:

The definition for SP-4-2 should be improved.

Proposed Resolution:
See the proposed changes in OMA-BCAST-2006-0374R01.
	Status: Tentatively CLOSED
0415R04 as agreed resolution.

	AD053
	2006.05.16
	N
	5.3.4.3, table
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01

Comment:

The definition for SP-4-3 should be corrected and improved.

Proposed Resolution:
See the proposed changes in OMA-BCAST-2006-0374R01.
	Status: Tentatively CLOSED
0415R04 as agreed resolution.

	AD054
	2006.05.16
	N
	5.3.4.3, table
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01

Comment:

Since SP-5-1 does not traverse the BDS-SD, it should be clarified that its applicability is to implementations whereby the BSD/A contains the BDS-SD functionality pertaining to the distribution of service protection encrypted file and stream content over the Broadcast Channel.    In addition, since service protection is optional, content passed over SP-5-1 may also be in the clear (e.g. for free-to-air services).

Proposed Resolution:
See the proposed changes in OMA-BCAST-2006-0374R01.
	Status: Tentatively CLOSED
0415R04 as agreed resolution.

	AD055
	2006.05.16
	N
	5.3.4.3,

Fig. 9 and table
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01

Comment:

SP-5-2b as shown in Fig. 9 does not exist.  For it to terminate on the Smartcard, the BDS technology associated with this BCAST terminal must be MBMS or BCMCS, and consequently SP-5-2b must traverse the BDS-SD.  As correction, SP-5-2b should be removed from Fig. 9, and SP-5-2a renamed to SP-5-2.  Accordingly, the description for SP-5-2 should be modified.

Proposed Resolution:
See the proposed changes in OMA-BCAST-2006-0374R01.
	Status: Tentatively CLOSED
0415R04 as agreed resolution.

	AD056
	2006.05.16
	N
	5.3.4.3,

Fig. 9 and table
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01

Comment:

SP-6, comprised of SP-6-1 and SP-6-2 are missing in Fig. 9 and the table.  This interface implements layers 2, 3 and 4 of the 4-layer model (Long Term Key Message, Short Term Key Message and encrypted traffic delivery) over the Interaction Channel.  It is applicable to implementations whereby the BCAST Service Distribution/Adaptation contains the BDS Service Distribution functionality pertaining to the distribution of such data over the Interaction Channel.

Proposed Resolution:
See the proposed changes in OMA-BCAST-2006-0374R01.
	Status: Tentatively CLOSED
0415R04 as agreed resolution.

	AD057
	2006.05.16
	N
	5.3.4.3, table
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01

Comment:

The descriptions for SP-7a and SP-7b should be improved with regards to “terminal” and “smartcard” based key management.

Proposed Resolution:
See the proposed changes in OMA-BCAST-2006-0374R01.
	Status: Tentatively CLOSED
0415R04 as agreed resolution.

	AD058
	2006.05.16
	N
	5.3.4.3,

Fig. 9 and table
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01

Comment:

SP-8 as indicated to map to Reference Point BCAST-8 is incorrect.  It should be instead renamed as SP-9 and maps to BCAST-9 (as proposed in an earlier comment, and shown in Doc-374R01).  The corresponding description is also unclear/incorrect.

Proposed Resolution:
See the proposed changes in OMA-BCAST-2006-0374R01.
	Status: Tentatively CLOSED
0415R04 as agreed resolution.

	AD059
	2006.05.16
	N
	5.3.4.3,

Fig. 9 and table
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01

Comment:

SP-10 (corresponding to BCAST-10 as described in an earlier comment and shown in Doc-374R01) is missing in this section, and should be added to Fig. 9 and the table. This interface represents the delivery of service protection encrypted or unencrypted content from the BSD/A to the terminal via the BDS-SD and the broadcast network.  It is applicable to implementations whereby the BSD/A does not contains the BDS-SD functionality pertaining to the distribution of service protection encrypted file and stream content over the Broadcast Channel.    Also, note that SP-10 is comprised of SP-10-1 and SP-10-2.

Proposed Resolution:
See the proposed changes in OMA-BCAST-2006-0374R01.
	Status: Tentatively CLOSED
0415R04 as agreed resolution.

	AD060
	2006.05.16
	N
	5.3.4.3:

Fig. 9 and table
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01

Comment:

As result of previous proposals to change SP-8 to SP-9, and introduction of new entry SP-10 in Fig. 9 and the table, the existing SP-9 and SP-10 in the figure and table should be modified to become SP-11 and SP-12, respectively.

Proposed Resolution:
See the proposed changes in OMA-BCAST-2006-0374R01.
	Status: Tentatively CLOSED
0415R04 as agreed resolution.

	AD061
	2006.05.16
	Y
	5.3.4.3.5, 5.3.4.3.6
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374

Comment:

It should be added that the SP Encryption and SP Decryption Components may be null functions for the case of delivery of free-to-air services, or the Service Guide.

Proposed Resolution:
See the proposed changes in OMA-BCAST-2006-0374R01.
	Status: Tentatively CLOSED.

Comment “Form:” information was corrected.

Proposed resolution looks OK; propose to agree this.

	AD062
	2006.05.16
	Y
	5.3.4.3.2,

5.3.4.3.4. 5.3.4.3.7

5.3.4.3.8
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374

Comment:

Since only SEAK and PEAK transfer are specified, these sections are currently limited is specific to the DRM Profile.  In the Smartcard Profile, SEK/PEK are directly transferred between BCAST network entities in LTKMs.  Both profiles should be accommodated in the descriptions of these sections.

Proposed Resolution:
Wherever “SEAK/PEAK” are indicated in these sections, add “SEK/PEK”.
	Status: Tentatively CLOSED.

Comment “Form:” information was corrected.

Exact change will be:

“… SEAK/PEAK, or SEK/PEK (as applicable)”.  Need to check the 4 instances as mentioned.

QCom (Charles) confirmed these changes are OK

	AD063
	2006.05.16
	N
	5.3.4.4
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01

Comment:

The first paragraph text is incorrect.  It was adopted during the early phase of the AD Review last year (per comment ID#163 from Orange) with respect to the obsolete service protection and content protection architectures then specified in OMA-AD-BCAST-V1_0-20050505-D.  In particular, the content protection architecture as shown in that AD version applies only for file distribution.  In the consistency review version of the AD, the content protection architecture diagram and description has been modified to show support for content protection of both file and stream distribution.

In addition, it should be stated that built in to this architecture is the assumption that content protection encryption is performed by the BCAST Enabler, as opposed to Content Creation.  Should the Content Creation and the BCAST Service Application belong to separate business entities, it can be assumed that a business agreement exists between these business entities such that the Content Creation provider trusts the BCAST Service Application provider to content encryption protect the clear content sent across CP-1.
Proposed Resolution:
See the proposed changes in OMA-BCAST-2006-0374R01.
	Status: Tentatively CLOSED
0416R04 as agreed resolution.

	AD064
	2006.05.16
	N
	5.3.4.4, table
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01

Comment:

The description of CP-1 is incorrect. Although the content sent across this interface may be unencrypted, the Content Creation may generate the TEK and send that across this interface to the CP-E for use in content protection encryption of the files/streams also sent across CP-1.

Proposed Resolution:
See the proposed changes in OMA-BCAST-2006-0374R01.
	Status: Tentatively CLOSED
0416R04 as agreed resolution.

	AD065
	2006.05.16
	N
	5.3.4.4, table
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01

Comment:

The description for CP-2-1 is not quite accurate, since the content protection provided over this interface is limited to content encryption. 

Proposed Resolution:
See the proposed changes in OMA-BCAST-2006-0374R01.
	Status: Tentatively CLOSED
0416R04 as agreed resolution.

	AD066
	2006.05.16
	N
	5.3.4.4, table
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01

Comment:

The description for CP-2-2 is not quite accurate, since the content protection provided over this interface is limited to content encryption.  Also, it should be clarified that the content protection encryption of the file sent across CP-2-2 may be performed by either the CC or the BSA. 

Proposed Resolution:
See the proposed changes in OMA-BCAST-2006-0374R01.
	Status: Tentatively CLOSED
0416R04 as agreed resolution.

	AD067
	2006.05.16
	N
	5.3.4.4, Figure 11 and table
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01

Comment:

CP-B1, applicable only to MBMS and BCMCS, and corresponding to Content Protection related communications between the BSD/A and the BDS-SD is missing in this section.  Over this interface, content protection encrypted content, security material, and security-related signaling are exchanged.

Proposed Resolution:
See the proposed changes in OMA-BCAST-2006-0374R01.
	Status: Tentatively CLOSED
0416R04 as agreed resolution.

	AD068
	2006.05.16
	N
	5.3.4.4, Figure 11 and table
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01

Comment:

CP-B2, applicable only to MBMS and BCMCS, and corresponding to Content Protection related communications between the BSM and the BDS-SD is missing in this section.  Over this interface, security material, security-related signaling, and registration information are exchanged.

Proposed Resolution:
See the proposed changes in OMA-BCAST-2006-0374R01.
	Status: Tentatively CLOSED
0416R04 as agreed resolution.

	AD069
	2006.05.16
	N
	5.3.4.4,

Fig. 11 and table
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01

Comment:

CP-10 (corresponding to BCAST-10 as described in an earlier comment and shown in Doc-374R01) is missing in this section and should be added to Fig. 11 and the table. This interface, applicable only when the underlying BDS technology is MBMS or BCMCS, represents the delivery of content protection encrypted files and streams and Short Term Key Messages from the BSD/A to the terminal via the BDS-SD and the broadcast network.  CP-10 is comprised of CP-10-1 and CP-10-2.  CP-10-1 carries encrypted streams and STKM.  CP-10-2 carries encrypted files.

Proposed Resolution:
See the proposed changes in OMA-BCAST-2006-0374R01.
	Status: Tentatively CLOSED
0416R04 as agreed resolution.

	AD070
	2006.05.16
	N
	5.3.4.4.4, table
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01

Comment:

The description of CP-4 is unclear regarding “delivery of TKM, the long term key message”.  Is it both STM and LTKM, or just LTKM transported across this interface?  The answer seems the former, since it is described in Sec. 5.3.4.4.4 that the CP-M sends the STKM to the BSD/A, for subsequent delivery to the terminal over the broadcast channel.

Proposed Resolution:
See the proposed changes in OMA-BCAST-2006-0374R01.
	Status: Tentatively CLOSED
0416R04 as agreed resolution.

	AD071
	2006.05.16
	N
	5.3.4.4:  Fig. 11 and table
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01

Comment:

The definition of CP-5-1 should also include STKM delivery, since STKM for streamed content must also be streamed over the same network stack as the protected media streams. 

Proposed Resolution:
See the proposed changes in OMA-BCAST-2006-0374R01.
	Status: Tentatively CLOSED
0416R04 as agreed resolution.

	AD072
	2006.05.16
	N
	5.3.4.4,

Fig. 11 and table
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01

Comment:

CP-6, comprised of CP-6-1 and CP-6-2 are missing in Fig. 11 and the table.  CP-6-1 provides the delivery of content protection encrypted streams and Short Term Key Messages, over the Interaction Channel.  CP-6-2 provides the delivery of content protection encrypted files over the Interaction Channel.   These interfaces are applicable when the BCAST Service Distribution/Adaptation contains the BDS-SD functionality pertaining to the distribution of the above data over the Interaction Channel.

Proposed Resolution:
See the proposed changes in OMA-BCAST-2006-0374R01.
	Status: Tentatively CLOSED
0416R04 as agreed resolution.

	AD073
	2006.05.16
	N
	5.3.4.4:  Fig. 11 and table
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01

Comment:

In the definition of CP-7, SP-7a and SP-7b are erroneously used in the place of CP-7a and CP-7b.  In addition, the text should be improved with respect to terminal and smartcard based key management.

Proposed Resolution:
See the proposed changes in OMA-BCAST-2006-0374R01.
	Status: Tentatively CLOSED
0416R04 as agreed resolution.

	AD074
	2006.05.16
	N
	5.3.4.4,

Fig. 11 and table
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01

Comment:

CP-8 as indicated to map to Reference Point BCAST-8 is incorrect.  It should be instead renamed as CP-9 and maps to BCAST-9 (as proposed in an earlier comment, and shown in Doc-374R01).  The corresponding description is also unclear/incorrect.

Proposed Resolution:
See the proposed changes in OMA-BCAST-2006-0374R01.
	Status: Tentatively CLOSED
0416R04 as agreed resolution.

	AD075
	2006.05.16
	N
	5.3.4.4:

Fig. 11 and table
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01

Comment:

As result of previous change from CP-8 to CP-9, and introduction of new entries CP-10 and CP-11 in Fig. 11 and the table, the current entries CP-9, CP-10, CP-11 and CP-12 in the diagram and table should be modified to CP-12, CP-13, CP-14 and CP-15, respectively.  In addition, CP-14 should be shown as going from SD-C to CP-C, since the Short Term Key Message is delivered over the broadcast channel via stream distribution instead of file distribution.

Proposed Resolution:
See the proposed changes in OMA-BCAST-2006-0374R01.
	Status: Tentatively CLOSED
0416R04 as agreed resolution.

	AD076
	2006.05.16
	N
	5.3.4.4.1
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01

Comment:

It should be clarified that content protection encryption is only performed by the CP-E when the content received by BSA from CC is not already encrypted.

Proposed Resolution:
See the proposed changes in OMA-BCAST-2006-0374R01.
	Status: Tentatively CLOSED
See 2006-0365R02 for further elaboration.

Need further discussion re double encryption?
Double encryption is redundant and maybe meaningless.  In case the content was encrypted from the source, upon receiving content from BCAST, the terminal still cannot decrypt it.  More discussion is needed.

Based on further discussion and clarification, it was agreed Content Encryption by the content provider is out-of-scope of BCAST.  In case the content transmitted to BCAST is already encrypted by the content provider, then the SPCP functions in BCAST become ‘Null’.  

No Changes Needed.  


	AD077
	2006.05.16
	N
	5.3.4.4.4
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01

Comment:

The LTKMs sent from CP-C to the CP-M may contain Rights Objects in addition to SEK/PEK.

Proposed Resolution:
See the proposed changes in OMA-BCAST-2006-0374R01.
	Status: Tentatively CLOSED
See 2006-0365R02 for further elaboration.

Agreed resolution: 374R02 Change 12 second para. to be updated to reflect latest ContProt architecture (see 416R04).

	AD078
	2006.05.16
	N
	5.3.4.4.7
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01

Comment:

It should be stated that the STKM is delivered from the CP-M to the SD as well as the FD.  In addition it should be stated that the CP-C receives the STKM from the SD-C (not FD), via delivery over the broadcast channel from the SD.

Proposed Resolution:
See the proposed changes in OMA-BCAST-2006-0374R01.
	Status: Tentatively CLOSED
See 2006-0365R02 for further elaboration.

AP: Samsung and QCom to update the text to reflect 0416R04.
CR 416R06 was agreed.

	AD079
	2006.05.16
	N
	5.3.7
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R01

Comment:

To be better aligned with the TS-SG and also to provide more examples, the examples of notification messages in the 1st para should include auxiliary data triggers.

Proposed Resolution:
Add the following phrase to the examples in the 1st para: “Auxiliary Data download or insertion trigger”.
	Status: Tentatively CLOSED
See 2006-0365R02 for further elaboration.

Proposed resolution was agreed.

	AD080
	2006.05.16
	N
	5.3.7,

Fig. 14 and table
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01

Comment:

NT-10 (corresponding to BCAST-10 as described in an earlier comment and shown in Doc-374R01) is missing in this section and should be added to Fig. 14 and the table. This interface, applicable only when the underlying BDS technology is MBMS or BCMCS, represents the delivery of notification messages to a terminal or group of terminals via the BDS-SD and the broadcast network.

Proposed Resolution:
See the proposed changes in OMA-BCAST-2006-0374R01.
	Status: Tentatively CLOSED
See 2006-0365R02 for further elaboration.

Proposed resolution as per CR 0374R02 Section 5.3.7 text in the table below Fig.14; Fig. 14 as updated in CR 0772 was agreed. 

	AD081
	2006.05.16
	N
	5.3.7.3
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01

Comment:

The description of the Notification Distribution/Adaptation Component is incomplete.  The notification message delivery over the broadcast network may occur via either NT-5 or NT-10.

Proposed Resolution:
See the proposed changes in OMA-BCAST-2006-0374R01.
	Status: Tentatively CLOSED
See 2006-0365R02 for further elaboration.

No change needed due to NT-10 being not required.

	AD082
	2006.05.16
	N
	5.3.7.4
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01

Comment:
The 2nd sentence of this section is written a bit awkwardly.  Suggest to modify.

Proposed Resolution:
Modify the sentence as shown below, with proposed changes marked by strikethrough and added underlined text:

“NTC informs the relevant BCAST function of the impending occurrence of an event, notice by a as indicated by the received notification message from the NTDA to the relevant BCAST function.”
	Status: Tentatively CLOSED.
See 2006-0365R02 for further elaboration.

Proposed resolution is agreed.

	AD083
	2006.05.16
	N
	5.3.8,

Fig. 15 and table
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01

Comment:

TP-10 (corresponding to BCAST-10 as described in an earlier comment and shown in Doc-374R01) is missing in this section and should be added to Fig. 15 and the table. This interface, applicable only when the underlying BDS technology is MBMS or BCMCS, represents the delivery of terminal provisioning messages, terminal management messages, or terminal management objects to a terminal via the BDS-SD and the broadcast network.

Proposed Resolution:
See the proposed changes in OMA-BCAST-2006-0374R01.
	Status: Tentatively CLOSED
See 2006-0365R02 for further elaboration.

Editor to modify Fig 15 to have TP-5 line over BDS-SD box.  Leave Table text as is.  

	AD084
	2006.05.16
	N
	5.4.1.1
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01

Comment:

Another example of SG generation and delivery should be shown, whereby the SG is delivered from the SG-G/D/A to the BDS Service Distribution, for subsequent delivery over the BDS.

Proposed Resolution:
Add the sequence diagram as shown by Fig. 16b in OMA-BCAST-2006-0374R01.
	Status: Tentatively CLOSED
See 2006-0365R02 for further elaboration.

374R02 Change 19:  Fig 16 split into 16a and 16b.
AP:  Samsung and QC to clarify difference between the flows Change 19 and section 5.4.1.3

CR 790 provides resolution; AGREED

	AD085
	2006.05.16
	N
	5.4.3
	Source: QUALCOMM

Form: OMA-BCAST-2006-0365R01, OMA-BCAST-2006-0374R01

Comment:

In accordance to Doc-350R01 which indicates the multiplicity of possible SD-B1 interfaces, there should be included in this section a stream distribution call flow in which the Stream Adaptation function is performed in the BSD/A but Service Protection is done by the BDS-SD. 

Proposed Resolution:
Add the sequence diagram as shown by Fig. XX in OMA-BCAST-2006-0374R01.
	Status: Tentatively CLOSED
See 2006-0365R02 for further elaboration.

374R2 Ch 20 (label of new section should have been 5.4.3); please take a close look for agreement next time.  This needs to be compared with

Fig 26 sect 5.4.3.2
AP:  Samsung and QC.

CR 790 provides resolution; AGREED

	AD086
	2006.05.24
	N
	various
	Source: QUALCOMM

Form: OMA-BCAST-2006-0544

Comment:

The word “Adaptation” in “BDS Service Distribution/Adaptation” is dropped in most later sections of this spec in reference to this functional entity.  It should be reinstated for correctness and consistency, both in the full name, or its abbreviation, e.g. “BDS-SD/A”. 

Proposed Resolution:
Editor should correct all instances of “BDS Service Distribution” to “BDS Service Distribution/Adaptation”, and “BDS-SD” to “BDS-SD/A”.
	Status: Tentatively CLOSED
Editor to make global change per proposed resolution.

	AD087
	2006.05.24
	N
	5.2.2
	Source: QUALCOMM

Form: OMA-BCAST-2006-0544, OMA-BCAST-2006-0374R02

Comment:

Description of BDS-1 should be clarified to indicate that this reference point is only applicable when the underlying BDS technology is MBMS or BCMCS, and furthermore, the portion of the BDS Service Distribution/Adaptation pertaining to service distribution and adaptation is not functionally integrated in the BCAST Service Distribution/Adaptation.
Proposed Resolution:
This proposed change is shown in OMA-BCAST-2006-0374R02.
	Status: Tentatively CLOSED
Proposed resolution as follows:

374R02 Change 2 Table in sect 5.2.2 proposed text for BDS-1 only.   
Need take a closer look.
Samsung commented that for DVB-IPDC, no further action was required ; AGREED.


	AD088
	2006.05.24
	N
	5.2.2
	Source: QUALCOMM

Form: OMA-BCAST-2006-0544, OMA-BCAST-2006-0374R02

Comment:

Description of BDS-2 should be clarified to indicate that this reference point is only applicable when the underlying BDS technology is MBMS or BCMCS, and furthermore, the portion of the BDS Service Distribution/Adaptation pertaining to subscription management is not functionally integrated in the BCAST Subscription Management.
Proposed Resolution:
This proposed change is shown in OMA-BCAST-2006-0374R02.
	Status: Tentatively CLOSED
Same as AD087.
Samsung commented that no further action was required; AGREED.


	AD089
	2006.05.24
	N
	5.2.2
	Source: QUALCOMM

Form: OMA-BCAST-2006-0544, OMA-BCAST-2006-0374R02

Comment:

Description of BCAST-5 should be modified to indicate that the delivery of those data over the Broadcast Distribution System may include traversing the BDS Service Distribution/Adaptation.

Proposed Resolution:
This proposed change is shown in OMA-BCAST-2006-0374R02.
	Status: Tentatively CLOSED
This principle was previously discussed and agreed (Helsinki, Osaka).
See BCAST-5 text in the table.

	AD090
	2006.05.24
	N
	5.2, Fig. 3
	Source: QUALCOMM

Form: OMA-BCAST-2006-0544, OMA-BCAST-2006-0374R02

Comment:

As result of the previous comment, the dotted red box “BDS Service Distribution/Adaptation” should be extended on the left side to envelope BCAST-5.  Doing so presents a clearer diagram, especially in the case of MBMS and BCMCS as the underlying BDS technology, whereby broadcast content must be delivered through the BDS-SD/A prior to reaching the terminal. 

Proposed Resolution:
This proposed change is shown in OMA-BCAST-2006-0374R02.
	Status: Tentatively CLOSED
Proposed resolution as per 374R02 Change 1 Fig. 3 only.

	AD091
	2006.05.24
	N
	5.2.2, 5.3.1, 5.3.2, 5.3.3, 5.3.4.3, 5.3.4.4, 5.3.7 
	Source: QUALCOMM

Form: OMA-BCAST-2006-0544, OMA-BCAST-2006-0374R02

Comment:

As result of the previous comment on BCAST-5 description modification, qualifying statements on BCAST-5 and associated interfaces in later sections can be removed (regarding applicability to implementations whereby the BCAST Service Distribution/Application contains the equivalent BDS Service Distribution functionality pertaining to the transmission of such data over the Broadcast Channel.)
Proposed Resolution:
Removal of those qualification statements are reflected in OMA-BCAST-2006-0374R02.
	Status: Tentatively CLOSED
374R02 all text pertaining Ref Point BCAST-5 should adopt the text in the Table in respective sections.


	AD092
	2006.05.24
	N
	5.2.2, 5.3.1, 5.3.2, 5.3.3, 5.3.4.3, 5.3.4.4, 5.3.7, 5.3.8 
	Source: QUALCOMM

Form: OMA-BCAST-2006-0544, OMA-BCAST-2006-0374R02

Comment:

As result of the previous comment on BCAST-5 description modification, proposed addition of BCAST-10 and associated interfaces in later sections can be removed.

Proposed Resolution:
Removal of BCAST-10 and associated interfaces are reflected in OMA-BCAST-2006-0374R02.
	Status: Tentatively CLOSED
No action required; it was agreed that BCAST-10 would not be needed (Helsinki meeting).


	AD093
	2006.05.24
	N
	5.2.1
	Source: QUALCOMM

Form: OMA-BCAST-2006-0544, OMA-BCAST-2006-0374R02

Comment:

Functionality of BCAST-4 should be expanded to indicate that besides security keys, Long Term and Short Term key messages are also transported over this reference point.

Proposed Resolution:
Add “Long Term Key Messages” and “Short Term Key Messages” to the list of data transported over BCAST-4. This proposed change is also reflected in OMA-BCAST-2006-0374R02.
	Status: Tentatively CLOSED
Proposed resolution was agreed as follows:
- Correct section is 5.2.1 instead of 5.2.2

- Keep the text in the table for BCAST-4 as proposed, but delete mention of ‘Service Keys’


	AD094
	2006.05.24
	N
	5.2.1
	Source: QUALCOMM

Form: OMA-BCAST-2006-0544, OMA-BCAST-2006-0374R02

Comment:

BCAST-6 and its associated interfaces in the AD should be redefined in the architecture diagrams.  As currently defined in the AD, BCAST-6 transports an assortment of information, including program content, content attributes, SG, notification messages and security material, from the BSD/A to the terminal over the Interaction Network.  However, regarding security material, these are already defined as being delivered over BCAST-4 and BCAST-7.  Therefore, there is no need to include them in BCAST-6.  Such change would also achieve alignment with the Service Protection and Content Protection functional architectures shown in Sections. 5.3.4.3 and 5.3.4.4, which don’t include SP-6 or CP-6 interfaces.

Proposed Resolution:
Remove the statement about transport of security material in the description of BCAST-6. This proposed change is also reflected in OMA-BCAST-2006-0374R02.
	Status: Tentatively CLOSED
Possibly no changes required here; but this needs to be checked pending final updating of CRs 415, 416 and 190R07.  Agreement with DLDRM is required.
 AP: Samsung to update CRs 415, 416 and 190R07.
CR 415R06 SP-Archit and 416R06 CP-Archit expected.  CR 190R07 requires further discussion.
CRs 190R07, 415R06 and 416R06 were agreed. 



	AD095
	2006.05.24
	N
	5.3.1
	Source: QUALCOMM

Form: OMA-BCAST-2006-0544, OMA-BCAST-2006-0374R02

Comment:

In accordance to the description of BDS-1, SG-B1 should be indicated as applicable only to MBMS or BCMCS as the underlying BDS technology, and furthermore, when that portion of the BDS Service Distribution/Adaptation pertaining to SG distribution is not functionally integrated in the BCAST Service Distribution/Adaptation.
Proposed Resolution:
These changes are reflected in OMA-BCAST-2006-0374R02.
	Status: Tentatively CLOSED
Online changes were made to Changes #2 and #3 in CR 374R02.
AP: QCom to provide a separate CR to show the specific rewording.

CR 848 provides resolution; AGREED

	AD096
	2006.05.24
	N
	5.3.2
	Source: QUALCOMM

Form: OMA-BCAST-2006-0544, OMA-BCAST-2006-0374R02

Comment:

In accordance to the description of BDS-1, FD-B1 should be indicated as applicable only to MBMS or BCMCS as the underlying BDS technology, and furthermore, when that portion of the BDS Service Distribution/Adaptation pertaining to file and file metadata distribution is not functionally integrated in the BCAST Service Distribution/Adaptation.
Proposed Resolution:
These changes are reflected in OMA-BCAST-2006-0374R02.
	Status: Tentatively CLOSED
Dependency on resolution for AD095.
CR 848 provides resolution; AGREED

	AD097
	2006.05.24
	N
	5.3.3
	Source: QUALCOMM

Form: OMA-BCAST-2006-0544, OMA-BCAST-2006-0374R02

Comment:

In accordance to the description of BDS-1, SD-B1 should be indicated as applicable only to MBMS or BCMCS as the underlying BDS technology, and furthermore, when that portion of the BDS Service Distribution/Adaptation pertaining to stream distribution is not functionally integrated in the BCAST Service Distribution/Adaptation.
Proposed Resolution:
These changes are reflected in OMA-BCAST-2006-0374R02.
	Status: Tentatively CLOSED
Dependency on resolution for AD095.
CR 848 provides resolution; AGREED


	AD098
	2006.05.24
	N
	5.3.4.3 
	Source: QUALCOMM

Form: OMA-BCAST-2006-0544, OMA-BCAST-2006-0374R02

Comment:

Given the comment and proposed resolution re. BCAST-6, the original comments in Doc-365R01 on functions of SP-6 (missing in Fig. 9 of AD) and proposed resolution in Doc-374R01 should be modified.  In particular, SP-6 should only pertain to layer 4 of the 4-layer security model.   

Proposed Resolution:
See the latest proposed functionality of SP-6 as shown in OMA-BCAST-2006-0374R02.
	Status: Tentatively CLOSED
Dependency on resolution for AD094 affecting BCAST-6.
Resolved as per AD094.


	AD099
	2006.05.24
	N
	5.3.4.3 
	Source: QUALCOMM

Form: OMA-BCAST-2006-0544, OMA-BCAST-2006-0374R02

Comment:

Given the comment and proposed resolution re. BCAST-6, the original comments in Doc-365R01 on functions of SP-4-3 and proposed resolution in Doc-374R01 should be modified.  In particular, SP-4-3 should also deliver STKM generated by the BSD/A to the BSM, for subsequent interaction channel distribution to the terminal. 

Proposed Resolution:
See the latest proposed functionality of SP-4-3 as shown in OMA-BCAST-2006-0374R02.
	Status: Tentatively CLOSED
Dependency on resolution for AD094
Resolved as per AD094.


	AD100
	2006.05.24
	N
	5.3.4.4 
	Source: QUALCOMM

Form: OMA-BCAST-2006-0544, OMA-BCAST-2006-0374R02

Comment:

Given the comment and proposed resolution re. BCAST-6, the original comments in Doc-365R01 on functions of CP-6 (missing in Fig. 11 of AD) and proposed resolution in Doc-374R01 should be modified.  In particular, CP-6 should only pertain to layer 4 of the 4-layer security model.   

Proposed Resolution:
See the latest proposed functionality of CP-6 as shown in OMA-BCAST-2006-0374R02.
	Status: Tentatively CLOSED
Dependency on resolution for AD094
Resolved as per AD094.


	AD101
	2006.05.24
	N
	5.2.1, 5.3.4.3, 5.3.4.4
	Source: QUALCOMM

Form: OMA-BCAST-2006-0544, OMA-BCAST-2006-0374R02

Comment:

It should be added that these out-of-band registration interfaces for broadcast-only terminals are outside the scope of the BCAST specs.

Proposed Resolution:
Add such note to the corresponding descriptions.  These changes are reflected in OMA-BCAST-2006-0374R02.
	Status: Tentatively CLOSED
BCAST-9 is out-of-scope.

No Changes Needed.


	AD102
	2006.05.24
	N
	5.3.4.3 
	Source: QUALCOMM

Form: OMA-BCAST-2006-0544, OMA-BCAST-2006-0374R02

Comment:

Due to the proposed removal of BCAST-10 and associated interfaces, the internal terminal interfaces should be re-labeled.

Proposed Resolution:
These changes are reflected in OMA-BCAST-2006-0374R02.
	Status: Tentatively CLOSED

The architecture diagram was changed by CR 415R04; hence this comment is no longer applicable. 

No Changes Needed.


	AD103
	2006.05.24
	N
	5.3.4.3 
	Source: QUALCOMM

Form: OMA-BCAST-2006-0544, OMA-BCAST-2006-0374R02

Comment:

In accordance to the description of BDS-1, SP-B1 should be indicated as applicable only to MBMS or BCMCS as the underlying BDS technology, and furthermore, when that portion of the BDS Service Distribution/Adaptation pertaining to service distribution and adaptation is not functionally integrated in the BCAST Service Distribution/Adaptation.
Proposed Resolution:
These changes are reflected in OMA-BCAST-2006-0374R02.
	Status: Tentatively CLOSED
Dependency on resolution for AD095.
CR 848 provides resolution; AGREED


	AD104
	2006.05.24
	N
	5.3.4.3 
	Source: QUALCOMM

Form: OMA-BCAST-2006-0544, OMA-BCAST-2006-0374R02

Comment:

In accordance to the description of BDS-2, SP-B2 should be indicated as applicable only to MBMS or BCMCS as the underlying BDS technology, and furthermore, when that portion of the BDS Service Distribution/Adaptation pertaining to subscription management is not functionally integrated in the BCAST Subscription Management.
Proposed Resolution:
These changes are reflected in OMA-BCAST-2006-0374R02.
	Status: Tentatively CLOSED
Dependency on resolution for AD095.
CR 848 provides resolution; AGREED


	AD105
	2006.05.24
	N
	5.3.4.3.4
	Source: QUALCOMM

Form: OMA-BCAST-2006-0544, OMA-BCAST-2006-0374R02

Comment:

The description of the SP-KD contains some mistakes.  Besides SEAK/PEAK delivery (for DRM Profile), SEK/PEK are delivered for Smartcard Profile.  In addition, the SP-KD can generate and send the STKM to the SP-M for interaction channel delivery.

Proposed Resolution:
Changes to the description for SP-KD are shown in OMA-BCAST-2006-0374R02.
	Status: Tentatively CLOSED

The architecture diagram was changed by CR 415R04; hence this comment is no longer applicable. 

No Changes Needed.


	AD106
	2006.05.24
	N
	5.3.4.4
	Source: QUALCOMM

Form: OMA-BCAST-2006-0544, OMA-BCAST-2006-0374R02

Comment:

In accordance to the description of BDS-1, CP-B1 should be indicated as applicable only to MBMS or BCMCS as the underlying BDS technology, and furthermore, when that portion of the BDS Service Distribution/Adaptation pertaining to service distribution and adaptation is not functionally integrated in the BCAST Service Distribution/Adaptation.
Proposed Resolution:
These changes are reflected in OMA-BCAST-2006-0374R02.
	Status: Tentatively CLOSED
Dependency on resolution for AD095.
CR 848 provides resolution; AGREED


	AD107
	2006.05.24
	N
	5.3.4.4 
	Source: QUALCOMM

Form: OMA-BCAST-2006-0544, OMA-BCAST-2006-0374R02

Comment:

In accordance to the description of BDS-2, CP-B2 should be indicated as applicable only to MBMS or BCMCS as the underlying BDS technology, and furthermore, when that portion of the BDS Service Distribution/Adaptation pertaining to subscription management is not functionally integrated in the BCAST Subscription Management.
Proposed Resolution:
These changes are reflected in OMA-BCAST-2006-0374R02.
	Status: Tentatively CLOSED
Dependency on resolution for AD095.
CR 848 provides resolution; AGREED


	AD108
	2006.05.24
	N
	5.3.4.4 
	Source: QUALCOMM

Form: OMA-BCAST-2006-0544, OMA-BCAST-2006-0374R02

Comment:

Due to the proposed removal of BCAST-10 and associated interfaces, the internal terminal interfaces should be re-labeled.

Proposed Resolution:
These changes are reflected in OMA-BCAST-2006-0374R02.
	Status: Tentatively CLOSED

The architecture diagram was changed by CR 415R04; hence this comment is no longer applicable. 

No Changes Needed.


	AD109
	2006.05.24
	N
	5.3.4.4
	Source: QUALCOMM

Form: OMA-BCAST-2006-0544, OMA-BCAST-2006-0374R02

Comment:

The Content Protection architecture is missing a “CP Key Distribution” (CP-KD) entity, similar to the SP-KD in the Service Protection architecture.  This entity receives LTKM and STKM from the CP-M in the BCAST Subscription Management, as well as sends the locally-generated STKM to the CP-M.

Proposed Resolution:
Fig. 11 should be modified to include the CP-KD.  CP-4 in the table should be modified accordingly about the entities performing the key message exchange.  In addition, the CP-KD is a new entity to be added to and described in Sec. 5.3.4.4.  These changes are shown in OMA-BCAST-2006-0374R02.
	Status: Tentatively CLOSED

The architecture diagram was changed by CR 415R04; hence this comment is no longer applicable. 

No Changes Needed.


	AD110
	2006.05.24
	N
	5.3.7
	Source: QUALCOMM

Form: OMA-BCAST-2006-0544, OMA-BCAST-2006-0374R02

Comment:

In accordance to the description of BDS-1, NT-B1 should be indicated as applicable only to MBMS or BCMCS as the underlying BDS technology, and furthermore, when that portion of the BDS Service Distribution/Adaptation pertaining to notification is not functionally integrated in the BCAST Service Distribution/Adaptation.
Proposed Resolution:
These changes are reflected in OMA-BCAST-2006-0374R02.
	Status: Tentatively CLOSED
Dependency on resolution for AD095.
CR 848 provides resolution; AGREED

	AD111
	2006.05.23
	Y
	3.2
	Source: Obigo

Form: OMA-BCAST-2006-0516
Comment: 
Definition of “Digital Rights Management” should separate “Rights” and “Management”.

Proposed Resolution
Separate “Rights” and “Management” in definition of “Digital Rights Management”.
	Status: Tentatively CLOSED.

Agree proposed resolution as is.

	AD112
	2006.05.23
	Y
	3.3
	Source: Obigo

Form: OMA-BCAST-2006-0516
Comment: 
Explanation of NTDA, “Notification Distribution” is insufficient.

Proposed Resolution
Explanation of NTDA should be “Notification Distribution Adaptation”.
	Status: Tentatively CLOSED.

Agree proposed resolution, with added “/”.

	AD113
	2006.05.23
	Y
	5.4.1.1, Figure 16
	Source: Obigo

Form: OMA-BCAST-2006-0516
Comment: 

In Figure 16 the words “Specific” and “delivery” are miss-spelled.

Proposed Resolution
Change “Sepecific” to “Specific” and “delivry” to “delivery”.
	Status: Tentatively CLOSED.

Agree proposed resolution as is.

	AD114
	2006.05.23
	Y
	5.4.2.1, Figure 19
	Source: Obigo

Form: OMA-BCAST-2006-0516
Comment: 

In Figure 19, in arrow 1 and 2 “a” should be changed to “A”.

Proposed Resolution
Change “a” to “A” for arrows 1 and 2.
	Status: Tentatively CLOSED.

Agree proposed resolution as is.

	AD115
	2006.05.23
	N
	5.4.4.1.1.2
	Source: Obigo

Form: OMA-BCAST-2006-0516
Comment: 

This section, “Re-Keying Flows”, needs to be defined. 

Proposed Resolution
Please define section “Re-Keying Flows”.
	Status: Tentatively CLOSED
CR 417R05 provides resolution; however this CR is not yet agreed pending discussion in joint DLDRM-BCAST meeting.

Dependency on CRs 415R06 and 416R06.

CRs 415R06 and 416R06 were agreed.

	AD116
	2006.05.23
	Y
	5.4.4.1.2.1
	Source: Obigo

Form: OMA-BCAST-2006-0516
Comment: 

Incorrect numbering. Numbering “2” should be “2 and 3”, numbering “3” should be “4”, and numbering “4” should be “5 and 6”.

Proposed Resolution
Change numbering “2” to “2 and 3”, numbering “3” to “4”, and numbering “4” to “5 and 6”.
	Status: Tentatively CLOSED.

Agree proposed resolution as is.

	AD117
	2006.05.23
	Y
	5.4.4.2.2.1
	Source: Obigo

Form: OMA-BCAST-2006-0516 
Comment: 

Incorrect numbering. Numbering “2” should be “2 and 3”, numbering “3” should be “4”, and numbering “4” should be “5 and 6”.

Proposed Resolution
Change numbering “2” to numbering “2 and 3”, numbering “3” to “4”, and numbering “4” to “5 and 6”.
	Status: Tentatively CLOSED.

No action required; Comment AD171 is duplicated from AD116
Agree proposed resolution as is.

	AD118
	2006.05.23
	Y
	5.4.7.1
	Source: Obigo

Form: OMA-BCAST-2006-0516
Comment: 

Numbering “1a to 1c”, first row, says “…NTE, NTG, NTDA,or BDS. or NTG”.

Proposed Resolution
Change “…NTE, NTG, NTDA, or BDS. or NTG” to “…NTE, NTG, NTDA, BDS or NTG”.
	Status: Tentatively CLOSED.

Agree proposed resolution as is.

	AD119
	2006.05.23
	Y
	5.4.7.2

Figure 52
	Source: Obigo

Form: OMA-BCAST-2006-0516
Comment: 

In Figure 52 “occurs” is misspelled.

Proposed Resolution
Change “occures” to “occurs”.
	Status: Tentatively CLOSED.

Agree proposed resolution as is.

	AD120
	2006.05.23
	Y
	5.4.7.3

Figure 53
	Source: Obigo

Form: OMA-BCAST-2006-0516
Comment: 

In Figure 53 “occurs” is misspelled.

Proposed Resolution
Change “occures” to “occurs”.
	Status: Tentatively CLOSED.

Agree proposed resolution as is.

	AD121
	2006.05.23
	N
	5.3.4
	Source: Orange

Form: OMA-BCAST-2006-0522
Comment:

The current AD reflects separate diagrams for service protection and content protection. 

This was based on a definition that was meant to mean transport encryption of streams on one hand and content encryption of files on the other.

But during the specifications work we defined service protection to mean access control only whereas content protection meant protection during the lifetime of content i.e. including in the terminal e.g. for files and recordings.

So from a functional point of view we can have: 

1 Service protection of streams 

2 Content protection of streams 

3 Service protection of files 

4 Content protection of files 

If we now look at how we encrypt, for streams we can use IPSec, SRTP or ISMACryp. 

For (1) service protection of streams we can use IPSec, SRTP or ISMACryp 

For (2) content protection of streams we should be using ISMACryp but companies have decided to use IPSec or SRTP as well, decrypt and re-encrypt at content level (as does ISMACryp throughout).

For files (3) and (4), for service protection or content protection, encryption is luckily done at the content level (DCF or PDCF).

But if you wanted you could presumably use IPSec and protect the file delivery "pipe" (transport encryption). 

So having separate diagrams for service protection and content protection does not make sense as the diagrams would be the same.

Solution 1: 

======== 

We could have one diagram for service and content protection of streams ((1) and (2)): this would show SRTP and IPSec encryption in BSDA and ISMAcryp encryption in BSA.

We could have one diagram for service and content protection of files ((3) and (4)): this would show content encryption in BSA or file reception from outside for DCF / PDCF (content creation?). Not sure about IPSec as this doesn't really protect the actual files. 

Solution 2: 

======== 

The other proposal is separate transport encryption from content encryption. 

One diagram for transport encryption: IPSec or SRTP for streams ((1) and (2)), possibly IPSec for files (3?). Encryption done in BSDA.

One diagram for content encryption: ISMACryp for streams ((1) and (2)) and content encryption for DCF / PDCF all in BSA ((3) and (4)). Could also show reception of already protected file from content creation I guess ((3) and (4)).

I personally prefer separating at the encryption layer. 

The main point I would once again like to illustrate is that having separate diagrams for service protection and content protection is no longer logical as this no longer means stream protection and file protection.

Proposed Resolution:

Adopt solution 2 or 1 depending on group decision.
	Status: Tentatively CLOSED
0415R04 and 0416R04 as agreed resolution.


	AD122
	2006.05.23
	N
	3.2
	Source: Orange

Form: OMA-BCAST-2006-0522

Comment:

Service Protection and Content Protection definitions should be the same as those in ServContProt document (i.e. any changes should be reflected in AD document).

Proposed Resolution:


	Status: Tentatively CLOSED
Editors of AD and SPCP_TS to ensure consistency of the definitions.

	AD123
	2006.05.23
	N
	3.2
	Source: Orange

Form: OMA-BCAST-2006-0522

Comment:

Transport encryption definition is wrong, should take that from ServContProt document (once any changes have been made during consistency review).

Proposed Resolution:


	Status: Tentatively CLOSED
Editors of AD and SPCP_TS to ensure consistency of the definitions.


	AD124
	2006.05.23
	N
	3.2,3.3
	Source: Orange

Form: OMA-BCAST-2006-0522

Comment:

PEK, SEK, STKM, LTKM definitions / abbreviations missing.

Proposed Resolution:


	Status: Tentatively CLOSED
Editor of AD to ensure consistency of the definitions.


	AD125
	2006.05.23
	N
	5.1
	Source: Orange

Form: OMA-BCAST-2006-0522

Comment:

Figure 2 shows content protection as meaning content encryption and service protection as meaning transport encryption.

Proposed Resolution:


	Status: Tentatively CLOSED
Fig. 2 was already updated by other CRs as per Beijing meeting.

Editor to double check that this is so.

 

	AD126
	2006.05.23
	N
	5.2
	Source: Orange

Form: OMA-BCAST-2006-0522

Comment:

Figure 3 does not show a smartcard in the Terminal. Should it not be shown?

Proposed Resolution:


	Status: Tentatively CLOSED.
Ensure the Smartcard is reflected in the functional level architecture diagram, i.e. not in Fig 3.

	AD127
	2006.05.23
	N
	5.2.1
	Source: Orange

Form: OMA-BCAST-2006-0522

Comment:

Table 1 says BSA does content protection. This is now done by BSD/A.

Proposed Resolution:


	Status: Tentatively CLOSED
2006-0747 CR was provided by Orange and Samsung.  Proposed resolution as per 0747R01 with online editing was agreed.


	AD128
	2006.05.23
	N
	5.2.1
	Source: Orange

Form: OMA-BCAST-2006-0522

Comment:

Table 1 BSD/A should reflect new architecture i.e. the fact it also does content protection.

Proposed Resolution:


	Status: Tentatively CLOSED

2006-0747 CR was provided by Orange and Samsung.  Proposed resolution as per 0747R01 with online editing was agreed.


	AD129
	2006.05.23
	N
	5.2.1
	Source: Orange

Form: OMA-BCAST-2006-0522

Comment:

Table 1 Terminal should reflect the potential use of a smartcard for service and content protection for completeness.

Proposed Resolution:


	Status: Tentatively CLOSED.
Ensure the Smartcard is reflected in the functional level architecture diagram; i.e. not in Table 1.


	AD130
	2006.05.23
	N
	All
	Source: Orange

Form: OMA-BCAST-2006-0522

Comment:

Changes to service and content protection architecture should be reflected throughout the document if it impacts other parts.

Proposed Resolution:


	Status: Tentatively CLOSED.
Editor to ensure consistency after all agreed changes are implemented.

	AD131
	2006.05.23
	N
	5.3.3
	Source: Orange

Form: OMA-BCAST-2006-0522

Comment:

Stream distribution can do service protection or content protection depending on rights given.

Proposed Resolution:


	Status: Tentatively CLOSED

2006-0747 CR was provided by Orange and Samsung.  Proposed resolution as per 0747R01 with online editing was agreed.


	AD132
	2006.05.23
	N
	5.3.3
	Source: Orange

Form: OMA-BCAST-2006-0522

Comment:

Do we need to talk about delivery of Access Units from BSA to BSD/A for ISMACryp? Perhaps not.

Proposed Resolution:


	Status: Tentatively CLOSED

2006-0747 CR was provided by Orange and Samsung.  Proposed resolution as per 0747R01 with online editing was agreed.


	AD133
	2006.05.23
	N
	5.3.4.2
	Source: Orange

Form: OMA-BCAST-2006-0522

Comment:

Contains interesting comments. Perhaps these should be removed?

Proposed Resolution:


	Status: Tentatively CLOSED.
All comments in the AD will be deleted.

	AD134
	2006.05.23
	N
	5.3.4.3,5.3.4.4
	Source: Orange

Form: OMA-BCAST-2006-0522

Comment:

All sections should be corrected to reflect the latest understanding of the service protection and content protection architectures, in particular the role of BSA, BSD/A and BSM.

Proposed Resolution:


	Status: Tentatively CLOSED.

0415R04 and 0416R04 as agreed resolution.

	AD135
	2006.05.23
	N
	5.3.4.4
	Source: Orange

Form: OMA-BCAST-2006-0522

Comment:

Figure 11 shows no text on the diagram on my machine. Is this the case for everyone? If so, it should be corrected.

Proposed Resolution:


	Status: Tentatively CLOSED.
No action needed; Word formatting issue only.

	AD136
	2006.05.23
	N
	5.3.4.3, 5.3.4.4
	Source: Orange

Form: OMA-BCAST-2006-0522

Comment:

Figures 9 and 11 should have a proper interface between terminal and smartcard as these are using standardized interfaces.

Proposed Resolution:


	Status: Tentatively CLOSED
Resolution as per 2006-0595R02.


	AD137
	2006.05.23
	N
	5.4.2.1
	Source: Orange

Form: OMA-BCAST-2006-0522

Comment:

Fig 19 shows content protection and service protection in BSA and BSD/A but the latest understanding puts these in BSD/A.

Proposed Resolution:


	Status: Tentatively CLOSED

2006-0747 CR was provided by Orange and Samsung.  Proposed resolution as per 0747R01 with online editing was agreed.


	AD138
	2006.05.23
	N
	5.4.2.3
	Source: Orange

Form: OMA-BCAST-2006-0522

Comment:

Fig 21 only mentions service protection whereas it can also apply to content protection.

Proposed Resolution:


	Status: Tentatively CLOSED
CR 0747 once implemented will also resolve this comment, even this is not specifically mentioned by CR 747 – as per Orange; AGREED.

	AD139
	2006.05.23
	N
	5.4.2.4
	Source: Orange

Form: OMA-BCAST-2006-0522

Comment:

Fig 22 shows content protection in BSA but this could be Service or Content protection. It is now done by BSD/A.

Proposed Resolution:


	Status: Tentatively CLOSED
CR 0747 once implemented will also resolve this comment, even this is not specifically mentioned by CR 747 – as per Orange; AGREED.

	AD140
	2006.05.23
	N
	5.4.4.1.1, 5.4.4.1.2
	Source: Orange

Form: OMA-BCAST-2006-0522

Comment:

Fig 29 & 31 shows service encryption. This should be changed to Service Protection.

Proposed Resolution:


	Status: Tentatively CLOSED
Samsung and Orange to provide a CR.
Resolution as per CR 417R07 was agreed.

	AD141
	2006.05.23
	N
	5.4.4.2.1, 5.4.4.2.2
	Source: Orange

Form: OMA-BCAST-2006-0522

Comment:

Fig. 33 & 35 shows content encryption. This should be changed to Content Protection.

Proposed Resolution:


	Status: Tentatively CLOSED
Orange to provide a CR
Should use “Content Protection” consistently.

Resolution as per CR 419R06 was agreed.

	AD142
	2006.05.23
	N
	5.4.6.1 
	Source: Orange

Form: OMA-BCAST-2006-0522

Comment:

Title should be changed to refer to DRM Profile. General question, why are these in AD and not in Services spec? That's where all the messages seem to be!

Proposed Resolution:

5.4.6.1 Service Provisioning Function Related Flows (DRM based Profile solution)
	Status: Tentatively CLOSED.
Proposed heading “DRM Profile” is agreed.
No action needed about location of the flows and messages. 

	AD143
	2006.05.23
	N
	5.4.6.2
	Source: Orange

Form: OMA-BCAST-2006-0522

Comment:

Title should be changed to refer to Smartcard Profile using (U)SIM. General question, why are these in AD and not in Services spec? That's where all the messages seem to be!

Proposed Resolution:

5.4.6.2 Service Provisioning Function Related Flows (Smartcard Profile using (U)SIM GBA based solution)


	Status: Tentatively CLOSED.
Proposed heading “U(SIM) Smartcard Profile” is agreed.
No action needed about location of the flows and messages.


	AD144
	2006.05.23
	N
	5.4.6.3?
	Source: Orange

Form: OMA-BCAST-2006-0522

Comment:

Do we not need a section for Smartcard Profile using (R-)UIM?

Proposed Resolution:


	Status: Tentatively CLOSED
Qualcomm to provide CR in relation of merging of smartcard and R-UIM; dependency on resolution in the SvceContProtection TS. Pending discussion in joint DLDRM-BCAST meeting.
No changes needed; Smartcard Profile was merged in the SPCP TS.

	AD145
	2006.05.23
	N
	Appendix B
	Source: Orange

Form: OMA-BCAST-2006-0522

Comment:

Security parts probably need to be updated.

Proposed Resolution:
	Status: Tentatively CLOSED
Appendix B will be removed; no action needed.

	AD146
	2006.05.23
	N
	Appendix B
	Source: Orange

Form: OMA-BCAST-2006-0522

Comment:

Interoperability IOP-01 is indicated as "No" with a note: AD scope? Do we want to leave this?

Proposed Resolution:


	Status: Tentatively CLOSED
Appendix B will be removed; no action needed.


	AD147
	2006.05.23
	N
	Appendix B
	Source: Orange

Form: OMA-BCAST-2006-0522

Comment:

Overall System Requirement OSR-04 parental control shows "NO" and note: TS-SG will cover. I believe we do have parental control signaling.

Proposed Resolution:

	Status: Tentatively CLOSED
Appendix B will be removed; no action needed.


	AD148
	2006.05.23
	N
	Appendix B
	Source: Orange

Form: OMA-BCAST-2006-0522

Comment:

Are OSR-07 & BC-04 Broadcast Content Priority still a "NO"?
Proposed Resolution:


	Status: Tentatively CLOSED
Appendix B will be removed; no action needed.


	AD149
	2006.05.23
	N
	Appendix B
	Source: Orange

Form: OMA-BCAST-2006-0522

Comment:

Is SD-06 Identification still a "NO"? Has note: TS-SG will cover.
Proposed Resolution:

	Status: Tentatively CLOSED
Appendix B will be removed; no action needed.


	AD150
	2006.05.23
	N
	Appendix B
	Source: Orange

Form: OMA-BCAST-2006-0522

Comment:

What does Stream-05 actually mean and is it still "NO"?
Proposed Resolution:

	Status: Tentatively CLOSED
Appendix B will be removed; no action needed.


	AD151
	2006.05.23
	N
	Appendix B
	Source: Orange

Form: OMA-BCAST-2006-0522
Comment:

STREAM-06 Protection is indicated as "NO" with strange note. Believe this is "YES".
Proposed Resolution:

	Status: Tentatively CLOSED
Appendix B will be removed; no action needed.


	AD152
	2006.05.23
	N
	Appendix B
	Source: Orange

Form: OMA-BCAST-2006-0522
Comment:

FILE-04 Single Transmission says "?". ????
Proposed Resolution:


	Status: Tentatively CLOSED
Appendix B will be removed; no action needed.


	AD153
	2006.05.23
	N
	Appendix B
	Source: Orange

Form: OMA-BCAST-2006-0522
Comment:

FILE-11 Codecs talks about codecs for files? A file can contain any number of streams potentially with different codecs, so what exactly does FILE -11 mean?
Proposed Resolution:

	Status: Tentatively CLOSED
Appendix B will be removed; no action needed.


	AD154
	2006.05.23
	N
	Appendix B
	Source: Orange

Form: OMA-BCAST-2006-0522
Comment:

SPCP-17 Revoking and Blacklisting is true for DRM profile, potentially true for smartcard profile. 
Proposed Resolution:


	Status: Tentatively CLOSED
Appendix B will be removed; no action needed.


	AD155
	2006.05.23
	N
	Appendix B
	Source: Orange

Form: OMA-BCAST-2006-0522
Comment:

SPCP-22 Revoking of Terminal Credentials: is it DRM profile specific? What about "?"?
Proposed Resolution:


	Status: Tentatively CLOSED
Appendix B will be removed; no action needed.


	AD156
	2006.05.24
	N
	FD – General


	Source: Samsung Electronics 

Form: OMA-BCAST-2006-0548
Comment:

Bearer negotiation is not possible

Proposed Solution:

BDS-1 functionality definition required.
	Status: Tentatively CLOSED
Resolution is pending agreement on Adaptation Spec for MBMS.
Resolution agreed: Bearer negotiation is included in BCMCS Adaptation TS; no action is required in the AD.


	AD157
	2006.05.24
	N
	FD – General


	Source: Samsung Electronics
Form: OMA-BCAST-2006-0548
Comment:

BDS-1 control plane message transfer is not defined

Proposed Solution:

BDS-SD functionality has to be clarified.
	Status:  Tentatively CLOSED

Resolution is pending input on Adaptation Spec for MBMS.

Resolution agreed:

BDS-1 control plane message is included in BCMCS Adaptation TS; no action is required in the AD.



	AD158
	2006.05.24
	N
	5.4.2.1 

5.4.2.4


	Source: Samsung Electronics
Form: OMA-BCAST-2006-0548
Comment:

Attribute transmission is not possible (Backend I/F does not exist for control plane)

Proposed Solution:

Define backend I/F or leave it as out of scope.
	Status: Tentatively CLOSED
Samsung and Nokia will provide CR 695.
CR 695R01 was agreed.

	AD159
	2006.05.24
	N
	SD – General 
	Source: Samsung Electronics 

Form: OMA-BCAST-2006-0548
Comment:

Bearer negotiation is not possible

Proposed Solution:

BDS-1 functionality definition required.
	Status:  Tentatively CLOSED

Resolution is pending input on Adaptation Spec for MBMS.

Resolution agreed:

Bearer negotiation is included in BCMCS Adaptation TS; no action is required in the AD.



	AD160
	2006.05.24
	N
	SD – General 
	Source: Samsung Electronics 

Form: OMA-BCAST-2006-0548
Comment:

BDS-1 control plane message transfer is not defined

Proposed Solution:

BDS-SD functionality has to be clarified.
	Status:  Tentatively CLOSED
Resolution is pending input on Adaptation Spec for MBMS.

Resolution agreed:


BDS-1 control plane message is included in BCMCS Adaptation TS; no action is required in the AD.



	AD161
	2006.05.24
	N
	5.4.3.1

5.4.3.2
	Source: Samsung Electronics 

Form: OMA-BCAST-2006-0548
Comment:

Attribute transmission is not possible (Backend I/F does not exist for control plane)

Proposed Solution:

Define backend I/F or leave it as out of scope.
	Status: Tentatively CLOSED
Clarification from the comment source (Samsung) is needed; new CR is pending.
Resolution agreed:
CR 1057 provides the new information on Backend Interface messaging.

	AD162
	2006.05.24
	N
	5.4.3.3

5.4.3.4
	Source: Samsung Electronics 

Form: OMA-BCAST-2006-0548
Comment:

Reception reporting only defined for FD

Proposed Solution:

Change text in Associated Delivery Procedure of TS-Distribution.
	Status: Tentatively CLOSED
Pending discussion in the TS_Distribution.
CR 822 (Samsung) resolved this issue in TS-Distribution; AGREED. 

	AD163
	2006.05.24
	N
	5.4.8
	Source: Samsung Electronics 

Form: OMA-BCAST-2006-0548
Comment:

Roaming flow needs to be updated

Proposed Solution:

Replace text and diagrams related to roaming with text and diagrams in TS-Distribution Appendix D.
	Status: Tentatively CLOSED
Editor to move (cut-and-paste) Roaming flows and text from TS-Distribution App. D into the AD.

	AD164
	2006.05.19
	
	5.3.4.3
	Source: OMA SEC Group

Form: OMA-BCAST-2006-0503
Comment:
Different scenarios are described for the entity responsible for the generation of the STKM to the BCAST Distribution Adaptation block. 

For each of them corresponding service key exchanges flows are considered. 

· STKM generator on BCAST service application: service keys are transferred from BSM onto BSA.

· STKM generator on BCAST distribution adaptation: service keys are transferred from BSM onto BSA. 

· STKM generator on BCAST subscription management: service keys are not transferred.
Service keys are identified as one the most sensitive keys of the key hierarchy introduced by BCAST. Service keys are identical for large group of users (to permit broadcast-only type of operation), an attacker has a high interest to break into the system to recover those keys which would potentially allow any number of users to access to the service.
To limit their potential disclosure service keys shall remain under the strict control of the BSM which is responsible for their generation. 

Transmission of service keys between the different actors embedded in the architecture (such as content provider) shall respect security features related to the non-disclosing of service keys and shall be exclusively authorized by the BSM, which defines the security policy to be respected. Only the BSM is able to delegate the STKM generation to other entities. 

This shall imply confidentiality, integrity, and mutual authentication issues regarding the interfaces between the BSM and other entities.
Proposed Solution:
 
	Status: OPEN

Need to check status of 190R07 as possible resolution (David).
Resolution agreed at the Joint meeting with SEC WG , Washington, D.C.):
CR 0190R08 provides major changes to the latest SP and CP architectures and technical specs; these changes will be reflected in the AD as acceptable resolution to Comment AD164.
 

	AD165
	2006.05.24
	N
	3.2
	Source: Siemens

Form: OMA-BCAST-2006-0581

Comment:

The definition of Broadcast Distribution System does not take into account that a BDS can also contain functionality above IP layer.

Proposed Resolution:
Modify the following entry in the table: 

Broadcast Distribution System
A system containing the ability to transmit the same IP flow to multiple Terminal devices simultaneously.   A Broadcast Distribution System typically uses techniques that achieve efficient use of radio resources. It can contain service layer functionality above the IP layer which is termed BDS Service Distribution/Adaptation.

	Status: Tentatively CLOSED
Discussion revolved around whether the BDS = IP-based bearer + BDS SDA; no consensus.  Offline discussion is required.
Resolution agreed:
A new definition of BDS was agreed as follows:

“A system containing the ability to transmit the same IP flow to multiple Terminal devices simultaneously. A Broadcast Distribution System (BDS) typically uses techniques that achieve efficient use of radio resources. A BDS consists of Broadcast/Multicast Network functionality up to the IP layer and  optional Service Distribution/Adaptation functionality above the IP layer.”


	AD166
	2006.05.24
	N
	several
	Source: Siemens

Form: OMA-BCAST-2006-0581

Comment:

There are 8 places with a comment “Note: This section will be filled after TS is finished.”

Proposed Resolution:
The missing text should be provided based on the technical decisions taken in the TS.


	Status: Tentatively CLOSED
Editor to follow through and implement as proposed (i.e. do cut-and-paste from relevant text from the TS, once it is finished).


	AD167
	2006.05.24
	N
	Figure 2
	Source: Siemens

Form: OMA-BCAST-2006-0581

Comment:

The technology ATSC is not used.

Proposed Resolution:
Remove the building block “ATSC” from the figure.


	Status: Tentatively CLOSED.
Proposed resolution was agreed.

	AD168
	2006.05.24
	N
	Figure 2
	Source: Siemens

Form: OMA-BCAST-2006-0581

Comment:

The legend for the box hatched red is missing the IPDC over DVB-H BDS.

Proposed Resolution:
Change to “… 3GPP2 BCMCS/ 3GPP MBMS / IPDC over DVB-H protocols”


	Status: Tentatively CLOSED
Proposed resolution was agreed; Editor to correct Legend. 

	AD169
	2006.05.24
	N
	Figure 3
	Source: Siemens

Form: OMA-BCAST-2006-0581

Comment:

The term “Broadcast Distribution System” includes Bearer functionality and Service Layer functionality. This way, the current representation of having “Broadcast Distribution System” and “Broadcast Distribution System Distribution/Adaptation” is not entirely consistent. 

Proposed Resolution:
Replace “Broadcast Distribution System” by “Broadcast Distribution System Bearer”.


	Status: Tentatively CLOSED
More discussion is required regarding BDS definition (Siemens, Qualcomm and Samsung).
Resolution agreed:

Based upon the new definition of BDS as agreed in AD165, make the changes in the AD as follows:

In figure 3, replace the text “Broadcast Distribution System” by “Broadcast Network”.



CRs Tracking:

	CR ID
	Comments Addressed
	Status of Comment or CR

	OMA-BCAST-2006-0190R07
	AD094, AD098, AD099, AD100, 
	Tentatively CLOSED

	OMA-BCAST-2006-0190R08
	AD164
	Tentatively CLOSED

	OMA-BCAST-2006-0344R01
	AD005
	Tentatively CLOSED

	OMA-BCAST-2006-0374R01
	AD026, AD031, AD032, AD033, AD036, AD043, AD061, AD063, AD064, AD065, AD066, AD067, AD068, AD069, AD070, AD071, AD072, AD073, AD074, AD075, AD076, AD078, AD080, AD081, AD083, 
	Tentatively CLOSED 

	OMA-BCAST-2006-0374R02
	AD027, AD028, AD029, AD033, AD036, AD037, AD038, AD040, AD041, AD042, AD077

AD084, AD085, AD087, AD088, AD089

AD090, AD091,AD092, AD093

	Tentatively CLOSED

	OMA-BCAST-2006-0415R04
	AD006, AD007, AD044, AD045, AD046
AD047, AD048, AD049, AD050, AD051

AD052, AD053, AD054, AD055, AD056

AD057, AD058, AD059, AD060, AD121, AD134, AD102, AD105, AD108, AD109
	Tentatively CLOSED

	OMA-BCAST-2006-0415R06
	AD009, AD010, AD094, AD098, AD099, AD100, AD115
	Tentatively CLOSED

	OMA-BCAST-2006-0416R04
	AD006, AD008, AD063, AD064, AD065, AD066, AD067, AD068, AD069, AD070, AD071, AD072, AD073, AD074, AD075 AD077, AD121, AD134
	Tentatively CLOSED

	OMA-BCAST-2006-0416R06
	AD009, AD010, AD078, AD094, AD098, AD099, AD100, AD115
	Tentatively CLOSED

	OMA-BCAST-2006-0417R06
	AD009
	Tentatively CLOSED

	OMA-BCAST-2006-0417R07
	AD140
	

	OMA-BCAST-2006-0418R04
	AD009
	Tentatively CLOSED

	OMA-BCAST-2006-0419R06
	AD010, AD141
	Tentatively CLOSED

	OMA-BCAST-2006-0420R04
	AD010
	Tentatively CLOSED

	OMA-BCAST-2006-1047R01
	AD011
	Tentatively CLOSED.

	OMA-BCAST-2006-0475R01
	AD013, AD014
	Tentatively CLOSED

	OMA-BCAST-2006-0595R02
	AD136
	Tentatively CLOSED

	OMA-BCAST-2006-0622R02R01
	AD022, AD023, AD024
	Tentatively CLOSED

	OMA-BCAST-2006-0676R01
	AD031, AD032, AD033
	Tentatively CLOSED

	OMA-BCAST-2006-0695R01
	AD158
	Tentatively CLOSED

	OMA-BCAST-2006-0848
	AD095, AD096, AD097, AD103, AD104, AD106, AD107, AD110
	Tentatively CLOSED

	OMA-BCAST-2006-1057
	AD161
	Tentatively CLOSED


4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree and incorporate the proposed comment resolutions into the BCAST AD.
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