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1 Reason for Contribution

This is the working list of Consistency Review comments received for ETR.
Changes in R01
 - Added Motorola Review Comments from OMA-BCAST-2006-556

 - Added Samsung Review Comments from OMA-BCAST-2006-561

Changes in R02

 - Added sorted comments table with opinions by editor.

Changes in R03
- ETR002, ETR003, ETR004, ETR005, and ETR006 are resolved

- Action Item on ETR007

Change in R04

- ETR008, ETR009, ETR010, ETR011, ETR012, ETR013, ETR014, ETR015, ETR016, ETR017, ETR018, 
    ETR019, and ETR020 were handled in CC at 24 July and meeting results is included in status column of section 
    2 in this document
- Action Item on ETR011: make a draft to move section 5.1.10 following section 5.1.6 and modify the introductory 
    text in each section for adaptation specification
2 Summary of Contribution

Comments for consideration as part of ETR consistency review
3 Detailed Proposal
1. Review Comments

< OMA-ETR-BCAST-V1_0_0-20060407-D>
	ID
	Open Date
	Edit
	Section
	Description
	Status

	ETR001
	2006.05.24
	Y
	3.2,3.3
	Source: Orange

From: OMA-BCAST-2006-527
Comment:

order alphabteticallly

Proposed Resolution:
	Status: OPEN

<provide response>

	ETR002
	2006.05.24
	Y
	3.2
	Source: Orange

From: OMA-BCAST-2006-527
Comment:

LTKM not defined, take definition from ServContProt if needed

Proposed Resolution:
	Status: 
 Tentatively CLOSED
Resolution:

Apply definition from SPCP specification.

	ETR003
	2006.05.24
	N
	3.2
	Source: Orange

From: OMA-BCAST-2006-527
Comment:

Rights Issuer refers to DRM only but it is used in ServContProt in smartcard profile, hence it is more generic.

Proposed Resolution:
	Status: 

Tentatively CLOSED 
Resolution:

“An Entity that issues Keys and/or Rights to an OMA BCAST Terminals”

	ETR004
	2006.05.24
	N
	4
	Source: Orange

From: OMA-BCAST-2006-527
Comment:

Correct reference to USIM and R-UIM

Proposed Resolution:

· OMA-TS-BCAST_SvcCntProtection-V1_0 [BCAST10–ServContProt]: Specification for Service and Content Protection of Mobile Broadcast Services. The document specifies two profiles for Service Protection: DRM 2.0 based (DRM Profile); and 3GPP-(U)SIM / 3GPP2-(R-)UIM/CSIM –based (Smartcard Profile).
	Status: 

Tentatively CLOSED
Resolution:

Inline with the proposal in other Adaptation specification.  Editor should check

	ETR005
	2006.05.24
	N
	4
	Source: Orange

From: OMA-BCAST-2006-527
Comment:

XBS are for service and content protection

Proposed Resolution:

· OMA-TS-DRM-XBS-V1_0 [DRM20-Broadcast-Extensions]: Specification for DRM 2.0 extensions for DRM 2.0-based Service & Content Protection.
	Status: 

Tentatively CLOSED
Resolution:

Add “and Content”

	ETR006
	2006.05.24
	Y
	5.1
	Source: Orange

From: OMA-BCAST-2006-527
Comment: text says terminals/serves rather than terminals/servers

Proposed Resolution:

(terminals/servres)
	Status: 

Tentatively CLOSED
Resolution:

Apply “terminals/servers”

	ETR007
	2006.05.24
	N
	5.1
	Source: Orange

From: OMA-BCAST-2006-527
Comment:

Introductory section clearly states that mandatory features shall always be implemented whereas optional ones cover optional features.

This is not what is reflected in the tables below for Service & Content protection. 

Proposed Resolution:
	Status: OPEN

<provide response>
Action to Orange/Samsung/Qualcomm: provide separate table for each Profiles


	ETR008
	2006.05.24
	N
	5.1.5.2, 5.1.5.4, 5.1.5.5
	Source: Orange

From: OMA-BCAST-2006-527
Comment:

Is it correct for DM to be optional test requirement for terminal & server?

Proposed Resolution:
	Status: OPEN

<provide response>

	ETR009
	2006.05.24
	.N
	5.1.7, 5.1.8, 5.1.9
	Source: Orange

From: OMA-BCAST-2006-527
Comment:

Introductory text refers to adaptation when re-using underlying BDS functionality, but it is also possible to use the BDS only as a bearer, i.e. without the limitations. 

Proposed Resolution:
	Status: OPEN

<provide response>

	ETR010
	2006.05.24
	N
	5.1.7.1
	Source: Orange

From: OMA-BCAST-2006-527
Comment:

Support for SRTP, IPSec and ISMACryp should be M for terminal.

Proposed Resolution:
	Status: OPEN

<provide response>

	ETR011
	2006.05.24
	N
	5.1.7.3
	Source: Orange

From: OMA-BCAST-2006-527
Comment:

Encryption protocols not in BSDA requirements table? Why? These should be Mandatory.

Proposed Resolution:
	Status: OPEN

<provide response>
Editor took an action to make a draft to move section 5.1.10 following section 5.1.6 and modify introductory text for each adaptation section.

	ETR012
	2006.05.24
	N
	5.1.8.1
	Source: Orange

From: OMA-BCAST-2006-527
Comment:

SRTP support for terminal should be mandatory. Depending on group decision, so should be ISMACryp & IPSec.

Proposed Resolution:
	Status: OPEN

<provide response>

	ETR013
	2006.05.24
	N
	5.1.8.3
	Source: Orange

From: OMA-BCAST-2006-527
Comment:

Shouldn't BSD/A support for SRTP be added as mandatory? What about other encryption protocols?

Proposed Resolution:
	Status: OPEN

<provide response>

	ETR014
	2006.05.24
	N
	5.1.9.1
	Source: Orange

From: OMA-BCAST-2006-527
Comment:

Shouldn't terminal support of SRTP be mandatory? What about IPsec and ISMACryp?

Proposed Resolution:
	Status: OPEN

<provide response>

	ETR015
	2006.05.24
	N
	5.1.9.3
	Source: Orange

From: OMA-BCAST-2006-527
Comment:

What about requirement for mandatory support of encryption protocols? SRTP? IPSec? ISMACryp?

Proposed Resolution:
	Status: OPEN

<provide response>

	ETR016
	2006.05.24
	N
	5.1.10 and sections within
	Source: Orange

From: OMA-BCAST-2006-527
Comment:

The statement that optional features are not common to both profiles is rather confusing. People tend to think as mandatory / optional features for the DRM profile or the Smartcard Profile. Whether they are common or not to both is not particularly relevant. The tables should show for DRM profile what is mandatory / optional and in a separate table what is mandatory / optional for the smartcard profile. To propose anything else is confusing and unclear.

Proposed Resolution:

Reorganise tables to reflect the above. Mandatory means mandatory, optional optional. Currently mandatory means common to both profiles, the rest is optional.
	Status: OPEN

<provide response>

	ETR017
	2006.05.24
	N
	5.1.10 and sections within
	Source: Orange

From: OMA-BCAST-2006-527
Comment:

ISMACryp is now done by BSD/A, not BSA. Should be corrected.

Proposed Resolution:
	Status: OPEN

<provide response>

	ETR018
	2006.05.24
	N
	5.1.10 and sections within
	Source: Orange

From: OMA-BCAST-2006-527
Comment:

STKM generation is no longer done by BSA. Correct throughout.

Proposed Resolution:
	Status: OPEN

<provide response>

	ETR019
	2006.05.24
	N
	5.1.10 and sections within
	Source: Orange

From: OMA-BCAST-2006-527
Comment:

Is the list of separate service and content protection "functions" complete? Has anything been omitted?

Proposed Resolution:
	Status: OPEN

<provide response>

	ETR020
	2006.05.24
	N
	5.1.2.2
	Source: Motorola
From: OMA-BCAST-2006-556

Comment:

According to file distribution section 5.3:

“FD-C SHALL support the download file repair procedure as defined in section 5.3.2” and “FD-C SHALL support the download reception reporting procedure as defined in section 5.3.3”

Proposed resolution:
Move

Associated delivery procedure: post-delivery repair of files. 

Required to test that the terminal initiates the relevant procedures for post-delivery repair of files that were initially delivered as a part of file delivery session.

Associated delivery procedure: content reception reporting of files.

Required to test that the terminal initiates the relevant procedures for content reception reporting for files that were delivered as a part of file delivery session.

from section 5.1.2.2 to section 5.1.2.1.


	Status: OPEN

<provide response>

	ETR021
	
	
	2
	Source: Samsung Electronics 

Form: OMA-BCAST-2006-561
Comment:

References need to be checked and revised in a proper manner.
	

	ETR022
	
	
	3
	Source: Samsung Electronics 

Form: OMA-BCAST-2006-561
Comment:

Definitions and Abbreviations need to be checked whether they are used in the ETR specifications and revised in a proper manner.
	

	ETR023
	
	
	5
	Source: Samsung Electronics 

Form: OMA-BCAST-2006-561
Comment:

Test Requirements need to be checked and revised in a proper manner when all comments from consistency review are resolved.
	


2. Re-grouped Review comments

< OMA-ETR-BCAST-V1_0_0-20060407-D>
Editor’s note: This section re-grouped all of the original comments and has editor’s opinion on each comments. The final resolution and status of every comment will be correspondingly reflected back to Section 1, then to the formal CONRR.
	ID
	Open Date
	Edit
	Section
	Description
	Status

	ETR021
	
	
	2
	Source: Samsung Electronics 

Form: OMA-BCAST-2006-561
Comment:

References need to be checked and revised in a proper manner.

(Editor’s opinion)

CR will be prepared by Editor


	Status: OPEN



	ETR022
	
	
	3
	Source: Samsung Electronics 

Form: OMA-BCAST-2006-561
Comment:

Definitions and Abbreviations need to be checked whether they are used in the ETR specifications and revised in a proper manner.

(Editor’s opinion)

CR will be prepared by Editor


	Status: OPEN



	ETR001
	2006.05.24
	Y
	3.2,3.3
	Source: Orange

From: OMA-BCAST-2006-527
Comment:

order alphabteticallly

Proposed Resolution:
(Editor’s opinion)

CR will be prepared by Editor


	Status: OPEN



	ETR002
	2006.05.24
	Y
	3.2
	Source: Orange

From: OMA-BCAST-2006-527
Comment:

LTKM not defined, take definition from ServContProt if needed

Proposed Resolution:
(Editor’s opinion)

Apply the agreed definition of LTKM/STKM in SPCP
	Status: Tentatively CLOSED
Resolution:

Apply definition from SPCP specification.

	ETR003
	2006.05.24
	N
	3.2
	Source: Orange

From: OMA-BCAST-2006-527
Comment:

Rights Issuer refers to DRM only but it is used in ServContProt in smartcard profile, hence it is more generic.

Proposed Resolution:
(Editor’s opinion)

Discussion is required
	Status:  Tentatively CLOSED 
Resolution:

“An Entity that issues Keys and/or Rights to an OMA BCAST Terminals”

	ETR004
	2006.05.24
	N
	4
	Source: Orange

From: OMA-BCAST-2006-527
Comment:

Correct reference to USIM and R-UIM

Proposed Resolution:

· OMA-TS-BCAST_SvcCntProtection-V1_0 [BCAST10–ServContProt]: Specification for Service and Content Protection of Mobile Broadcast Services. The document specifies two profiles for Service Protection: DRM 2.0 based (DRM Profile); and 3GPP-(U)SIM / 3GPP2-(R-)UIM/CSIM –based (Smartcard Profile).
(Editor’s opinion)

“The document specifies two profiles for Service Protection: DRM profile based on DRM 2.0 and Smartcard profile based on 3GPP-(U)SIM and 3GPP2-(R-)UIM/CSIM.”
	Status: Tentatively CLOSED
Resolution:

Inline with the proposal in other Adaptation specification.  Editor should check.

	ETR005
	2006.05.24
	N
	4
	Source: Orange

From: OMA-BCAST-2006-527
Comment:

XBS are for service and content protection

Proposed Resolution:

· OMA-TS-DRM-XBS-V1_0 [DRM20-Broadcast-Extensions]: Specification for DRM 2.0 extensions for DRM 2.0-based Service & Content Protection.
(Editor’s opinion)

use “and” instead of “&”.
	Status: Tentatively CLOSED
Resolution:

Add “and Content”

	ETR023
	
	
	5
	Source: Samsung Electronics 

Form: OMA-BCAST-2006-561
Comment:

Test Requirements need to be checked and revised in a proper manner when all comments from consistency review are resolved.

(Editor’s opinion)

Discussion is required
	Status: OPEN



	ETR006
	2006.05.24
	Y
	5.1
	Source: Orange

From: OMA-BCAST-2006-527
Comment: text says terminals/serves rather than terminals/servers

Proposed Resolution:

(terminals/servres)
(Editor’s opinion)

Apply “terminals/servers”
	Status: Tentatively CLOSED
Resolution:

Apply “terminals/servers”

	ETR007
	2006.05.24
	N
	5.1
	Source: Orange

From: OMA-BCAST-2006-527
Comment:

Introductory section clearly states that mandatory features shall always be implemented whereas optional ones cover optional features.

This is not what is reflected in the tables below for Service & Content protection. 

Proposed Resolution:
(Editor’s opinion)

Discussion is required
	Status: OPEN
Action to Orange/Samsung/Qualcomm: provide separate table for each Profiles


	ETR008
	2006.05.24
	N
	5.1.5.2, 5.1.5.4, 5.1.5.5
	Source: Orange

From: OMA-BCAST-2006-527
Comment:

Is it correct for DM to be optional test requirement for terminal & server?

Proposed Resolution:
(Editor’s opinion)

Discussion is required
	Status: OPEN
This comments will be resolved based on the resolution of relevant review comments for TS-Services.


	ETR009
	2006.05.24
	.N
	5.1.7, 5.1.8, 5.1.9
	Source: Orange

From: OMA-BCAST-2006-527
Comment:

Introductory text refers to adaptation when re-using underlying BDS functionality, but it is also possible to use the BDS only as a bearer, i.e. without the limitations. 

Proposed Resolution:
(Editor’s opinion)

Discussion is required
	Status: OPEN



	ETR010
	2006.05.24
	N
	5.1.7.1
	Source: Orange

From: OMA-BCAST-2006-527
Comment:

Support for SRTP, IPSec and ISMACryp should be M for terminal.

Proposed Resolution:
(Editor’s opinion)

Discussion is required. 
	Status: OPEN

This comments will be resolved based on the resolution of relevant comments and action item for DVB Adaptation specification.

	ETR011
	2006.05.24
	N
	5.1.7.3
	Source: Orange

From: OMA-BCAST-2006-527
Comment:

Encryption protocols not in BSDA requirements table? Why? These should be Mandatory.

Proposed Resolution:
(Editor’s opinion)

Discussion is required.
	Status: OPEN

Editor took an action to make a draft to move section 5.1.10 following section 5.1.6 and modify introductory text for each adaptation section.

	ETR012
	2006.05.24
	N
	5.1.8.1
	Source: Orange

From: OMA-BCAST-2006-527
Comment:

SRTP support for terminal should be mandatory. Depending on group decision, so should be ISMACryp & IPSec.

Proposed Resolution:
(Editor’s opinion)

Discussion is required.
	Status: OPEN

This comment will be resolved with ETR010 and 012.

	ETR013
	2006.05.24
	N
	5.1.8.3
	Source: Orange

From: OMA-BCAST-2006-527
Comment:

Shouldn't BSD/A support for SRTP be added as mandatory? What about other encryption protocols?

Proposed Resolution:
(Editor’s opinion)

Discussion is required.
	Status: OPEN

This comment will be resolved with ETR010 and 012.


	ETR014
	2006.05.24
	N
	5.1.9.1
	Source: Orange

From: OMA-BCAST-2006-527
Comment:

Shouldn't terminal support of SRTP be mandatory? What about IPsec and ISMACryp?

Proposed Resolution:
(Editor’s opinion)

Discussion is required.
	Status: OPEN

This comment will be resolved with ETR010 and 012.

	ETR015
	2006.05.24
	N
	5.1.9.3
	Source: Orange

From: OMA-BCAST-2006-527
Comment:

What about requirement for mandatory support of encryption protocols? SRTP? IPSec? ISMACryp?

Proposed Resolution:
(Editor’s opinion)

Discussion is required.
	Status: OPEN

This comment will be resolved with ETR010 and 012.

	ETR016
	2006.05.24
	N
	5.1.10 and sections within
	Source: Orange

From: OMA-BCAST-2006-527
Comment:

The statement that optional features are not common to both profiles is rather confusing. People tend to think as mandatory / optional features for the DRM profile or the Smartcard Profile. Whether they are common or not to both is not particularly relevant. The tables should show for DRM profile what is mandatory / optional and in a separate table what is mandatory / optional for the smartcard profile. To propose anything else is confusing and unclear.

Proposed Resolution:

Reorganise tables to reflect the above. Mandatory means mandatory, optional optional. Currently mandatory means common to both profiles, the rest is optional.
(Editor’s opinion)

This comment should be considered with ETR007.

	Status: OPEN

This comment is related to ETR007 and will be resolved by results from an action item on ETR007.

	ETR017
	2006.05.24
	N
	5.1.10 and sections within
	Source: Orange

From: OMA-BCAST-2006-527
Comment:

ISMACryp is now done by BSD/A, not BSA. Should be corrected.

Proposed Resolution:
(Editor’s opinion)

Resolve this comment after completing SPCP architecture and flows issues.
	Status: OPEN

This comments will be resolved by the results from the discussion on SPCP architecture and flows.

	ETR018
	2006.05.24
	N
	5.1.10 and sections within
	Source: Orange

From: OMA-BCAST-2006-527
Comment:

STKM generation is no longer done by BSA. Correct throughout.

Proposed Resolution:
(Editor’s opinion)

Resolve this comment after completing SPCP architecture and flows issues.
	Status: OPEN

This comments will be resolved by the results from the discussion on SPCP architecture and flows.

	ETR019
	2006.05.24
	N
	5.1.10 and sections within
	Source: Orange

From: OMA-BCAST-2006-527
Comment:

Is the list of separate service and content protection "functions" complete? Has anything been omitted?

Proposed Resolution:
(Editor’s opinion)

Resolve this comment after completing SPCP architecture and flows issues.
	Status: OPEN

This comments will be resolved by the results from the discussion on SPCP architecture and flows.

	ETR020
	2006.05.24
	N
	5.1.2.2
	Source: Motorola
From: OMA-BCAST-2006-556

Comment:

According to file distribution section 5.3:

“FD-C SHALL support the download file repair procedure as defined in section 5.3.2” and “FD-C SHALL support the download reception reporting procedure as defined in section 5.3.3”

Proposed resolution:
Move

Associated delivery procedure: post-delivery repair of files. 

Required to test that the terminal initiates the relevant procedures for post-delivery repair of files that were initially delivered as a part of file delivery session.

Associated delivery procedure: content reception reporting of files.

Required to test that the terminal initiates the relevant procedures for content reception reporting for files that were delivered as a part of file delivery session.

from section 5.1.2.2 to section 5.1.2.1.

(Editor’s opinion)

In section 5.3, there is the note, “Note: It remains to be discussed whether it is mandatory or optional to implement file repair and reception reporting in terminals and/or systems.”
Propose to resolve this after completing resolution of TS-Distribution ICONRR.

	Status: OPEN

This will be resolved by the results from the relevant comment in TS-Distribution.
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4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Discuss and adopt as agreed









NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2006 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 13)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-InputContribution-20060101-I]

© 2006 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 2 (of 13)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-InputContribution-20060101-I]

