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1 Reason for Change

Comments were made about requirements being DRM Profile specific.
This addresses those comments.

2 Impact on Backward Compatibility

n/a.
3 Impact on Other Specifications

None known.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree the proposed changes as part of consistency review resolution.
6 Detailed Change Proposal

Change 1:  make requirement generic to both profiles
6.2.8 Provisioning

	Label
	Description
	Enabler Release

	PROV-01 Free-to-Air Services
	It SHALL be possible to provide Free-to-Air Broadcast Services that don’t require the End-User to subscribe to a Broadcast Service or to have any other interaction with the Mobile Broadcast Service Provider or Content Provider.
	BCAST 1.0

	PROV-02 Broadcast Subscription
	The Mobile Broadcast Service Provider SHALL be able to offer a subscription to a Broadcast Service or a bundle of Broadcast Services (= “Service Bundle”).
	BCAST 1.0

	PROV-03 Time-based Broadcast Subscription
	The Mobile Broadcast Service Provider SHALL be able to offer subscriptions based on time period.
	BCAST 1.0

	PROV-04 Consumption-based Subscription
	The Mobile Broadcast Service Provider MAY be able to offer subscriptions based on effectively consumed content.
	BCAST 1.0

	PROV-05 Purchase Transaction Initiation 
	The End-User SHALL be able to initiate the acquisition of Broadcast Subscriptions from the Terminal.
	BCAST 1.0

	PROV-06 Purchase Transaction Security
	It SHALL be possible to secure the purchase transaction (authentication, confidentiality, integrity).
	BCAST 1.0

	PROV-07 Individualized Rights
	The Mobile Broadcast Service Provider SHALL be able to specify and provide the rights to services and content particular to each individual End-User.
	BCAST 1.0

	PROV-08 Right Association 
	It SHALL be possible to associate rights with the Broadcast Service or content to which it applies. 
	BCAST 1.0

	PROV-09 Rights Delivery Reliability
	The rights associated with the Broadcast Service or content  SHOULD be delivered reliably.
	BCAST 1.0

	PROV-10 Roaming 
	It SHALL be possible to permit visiting End-Users to access free services or subscribe to content or services.
	BCAST 1.0

	PROV-11 Account Inquiry
	It SHOULD be possible to offer to the End-User means to inquire account status information (eg. All currently active subscriptions) from the Mobile Broadcast Service Provider and/or Content Provider.
	BCAST 1.0

	PROV-12 Content-based Subscription
	The Mobile Broadcast Service Provider SHALL be able to offer subscriptions based on content.


	BCAST 1.0

	PROV-13 Content-based notification settings
	The Mobile Broadcast Service Provider SHALL be able to offer notification requests settings based on broadcasted content.
	BCAST 1.0

	PROV-14 Subscribing and Unsubscribing Service
	The End User SHALL be able to subscribe and to unsubscribe to a service or a service bundle.
	BCAST 1.0

	PROV- 15 Content Subscription
	The Content Provider SHALL be able to offer for purchase a subscription to content.
	BCAST 1.0

	PROV-15
Terminal Provisioning using DM
	The Terminal provisioning function for Mobile Broadcast Services SHALL build on OMA Device Management (DM).
	BCAST 1.0

	PROV-16
Terminal Provisioning over Broadcast
	The Terminal provisioning function SHALL enable delivery of software updates over Broadcast Channel.
	BCAST 1.0


Table 13: Overall System Requirements – Provisioning

Note to the Editor: if removal of SPCP-01 is agreed, SPCP numbers need to be changed
6.2.7 Service and Content Protection

	Label
	Description
	Enabler Release

	SPCP-1 OMA DRM

	The service and content protection functions for Mobile Broadcast Services SHALL build on OMA DRM 2.0, where appropriate. [DRM v2.0]
	DELETED

	SPCP-02 Openness
	Service and content protection, including e.g. the key management, the delivery, and encryption and decryption operations of keys and content, and interfaces, SHALL be fully specified which permits well-defined variations in operational behaviour without introducing  proprietary elements to any part of the system. 
	BCAST 1.0

	SPCP-03 Interoperability Points
	The service and content protection functions SHALL be designed with specific interoperability points to enable horizontal competition between vendors.
	BCAST 1.0

	SPCP-04 No mandatory 3rd-party HW in Terminals 
	The service and content protection functions SHALL NOT mandate usage of additional third party or external hardware other than Smartcards in Terminals.
	BCAST 1.0

	SPCP-05 Broadcast Mode
	The service and content protection functions SHALL support (one-way) broadcast channels, or have a broadcast mode of operation.
	BCAST 1.0

	SPCP-06 Discrete Object Protection
	The service and content protection functions SHALL provide protection for discrete objects of any type.
	BCAST 1.0

	SPCP-07 Stream Protection
	The service and content protection functions SHALL provide means for protecting real-time streaming.
	BCAST 1.0

	SPCP-08 Terminal-initiated Rights Acquisition
	The service and content protection functions SHALL support Terminal-initiated access requests.
	BCAST 1.0

	SPCP-09 Content-based Rights Acquisition
	The service and content protection functions SHALL provide the means for retrieving related rights and/or keys for chosen protected content items.
	BCAST 1.0

	SPCP-10 Network-initiated Rights Distribution
	The service and content protection functions SHALL support network-initiated distribution of access keys and rights.
	BCAST 1.0

	SPCP-11 Distribution
	The service and content protection functions SHALL support distribution of access keys and rights over interaction and/or broadcast channels.
	BCAST 1.0

	SPCP-12 Time Restricted Protection
	The service and content protection functions SHALL provide a means for protecting time-restricted services or content (e.g. subscription and pay-per-view).
	BCAST 1.0

	SPCP-13 Bundling
	The service and content protection functions SHALL allow bundling of access keys and rights such that a single access key or rights can be linked to an entire selection of services or content.
	BCAST 1.0

	SPCP-14 Agnostic wrt. Object Type
	It SHALL be possible to deliver any type of DRM protected discrete objects and streams over Mobile Broadcast Services. 
	BCAST 1.0

	SPCP-15 Target User Group Granularity
	The service and content protection functions SHALL support different groups of recipients for different pieces of Broadcast Services and content, and SHALL provide granularity down to an individual End User. 
	BCAST 1.0

	SPCP-16 Access Protection, Integrity, Confidentiality
	The service protection functions SHALL support means to protect the service against unauthorized access, and ensure integrity and confidentiality. 
	BCAST 1.0

	SPCP-17 Revoking and Blacklisting
	The service and content protection functions SHALL be able to revoke and blacklist Terminals.
	BCAST 1.0

	SPCP-18 Mobility
	If the underlying BDS supports mobility, the service and content protection functions SHALL NOT restrict End User mobility within the coverage area of the network.
	BCAST 1.0

	SPCP-19 Roaming
	The service and content protection functions SHALL support End User roaming, i.e. upon roaming to another network, the End User have access services or content local to the serving network.
	BCAST 1.0

	SPCP-20 Agnostic wrt. Media Type
	The service and content protection functions SHALL be agnostic with respect to the media type they protect.
	BCAST 1.0

	SPCP-21 –Local Domains
	The service and content protection functions for Mobile Broadcast Services MAY support the concept of domains (as described in OMA DRM v2.0).
	BCAST 1.0

	SPCP-22 Revoking of Terminal Credentials
	The service and content protection functions SHALL be able to revoke the credentials of Terminals. 
	BCAST 1.0

	SPCP-23 Authentication, Integrity, Confidentiality
	The service and content protection functions SHALL be able to authenticate and ensure the integrity and confidentiality of communication between enablers and Terminals.
	BCAST 1.0

	SPCP-24 DRM-controlled Recording
	The service and content protection functions for Mobile Broadcast Services SHALL allow Terminals to record selected portions of broadcast content when digital rights management (DRM) allows for such operation.
	BCAST 1.0

	SPCP-25 DRM-controlled Editing
	The service and content protection functions for Mobile Broadcast Services SHALL allow Terminals to edit recorded portions of broadcast content when digital rights management (DRM) allows for such operation and the type of editing operations is commensurate with the rights specified in the DRM for the broadcast.
	BCAST 1.0

	SPCP-26 Secure Delivery of Services and Keys


	The service protection function SHALL support means to protect the service against unauthorized access, and ensure integrity and confidentiality of the service and associated keys and/or rights. 
	BCAST 1.0

	SPCP-27 Secure Delivery of Content and Rights
	The content protection function SHALL support means to protect the content against unauthorized access, and ensure integrity and confidentiality of the content and associated keys and/or rights.
	BCAST 1.0

	SPCP-28 Re-keying
	It SHALL be possible to support re-keying for the content and service protection function during an ongoing service.
	BCAST 1.0

	SPCP-29
	If service and content protection functions are provided by the underlying BDS, it SHALL be possible to re-use these functions.
	BCAST 1.0

	SPCP-30 User Identity
	It SHOULD be possible to bind keys/rights (pertaining to service access, digital rights for content and any post-acquisition rights, as applicable) to user identity and not only to the device.  When the user identity is stored in a removable smartcard administered by the service provider (such as, in 3G mobile terminals), portability of these rights to another DRM-compliant device SHOULD enable the user’s continued use of any pre-existing digital rights
	BCAST 1.0


Change 2:  add definition of Digital Rights Management

3.2 Definitions
	Broadcast Channel
	The logical channel (usually uni-directional) that provides Broadcast Transport which the Broadcast Enabler uses for broadcast distribution of data to Mobile Terminals.

Typically, the Broadcast Channel supports high bitrates. It is inherently used for downlink purposes and is particularly useful for conveying information that is targeted to all or many Mobile Terminals.

The Broadcast Channel is implemented by a Broadcast Distribution System that can efficiently distribute IP-based services to Mobile Terminals. Typically, this means that a broadcast-capable bearer is used as the underlying network technology. 

Broadcast transport mechanisms allow simultaneous distribution of content to many recipients.  This requires that all receivers can “receive” the same physical resource (link or radio frequency) and can simultaneously connect to the same transport protocol.  Broadcast transport can be accomplished using both broadcast and multicast mechanisms in the underlying broadcast distribution system.

	Broadcast Distribution System
	A system containing the ability to transmit the same IP flow to multiple Terminal devices simultaneously.   A Broadcast Distribution System typically uses techniques that achieve efficient use of radio resources.

	Broadcast Service
	A Broadcast Service is a “content package” suitable for simultaneous distribution to many recipients (potentially) without knowing the recipient.  Either each receiver has similar receiving devices or the content package includes information, which allows the client to process the content according to his current conditions.

Examples of Broadcast Services are:

· pure Broadcast Services:
- mobile TV
- mobile newspaper
- mobile file downloading (clips, games, SW upgrades, other applications, applications)

· combined broadcast/interactive Broadcast Services:
- mobile TV for filedownloading with voting
- betting Broadcast Services
- auction Broadcast Services
- trading Broadcast Services

	Broadcast Service Area
	The geographical or logical area in which a Broadcast Service is distributed.

	Broadcast Subscription
	The commercial relationship between an End User and a Mobile Broadcast Service Provider, under which the End-User can obtain rights to access a service or Service Bundle.

	Component 
(of Function)
	A Function is further decomposed into Components. Components are used to separate logically separate parts within the Function. This decomposition is helpful in architecture and specification work.

	 Content Protection
	Content Protection shall mean the protection of discrete objects and streams. Such objects and streams may be broadcast as encrypted IP packet payloads (this is bearer- and network-agnostic). The files remain protected in the Terminal. Usage rules are enforced at "consumption time" (typically, based on DRM). In addition to subscription and pay-per-view, Content Protection enables also more fine-grained usage rules, such as for displaying, saving in unencrypted form, printing, processing, re-distributing, etc. [DRM v2.0]

	Content Provider
	Provides content to the Mobile Broadcast Service provider. The Content Provider may be the original source of the content, own the rights to the content distribution, and manage the charging, authorization, and/or subscriptions to content.

	Content Subscription
	The commercial relationship between an End User and a Mobile Broadcast Service Provider and/or Content Provider, under which the End User can obtain rights to access content.

	Digital Rights Management
	A set of technologies that provide the means to control the distribution and consumption of digital media objects.

	End-User
	An Individual who uses services and content [OMA DIC] 

	File Activation
	The act of opening a file with its associated application, or executing it (if it is itself an application) in the Terminal.

	File Expiration
	The point in time when a file becomes invalid.

	Function 
(of Enabler)
	The Mobile Broadcast Service Enabler consists of several Functions. Functions provide finer granularity than Enabler. Function covers a particular end-to-end functionality within the Enabler. For example, Service Guide is a Function that belongs to Mobile Broadcast Service Enabler.

	Interaction Channel
	The logical channel for point-to-point communication through which the Mobile Terminal interacts with the Broadcast Services.

	Mobile Broadcast Network Operator
	The Mobile Broadcast Network Operator distributes Broadcast Services to the End-User.

	Mobile Broadcast Service Provider
	The Mobile Broadcast Service Provider provides Broadcast Services to the End-User.

The Mobile Broadcast Service Provider may use the facilities of a Mobile Broadcast Network Operator to distribute the Mobile Broadcast Services to the End-User.

	Notification
	The function that allows an End User to receive notices about Broadcast Services that match the End User’s specified preferences.

	Service Aggregator
	An entity that receives broadcast content from one or more Content Providers and acts as a single Content Provider in presenting those broadcast contents to the Mobile Broadcast Service Enabler using the appropriate defined interfaces.

	Service Bundle
	The Mobile Broadcast Service Provider may choose to combine otherwise unrelated services (possibly originating from different Content Providers and/or Service Aggregators) into a single package, the “Service Bundle”, which is presented to the End-Users for subscription as a whole. A certain service may be part of more than one bundle.

	Service Discovery
	The process of discovering and acquiring the Service Guide.

	Service Guide
	The information describing the Broadcast Services available to the End-User and the Terminal.

	Service Guide Component
	A fragment of Service Guide, which can be used and possibly displayed independently, for example, a SDP file describing a streaming Broadcast Service, a XML fragment containing metadata about a Broadcast Service. [XML]

	Service Hopping
	Changing of Broadcast Services initiated by the End User’s operation, usually in a fast pace, in order to quickly scan through the Broadcast Services that are available to the End User.

	Service Protection
	Service Protection shall mean access control for all broadcast content.  Service Protection enables subscription and pay-per-view.

	Terminal
	The mobile device with which an End-User receives and consumes a Broadcast Service.

















�Numbering should be corrected
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