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6 Detailed Change Proposal

7. Walkthrough: Distribution of BCAST Services over DVB-H (Informative)

This section describes a walkthrough of all actions needed to receive a BCAST service distributed over DVB-H. It just describes the main actions and using selected functions and features. Not all possible options and variations are described here.

7.1 Power up, Network Attachment, Initial Procedures

When the receiver is powered up or enters a new network the receiver has to tune into the right frequency. This frequency can be either pre-provisioned or provisioned according to mechanisms described in service provisioning specification. If the frequency is not provisioned at all, the terminal performs a signal scan. DVB-H signals carry Time Slicing parameters. During the scan the receiver tests a frequency, tries to lock to the signal and when locked, inspects the Time Slicing indicator from TPS bits in the signal. If this is not available, the receiver discards the signal and proceeds to next one. Once a signal with Time Slicing Indicator is found the terminal looks up the network information in the signal (NIT table, see below). This table carries the lists of frequencies for the current network. When the terminal has performed a full signal scan the terminal has gathered all frequency information from the NIT tables and can now tune into any DVB-H signal.  
In order to complete this step successfully the terminal has to know the “IP Platform” over which its service provider operates. The “IP Platform” identifies on which Transport Stream(s) – i.e. DVB-H signal(s) – the service provider’s data are being carried over. This “IP Platform” information can be pre-provisioned, provisioned according to mechanisms described in service provisioning specification or selected by the user when the BCAST application is launched on the terminal. Below the bootstrapping procedure is described.

Once it can access DVB-H signals the terminal starts to look for the proper “IP Platform” in the NIT table (platform_id parameter). When the IP Platform of his service provider is found the terminal starts with service guide bootstrapping. This is elaborated below. 
7.2 Service Guide Bootstrapping

IPDC over DVB-H is a system where IP flows are carried in the form of IP streams inside MPEG-2 Transport Streams. When an end-user selects a service the terminal has to tune into an IP stream which provides the service. The importance of this step is twofold:
- Find the information which provides the mapping between IP flows and MPEG-2 TS (IP streams), so the terminal knows where to find the right IP stream of a service.
- Find the entry point of the SG, because the SG provides the mapping between end-user services and IP streams.  
MPEG-2 Transport Streams are made up of packets of 188 bytes. Each packet is identified by its PID (Packet IDentifier) value in the header of the packet. There are special packets that provide information about what can be found in other packets. These packets are the PSI/SI packets and carry tables with information. MPEG-2 Transport Stream traffic is grouped in programs. A program is an MPEG-2 concept that resembles a TV channel. These programs consist out of elementary streams of audio, video and/or data. The PMT table lists the PIDs of the elementary streams that make up a single program. The PAT table has a list of all programs and the PID value of the PMT table. The PAT table is the root table and always carries PID#0, so can be easily found. This is illustrated in the figure below. 
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Figure 1 Illustration of the function of PAT and PMT tables in MPEG-2 TS

Information about the DVB network is written down in the NIT (Network Information Table). The NIT always carries PID#10. The NIT is the first table the terminal accesses when it parses a MPEG-2 TS. For bootstrapping purposes of DVB-H services the important part is that the NIT contains a list of IP platform ID’s and for each IP platform ID it indicates where the INT (IP/MAC Notification table) can be found. So the terminal goes through the NIT and looks for it’s Platform ID and gets the program number for the INT table. It then looks for this program in the PAT, finds the PID of the PMT and this PMT tells the PID of the elementary stream that carries the actual INT data. The INT data contains the important mapping between the IP streams and the MPEG-2 programs and elementary streams. For each IP stream it is listed in which program and which elementary stream the IP stream can be found. 
When the content of the INT table is known by the terminal it can now start to receive the Electronic Service Guide. In order to do this it needs the SG entry point. This is the IP destination address of the IP flow which contains SG data. This SG entry point can be pre-provisioned or provisioned according to mechanisms described in service provisioning specification.. 
7.3 Service Guide Reception and Update

The service guide provides the end-user with the information about all available services. The service guide consists of user readable data. The user can make a selection based on this data. When a user selects a service, it basically tells the terminal to tune into a certain IP flow, for which the terminal has to select the appropriate IP stream. 

This step describes how the service guide is received and how updates are received. This step assures that the terminal has the correct information:
- about how to access the service (IP flow addresses, SDP information, service protection information etc)
- about the service itself form user presentation (title, language, length, start and end-time, price etc.) 

The ESG data is carried in SGDU’s. Each SGDU is announced in a Descriptor Entry. A Descriptor Entry is carried inside the SGDD. The SGDD is the ‘root’ of the SG. There can be several SGDD’s for the service guide, e.g. one which only carries the data of the next 2 hours, one which carries the ESG of the day and one for the whole week. The terminal only collects those SGDU’s, which belongs to his service provider. For this purpose the Descriptor Entries carries a BSMSelector in the Grouping criteria. 

When schedules change the service guide can be periodically updated. This is announced by:
- update in FLUTE FDT
- Update in the Split-TOI
- Notification. 
When certain portions of the ESG are not valid anymore, the terminal has the option to keep them for a while or throw them away.
7.4 Service Ordering
When the user received the service guide it can select a service it wishes to use. Before the user can use a broadcast service it needs to subscribe to this service. The services which do not require subscription are excluded. Such services are indicated by the omission of an associated Purchase Data fragment or which do have a purchase data fragment but the price is set to zero. Subscription basically means that the terminal receives the key to decrypt the service. The user can subscribe to items listed in the PurchaseItems of the service guide. The PurchaseData informs the user what the prices and conditions for use are. The PurchaseChannel gives the user the location where subscriptions can be requested via the return channel. 

For terminals supporting the DRM profile:
Upon subscription request the terminal sends a “purchase request” to the PurchaseURL. The terminal will receive a message in return, which triggers the terminal to start the required procedure to obtain a service key, the so called ROAP RO acquisition trigger.

For terminals upporting the smartcard profile:
Upon subscription the terminal immediately sends Service Registration Requests to the RightsIssuerURL. 

Another option is that the user starts an acquisition procedure through the webshop. This is typically the portal of the service provider, where the user can select the items they want to subscribe to. When the user completed filling the shopping basket the subscription process is completed by using one of the two methods above depending on the service protection profile. 

When this procedure is finalized, the terminal will be in possession of the service key required to decrypt the traffic. 




7.5 Service Reception

7.5.1 Streaming Service
Streaming services like TV channels are delivered to the terminal as video and audio over RTP/UDP/IP. When the user selects a service the SG provides the terminal with required information to access the IP flow. The terminal first verifies in its internal database whether the user has subscribed himself to this service. If so, the terminal knows it has the required service key to decrypt the content.

The correct IP stream is found by the terminal by looking up the IP address in the INT table. Via PAT and PMT tables this gives the terminal the correct MPEG-2 elementary stream. In a typical scenario a single TV channel has an IP stream for each of its components: video, audio (multiple languages) and several key streams (for each service protection profile and for each service provider). The SDP parameters give the terminal the encoding type and format of the components of a service.
Streams can be delivered unprotected (FTA), protected at the IP layer, the SRTP layer or at the Access Unit layer. 
7.5.2 Download Service
Receiving download services are basically the same as streaming services. However, files are delivered over FLUTE/ALC/UDP/IP. Files can be delivered either unprotected, protected at the IP layer or as OMA DRM type of files (DCF or PDCF). 
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