Doc# OMA-BCAST-2006-0691-[image: image1.jpg]"sOMaQa

Open Mobile Alliance



CR_Adaptation_DVB_over_IPDC
Change Request

Doc# OMA-BCAST-2006-0691-CR_Adaptation_DVB_over_IPDC

Change Request



Change Request

	Title:
	Adaptation DVB over IPDC
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	BAC-BCAST, BAC-DLDRM

	Doc to Change:
	

	Submission Date:
	11 August 2006

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	David Castleford, Orange, david.castleford@orange-ft.com


	Replaces:
	n/a


1 Reason for Change

The notion of adaptation needs to be clarified to separate two types of adaptation:
1 BCAST enabler over BDS transport network

2 Adapting to underlying BDS functionality

This CR attempts this.

2 Impact on Backward Compatibility

n/a.
3 Impact on Other Specifications

None known.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree the proposed changes as part of consistency review resolution.
6 Detailed Change Proposal

1. Scope


This document specifies two types of adaptation for enabling BCAST over a specific BDS (Broadcast Distribution System).

BCAST functions can be used over the specific BDS without any use of underlying functionality. Minimal adaptation is needed to achieve this.

Underlying BDS functionality can be re-used by BCAST functions so as to enable interoperability with existing services. In this case BCAST functionality may be slightly modified or adapted, as described in this document. As not all functions need re-use underlying BDS functionality, a mixed mode of operation is possible.

This is further explained in Section 4 Introduction.
2. Introduction
(Informative)

This document specifies how the OMA Mobile Broadcast Services (BCAST) Enabler can be used to achieve two types of adaptation:

1. BCAST Enabler adapting to DVB-IPDC functionality
In this situation the adaptation specification provides adaptation of various BCAST functionalities taking in consideration the specific technical aspects of the underlying Broadcast Distribution System (BDS). This means that BCAST server and terminal re-use underlying functionality so that broadcast services can be shared between BCAST terminals and native DVB-IPDC terminals. Hence BCAST and DVB-IPDC servers can provide services to both types of terminals.

For example, file delivery mechanisms and protection mechanisms would be those defined by IP Datacast over DVB-H specifications. In practice this means file delivery sessions and streaming sessions  would cater for both BCAST terminals and DVB-IPDC terminals, without the need for simulcasting (unlike 2 below).
A consequence of adaptation to the underlying BDS functionality is that the BCAST behaviour is profiled to each BDS, making it difficult or impossible to share BCAST services across multiple BDSes.
2. BCAST Enabler operating over an underlying DVB-H transport network

In this situation the adaptation specification explains how the BCAST Enabler has access to the IP transport layer so that BCAST services can be provided transparently from server to terminal. This means the BCAST terminal and server conform to the main BCAST technical specifications. Furthermore, this allows a common, harmonised behaviour across multiple BDSes over which BCAST services are deployed. 

However, in most cases this means corresponding DVB-IPDC functionality is not re-used and in most cases broadcast services can not be shared with a native DVB-IPDC server / terminal. For example, file delivery mechanisms may be different or service and content protection mechanisms may be different. In practice this means file delivery sessions and streaming sessions are most likely to be simulcasted in order to cater for BCAST Terminals and native BDS terminals.

This document specifies how both types of behaviour can be achieved. Hence BCAST Servers and BCAST Terminals will be able to handle the two types of adaptation, providing maximum deployment flexibility for the Service Provider. This allows BCAST terminal to work automatically in both situations, as signalling is provided to indicate to the terminal the type of adaptation provided. As not all underlying BDS functionality is re-used, BCAST services may use both types of adaptation, i.e. re-using underlying BDS functionality for certain functions whilst using BCAST-specific functionality for other functions. 
Chapter 5 provides an informative overview of DVB-H and IP Datacast.

Chapter 6 provides specifications for adaptation to DVB-IPDC functionality.

Chapter 7 provides specifications for allowing the use of the BCAST enabler over a DVB-H transport network. 
Chapter 8 provides an informative walkthrough explaining how BCAST services are distributed over DVB-H.



3. Overview of DVB-H and IP Datacast
(Informative)

DVB-H is a transmission system [ETSI 302 304] using ETSI Digital Video Broadcasting standards to provide an efficient way of carrying multimedia services over digital terrestrial broadcasting networks to handheld terminals. Main physical and link layer features of DVB-H include time-slicing, multiprotocol encapsulation forward error correction (MPE-FEC), the additional (to DVB-T) 4K mode and in-depth interleavers, and DVB-H signalling.

IP Datacast over DVB-H is an end-to-end broadcast system for delivery of any types of digital content and services using IP-based mechanisms optimized for devices with limitations on computational resources and battery. An inherent part of the IPDC system is that it comprises of a unidirectional DVB broadcast path that may be combined with a bi-directional mobile/cellular interactivity path. IPDC is thus a platform that can be used for enabling the convergence of services from broadcast/media and telecommunications domains (e.g., mobile / cellular).

The set of specification documents applicable to IP Datacast services over DVB-H are defined in an umbrella specification [ETSI 102 468].

· The use cases applicable to IP Datacast over DVB-H system Phase 1 are described in [ETSI 102 473].

· The end-to-end system architecture for an IP Datacast over DVB-H system is described in [ETSI 102 469].

The following documents define the DVB-H radio interface:

· The DVB-H transmission is specified in ETSI EN 302 304 V1.1.1 (2004-11) [ETSI 302 304]. 

· The DVB-H –related system level signalling, applicable both to DVB-H transmitter and to DVB-H receiver is specified in [ETSI 102 470].

The following documents define the IP Datacast service layer over DVB-H.

· The Electronic Service Guide is specified in [ETSI 102 471].

· The content delivery protocols is specified in [ETSI 102 472].

· The service purchase and protection is specified in [ETSI 102 474].

· Audio and video formats supported in IP Datacast systems over DVB-H are specified in [ETSI 102 005].

4. BCAST enabler adapting to DVB-IPDC functionality
This Section describes restrictions and extensions of the generic BCAST specifications (namely OMA-TS-BCAST_Services, OMA-TS-BCAST_ServiceGuide, OMA-TS-BCAST_SvcCntProtection, OMA-TS-BCAST-Distribution). The provisions in this Section thus “override” the ones in the generic specifications in the case BCAST-enabled services are distributed over DVB-H, and for which DVB-IPDC functionality are re-used to enable sharing services with native DVB-IPDC terminals.

All normative statements in this specification are only applicable in the case OMA BCAST services are distributed over DVB-H.
BCAST Terminal and Server SHALL implement functionalities as described in this Chapter.
Access to the IP layer
See Section 7.1.
4.1 DVB-H adaptation related to OMA-TS-BCAST_Services

4.1.1 Interaction

No underlying DVB-IPDC functionality is re-used, only that provided by the BCAST Enabler. For BCAST terminals with an interactive channel, see Section 7.2.1.

4.1.2 Service Provisioning

No underlying DVB-IPDC functionality is re-used, only that provided by the BCAST Enabler. For BCAST terminals with an interactive channel, see Section 7.2.2.



4.1.3 Terminal Provisioning

No underlying DVB-IPDC functionality is re-used, only that provided by the BCAST Enabler. See Section 7.2.3.


4.2 DVB-H adaptation related to OMA-TS-BCAST_ServiceGuide

4.2.1 Service Guide Delivery over Broadcast Channel

See Section 7.3.1.



FLUTE SHALL be supported by both SG-D in the network and SG-C in the terminal for the delivery of Service Guide over interface SG-5.

4.2.2 Service Guide Encoding

See Section 7.3.2.
4.2.3 Session Description

See Section  7.3.3

4.2.3.1 SessionDescription for broadcast streamed media sessions

See Section 7.3.3.1.
Underlying DVB-IPDC functionality is re-used, as explained below.

The SessionDescription MAY provide the following parameters:

· The sender IP address

· Service language(s) per media

The terminal MAY ignore the following parameters in the SessionDescription if they are present, as they are either not required or out of the scope of IPDC over DVB-H BDS:

· FEC configuration and related parameters

· The mode of MBMS bearer per media

For all parameters composing the SessionDescription, rules defined in [ETSI 102 472] Section 5.2 SHALL apply.

4.2.3.2 SessionDescription for broadcast file delivery sessions

See Section 7.3.3.2.

Underlying DVB-IPDC functionality is re-used, as explained below.


The SessionDescription MAY provide the following parameters:

· FEC configuration and related parameters

· Service language(s) per media

· Data rates using SDP bandwidth modifiers

The terminal MAY ignore the mode of MBMS bearer per media in the SessionDescription, as this parameter is out of the scope of IPDC over DVB-H.

For all parameters composing the SessionDescription, rules defined in [ETSI 102 472] Section 6.1.13 SHALL apply.

4.2.4 Service Guide Data Model

See Section 7.3.4.



4.2.4.1 Cell_ID and Cell_Group_ID in DVB-H

Underlying DVB-IPDC functionality is re-used, as explained below.

OMA BCAST Service Guide allows describing the target area for Service and Content in terms of BDS-specific cell identification. In the case of DVB-H

· the value of  “Cell_ID” element of “target_area” element is expressed as a string as follows: 16 bit integer (DVB cell_id) combined with 16 bit integer (DVB original_network_id) and formatted as follows: <original_network_id as decimal> “:” <cell_id as decimal>.  

· the concept of  “Cell_Group_ID” is not supported by DVB-H, therefore only “Cell_ID” SHALL be supported by terminal.

4.2.5 Service Guide Discovery

Underlying DVB-IPDC functionality is re-used, as explained below.

It is assumed that the network provides PSI/SI information as specified in [ETSI 102 470]. The terminal MAY use PSI/SI information to find out if there is an ESG bootstrap session on an IP Platform by checking whether the INT signals the IP multicast address reserved for ESG bootstrapping according to Section 9.2 of [ETSI 102 471].. It is assumed that there is an ESG bootstrap session where Service Guides are described with ESGProviderDescriptors, as specified in Section 9 of [ETSI 102 471]. This also applies to describing OMA BCAST Service Guides.

The ESG bootstrap session is a FLUTE session as specified in [ETSI 102 471]. The ESG bootstrap session MAY contain descriptions for OMA BCAST compliant SG. There MAY be more than one OMA BCAST compliant Service Guide on a DVB IP Platform.

It is assumed that the terminal is able to receive the ESG bootstrap session and process the contents: ESGProviderDescriptors and ESGAccessDescriptors with additions and changes described in this document.

In case there is no ESG bootstrap session, the existence of an OMA BCAST compliant Service Guide MAY be signalled otherwise.

4.2.5.1 Bootstrap descriptors

ESGProviderDescriptor

Underlying DVB-IPDC functionality is re-used, as explained below.

An ESGProviderDescriptor which references a Service Guide conform to OMA BCAST 1.0 SHALL signal this by setting the attribute “format” to the string ”urn:oma:bcast:sg:fragments:1.0”. The terminal SHALL consider ESGProviderDescriptors without this attribute or with this attribute having a different value being not compliant with OMA BCAST.  [Note: URN for OMA BCAST Service Guide schema must be registered with OMNA.]
Note regarding spec maintenance: This schema has been co-ordinated with DVB and will be included by DVB into the ongoing revision of [DVB JTC 187] which will become ETSI TS 102 471 in spring 2006. For the time being, a copy of the schema is kept in this specification. When ETSI TS 102 471 has been released, this schema will be replaced by a normative reference to the ESG bootstrap descriptor schema in that specification.
<schema targetNamespace="urn:dvb:ipdc:esgbs:2005" xmlns:bs="urn:dvb:ipdc:esgbs:2005" xmlns:mpeg7="urn:mpeg:mpeg7:schema:2001" xmlns="http://www.w3.org/2001/XMLSchema" elementFormDefault="qualified" attributeFormDefault="unqualified"> 


<import namespace="urn:mpeg:mpeg7:schema:2001" /> 


<complexType name="ESGProviderType"> 



<sequence> 




<element name="ProviderURI" type="anyURI"/> 




<element name="ProviderName" type="mpeg7:TextualType"/> 




<element name="ProviderLogo" type="mpeg7:TitleMediaType" minOccurs="0"/> 




<element name="ProviderID" type="positiveInteger"/> 




<element name="ProviderInformationURL" type="anyURI" minOccurs="0"/> 




<element name="PrivateAuxiliaryData" type="anyType" minOccurs="0"/> 



</sequence>


<attribute name="format" type="anyURI" use=”optional” default=”urn:dvb:ipdc:esg:2005”/> 


</complexType> 


<element name="ESGProviderDiscovery"> 



<complexType> 




<sequence> 





<element name="ServiceProvider" type="bs:ESGProviderType" maxOccurs="unbounded"/> 




</sequence> 



</complexType> 


</element> 

</schema>
ESGAccessDescriptor

Underlying DVB-IPDC functionality is re-used, as explained below.

Access descriptor gives the access information to the ESG sessions as specified in Section 9 of [ETSI 102 471]. An OMA BCAST compliant ESGAccessDescriptor file is signalled in the FDT of the ESG bootstrap FLUTE session by setting the attribute Content-Type=”application/vnd.oma.bcast.sgboo”. [Note: MIME type for OMA BCAST specification must be registered with IANA (see appendix C).]
The session accessible with ESGAccessDescriptor SHALL be an Announcement Carousel as described in [BCAST10-ESG].

4.3 DVB-H adaptation related to OMA-TS-BCAST_SvcCntProtection and OMA-TS-DRM-XBS 

4.3.1 Content Encryption

Underlying DVB-IPDC functionality is re-used, as explained below.

IPsec, SRTP and ISMACryp are the common content encryption methods included in both DVB-IPDC and BCAST specifications and hence OMA BCAST Terminals SHALL support IPsec, SRTP and ISMACryp 1.1.
Constraints on content encryption

This Section clarifies specific restrictions on the use of IPsec, SRTP and ISMACryp relative to what is described in [BCAST10-ServContProt] so that compliance to DVB-IPDC specifications is achieved, i.e. so that a common encryption layer is achieved, allowing both BCAST Terminals and DVB-IPDC Terminals to access the same encrypted stream.
IPsec
TBD
SRTP

A 128 bit Master Key SHALL be used, as per BCAST and DVB-IPDC specifications.

A NULL Master Salt SHALL be used. Note that this means the Smartcard Profile using (R-)UIM/CSIM can NOT be used in this type of adaptation as the Master Key corresponds to a SEK or PEK.

MKI length SHOULD be 6 bytes to provide compatibility with DRM Profile, Smartcard Profile and DVB-IPDC 18Crypt and OSF. Note that as DVB-IPDC provides a range of acceptable MKI lengths, the Service Provider must ensure this is applied.
ISMACryp
The encryption key SHALL be 128 bits long.

In case of SRTP authentication, Terminals SHALL follow [BCAST10-ServContProt].
The Table below summarises constraints required for IPsec, SRTP and ISMACryp to allow BCAST and DVB-IPDC Terminals to share access to a common encrypted data stream.

Table X Encryption parameters for shared BCAST / DVB-IPDC encrypted content stream
	Parameter
	DRM Profile STKM Key ID
	Smartcard Profile 3GPP MBMS MIKEY
	Smartcard Profile 3GPP2 BCMCS

	TEK ID for IPsec
	SPI (32 bits)


	N/A

	???

	TEK ID for SRTP
	MKI (6 bytes)
	MKI = 00 00 00 00 || MTK ID 6 bytes for BCAST
	???

	MK for SRTP
	128 bits
	128 bits
	N/A

	MS for SRTP
	NULL
	NULL
	N/A

	TEK ID for ISMACryp
	key_indicator (2 bytes)
	MTK ID (2 bytes) 
	???

	TEK for ISMACryp
	key_k (128 bits)
	128 bits
	???

	MS for SRTP auth.
	112 bits in SDP
	112 bits
	???


4.3.2 Key Management
Two possibilities exist.
1. No underlying DVB-IPDC functionality is re-used for layers 2, 3 and SDP, only that provided by the BCAST Enabler. See Section 7.4.2.
2. Underlying DVB-IPDC functionality is re-used for layers 2, 3 and SDP, as explained in Appendix [Editor please provide relevant link to Appendix A].
.In both cases, specific constraints on layer 4 for streams are detailed in Section 6.3.1.1 above, to be compatible with DVB-IPDC terminals.
4.3.3 DRM Profile
Underlying DVB-IPDC functionality is re-used, as explained below.

DRM Profile in OMA BCAST is similar to 18Crypt. 

The following functions are common to both DRM Profile and 18Crypt:

TBD.

All other functi
4.3.3.1 



ons,whether in the BCAST DRM Profile or DVB-IPDC 18Crypt, are NOT common to BCAST DRM Profile and DVB-IPDC 18Crypt and hence can NOT be shared.

4.3.4 Smartcard Profile

Underlying DVB-IPDC functionality is re-used, as explained below.

4.3.5 The Smartcard Profile MAY be used for terminals with a return channel within the DVB-IPDC OSF as explained in Appendix [Editor please provide relevant link to Appendix A]. 
	DRM Profile

Underlying DVB-IPDC functionality is re-used, as explained below.
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4.3.5.1 


4.3.5.2 



File Protection
Underlying DVB-IPDC functionality is re-used, as explained below.

DVB-IPDC 18Crypt uses OMA DRM v2 for file protection, hence Terminals with the DRM Profile SHALL follow [BCAST10-ServContProt].
If the Smartcard Profile is used within the DVB-IPDC OSF, then file protection mechanisms SHALL follow [BCAST10-ServContProt]. 
4.4 DVB-H adaptation related to OMA-TS-BCAST-Distribution

4.4.1 File Distribution

The BSDA SHALL use FLUTE for file distribution

The BSDA SHALL support using the Compact No-Code FEC Code (Encoding ID 0).

4.4.2 Associated Delivery Procedures 

The BSDA and Terminal with interactive access channel SHALL support the XML schema definitions for the associated delivery procedures as defined in [BCAST10-Distribution]. 

4.4.3 Stream Distribution

The BSDA SHALL send RTCP sender reports as described in [ETSI 102 472].

4.4.3.1 Buffer control

The BDS Service Distribution SHALL implement the Hypothetical Receiver Buffering Model as specified in [ETSI 102 472], Section 5.3.Both the BDS Service Distribution and the Terminal SHALL support the initial buffering delay as specified in [BCAST10-ESG], Section 5.2.2.5.1. The BDS Service Distribution SHALL signal this delay as specified in [ETSI 102 472], Section 5.3.4.

The Terminal SHALL use the initial buffering delay, given in [BCAST10-ESG] Section 5.2.2.5.1, as specified in Section 5.3.3 of [ETSI 102 472].

4.4.4 Media codecs 

The Terminal SHALL be able to receive, decode and render the codecs and payload types that are MANDATORY according to [ETSI 102 005]. 

The Terminal SHOULD be able to receive, decode and render the codecs and payload types that are RECOMMENDED according to [ETSI 102 005]. 

The Terminal MAY be able to receive, decode and render the codecs and payload types that are OPTIONAL according to [ETSI 102 005].

The Terminal SHOULD support the subtitling using 3GPP Timed Text as defined in [ETSI 102 472].

BCAST Enabler operating over underlying DVB-H transport network
This Section describes how BCAST specifications (namely  [BCAST10-Services], [BCAST10-SG], [BCAST10-ServContProt], [BCAST10-Distribution] and [DRM20-XBS]) are used over a DVB-H network. The provisions in this Section thus complement the ones in the generic specifications so that BCAST services can be distributed over a  DVB-H transport network, without re-using the DVB-IPDC functionality and hence without sharing services with native DVB-IPDC terminals (unlike the adaptation specified in Section 6 above).

All normative statements in this specification are only applicable in the case OMA BCAST services are distributed over a DVB-H network.
The sentence "as defined by BCAST Enabler specifications" is a shorthand notation that indicates both BCAST server and terminal SHALL respect the relevant BCAST specification (listed above).
BCAST Terminal and Server SHALL implement functionalities as described in this Chapter.
4.5 Access to the IP layer

4.6 As specified in [ETSI 102 470]. 
4.7 DVB-H adaptation related to OMA-TS-BCAST_Services

4.7.1 Interaction
As defined by BCAST Enabler specifications.

OMA BCAST enables four cases of interaction related to Mobile Broadcast Services. In all of these cases the interaction is supported by Interactive Channel. Since DVB-H is purely unidirectional bearer and does not include a logical Interactive Channel itself, any bi-directional mobile system can be used as Interactive Channel with DVB-H. Therefore these four cases of interaction are directly applicable when DVB-H is the BDS, i.e., a terminal with access to an interactive channel SHALL support all of these four cases of interaction specified in Section 5.3 of [BCAST10-Services]. 

4.7.2 Service Provisioning

As defined by BCAST Enabler specifications.

4.7.3 Terminal Provisioning

As defined by BCAST Enabler specifications.

4.8 DVB-H adaptation related to OMA-TS-BCAST_ServiceGuide

4.8.1 Service Guide Delivery over Broadcast Channel

As defined by BCAST Enabler specifications.

4.8.2 Service Guide Encoding

As defined by BCAST Enabler specifications.

The terminal SHALL support GZIP.

4.8.3 Session Description

As defined by BCAST Enabler specifications.

4.8.3.1 SessionDescription for broadcast streamed media sessions
4.8.3.2 As defined by BCAST Enabler specifications.

The SessionDescription MAY provide the following parameters:

· The sender IP address

· Service language(s) per media

The terminal MAY ignore the following parameters in the SessionDescription if they are present, as they are either not required or out of the scope of IPDC over DVB-H BDS:

· FEC configuration and related parameters

· The mode of MBMS bearer per media


4.8.3.3 SessionDescription for broadcast file delivery sessions

As defined by BCAST Enabler specifications.
The SessionDescription MAY provide the following parameters:

· FEC configuration and related parameters

· Service language(s) per media

· Data rates using SDP bandwidth modifiers

The terminal MAY ignore the mode of MBMS bearer per media in the SessionDescription, as this parameter is out of the scope of IPDC over DVB-H.


4.8.4 Service Guide Data Model

As defined by BCAST Enabler specifications.

4.8.4.1 Cell_ID and Cell_Group_ID in DVB-H

See Section 6.3.4.1.

· 
· 
4.8.5 Service Guide Discovery
See Section 6.3.5.
4.8.5.1 Bootstrap descriptors

ESGProviderDescriptor
See Section 6.3.5.2.
ESGAccessDescriptor

See Section 6.3.5.3.
4.9 DVB-H adaptation related to OMA-TS-BCAST_SvcCntProtection and OMA-TS-DRM-XBS 

4.9.1 Content Encryption
As defined by BCAST Enabler specifications.
4.9.2 Key Management
4.9.3 As defined by BCAST Enabler specifications.
4.9.3.1 SDP Signaling of Key Management Information

As defined by BCAST Enabler specifications.
4.9.3.2 DRM Profile
As defined by BCAST Enabler specifications.
4.9.3.3 OMA BCAST Smartcard Profile
As defined by BCAST Enabler specifications.
4.9.4 File Protection

As defined by BCAST Enabler specifications.
4.10 DVB-H adaptation related to OMA-TS-BCAST-Distribution

4.10.1 File Distribution

As defined by BCAST Enabler specifications.
4.10.2 Associated Delivery Procedures 

As defined by BCAST Enabler specifications.
4.10.3 Stream Distribution

As defined by BCAST Enabler specifications.
4.10.3.1 Buffer control

Due to the use of timeslicing, this is required to enable the delivery of BCAST services over a DVB-H network. See Section 6.5.3.1.
4.10.4 Media codecs 

While BCAST Enabler does not define support of any media codecs, BCAST Terminals SHALL follow support of media codecs as defined in DVB-IPDC specifications. See Section .6.5.4.
Change 2 Move Section 6.3.2 to Appendix A. note to the editor, appendix style was not available, so this has to be done in adaptation document
Appendix A Common Key Management for BCAST and DVB-IPDC Terminals (Informative)
This Appendix explains how a common key management can be used over a DVB-H network. This would allow BCAST and DVB-IPDC terminals to share LTKM layer 2, STKM layer 3, content layer 4 and SDP signalling.  
A.1 SDP Signaling of Key Management Information

Protection signaling for DVB-IPDC is described in Section 5 of the DVB-IPDC specifications [ETSI 102 474]. 
BCAST Terminals MAY support DVB-IPDC signalling as defined in [?????]
Unlike DVB-IPDC specs, OMA BCAST supports only two Key Management Systems (KMS): The DRM and smartcard profiles (see Sections 5, 6 and 7 in [BCAST10-ServContProt] ). As a consequence, unlike DVB-IPDC, OMA BCAST supports only two types of Layer 3 messages: STKM and modified MIKEY messages with extensions. 

Table 1 below maps OMA BCAST and DVB-IPDC specific protection signaling parameters.  Since OMA BCAST specifies only two profiles, OMA BCAST defines a parameter “profile” that assumes only two values corresponding to STKM and modified MIKEY message. In addition, KMS are signaled through parameter “kmstype” that supports four values of string type (Section 5.2.1 in [BCAST10-ServContProt]). DVB-IPDC supports a number of KMS that are identified through “IPDCKMSId” parameter. “IPDCOperatorId” parameter directly maps to “serviceprovider” parameter.

Table 1 : Mapping between OMA BCAST and DVB-IPDC specific protection signaling parameters.

	OMA BCAST
	DVB-IPDC CDP

([ETSI 102 472])
	Open Security Framework

([ETSI 102 474], Annex A)
	18Crypt

([ETSI 102 474], Annex B)

	kmstype
	IPDCKMSId
	CA_system_id (EMM)
IPDCkmsId (ECM)
	IPDCKMSId

	Serviceprovider
	IPDCOperatorId
	OperatorId (EMM)

IPDCOperatorId (ECM)
	operatorId

	Streamid
	IPDCStreamId
	IPDCStreamid (EMM/ECM)
	IPDCStreamId


If audio/video streams are shared between OMA BCAST and DVB-IPDC devices, all parameters would need to refer to consistent values, meaning that they refer either the same stream or the same entity. The OMA BCAST serviceprovider and corresponding DVB-IPDC parameters (IPDCOperatorId, OperatorId and/or operatorId) refer to the same entity for a given service.

A.2 DRM Profile

OMA BCAST DRM profile and DVB specified 18Crypt are virtually the same and share significant commonalities. Both do not mandate the existence of an interactive channel. There are some subtle differences. For example, signaling support in Layer 3 (STKM) message in DRM profile for the service protection of download data using modified DCF is not available in the corresponding Layer 3 message in 18Crypt.

If key streams are shared between OMA BCAST DRM profile and DVB-IPDC 18Crypt devices, the BCAST specified use of modified DCF cannot be used.
A.3 Smartcard Profile
OMA BCAST smartcard profile is applicable only when the interactive channel is available. Long term key delivery and Short term key delivery for smartcard profile are done over the interactive channel and broadcast channel respectively. Short term key can also be delivered over interactive channel.
If key streams are shared between OMA BCAST smartcard profile and DVB-IPDC OSF devices, smartcard profile key streams are signaled in DVB-IPDC specific protection signaling, the DVB-IPDC IPDCKMSId and the DVB-IPDC CA_system_id are set to <TBD> and refer to the same entity as the OMA BCAST servicetype.
<NOTE: The value for the smartcard profile IPDCKMSId needs to be allocated in DVB Office>
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