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1. Scope

The Enabler Test Requirements (ETR) document for the Enabler under consideration is created and maintained by the Technical Working Group (TWG) responsible for the technical specifications for the corresponding Enabler.

The ETR document is intended to cover at least those requirements collected in the Requirements Document (RD) and the Architecture Document (AD) in addition to any other items the TWG has identified as important enough to warrant attention from interoperability perspective and identify any technical functionalities that should be covered by testing.

2. References

2.1 Normative References

	[IOPPROC]
	“OMA Interoperability Policy and Process”, Version 1.3, Open Mobile Alliance™, 
OMA-ORG-IOP_Process-V1_3, URL:http://www.openmobilealliance.org/

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[BCAST10-ERELD]
	"Enabler Release Definition for Mobile Broadcast Services", Open Mobile Alliance™, OMA-ERELD-BCAST-V1_0, http://www.openmobilealliance.org/

	[BCAST10 -Services]
	"Mobile Broadcast Services", Open Mobile Alliance™, OMA-TS-BCAST_Services-V1_0, http://www.openmobilealliance.org/

	[BCAST10 –Distribution]
	"File and Stream Distribution for Mobile Broadcast Services ", Open Mobile Alliance™, OMA-TS-BCAST_Distribution-V1_0, http://www.openmobilealliance.org/

	[BCAST10 –ESG]
	"Service and Content Protection for Mobile Broadcast Services", Open Mobile Alliance™, OMA-TS-BCAST_SvcCntProtection-V1_0, http://www.openmobilealliance.org

	[BCAST10–ServContProt]
	"Service and Content Protection for Mobile Broadcast Services", Open Mobile Alliance™, OMA-TS-BCAST_SvcCntProtection-V1_0, http://www.openmobilealliance.org/

	[DRM20-Broadcast-Extensions]
	"OMA DRM v2.0 Extensions for Broadcast Support", Open Mobile Alliance™, OMA-TS-DRM-XBS-V1_0, http://www.openmobilealliance.org/

	[BCAST10  –MBMS Adaptation]
	"Broadcast Distribution System Adaptation – 3GPP/MBMS", Open Mobile Alliance™, OMA-TS-BCAST_MBMS_Adaptation-V1_0, http://www.openmobilealliance.org/

	[BCAST10–BCMCS Adaptation]
	"Broadcast Distribution System Adaptation – 3GPP2/BCMCS", Open Mobile Alliance™, OMA-TS-BCAST_BCMCS_Adaptation-V1_0, http://www.openmobilealliance.org/

	[BCAST10–DVB-H- IPDC–Adaptation]
	"Broadcast Distribution System Adaptation – IPDC over DVB-H", Open Mobile Alliance™, OMA-TS-BCAST_DVB_Adaptation-V1_0, http://www.openmobilealliance.org/

	[OMA DM]
	“Enabler Release Definition for OMA Device Management v1.2”, OMA-ERELD-DM-V1_2_0

	[DRM-v2.0]
	“DRM Specification V2.0”, Open Mobile Alliance™, OMA-DRM-DRM-V2_0,

http://www.openmobilealliance.org/


2.2 Informative References

	[OMADICT]
	“Dictionary for OMA Specifications”, Open Mobile Alliance™,. OMA-Dictionary, URL:http://www.openmobilealliance.org/

	[BCAST10-Architecture]
	"Mobile Broadcast Services Architecture", Open Mobile Alliance™, OMA-AD- BCAST-V1_0, http://www.openmobilealliance.org/


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions

	TestFest
	Multi-lateral interoperability testing event

	Broadcast Roaming
	Broadcast Roaming is the ability of a user to receive broadcast services from a Mobile Broadcast Service Provider different from the Home Mobile Broadcast Service Provider with which the user has a contractual relationship.

	Broadcast Service
	A Broadcast Service is a “content package” suitable for simultaneous distribution to many recipients (potentially) without knowing the recipient.  Either each receiver has similar receiving devices or the content package includes information, which allows the client to process the content according to his current conditions.

Examples of Broadcast Services are:

· pure Broadcast Services:
- mobile TV
- mobile newspaper
- mobile file downloading (clips, games, SW upgrades, other applications, applications)

combined broadcast/interactive Broadcast Services:
- mobile TV for filedownloading with voting
- betting Broadcast Services
- auction Broadcast Services
- trading Broadcast Services

	Broadcast Service Area
	The geographical or logical area in which a Broadcast Service is distributed.

	Long-Term Key Message
	To be defined

	Purchase Item
	A purchase item groups one or multiple services or pieces of content that an end-user can purchase or subscribe to as a whole. [BCAST10-ESG]
. 

	Rights Object
	A collection of Permissions, Constraints, and other attributes which define under what circumstances access is granted to, and what usages are defined for, DRM Content. All OMA DRM Conformant Devices must adhere to the Rights Object associated with DRM Content. [DRMDRM-v2.0]

	Rights Issuer
	An entity that issues Rights Objects to OMA DRM Conformant Devices. [DRMDRM-v2.0]

	User ID
	A unique ID that can be used to identify the user in both the Home Service Provider and Visited Service Provider BCAST service area. An example is the 3GPP/3GPP2 IMSI (International Mobile Subscriber Identity) as specified in 3GPP TS 23.003 and 3GPP2 C.S0005 (for the case the Broadcast Service Provider is a cellular mobile operator).


3.3 Abbreviations

	ATSC
	Advanced Television Systems Committee

	BCMCS
	Broadcast/Multicast Services

	BDS
	Broadcast Distribution System

	BDS-SD
	BDS Service Distribution

	BSA
	BCAST Service Application

	BSM 
	BCAST Subscription Management 

	BSD/A
	BCAST Service Distribution and Adaptation

	BSI-C
	BCAST Service Interaction - Client Component

	BSI-G
	BCAST Service Interaction - Generic Component

	BSP
	Broadcast Service Provisioning

	BSP-C
	BCAST Service Provisioning - Client Component

	BSP-M
	BCAST Service Provisioning - Management Component

	CC
	Content Creation

	Cell ID
	Mobile network cell identification

	CID
	Content Identification

	CODEC
	Compressor/Decompressor

	CP
	Content Protection

	DRM RO
	Digital Rights Management Rights Object

	DT
	Date Time

	DVB-H
	Digital Video Broadcasting – Handhelds

	DVB-T
	Digital Video Broadcasting – Terrestrial

	FA
	File Application Component

	FD
	File Delivery Component

	FD-C
	File Delivery - Client Component

	FLUTE
	File Delivery over Unidirectional Transport

	IMS
	IP Multimedia Subsystem

	IN
	Interaction Network

	IP
	Internet Protocol

	IPSec
	IP Security

	ISMACryp
	ISMA Encryption and Authentication specification

	MBMS
	Multimedia Broadcast/Multicast Service

	MMS
	Multi-media Messaging

	MPEG2-TS
	Motion Pictures Expert Group 2 – Transport Stream

	MPEG-4
	Motion Pictures Expert Group 4

	MSISDN
	Mobile Subscriber ISDN number

	NT
	Notification Function

	NTC
	Notification Client Component

	NTDA
	Notification Distribution

	NTE
	Notification Event Component

	NTG
	Notification Generation Component

	OCSP
	Online Certificate Status Protocol 

	OMA
	Open Mobile Alliance

	OMA BCAST
	OMA Digital Mobile Broadcast enabler

	OMA DM
	OMA Device Management enabler

	OMA DRM
	OMA Digital Rights Management enabler

	OMA LOC
	OMA Location enabler

	PEAK
	Program Encryption/Authentication Key 

	RI
	Rights Issuer

	RO
	Rights Object

	ROAP
	Rights Object Acquisition Protocol

	RTCP
	RTP Control Protocol

	RTP
	Real-time Transport Protocol

	SA
	Stream Application Component

	SD
	Stream Delivery Component

	SD-C
	Stream Delivery Client Component

	SDP
	Session Description Protocol

	SEAK
	Subscription Encryption/Authentication Key

	SG
	Service Guide

	SGA
	Service Guide Adaptation

	SGAS
	Service Guide Application Source

	SG-C
	Service Guide Client Component

	SGCCS
	Service Guide Content Creation Source

	SGD
	Service Guide Distribution

	SG-G
	Service Guide Generation

	SG-G/D/A
	The entity of Service Guide Generation, Distribution and Adaptation components

	SGSS
	Service Guide Subscription Source

	SI
	Service Interaction

	SMS
	Short Message Service

	SP
	Service Protection

	SRTP
	Secure Real-time Transport Protocol

	TP-C
	Terminal Provisioning Client component

	TP-M
	Terminal Provisioning Management component 

	UDP
	User Datagram Protocol

	URI
	Universal Resource Identified

	VLR
	Visitor Location Register

	XML
	Extensible Markup Language


4. Introduction

The purpose of this Enabler Test Requirements document is to help guide the testing effort for the Enabler Mobile Broadcast Services 1.0 (BCAST-1.0), documenting those areas where testing is most important to ensure interoperability of implementations.

The BCAST-1.0 Enabler under consideration comprises the following specifications:

· OMA-TS-BCAST_Services-V1_0 [BCAST10 -Services]: Main specification for Mobile Broadcast Services (BCAST). Serves as an umbrella document for all the Mobile Broadcast Services function-level specifications and links the specifications with Mobile Broadcast Services Architecture [BCAST AD]. Further, the document specifies the following functions: Service Provisioning, Terminal Provisioning, Service Interaction, Mobility, Roaming and Charging.

· OMA-TS-BCAST_ServiceGuide-V1_0 [BCAST10 –ESG]: Specification for Service Guide for Mobile Broadcast Services. Service Guide is functionality that allows providers to describe and announce the availability of Mobile Broadcast Services and consequently allows users to discover and access those. Further, the document specifies the Notification function.

· OMA-TS-BCAST-Distribution-V1_0 [BCAST10 –Distribution]: Specification for access independent delivery of files and real-time streams. 

· OMA-TS-BCAST_SvcCntProtection-V1_0 [BCAST10–ServContProt]: Specification for Service and Content Protection of Mobile Broadcast Services. The document specifies two profiles for Service Protection: DRM 2.0 based; and 3GPP-USIM / 3GPP2-RUIM –based.

· OMA-TS-DRM-XBS-V1_0 [DRM20-Broadcast-Extensions]: Specification for DRM 2.0 extensions for DRM 2.0-based Service Protection.

· OMA-TS-BCAST_MBMS_Adaptation-V1_0 [BCAST10  –MBMS Adaptation]: Specification on delivering interoperable Mobile Broadcast Services – as enabled by OMA Mobile Broadcast Service Enabler – over 3GPP/MBMS bearer.

· OMA-TS-BCAST_BCMCS_Adpatation-V1_0 [BCAST10–BCMCS Adaptation]: Specification on delivering interoperable Mobile Broadcast Services – as enabled by OMA Mobile Broadcast Service Enabler – over 3GPP2/BCMCS bearer.

· OMA-TS-BCAST_DVB_Adaptation-V1_0 [BCAST10–DVB-H- IPDC–Adaptation]: Specification on delivering interoperable Mobile Broadcast Services – as enabled by OMA Mobile Broadcast Service Enabler – IPDC over DVB-H bearer.

Generally, the testing activity should aim at validating the normal working behaviour of the terminal/server interactions, as well as testing the error conditions whenever it is possible to set up the appropriate scenarios. The following sections provide a more detailed description of the testing requirements for BCAST-1.0.

This document also intends to provide some guidance on the prioritization of the specifications and features to be tested within BCAST-1.0.

5. Test Requirements

5.1 Enabler Test Requirements

The test requirements collected in this section are related to the Mobile Broadcast Services Enabler BCAST-1.0. The focus for the BCAST-1.0 ETRs is to define the means to verify interoperability of Mobile Broadcast Services.

This section defines what specific functionalities of BCAST-1.0 shall or should be tested to ensure adequate operational interoperability of the implementations, including any security requirements and constraints on usage if specified. That means that devices (terminals/serves) shall do what they have to do and they shall not do what they are not allowed to do. Both types of test requirements (positive and negative testing) are included here as applicable.

The following test requirements cover both Conformance test requirements (i.e. functionality to be tested to verify whether it is implemented either in the terminal side or in the server side) and Interoperability test requirements (i.e. terminal/server interactions one with another).

. The anticipated reconciliation or discrepancies or problems no matter when found SHALL be through the problem and change processes established for the drafting and evolution, validation and post approval phases for specifications.

In the following sections collect the test requirements per function. Test requirements are divided to terminal and server requirements. Further, the test requirements are categorized to “Mandatory” and “Optional” classes:

· Mandatory test requirements are covering mandatory features/functions of BCAST-1.0 Enabler. 
They shall always be implemented in the terminal/server.
· Optional test requirements are covering optional features/functions of an Enabler.
If an optional requirement of the Enabler is implemented in the terminal/server, this requirement SHALL be tested.

5.1.1 Test Requirements related to Service Guide and Notification

5.1.1.1 Mandatory Terminal Test Requirements

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Support for Service Guide XML Schema for Service Guide Fragments.
	Required to test whether Service Guide XML Schema is parsed properly.

	
	Interpretation of mandatory fields of Service Guide Fragments.
	Required to test whether the mandatory elements and attributes of the Service Guide XML Schema are parsed and interpreted properly.

	
	Support for Service Guide Delivery Descriptor for declaring Service Guide fragments.
	Required to test whether Service Guide Delivery Descriptor is interpreted correctly.

	
	Support for Service Guide Delivery Unit encapsulation for delivery of Service Guide fragments.
	Required to test whether Service Guide Delivery Unit is encapsulated properly for delivery of Service Guide fragments.

	
	Support GZIP for compression of Service Guide Delivery Unit
	Required to test whether the GZIP compression is supported for Service Guide Delivery Unit.

	
	Support MIME media types related to Service Guide specification.
	Required to test whether the MIME types defined for Service Guide are interpreted properly.

	
	Support for using fragment id, version and validity for managing the Service Guide fragments.
	Required to test whether Service Guide fragments are properly managed based on fragment id, version and validity.

	
	Service class descriptions with Service Guide
	Required to test whether the Service Guide descriptions for the service classes are properly interpreted.

	
	Support for initial Service Guide discovery method over Broadcast Channel.
	Required to test that the initial Service Guide discovery (may be BDS-specific) results in the entry point to either Service Guide Announcement Channel or Service Guide Delivery Channel.

	
	Support ALC for Service Guide delivery over Broadcast Channel.
	Required to test whether ALC is supported for the delivery of Service Guide over Broadcast Channel.

	
	Support for Service Guide Delivery Descriptor when applied to delivery over Broadcast Channel.
	Required to test whether the Service Guide Delivery Descriptor is correctly interpreted when it refers to transport over Broadcast Channel.

	
	Support for Service Guide management methods over Broadcast Channel.
	Required to test that the Service Guide management methods over Broadcast Channel are properly supported.

	
	Support for initial Service Guide discovery method over Interaction Channel.
	Required to test that the initial Service Guide discovery (may be BDS-specific) results in the entry point to either Service Guide Announcement Channel or Service Guide Delivery Channel.

	
	Support HTTP for Service Guide delivery over Interaction Channel.
	Required to test whether HTTP is supported for the retrieval of Service Guide over Interactive Channel.

	
	Support for Service Guide Delivery Descriptor when applied to delivery over Interaction Channel.
	Required to test whether the Service Guide Delivery Descriptor is correctly interpreted when it refers to transport over Interaction Channel.

	
	Support for HTTP-based Service Guide management method over Interaction Channel.
	Required to test whether the HTTP-based Service Guide management methods over Interaction Channel are properly supported.

	
	Discovery of entry point for generic Notification Messages through Service Guide Delivery Descriptor.
	Required to test whether the entry point for generic Notification Messages – as signalled through Service Guide Delivery Descriptor – is supported.

	
	Discovery of entry point for service-specific Notification Messages through Access fragment.
	Required to test whether the entry point for service-specific Notification Messages – as signalled through Access fragment – is supported.

	
	Support for Notification Message format.
	Required to test whether the Notification Message format is supported and its elements properly interpreted.

	
	Support for Notification Message delivery over Broadcast Channel.
	Required to test whether the Notification Message delivery over Broadcast Channel is supported.

	
	Support for Notification Message delivery over Interaction Channel.
	Required to test whether the Notification Message delivery over Interaction Channel is supported.

	ERROR FLOW
	
	

	
	
	


Table 1:  Applicability Table for Enabler Specific Mandatory Test Requirements

5.1.1.2 Optional Terminal Test Requirements

	OPTIONAL FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Interpretation of optional fields of Service Guide Fragments.
	Required to test whether the optional elements and attributes of the Service Guide XML Schema are parsed and interpreted properly.

	
	Support for optional ALC extensions for the Service Guide delivery
	Required to test whether the optional ALC extensions for the Service Guide delivery are properly interpreted.

	
	Support FLUTE for Service Guide delivery over Broadcast Channel.
	Required to test whether FLUTE is supported for the delivery of Service Guide over Broadcast Channel.

	ERROR FLOW
	
	

	
	
	


Table 2:  Applicability Table for Enabler Specific Optional Test Requirements

5.1.1.3 Mandatory BSDA Test Requirements

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Support for Service Guide XML Schema for Service Guide Fragments.
	Required to test whether Service Guide XML Schema is assembled and provided properly.

	
	Interpretation of mandatory fields of Service Guide Fragments.
	Required to test whether the mandatory elements and attributes of the Service Guide XML Schema are filled in and provided properly.

	
	Support for Service Guide Delivery Descriptor for declaring Service Guide fragments.
	Required to test whether Service Guide Delivery Descriptor is used correctly.

	
	Support for Service Guide Delivery Unit encapsulation for delivery of Service Guide fragments.
	Required to test whether Service Guide Delivery Unit is encapsulated properly for delivery of Service Guide fragments.

	
	Support GZIP for compression of Service Guide Delivery Unit
	Required to test whether the GZIP compression is supported for Service Guide Delivery Unit.

	
	Support MIME media types related to Service Guide specification.
	Required to test whether the MIME types defined for Service Guide are used properly.

	
	Support for using fragment id, version and validity for managing the Service Guide fragments.
	Required to test whether fragment id, version and validity are correctly used to manage the Service Guide fragments.

	
	Service class descriptions with Service Guide
	Required to test whether the Service Guide descriptions for the service classes are properly announced through Service Guide.

	
	Support for initial Service Guide discovery method over Broadcast Channel.
	Required to test that the initial Service Guide discovery (may be BDS-specific) results in the entry point to either Service Guide Announcement Channel or Service Guide Delivery Channel.

	
	Support ALC for Service Guide delivery over Broadcast Channel.
	Required to test whether ALC is supported for the delivery of Service Guide over Broadcast Channel.

	
	Support for Service Guide Delivery Descriptor when applied to delivery over Broadcast Channel.
	Required to test whether the Service Guide Delivery Descriptor is correctly provided when it refers to transport over Broadcast Channel.

	
	Support for Service Guide management methods over Broadcast Channel.
	Required to test that the Service Guide management methods over Broadcast Channel are properly supported.

	
	Support for initial Service Guide discovery method over Interaction Channel.
	Required to test that the initial Service Guide discovery (may be BDS-specific) results in the entry point to either Service Guide Announcement Channel or Service Guide Delivery Channel.

	
	Support HTTP for Service Guide delivery over Interaction Channel.
	Required to test whether HTTP is supported for making available the Service Guide over Interactive Channel.

	
	Support for Service Guide Delivery Descriptor when applied to delivery over Interaction Channel.
	Required to test whether the Service Guide Delivery Descriptor is correctly provided when it refers to transport over Interaction Channel.

	
	Support for HTTP-based Service Guide management method over Interaction Channel.
	Required to test whether the HTTP-based Service Guide management methods over Interaction Channel are properly supported.

	
	Support HTTP and HTTPS for receipt of Service Guide Source via SG-2
	Required to test whether HTTP and HTTPS is supported for exchanging Service Guide Source Information  from BSA

[Note: Test is required when backend interface is exposed]

	
	Support HTTP and HTTPS for receiving Service Guide Source or sharing Service Guide Fragments via SG-4
	Required to test whether HTTP and HTTPS is supported for exchanging Service Guide Source Information  from BSA

[Note: Test is required when backend interface is exposed]

	
	Support Backend Interface message for delivery message of Service Guide Source
	Required to test whether Request and Response messages is used correctly between BSDA and either BSA or BSM

[Note: Test is required when backend interface is exposed]

	
	Support Backend Interface message for Service Guide Request and Delivery 
	Required to test whether Service Guide Delivery and Service Guide Request is working properly.

[Note: Test is required when backend interface is exposed]

	
	Discovery of entry point for generic Notification Messages through Service Guide Delivery Descriptor.
	Required to test whether the entry point for generic Notification Messages – as signalled through Service Guide Delivery Descriptor – is supported.

	
	Discovery of entry point for service-specific Notification Messages through Access fragment.
	Required to test whether the entry point for service-specific Notification Messages – as signalled through Access fragment – is supported.

	
	
	

	
	Support for Notification Message delivery over Broadcast Channel.
	Required to test whether the Notification Message delivery over Broadcast Channel is supported.

	
	Support for Notification Message delivery over Interaction Channel.
	Required to test whether the Notification Message delivery over Interaction Channel is supported.

	
	Support HTTP and HTTPS for receiving Notification Event and Notification Message via NT-4
	Required to test whether HTTP and HTTPS is supported for receiving Notification Message from BSM and delivering Notification Event to BSM.

[Note: Test is required when backend interface is exposed]

	
	Support Backend Interface message for Notification Event Delivery and Notification Message Delivery
	Required to test whether Notification Event Delivery and Notification Message Delivery procedure is used correctly between BSDA and either BSM

[Note: Test is required when backend interface is exposed]

	ERROR FLOW
	
	

	
	
	


Table 3:  Applicability Table for Enabler Specific Mandatory Test Requirements

5.1.1.4 Optional BSDA Test Requirements

	OPTIONAL FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Interpretation of optional fields of Service Guide Fragments.
	Required to test whether the optional elements and attributes of the Service Guide XML Schema are filled in and provided properly

	
	Support for optional ALC extensions for the Service Guide delivery.
	Required to test whether the optional ALC extensions for the Service Guide delivery are properly provided.

	
	Support FLUTE for Service Guide delivery over Broadcast Channel.
	Required to test whether FLUTE is supported for the delivery of Service Guide over Broadcast Channel.

	
	
	

	ERROR FLOW
	
	

	
	
	


Table 4:  Applicability Table for Enabler Specific Optional Test Requirements

5.1.1.5 Mandatory BSM Test Requirements

	MANDATORY FEATURES
	TEST REQUIREMENTS

	 NORMAL FLOW
	Support for Notification Message format.
	Required to test whether the Notification Message format is supported and its elements properly provided.

	
	Support HTTP and HTTPS for delivering Service Guide Source via SG-4
	Required to test whether HTTP and HTTPS is supported for delivering Service Guide Source to BSDA

[Note: Test is required when backend interface is exposed]

	
	Support Backend Interface message for delivery message of Service Guide Source
	Required to test whether Request and Response messages to BSDA is used correctly 

[Note: Test is required when backend interface is exposed]

	
	Support Backend Interface message for Service Guide Request and Delivery 
	Required to test whether Service Guide Delivery and Service Guide Request to BSDA are working properly.

[Note: Test is required when backend interface is exposed]

	
	Support HTTP and HTTPS for receiving Notification Event via NT-3
	Required to test whether HTTP and HTTPS is supported for receiving Notification Event from BSA.

[Note: Test is required when backend interface is exposed]

	
	Support HTTP and HTTPS for receiving Notification Event and delivering Notification Message via NT-4
	Required to test whether HTTP and HTTPS is supported for receiving Notification Message from BSM and delivering Notification to BSM.

[Note: Test is required when backend interface is exposed]

	
	Support Backend Interface message for Notification Event Delivery and Notification Message Delivery
	Required to test whether Notification Event Delivery and Notification Message Delivery procedure is used correctly between BSDA and either BSM

[Note: Test is required when backend interface is exposed]

	
	
	

	
	
	

	ERROR FLOW
	
	

	
	
	


Table 5:  Applicability Table for Enabler Specific Mandatory Test Requirements
5.1.1.6 Optional BSM Test Requirements
n/a

5.1.1.7 Mandatory BSA Test Requirements

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Support HTTP and HTTPS for delivering Service Guide Source via SG-2
	Required to test whether HTTP and HTTPS is supported for delivering Service Guide Source to BSDA.

[Note: Test is required when backend interface is exposed]

	
	Support Backend Interface message for delivery message of Service Guide Source
	Required to test whether Request and Response messages to BSDA is used correctly 

[Note: Test is required when backend interface is exposed]

	
	Support HTTP and HTTPS for delivering Notification Event via NT-3
	Required to test whether HTTP and HTTPS is supported for delivering Notification Event to BSM.

[Note: Test is required when backend interface is exposed]

	
	Support Backend Interface message for Notification Event Delivery
	Required to test whether Notification Event Delivery to BSM is used correctly

[Note: Test is required when backend interface is exposed]

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	ERROR FLOW
	
	

	
	
	


Table 6:  Applicability Table for Enabler Specific Mandatory Test Requirements
5.1.1.8 Optional BSA Test Requirements
n/a.
5.1.2 Test Requirements related to File and Stream Distribution

5.1.2.1 Mandatory Terminal Test Requirements

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Support SDP descriptions for stream delivery sessions.
	Required to test whether the SDP descriptions for stream delivery sessions are interpreted correctly.

	
	Support SDP descriptions for file delivery sessions.
	Required to test whether the SDP descriptions for file delivery sessions are interpreted correctly.

	
	Support RTP for delivery of streams.
	Required to test that the terminal is able to receive and process the RTP-based streams properly and respecting the RTCP signalling constraints.

	
	Support ALC for delivery of files.
	Required to test that the terminal is able to receive files over the ALC-based file delivery session.

	
	File parameter signalling using FLUTE
	Required to test whether the file parameter signalling is correctly received over FLUTE.

	
	File parameter signalling using Service Guide
	Required to test whether the file parameter signalling is correctly received over Service Guide.

	
	File delivery using HTTP over Interaction Channel
	Required to test that the terminal is able to retrieve file using HTTP.

	
	Stream delivery using RTP over Interaction Channel
	Required to test that the terminal is able to access RTP stream over Interaction Channel.

	
	
	

	ERROR FLOW
	
	

	
	
	


Table 7:  Applicability Table for Enabler Specific Mandatory Test Requirements

5.1.2.2 Optional Terminal Test Requirements

	OPTIONAL FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Associated delivery procedure: post-delivery repair of files. 
	Required to test that the terminal initiates the relevant procedures for post-delivery repair of files that were initially delivered as a part of file delivery session.

	
	Associated delivery procedure: content reception reporting of files.
	Required to test that the terminal initiates the relevant procedures for content reception reporting for files that were delivered as a part of file delivery session.

	
	Support FLUTE for delivery of files.
	Required to test that the terminal is able to receive files over the FLUTE file delivery session.

	ERROR FLOW
	
	

	
	
	


Table 8:  Applicability Table for Enabler Specific Optional Test Requirements

5.1.2.3 Mandatory BSDA Test Requirements

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Support SDP descriptions for stream delivery sessions.
	Required to test whether the SDP descriptions for stream delivery sessions are filled in and provided correctly.

	
	Support SDP descriptions for file delivery sessions.
	Required to test whether the SDP descriptions for file delivery sessions are filled in and provided correctly.

	
	Support RTP for delivery of streams.
	Required to test that the server is able to form the RTP-based streams properly and respecting the RTCP signalling constraints.

	
	Support ALC for delivery of files.
	Required to test that the server is able to send files over the ALC-based file delivery session.

	
	File parameter signalling 
	Required to test whether the file parameter signalling is correctly provided over FLUTE or over Service Guide.

	
	File delivery using HTTP over Interaction Channel
	Required to test that the server is able to make available files using HTTP.

	
	Stream delivery using RTP over Interaction Channel
	Required to test that the server is able to provide RTP stream over Interaction Channel.

	
	Support HTTP and FTP for receiving file via FD-2
	Required to test whether HTTP and FTP is supported properly to receive file from BSA 

[Note: Test is required when backend interface is exposed]

	
	Support HTTP and FTP for receiving stream via SD-2
	Required to test whether HTTP and FTP is supported properly to receive stream from BSA

[Note: Test is required when backend interface is exposed]

	ERROR FLOW
	
	

	
	
	


Table 9:  Applicability Table for Enabler Specific Mandatory Test Requirements

5.1.2.4 Optional BSDA Test Requirements

	OPTIONAL FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	File parameter signalling using FLUTE
	Required to test whether the file parameter signalling is correctly provided over FLUTE.

	
	File parameter signalling using Service Guide
	Required to test whether the file parameter signalling is correctly provided over Service Guide.

	
	Associated delivery procedure: post-delivery repair of files. 
	Required to test that the server executes the relevant procedures for post-delivery repair of files upon request from terminal.

	
	Associated delivery procedure: content reception reporting of files.
	Required to test that the server executes the relevant procedures for content reception reporting for files upon request from terminal.

	
	Support FLUTE for delivery of files.
	Required to test that the BSDA is able to send files over the FLUTE file delivery session.

	ERROR FLOW
	
	

	
	
	


Table 10:  Applicability Table for Enabler Specific Optional Test Requirements

5.1.2.5 Mandatory BSA Test Requirements

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Support SDP descriptions for stream delivery sessions.
	Required to test whether the SDP descriptions for stream delivery sessions are filled in and provided correctly.

	
	Support SDP descriptions for file delivery sessions.
	Required to test whether the SDP descriptions for file delivery sessions are filled in and provided correctly.

	
	Support RTP for delivery of streams.
	Required to test that the server is able to form the RTP-based streams properly and respecting the RTCP signalling constraints.

	
	Support ALC for delivery of files.
	Required to test that the server is able to send files over the ALC-based file delivery session.

	
	File parameter signalling 
	Required to test whether the file parameter signalling is correctly provided over FLUTE or over Service Guide.

	
	File delivery using HTTP over Interaction Channel
	Required to test that the server is able to make available files using HTTP.

	
	Stream delivery using RTP over Interaction Channel
	Required to test that the server is able to provide RTP stream over Interaction Channel.

	
	Support HTTP and FTP for delivering file via FD-2
	Required to test whether HTTP and FTP is supported properly to deliver file to BSDA

[Note: Test is required when backend interface is exposed]

	
	Support HTTP and FTP for delivering stream via SD-2
	Required to test whether HTTP and FTP is supported properly to deliver stream to BSDA

[Note: Test is required when backend interface is exposed]

	ERROR FLOW
	
	

	
	
	


Table 11:  Applicability Table for Enabler Specific Mandatory Test Requirements

5.1.3 Test Requirements related to Service Interaction

5.1.3.1 Optional Terminal Test Requirements

	OPTIONAL FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Describing service related interaction and feedback – Interactivity Media Document.
	Required to test that the Interactivity Media Document is parsed and interpreted correctly.

	
	Service related interaction and feedback through HTTP request.
	Required to test that the terminal is able to send feedback – based on the Interactivity Media Document – in the form of HTTP request.

	
	Service related interaction and feedback through SMS message.
	Required to test that the terminal is able to send feedback – based on the Interactivity Media Document – in the form of SMS message.

	
	Service related interaction and feedback through MMS message.
	Required to test that the terminal is able to send feedback – based on the Interactivity Media Document – in the form of MMS message.

	ERROR FLOW
	
	

	
	
	


Table 12:  Applicability Table for Enabler Specific Optional Test Requirements

5.1.3.2 Mandatory BSA Test Requirements

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	
	

	
	
	

	
	
	

	
	Describing service related interaction and feedback – Interactivity Media Document.
	Required to test that the Interactivity Media Document is filled in and provided correctly.

	
	Service related interaction and feedback through HTTP request.
	Required to test that the server is able to receive feedback – based on the Interactivity Media Document – in the form of HTTP request.

	
	
	

	
	
	

	
	
	

	ERROR FLOW
	
	

	
	
	


Table 13:  Applicability Table for Enabler Specific Mandatory Test Requirements

5.1.3.3 Optional BSA Test Requirements

	OPTIONAL FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Service related interaction and feedback through SMS message.
	Required to test that the server is able to receive feedback – based on the Interactivity Media Document – in the form of SMS message.

	
	Service related interaction and feedback through MMS message.
	Required to test that the server is able to receive feedback – based on the Interactivity Media Document – in the form of MMS message.

	ERROR FLOW
	
	

	
	
	


Table 14:  Applicability Table for Enabler Specific Optional Test Requirements

5.1.4 Test Requirements related to Service Provisioning

5.1.4.1 Mandatory Terminal Test Requirements

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Retrieval of Service Provisioning information (such as price) in the form of Service Guide fragments over Interactive Channel.
	Required to test that the terminal is able to retrieve Service Provisioning information (such as price) in the form of Service Guide fragments over Interactive Channel

	
	Interactive Service ordering, order renewal and cancellation.
	Required to test that the terminal is able to support interactive Service ordering, order renewal and cancellation.

	
	
	

	ERROR FLOW
	
	

	
	
	


Table 15:  Applicability Table for Enabler Specific Mandatory Test Requirements

5.1.4.2 Mandatory BSM Test Requirements

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Retrieval of Service Provisioning information (such as price) in the form of Service Guide fragments over Interactive Channel.
	Required to test that the BSM is able to make available and serve Service Provisioning information (such as price), upon request from the terminal, in the form of Service Guide fragments, over Interactive Channel.
Note: In case that BSM delivers Service Guide Fragment to Terminal and Service Guide Fragments is not present or the latest version in BSM, BSM should receive Service Guide Fragments via SG-4 using Service Guide Function

	
	Interactive Service ordering, order renewal and cancellation.
	Required to test that the server is able to support interactive Service ordering, order renewal and cancellation.

	
	
	

	ERROR FLOW
	
	

	
	
	


Table 16:  Applicability Table for Enabler Specific Mandatory Test Requirements

5.1.5 Test Requirements related to Terminal Provisioning

5.1.5.1 Mandatory Terminal Test Requirements

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Announcing the existence of and access to Terminal Provisioning through Service Guide
	Required to test whether the terminal correctly interprets the declaration and access to Terminal Provisioning function through Service Guide.

	
	
	

	ERROR FLOW
	
	

	
	
	


Table 17:  Applicability Table for Enabler Specific Mandatory Test Requirements

5.1.5.2 Optional Terminal Test Requirements

	OPTIONAL FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Support OMA DM 1.2 over Interaction Channel for Terminal Provisioning
	Required to test whether the terminal supports OMA DM 1.2 for Terminal Provisioning over Interaction Channel.

	
	Support delivery of specific OMA DM 1.2 messages for broadcast-based Terminal Provisioning
	Required to test whether the terminal support the delivery mechanism to deliver specific OMA DM 1.2 messages for broadcast-based Terminal Provisioning over Broadcast Channel.

	
	Support BCAST Management Objects in conjunction of OMA DM 1.2
	Required to test whether the terminal supports BCAST Management Objects so that the respective terminal parameters can be provisioned when the terminal supports OMA DM 1.2 for Terminal Provisioning.

	ERROR FLOW
	
	

	
	
	


Table 18:  Applicability Table for Enabler Specific Optional Test Requirements

5.1.5.3 Mandatory BSDA Test Requirements

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Announcing the existence of and access to Terminal Provisioning through Service Guide
	Required to test whether the BSDA correctly fills in and provides the declaration and access to Terminal Provisioning function through Service Guide.

	
	
	

	ERROR FLOW
	
	

	
	
	


Table 19:  Applicability Table for Enabler Specific Mandatory Test Requirements

5.1.5.4 Optional BSDA Test Requirements

	OPTIONAL FEATURES
	TEST REQUIREMENTS

	NORMAL FLOWS
	Support delivery of specific OMA DM 1.2 messages for broadcast-based Terminal Provisioning
	Required to test whether the BSDA supports the delivery mechanism to deliver specific OMA DM 1.2 messages for broadcast-based Terminal Provisioning over Broadcast Channel.

	
	Support BCAST Management Objects in conjunction of OMA DM 1.2
	Required to test whether the BSDA supports BCAST Management Objects so that the server can manage the respective parameters on the terminal when the terminal supports OMA DM 1.2 for Terminal Provisioning.

	ERROR FLOW
	
	

	
	
	


Table 20:  Applicability Table for Enabler Specific Optional Test Requirements

5.1.5.5 Optional BSM Test Requirements

	OPTIONAL FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Support OMA DM 1.2 over Interaction Channel for Terminal Provisioning
	Required to test whether the server supports OMA DM 1.2 for Terminal Provisioning over Interaction Channel.

	
	
	

	
	
	

	ERROR FLOW
	
	

	
	
	


Table 21:  Applicability Table for Enabler Specific Optional Test Requirements

5.1.6 Test Requirements related to Mobility and Roaming

5.1.6.1 Mandatory Terminal Test Requirements

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Find the roaming service area
	Required to test that the terminal correctly parses and interprets the availability of roaming information in the Service Guide and correctly find whether terminal is located in Roaming Area or not with the information in Service Guide

	
	Support for roaming request and response.
	Required to test that the terminal is able to correctly execute the message exchange that is required to complete roaming request / response to BSM.

	
	
	

	ERROR FLOW
	
	

	
	
	


Table 22:  Applicability Table for Enabler Specific Mandatory Test Requirements

5.1.6.2 Optional Terminal Test Requirements

	OPTIONAL FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Service continuity via AlternativeAccessURL
	Required to test that the terminal is able – upon mobility from broadcast coverage to non-broadcast coverage – to continue receiving the service through AlternativeAccessURL. 

	
	Global service identification and look-up.
	Required to test that the terminal is able to identify and locate services based on the GlobalServiceID

	
	
	

	ERROR FLOW
	
	

	
	
	


Table 23:  Applicability Table for Enabler Specific Optional Test Requirements

5.1.6.3 Mandatory BSDA Test Requirements

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Roaming information Provision in Service Guide
	Required to test that the server correctly fills in and provides the roaming information(i.e. BSM ID) to be used by terminal in the Service Guide.

	
	
	

	
	
	

	ERROR FLOW
	
	

	
	
	


Table 24:  Applicability Table for Enabler Specific Mandatory Test Requirements

5.1.6.4 Mandatory BSM Test Requirements

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Support for roaming request and response.
	Required to test that the BSM is able to correctly execute the message exchange that is required to complete roaming request / response.

	
	Support for Roaming information exchange with other BSM
	Required to test that the BSM is able to correctly exchange the message that is required to complete roaming request / response with Other BSMs.

	
	
	

	ERROR FLOW
	
	

	
	
	


Table 25:  Applicability Table for Enabler Specific Mandatory Test Requirements
5.1.6.5 Optional BSA Test Requirements

	OPTIONAL FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Service continuity via InteractiveAccessURL
	Required to test that the server is able provide the service via InteractiveAccessURL. 

	
	Global service identification and look-up.
	Required to test that the BSDA and BSA can be identified and located based on the GlobalServiceID

	
	
	

	ERROR FLOW
	
	

	
	
	


Table 26:  Applicability Table for Enabler Specific Mandatory Test Requirements

5.1.7 Test Requirements for “IPDC over DVB-H” Adaptation

In BCAST 1.0, the Broadcast Distribution System (BDS) Adaptation specifications further narrow down or elaborate the functionality specified in the main technical specifications. That is, the role of adaptation specification is to be more specific or restrictive with regards of the use of normative statements compared to the main specifications. This section lists the resulting test requirements for such BDS-specific elaborations when the BDS in use is “IPDC over DVB-H”. Note that only those requirements that are different than those in the sections 5.1.1 through 5.1.6 are listed. For the rest of the requirements, the ETR defined in sections 5.1.1 through 5.1.6 apply also to the case of “IPDC over DVB-H” adaptation. If there are competing requirements in this section and sections 5.1.1 through 5.1.6, the requirements defined in this section are considered to take priority.
5.1.7.1 Mandatory Terminal Test Requirements

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Support FLUTE for Service Guide delivery over Broadcast Channel.
	Required to test whether the terminal supports FLUTE for the delivery of Service Guide over Broadcast Channel.

	
	Support SessionDescription rules for broadcast streamed media sessions.
	Required to test whether the terminal is able to parse and interpret the SessionDescriptions that are composed according to rules as defined in section 6.2.3.1 of [BCAST10-DVBH-IPDC-Adaptation]

	
	Support SessionDescription rules for broadcast file delivery sessions.
	Required to test whether the terminal is able to parse and interpret the SessionDescriptions that are composed according to rules as defined in section 6.2.3.2 of [BCAST10-DVBH-IPDC-Adaptation]

	
	Support for Bootstrap descriptors
	Required to test whether the terminal correctly interprets the bootstrap descriptor format as specified in 6.2.5.1 of [BCAST10-DVBH-IPDC-Adaptation]

	
	Support FLUTE for delivery of files.
	Required to test that the terminal is able to receive files over the FLUTE file delivery session.

	
	Support for initial buffering delay
	Required to test that the terminal uses the initial buffering delay as specified in 6.4.3.1. of  [BCAST10-DVBH-IPDC-Adaptation]

	
	Support for MANDATORY codecs and payload types in DVB-H
	Required to test that the terminal supports all MANDATORY codecs and payload types as defined in 6.4.4 of [BCAST10-DVBH-IPDC-Adaptation].

	
	
	

	ERROR FLOW
	
	

	
	
	


Table 27:  Applicability Table for Enabler Specific Mandatory Test Requirements

5.1.7.2 Optional Terminal Test Requirements

	OPTIONAL FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Interpretation of Cell_ID and Cell_Group_ID
	Required to test whether the terminal supports the DVB-H specific format of Cell_ID and Cell_Group_ID.

	
	Support for OPTIONAL and RECOMMENDED codecs and payload types in DVB-H
	Required to test that the terminal supports OPTIONAL and RECOMMENDED codecs and payload types as defined in 6.4.4 of [BCAST10-DVBH-IPDC-Adaptation].

	
	
	

	ERROR FLOW
	
	

	
	
	


Table 28:  Applicability Table for Enabler Specific Optional Test Requirements

5.1.7.3 Mandatory BSDA Test Requirements

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Support SessionDescription rules for broadcast streamed media sessions.
	Required to test whether the BSDA is able to compose the SessionDescriptions according to rules as defined in section 6.2.3.1 of [BCAST10-DVBH-IPDC-Adaptation]

	
	Support SessionDescription rules for broadcast file delivery sessions.
	Required to test whether the BSDA is able to compose the SessionDescriptions according to rules as defined in section 6.2.3.2 of [BCAST10-DVBH-IPDC-Adaptation]

	
	Support for Bootstrap descriptors
	Required to test whether the BSDA correctly provides the bootstrap descriptors in the format as specified in 6.2.5.1 of [BCAST10-DVBH-IPDC-Adaptation]

	
	Support FLUTE for delivery of files.
	Required to test that the BSDA is able to deliver files over the FLUTE file delivery session.

	
	Support for Hypothetical Receiver Buffering Model
	Required to test whether the BSDA implements Hypothetical Receiver Buffering Model as defined in section 6.4.3.1 of [BCAST10-DVBH-IPDC-Adaptation] 

	
	Sending of RTCP sender reports
	Required to test whether the BSDA sends the RTCP sender reports.

	
	
	

	ERROR FLOW
	
	

	
	
	


Table 29:  Applicability Table for Enabler Specific Mandatory Test Requirements

5.1.7.4 Optional BSDA Test Requirements

	OPTIONAL FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Interpretation of Cell_ID and Cell_Group_ID
	Required to test whether the BSDA supports the DVB-H specific format of Cell_ID and Cell_Group_ID.

	
	
	

	
	
	

	ERROR FLOW
	
	

	
	
	


Table 30:  Applicability Table for Enabler Specific Mandatory Test Requirements

5.1.8 Test Requirements for “3GPP MBMS” Adaptation

In BCAST 1.0, the Broadcast Distribution System (BDS) Adaptation specifications further narrow down or elaborate the functionality specified in the main technical specifications. That is, the role of adaptation specification is to be more specific or restrictive with regards of the use of normative statements compared to the main specifications. This section lists the resulting test requirements for such BDS-specific elaborations when the BDS in use is “3GPP MBMS”. Note that only those requirements that are different than those in the sections 5.1.1 through 5.1.6 are listed. For the rest of the requirements, the ETR defined in sections 5.1.1 through 5.1.6 apply also to the case of “3GPP MBMS” adaptation. If there are competing requirements in this section and sections 5.1.1 through 5.1.6, the requirements defined in this section are considered to take priority.
5.1.8.1 Mandatory Terminal Test Requirements

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Support FLUTE for Service Guide delivery over Broadcast Channel.
	Required to test whether the terminal supports FLUTE for the delivery of Service Guide over Broadcast Channel.

	
	Support MBMS-USD as SessionDescription.
	Required to test whether the terminal is able to parse and interpret the SessionDescriptions that are composed according to rules as defined in section 5.2.3 of [BCAST10-MBMS-Adaptation]

	
	Support for Smartcard profile for service protection.
	Required to test whether the terminal supports smartcard profile for service protection

	
	Support FLUTE for delivery of files.
	Required to test that the terminal is able to receive files over the FLUTE file delivery session.

	
	Support for MANDATORY codecs and payload types in 3GPP MBMS
	Required to test that the terminal supports all MANDATORY codecs and payload types as defined in 5.4.4 of [BCAST10-MBMS-Adaptation].

	
	
	

	
	
	

	
	
	

	ERROR FLOW
	
	

	
	
	


Table 31:  Applicability Table for Enabler Specific Mandatory Test Requirements

5.1.8.2 Optional Terminal Test Requirements

	OPTIONAL FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Interpretation of Cell_ID and Cell_Group_ID
	Required to test whether the terminal supports the 3GPP specific format of Cell_ID and Cell_Group_ID.

	
	Support for OPTIONAL and RECOMMENDED codecs and payload types in 3GPP MBMS
	Required to test that the terminal supports OPTIONAL and RECOMMENDED codecs and payload types as defined in 5.4.4 of [BCAST10-MBMS-Adaptation].

	
	
	

	ERROR FLOW
	
	

	
	
	


Table 32:  Applicability Table for Enabler Specific Optional Test Requirements

5.1.8.3 Mandatory BSDA Test Requirements

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Support MBMS-USD as SessionDescription.
	Required to test whether the BSDA is able to compose the SessionDescriptions according to rules as defined in section 5.2.3 of [BCAST10-MBMS -Adaptation]

	
	Support for Smartcard profile for service protection.
	Required to test whether the BSDA supports smartcard profile for service protection

	
	Obey the restrictions related to composition of SGDDs
	Required to test whether the BSDA obeys the restrictions defined for the composition of SGDDs as defined in section 5.2.4 of [BCAST10-MBMS -Adaptation]

	
	Support FLUTE for delivery of files.
	Required to test that the terminal is able to receive files over the FLUTE file delivery session.

	
	Sending of RTCP sender reports
	Required to test whether the BSDA sends the RTCP sender reports.

	
	
	

	ERROR FLOW
	
	

	
	
	


Table 33:  Applicability Table for Enabler Specific Mandatory Test Requirements

5.1.8.4 Optional BSDA Test Requirements

	OPTIONAL FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Interpretation of Cell_ID and Cell_Group_ID
	Required to test whether the BSDA supports the 3GPP specific format of Cell_ID and Cell_Group_ID.

	
	
	

	
	
	

	ERROR FLOW
	
	

	
	
	


Table 34:  Applicability Table for Enabler Specific Mandatory Test Requirements

5.1.9 Test Requirements for “3GPP2 BCMCS” Adaptation

In BCAST 1.0, the Broadcast Distribution System (BDS) Adaptation specifications further narrow down or elaborate the functionality specified in the main technical specifications. That is, the role of adaptation specification is to be more specific or restrictive with regards of the use of normative statements compared to the main specifications. This section lists the resulting test requirements for such BDS-specific elaborations when the BDS in use is “3GPP2 BCMCS”. Note that only those requirements that are different than those in the sections 5.1.1 through 5.1.6 are listed. For the rest of the requirements, the ETR defined in sections 5.1.1 through 5.1.6 apply also to the case of “3GPP2 BCMCS” adaptation. If there are competing requirements in this section and sections 5.1.1 through 5.1.6, the requirements defined in this section are considered to take priority.
5.1.9.1 Mandatory Terminal Test Requirements

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Support Service Discovery of SGDD and SG as BCMCS programs.
	Required to test whether the terminal supports the Service Discovery of SGDD and SG as BCMCS programs as defined in section 6.1 of [BCAST10-BCMCS-Adaptation]

	
	Support delivery of a service as BCMCS programs.
	Required to test whether the terminal supports delivery of a service as BCMCS program.

	
	Support for Smartcard profile for service protection.
	Required to test whether the terminal supports smartcard profile for service protection

	
	
	

	ERROR FLOW
	
	

	
	
	


Table 35:  Applicability Table for Enabler Specific Mandatory Test Requirements

5.1.9.2 Optional Terminal Test Requirements

	OPTIONAL FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Interpretation of Cell_ID and Cell_Group_ID
	Required to test whether the terminal supports the 3GPP specific format of Cell_ID and Cell_Group_ID.

	
	
	

	
	
	

	ERROR FLOW
	
	

	
	
	


Table 36:  Applicability Table for Enabler Specific Optional Test Requirements

5.1.9.3 Mandatory BSDA Test Requirements

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Support Service Discovery of SGDD and SG as BCMCS programs.



	Required to test whether the BSDA supports the Service Discovery of SGDD and SG as BCMCS programs as defined in section 6.1 of [BCAST10-BCMCS-Adaptation]

	
	Support delivery of a service as BCMCS programs.
	Required to test whether the BSDA supports delivery of a service as BCMCS program.

	
	Support for Smartcard profile for service protection.
	Required to test whether the BSDA supports smartcard profile for service protection

	
	
	

	ERROR FLOW
	
	

	
	
	


Table 37:  Applicability Table for Enabler Specific Mandatory Test Requirements

5.1.9.4 Optional BSDA Test Requirements

	OPTIONAL FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Interpretation of Cell_ID and Cell_Group_ID
	Required to test whether the BSDA supports the 3GPP2 specific format of Cell_ID and Cell_Group_ID.

	
	
	

	
	
	

	ERROR FLOW
	
	

	
	
	


Table 38:  Applicability Table for Enabler Specific Optional Test Requirements

5.1.10 Test Requirements related to Service and Content Protection

The following sections define the test requirements for Terminals and Servers supporting the Service Protection function and the Content Protection function.

For clarity, separate Tables are provided for Terminals supporting the DRM Profile and for Terminals supporting the Smartcard Profile for optional features (not common to both Profiles).

5.1.10.1 Mandatory Terminal Test Requirements for Service and Protection

The following Tables define the mandatory test requirements for Terminals supporting the Service Protection and/or Content Protection function.

For clarity, separate Tables are provided for Terminals supporting the DRM Profile and for Terminals supporting the Smartcard Profile.

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Support Service Protection for the DRM Profile or the Smartcard Profile or both.
	Required to test whether the terminal supports the DRM Profile or the Smartcard Profile or both for Service  Protection.

	
	Support Content Protection for the DRM Profile or the Smartcard Profile or both.
	Required to test whether the terminal supports the DRM Profile or the Smartcard Profile or both for Content Protection.

	
	Support for processing of IPsec for Transport Layer encryption.* (optional)
	Required to test whether the terminal supports processing of IPsec for Transport Layer encryption. 

	
	Support for processing of SRTP for Transport Layer encryption.*
	Required to test whether the terminal supports processing of SRTP for Transport Layer encryption. 

	
	Support for processing of ISMACRYP for Content Layer encryption, RTP encapsulation and SDP signalling.* (optional)
	Required to test whether the terminal supports processing of ISMACRYP for Content Layer encryption, RTP encapsulation and SDP signalling. 

	
	Support for SDP-based signalling related to Service and Content Protection*
	Required to test whether the terminal supports SDP-based signalling of Service and Content Protection.

	
	Support for Terminal Binding Key* (mandatory only for Smartcard Profile using (U)SIM for Content Protection)
	Required to test whether the terminal supports the procedures related to Terminal Binding Key.

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	ERROR FLOW
	
	

	
	
	


Table 39:  Applicability Table for Enabler Specific Mandatory Test Requirements (Terminal)

* Note that these features are the same for the DRM Profile and the Smartcard Profile. Note that unless indicated otherwise all the above features are mandatory for Terminals implementing the either Profile.
5.1.10.2 Optional Terminal Test Requirements for Service and Content Protection

The following Tables define the optional test requirements for Terminals supporting the Service Protection and/or Content Protection function.

Where a certain feature applies only for Service Protection or Content Protection, this is specified in brackets. In certain cases an optional feature for Service Protection is mandatory for Content Protection.

For clarity, separate Tables are provided for Terminals supporting the DRM Profile and for Terminals supporting the Smartcard Profile.

	OPTIONAL FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Support for Long Term Key Management – DRM Profile
	Required to test whether the terminal supports the defined formats and specified procedures for Long Term Key Management of DRM Profile.

	
	Support for Short Term Key Management – DRM Profile
	Required to test whether the terminal supports the defined formats and specified procedures for Short Term Key Management of DRM Profile.

	
	Support for broadcast extensions of DRM 2.0 (mandatory for terminals without interactive channel, optional for those with and interactive channel)
	Required to test whether the terminal supports broadcast extensions of DRM 2.0

	
	Support for Usage Metering
	Required to test whether the terminal supports Usage Metering and the related procedures and signalling.

	
	Support for OMA DRMv2 DCF for file protection
	Required to test whether the terminal supports the defined OMA DRMv2 DCF format for file protection

	
	Support for adapted PDCF (DRM key track) (optional)
	Required to test whether the terminalt supports the adapted PDCF

	
	Support for recording of streamed content. (optional)
	Required to test whether the terminal support recording of streamed content.

	
	
	

	ERROR FLOW
	
	

	
	
	


Table 40:   Applicability Table for Enabler Specific Optional Test Requirements for DRM Profile (Terminal)

Note that unless indicated otherwise all the above features are mandatory for Terminals implementing the DRM Profile.
	OPTIONAL FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Support for Long Term Key Management – Smartcard Profile 
	Required to test whether the terminal supports the defined formats and specified procedures for Long Term Key Management of Smartcard Profile.

	
	Support for Short Term Key Management – Smartcard Profile 
	Required to test whether the terminal supports the defined formats and specified procedures for Short Term Key Management of Smartcard Profile.

	
	Support for Terminal authentication and BCAST_Client_ID (optional for Service Protection only)
	Required to test whether the terminal supports the procedures related to terminal authentication and BCAST_Client_ID

	
	Support for Usage Metering
	Required to test whether the terminal supports Usage Metering and the related procedures and signalling.

	
	Support for DCF for file protection.
	Required to test whether the terminal supports the defined DCF format for file protection

	
	Support for adapted PDCF (Smartcard key track) (optional)
	Required to test whether the terminal supports the adapted PDCF

	
	Support for recording of streamed content. (optional)
	Required to test whether the terminal support recording of streamed content.
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Table 41:   Applicability Table for Enabler Specific Optional Test Requirements for Smartcard Profile (Terminal)

Note that unless indicated otherwise all the above features are mandatory for Terminals implementing the Smartcard Profile.

5.1.10.3 Mandatory BSDA Test Requirements for Service and Content Protection

The following Tables show the test requirements for the BSDA for Service and Content Protection.

For clarity, separate Tables are provided for Terminals supporting the DRM Profile and for Terminals supporting the Smartcard Profile for optional features (not common to both Profiles).

A BSDA SHALL support at least one Profile for Service Protection and one Profile for Content Protection i.e. a BSDA MAY support both Profiles.
	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Support Service & Content Protection for the DRM Profile or the Smartcard Profile or both.
	Required to test whether the BSDA supports the DRM Profile or the Smartcard Profile or both for Service  & Content Protection.

	
	Support for processing of IPsec for Transport Layer encryption.*
	Required to test whether the BSDA supports processing of IPsec for Transport Layer encryption.

	
	Support for processing of SRTP for Transport Layer encryption.*
	Required to test whether the BSDA supports processing of SRTP for Transportt Layer encryption.

	
	Support for processing of ISMACRYP RTP encapsulation and SDP signalling.*
	Required to test whether the server supports processing of ISMACRYP RTP encapsulation and SDP signalling. 

	
	Support for SDP-based signalling related to Service and Content Protection.*
	Required to test whether the BSDA supports SDP-based signalling of Service and Content Protection.

	
	Support for encryption of TEKs with the Terminal Binding Key as part of STKM generation.*


	Required to test whether the BSDA supports the procedures related to encryption of TEKs with the Terminal Binding Key as part of STKM generation.

	
	Support for TEK Generation
	Required to test whether the BSDA properly generate TEK

	
	Support for TEK transport
	Required to test whether the BSDA support TEK transport to BSM or BSA



	
	Support for STKM delivery over Broadcast Channel
	Required to test whether the BSDA support the transmission of STKM over Broadcast Channel

	
	Support for STKM generation
	Required to test whether the BSDA support STKM generation
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Table 42:  Applicability Table for Enabler Specific Mandatory Test Requirements  (BSDA Server)

* Note that these features are the same for the DRM Profile and the Smartcard Profile.
5.1.10.4 Mandatory BSM Test Requirements for Service and Content Protection

The following Tables show the test requirements for the BSM for Service and Content Protection.

For clarity, separate Tables are provided for Terminals supporting the DRM Profile and for Terminals supporting the Smartcard Profile for optional features (not common to both Profiles).

A Server SHALL support at least one Profile for Service Protection and one Profile for Content Protection i.e. a Server MAY support both Profiles.
	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Support Service & Content Protection for the DRM Profile or the Smartcard Profile or both.
	Required to test whether the server supports the DRM Profile or the Smartcard Profile or both for Service  & Content Protection.

	
	
	

	
	
	

	
	
	

	
	Support for SDP-based signalling to BSDA related to Service and Content Protection.*
	Required to test whether the BSM supports SDP-based signalling of Service and Content Protection to BSDA.

	
	Support for encryption of TEKs with the Terminal Binding Key as part of STKM generation.*


	Required to test whether the BSDA supports the procedures related to encryption of TEKs with the Terminal Binding Key as part of STKM generation.

	
	Support for generation and issuing of Terminal Binding Key.*


	Required to test whether the BSM supports the procedures related to Terminal Binding Key generation and issuing.

	
	Support for TEK reception
	Required to test whether the BSM support TEK reception from BSDA 



	
	Support for STKM generation
	Required to test whether the BSDA support STKM generation



	
	Support for STKM transport
	Required to test whether the BSM support STKM transmission to BSDA
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Table 43:  Applicability Table for Enabler Specific Mandatory Test Requirements (BSM Server)

* Note that these features are the same for the DRM Profile and the Smartcard Profile.
5.1.10.5 Mandatory BSA Test Requirements for Service and Content Protection

The following Tables show the test requirements for the BSA for Service and Content Protection.

For clarity, separate Tables are provided for Terminals supporting the DRM Profile and for Terminals supporting the Smartcard Profile for optional features (not common to both Profiles).

A BSA SHALL support at least one Profile for Service Protection and one Profile for Content Protection i.e. a BSA Server MAY support both Profiles.
	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Support Service & Content Protection for the DRM Profile or the Smartcard Profile or both.
	Required to test whether the server supports the DRM Profile or the Smartcard Profile or both for Service  & Content Protection.

	
	
	

	
	
	

	
	Support for processing of ISMACRYP for Content Layer encryption.*
	Required to test whether the server supports processing of ISMACRYP for Content Layer encryption. 

	
	Support for encryption of TEKs with the Terminal Binding Key as part of STKM generation.*


	Required to test whether the BSDA supports the procedures related to encryption of TEKs with the Terminal Binding Key as part of STKM generation.

	
	
	

	
	Support for TEK reception
	Required to test whether the BSA support TEK reception from BSDA 



	
	Support for STKM generation
	Required to test whether the BSDA support STKM generation



	
	Support for STKM transport
	Required to test whether the BSA support STKM transmission to BSDA
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Table 44:  Applicability Table for Enabler Specific Mandatory Test Requirements (BSA Server)

* Note that these features are the same for the DRM Profile and the Smartcard Profile.
5.1.10.6 Optional BSDA Test Requirements for Service and Content Protection

	OPTIONAL FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	
	

	
	Support for Short Term Key generation – DRM Profile 
	Required to test whether the server supports the defined formats and specified procedures for Short Term Key eneration of DRM Profile.

	
	Support for BCRO delivery over Broadcast Channel 
	Required to test whether the server supports BCRO delivery over Broadcast Channel
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Table 45:  Applicability Table for Enabler Specific Optional Test Requirements for DRM Profile (BSDA Server)

Note that unless indicated otherwise all the above features are mandatory for BSDA Servers implementing the DRM Profile.

	OPTIONAL FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	
	

	
	Support for Short Term Key generation – Smartcard Profile 
	Required to test whether the server supports the defined formats and specified procedures for Short Term Key generation of Smartcard Profile.
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Table 46:  Applicability Table for Enabler Specific Optional Test Requirements for Smartcard Profile (BSDA Server)

Note that unless indicated otherwise all the above features are mandatory for BSDA Servers implementing the Smartcard Profile.

5.1.10.7 Optional BSM Test Requirements for Service and Content Protection

	OPTIONAL FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Support for Long Term Key Management – DRM Profile 
	Required to test whether the server supports the defined formats and specified procedures for Long Term Key Management of DRM Profile.

	
	Support for Short Term Key generation – DRM Profile 
	Required to test whether the server supports the defined formats and specified procedures for Short Term Key generation of DRM Profile.

	
	Support for Usage Metering
	Required to test whether the server supports Usage Metering and the related procedures and signalling.

	
	Support for broadcast extensions of DRM 2.0
	Required to test whether the server supports broadcast extensions of DRM 2.0
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Table 47:  Applicability Table for Enabler Specific Optional Test Requirements for DRM Profile (BSM Server)

Note that unless indicated otherwise all the above features are mandatory for BSM Servers implementing the DRM Profile.

	OPTIONAL FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	Support for Long Term Key Management – Smartcard Profile 
	Required to test whether the server supports the defined formats and specified procedures for Long Term Key Management of Smartcard Profile.

	
	Support for Short Term Key generation – Smartcard Profile 
	Required to test whether the server supports the defined formats and specified procedures for Short Term Key generation of Smartcard Profile.

	
	Support for Terminal authentication and BCAST_Client_ID
	Required to test whether the terminal supports the procedures related to terminal authentication and BCAST_Client_ID
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Table 48:  Applicability Table for Enabler Specific Optional Test Requirements for Smartcard Profile (BSM Server)

Note that unless indicated otherwise all the above features are mandatory for BSM Servers implementing the Smartcard Profile.

5.1.10.8 Optional BSA Test Requirements for Service and Content Protection

	OPTIONAL FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	
	

	
	Support for Short Term Key generation – DRM Profile 
	Required to test whether the server supports the defined formats and specified procedures for Short Term Key generation of DRM Profile.

	
	
	

	
	
	

	
	Support for OMA DRMv2 DCF for file protection
	Required to test whether the server supports the defined OMA DRMv2 DCF format for file protection

	
	Support for adapted PDCF (DRM key track)
	Required to test whether the server supports the adapted PDCF
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Table 49:  Applicability Table for Enabler Specific Optional Test Requirements for DRM Profile (BSA Server)

Note that unless indicated otherwise all the above features are mandatory for BSA Servers implementing the DRM Profile.

	OPTIONAL FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	
	

	
	Support for Short Term Key generation – Smartcard Profile 
	Required to test whether the server supports the defined formats and specified procedures for Short Term Key generation of Smartcard Profile.

	
	
	

	
	
	

	
	Support for DCF for file protection.
	Required to test whether the server supports the defined DCF format for file protection

	
	Support for adapted PDCF (Smartcard key track)
	Required to test whether the server supports the adapted PDCF
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Table 50:  Applicability Table for Enabler Specific Optional Test Requirements for Smartcard Profile (BSA Server)

Note that unless indicated otherwise all the above features are mandatory for BSA Servers implementing the Smartcard Profile.

5.2 Backwards Compatibility

BCAST-1.0 is the first release of OMA Mobile Broadcast Services Enabler. Therefore, there are no backwards compability considerations.

5.3 Enabler Dependencies

The enabler test requirements of Location, Device Management [OMA DM] , and DRM [DRM-v2.0] should be considered in conjunction with BCAST1.0 ETR to the extent these test requirements are related to this document.
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