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1 Reason for Change

At the time of BCAST 1.0 consistency review roaming was specified only in TS Services. During consistency review the functionality of SGDD filtering by BSM was added (OMA-BCAST-2006-0448R03) into TS Service Guide. Further, definitions in TS Services were updated (OMA-BCAST-2006-0322R03). Meanwhile comments related to roaming section were resolved in TS Services through (OMA-BCAST-2006-0439R01). Also, BCAST Management Objects were defined (OMA-BCAST-2006-0597R02). The result of this parallel work is that currently the specification text related to roaming-related methods in BCAST is inconsistent throughout BCAST 1.0 specifications.

This CR builds on the aspects of OMA-BCAST-2006-0448R04, OMA-BCAST-2006-0439R01, OMA-BCAST-2006-0322R03 and OMA-BCAST-2006-0597R02. That is, this CR assumes that these three CRs are agreed (there is no reason to redo the changes). This CR further clarifies and makes the roaming related sections consistent throughout TS Services and TS Service Guide.
R01 addresses the raised comments as follows:

· KPN comment on default values for Management Objects has been executed.
· <X>/ForceHomeRoamingRuleRequestAddress 
· default value is now “TRUE”
· <X>/IgnoreUnIdentifiedBSM
· If terminal has an associated BSMFilterCode, the default value is “TRUE”

· If terminal has no associated BSMFilterCodes, the default value is “FALSE”
· Siemens comments:

· “RoamingRule: Why is AllowPurchaseItemId 0..N? As it contains a sub-element 1..N, I think AllowPurchaseItemId should be 0..1.Same applies to the remaining Allow* and Deny* elements.”
· 
· In R02: Changed cardinality of Allow* and Deny* from 0..N to 0..1. There was an error as we had lists within lists.

· “TimeFrame: It is to a certain degree a question of taste but I suggest to make start and end attributes instead of sub-elements.”

· Yes. Changed as proposed.
· “RoamingRuleResponse: - shouldn't be BSMSelectorId be E2 and have cardinality 1?”
· Yes. Changed as proposed.

· “RoamingRuleResponse:- where does "Exclusive" belong to? Does it apply to individual rules? Then, why not make it an attribute of RoamingRule?”
· You are right, it should apply to the RoamingRule just before in the table and therefore it should be an attribute. Corrected.
· “BCAST MO: The proposed structure for the new nodes appears flat currently. I suggest to structure it deeper such that nodes which belong together are grouped under a parent node.”
· I agree. I have introduced parent node “Roaming” for this now.
· Last but not least, this CR now takes into account previously tentatively agreed CR 439R01.
R02 includes the following changes resulting from raised comments:

· The correction related to default values that was fixed in R01 is now also reflected in Appendix D.
· New rule on “AllowAll” added to RoamingRules

· It was clarified that the management information in Appendix E can be provided by means of Device Management, can be pre-configured or delivered to Terminal any other means – these other means not being in scope of this specification.
· More explanation added to the element “Exclusive” as per email discussion.
· Added a note about multiple Home BSMFilterCodes. Also, added the possibility to signal multiple HomeBSMFilterCodes in request message for roaming rules.
· Attribute “Type” was missing with some “UserID” elements. Now each “UserID” element has it.
· Deleted the ambiguous an undefined concept of “VisitedBSDA”
· Changed cardinality of Allow* and Deny* from 0..N to 0..1. There was an error as we had lists within lists 
· Description of “RequesID” is now clarified to be: “An ID that is unique in the scope of this exchange SHALL be used throughout the roaming registration procedure. It SHALL be generated by the party that initiates the message exchange when it first requests roaming registration.”
· R01 used PurchaseItemIDs while the right way is to use GlobalPurchaseItemIDs. Now corrected.

· “See Section 5.8.2.3 of [BCAST10- Services]” --> “See Section 5.8.1.3 of [BCAST10- Services]”
· Instead of using Table 1 for roaming status codes we now refer to GlobalStatusCode in section 5.1.4
· Introduced “IsHomeBSM” leaf node under “BSMFilterCode” MO to enable separation of BSMFilterCodes to Home BSMs and Visited BSMs.
· Introduced “RoamingRule” leaf node under “BSMFilterCode” MO to enable provisioning of RoamingRules over OMA DM (text was there in R01 but MO was missing). Appendix D updated accordingly, also.
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

This CR is presented for BAC BCAST for agreement.
6 Detailed Change Proposal

The following agreed definitions are provided here for convenience as the concepts are used within the CR.

	Broadcast Roaming
	Broadcast Roaming is the ability of a user to receive broadcast services from a Mobile Broadcast Service Provider different from the Home Mobile Broadcast Service Provider with which the user has a contractual relationship.

	Purchase Item
	A purchase item groups one or multiple services or pieces of content that an end-user can purchase or subscribe to as a whole. [BCAST10-ESG]. 

	Home Mobile Broadcast Service Provider
	The Mobile Broadcast Service Provider with which the user has a subscription. Typically a user has one Home Mobile Broadcast Service Provider. However, the user may also have no Home Mobile Broadcast Service Provider or several Home Mobile Broadcast Service Providers

	Visited Mobile Broadcast Service Provider
	Any other Mobile Broadcast Service Provider than the user’s Home Mobile Broadcast Service Provider.


Change 1:  Changes in TS Services, Section 5.8
5.8   Broadcast Roaming

Broadcast Roaming allows a user to receive Broadcast Services from a Broadcast Service Provider different from his Home Broadcast Service Provider. The following main scenario is supported for Broadcast Roaming. At any point of time the user may want to access the Broadcast Services from Visited Mobile Service Provider. For example, in case that the user may not be able to access the services provided by Home Mobile Broadcast Service Provider, the Broadcast Roaming
 allows the user to receive Broadcast Services from another Broadcast Service Provider independent of the underlying Broadcast Distribution System.
Roaming agreements between Home Broadcast Service Provider and Visited Broadcast Service Provider and the related trust relationship are out of BCAST scope.







The Mobile Broadcast Services (BCAST) 1.0 Enabler enables the Broadcast Roaming through the use of Service Guide, through roaming signaling between Terminal and Visited Mobile Broadcast Service Provider, through roaming signaling between Visited Mobile Broadcast Service Provider and Home Mobile Broadcast Service Provider and through the Terminal Provisioning function. The following gives the overview of components:

· Service Guide Delivery Descriptors (SGDD) within the Service Guide declares the existence of and availability of Service Guide fragments. The SGDD allows the Terminal to deduce which fragments are associated with which Mobile Broadcast Service Provider (through use of BSMFilterCodes). Related to this signaling, there are also filtering rules in the Service Guide specification that the terminals are expected to comply with. Further, SGDD enables a method to convey points of contact which the visiting terminals can contact in case Broadcast Roaming is needed. This aspect of Broadcast Roaming is normatively specified within the specification of SGDD in [BCAST10-SG]

· Terminal Provisioning enables the Home Broadcast Service Provider to maintain a terminal-resident elements used by the roaming function. These elements include the list of Service Providers (their BSMFilterCodes) affiliated with the terminal as well as entry details of default roaming contact point - the server that terminal can send roaming requests in the case terminal does not find any other entry points within the Service Guide signaling. Finally, these elements include parameters that can be used to control terminal behaviour: an element that controls whether roaming requests should always be sent to Home BSM and an element that determines terminal behavior for fragments that are not associated with any BSMSelector. These aspects of Broadcast Roaming are normatively specified within this document, Appendix E (Management Object). In addition to using Terminal Provisioning, the management information in Appendix E can be pre-configured in the Terminal, or can be conveyed to the terminal by some other means which are out of scope of this specification.
· Roaming request and response messages between Terminal and BSM associated with Home and/or Visited Mobile Broadcast Service Provider allow Terminals to request and Broadcast Service Providers to provide the roaming service scopes defined by Roaming Rules. Further, these messages allow Terminal to request access to Purchase items while roaming. This aspect of Broadcast Roaming is normatively specified within this document (section 5.8.1). The contact points for the request messages are signaled within the SGDDs – that aspect of Broadcast Roaming is normatively specified within the specification of SGDD in [BCAST10-SG]

· The roaming messages between Home and Visited Mobile Broadcast Service Providers allow the either the Home or Visited Mobile Broadcast Service Provider to initiate the roaming as a reaction to initial user roaming request. This aspect of Broadcast Roaming is normatively specified within this document (section 5.8.2).

· The informative walk-through of Broadcast Roaming is given in this document (Appendix D).

Note that the Broadcast Roaming in BCAST 1.0 allows a Terminal to be associated with multiple Home BSMs (and hence multiple BSMFilterCodes). While this allows a model wherein the Terminal is associated with different service providers, the primary use of this functionality will be of specifying different subscription types per a single provider.



	
	

	
	

	
	


	
	


	
	


	
	


5.8.1 Roaming messages between Terminal and BSM 

Terminal uses the RoamingRuleRequest to request the RoamingRules associated with BSMSelector (identified by the id of the selector). As a response, the Terminal receives RoamingRuleResponse that carry the RoamingRules.

5.8.1.1 RoamingRuleRequest

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	RoamingRuleRequest
	E
	
	
	Request message of Roaming Rules.
Contains the following elements:

   UserID

   HomeBSMFilterCode

   BSMSelectorId

	

	UserID
	E1
	M
	1
	A unique ID that SHALL be used to identify the terminal in both the Home Service Provider and Visited Service Provider BCAST service area.

Contains the following attributes:

   Type
	String

	Type
	A
	M
	1
	Specifies the type of User ID.  Allowed values are:

0 – username defined in [RFC2865] 

1 – IMSI

2 – URI

3-200 reserved for future use

201-255 reserved for proprietary use  
	unsignedByte

	HomeBSMFilterCode
	E1
	M
	1..N
	The code that specifies the Home BSM. Note, in case the Terminal has multiple BSMFilterCodes associated with it, all those codes SHALL be listed as individual “HomeBSMFilterCode” elements.
Contains the following attribute:

- type
	String

	Type
	A
	M

	1
	The type of BSMFilterCode. 

1 – BSMCode (Smart Card Code) 

This is used if the determination is made based on the country and operator code in the (U)SIM/(R-)UIM/CSIM
2 – BSMCode (Non Smart Card Code):

This is used if the determination is made based on the country and operator code in the terminal

Other values are reserved.


	unsignedByte

	BSMSelectorId
	E1
	M
	1..N
	Identifier of the BSMSelector associated with BSM for which terminal is requesting Roaming Rules. The identified is unique within the network. 
	AnyURI

	
	
	
	
	
	


5.8.1.2 RoamingRuleResponse

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	RoamingRuleResponse
	E
	
	
	Response message of Roaming Rules

Contains the following element:

   ResponseEntry
	

	ResponseEntry
	E1
	M
	1..N
	Entry containing response to each requested BSMSelectorId

Contains the following element:

BSMSelectorId
	

	BSMSelectorId
	E2
	M
	1
	The BSMSelector associated with BSM for which terminal is requesting RoamingRules. 

Contains the following attribute:

   id

Contains the following elements:

    RoamingRule

    Exclusive
	

	id
	A
	M
	1
	Identifier of the BSMSelector, unique within the network
	AnyURI

	RoamingRule
	E2
	M
	1..N
	Entry specifying the RoamingRule associated with BSMSelector. See section 5.8.2.3 for RoamingRuleType
	RoamingRuleType

	Exclusive
	A
	O
	0..1
	Indicates whether the rules are exclusive. If “TRUE”, the rules are exclusive and terminal that accesses fragments covered by these rules (i.e. associated with the BSMSelectorId) SHALL NOT access fragments associated with any other BSMSelectorId.
This means that – if this element is set to “TRUE” – the Terminal SHALL only use the SG fragments of a single BSM at the time and not mix SG fragments from other BSM even if the Terminal already got access to those.
	Boolean


5.8.1.3 Definition of Element RoamingRule

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	RoamingRule
	E
	M
	1
	Specifies a Roaming Rule. 
Contains the following elements:


TimeFrame

AllowAll


AllowPurchaseItem


AllowService


AllowContent


DenyPurchaseItem


DenyService


DenyContent


	

	TimeFrame
	E1
	O
	0..N
	Rule that defines the time frame(s) this RoamingRule is applies to.


	

	StartTime
	A
	O
	0..1
	Start of the time frame. If not given, the time frame is assumed to have started at some time in the past
	int (32bit)

expressed as NTP time

	EndTime
	A
	O
	0..1
	End of the time frame. If not given, the time frame is assumed to end at some time in the future.
	int (32bit)

expressed as NTP time

	AllowAll
	E1
	O
	0..1
	Rule that, when set to “TRUE”, allows the Terminal to use all the fragments associated with BSMFilterCode associated with these RoamingRules.
If this element is not present the Terminal SHALL assume default value of “FALSE”.
	boolean

	Allow
PurchaseItemId
	E1
	O
	0..1
	Rule that allows the Terminal to use the listed PurchaseItems.
	

	Id
	E2
	M
	1..N
	This element contains value that represents GlobalPurchaseItemID that is allowed to be interpreted, rendered and accessed.
	anyURI

	Allow
Service
	E1
	O
	0..1
	Rule that allows the Terminal to use the fragments corresponding to listed GlobalServiceIDs.
	

	Id
	E2
	M
	1..N
	This element contains value that represents GlobalServiceID. Fragments associated with this GlobalServiceID are allowed to be interpreted, rendered and accessed.
	anyURI

	Allow
Content
	E1
	O
	0..1
	Rule that allows the Terminal to use the fragments corresponding to listed ContentIDs.
	

	id
	E2
	M
	1..N
	This element contains value that represents GlobalContentID. Fragments associated with this GlobalContentID are allowed to be interpreted, rendered and accessed.
	anyURI

	Deny
PurchaseItemId
	E1
	O
	0..1
	Rule that denies the Terminal to use the listed PurchaseItems.
	

	id
	E2
	M
	1..N
	This element contains value that represents GlobalPurchaseItemID that is denied to be interpreted, rendered and accessed..
	anyURI

	Deny
Service
	E1
	O
	0..1
	Rule that denies the Terminal to use the fragments corresponding to listed GlobalServiceIDs.
	

	id
	E2
	M
	1..N
	This element contains value that represents GlobalServiceID. Fragments associated with this GlobalServiceID are denied to be interpreted, rendered and accessed.
	anyURI

	Deny
Content
	E1
	O
	0..1
	Rule that denies the Terminal to use the fragments corresponding to listed ContentIDs.
	

	id
	E2
	M
	1..N
	This element contains value that represents GlobalContentID. Fragments associated with this GlobalContentID are denied to be interpreted, rendered and accessed.
	anyURI


5.8.2 Roaming messages between Home BSM and Visited BSM

In case the user selects to purchase or subscribe to PurchaseItem that is associated with BSM that is not one of the Home BSMs associated with the Terminal, the Terminal sends normal Service Provisioning message. The receiving system determines from the requested GlobalPurchaseItemId and included UserID whether the request is about roaming. Two cases for this exist: either the Terminal sends the Service Provisioing message to its Home BSM or to the Visited BSM. 
· In the former case Home BSM detects that one of its terminal is requesting PurchaseItem served by another BSM. If the Home BSM wants to allow terminal to access the PurchaseItem, the Home BSM goes ahead and sends RoamingAuthorizationRequest to the Visited BSM. The Visited BSM answers with RoamingAuthorizationResponse.

· In the latter case Visited BSM detects that a terminal that is not one of the terminals affiliated with this BSM is requesting PurchaseItem served by this BSM. The Visited BSM consequently sends RoamingAuthorizationRequest to the Home BSM of the Terminal. The Home BSM answers with RoamingAuthorizationResponse.

5.8.2.1 Protocol stack for message exchanges between BSMs
The following protocol stack SHALL be used for message exchange between BSMs. HTTP over TCP/IP SHOULD be used for the delivery of the roaming procedure authorisation messages. HTTPS SHALL be used in conjunction with TCP/IP to provide secure delivery of the authorisation messages.
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5.8.2.2 RoamingAuthorizationRequest

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	RoamingAuthorizationRequest
	E
	
	
	Request message for Roaming Authorisation between Home BSM and Visited BSM.
Contains the following attributes:

   RequestID

Contains the following elements:
   HomeBSMFilterCode
   VisitedBSMFilterCode
  
   TerminalSubscriptionType

   UserID

   GlobalPurchaseItemID

	

	RequestID
	A
	M
	1
	An ID that is unique in the scope of this exchange that SHALL be used throughout the roaming registration procedure. It SHALL be generated by the party that initiates the message exchange when it first requests roaming registration.
	unsignedInt

	
	
	
	
	
	

	HomeBSMFilterCode
	E1
	M
	1
	The code that specifies the Home BSM. 

Contains the following attribute:

- type
	String

	Type
	A
	M
	1
	The type of BSMFilterCode. 

1 – BSMCode (Smart Card Code) 

This is used if the determination is made based on the country and operator code in the (U)SIM/(R-)UIM/CSIM
2 – BSMCode (Non Smart Card Code):

This is used if the determination is made based on the country and operator code in the terminal

Other values are reserved.


	unsigned
Byte

	Visited BSMFilterCode
	E1
	M
	1
	The code that specifies the Visited BSM. 

Contains the following attribute:

- type
	String

	Type
	A
	M
	1
	The type of BSMFilterCode. 

1 – BSMCode (Smart Card Code) 

This is used if the determination is made based on the country and operator code in the (U)SIM/(R-)UIM/CSIM
2 – BSMCode (Non Smart Card Code):

This is used if the determination is made based on the country and operator code in the terminal

Other values are reserved.


	unsigned
Byte

	
	
	
	
	
	

	Terminal Subscription Type
	E1
	M
	1
	A field that SHALL indicate the subscription scope of the terminal in terms of roaming. The Home Service Provider and the Visited Service Provider have a common understanding of the field according to roaming agreements between them.
This element is not further specified in this specification.
	anyURI

	UserID
	E1
	M
	1..N
	A unique ID that SHALL be used to identify the terminal in both the Home Service Provider and Visited Service Provider BCAST service area.
Contains the following attributes:

   Type
	string

	Type
	A
	M
	1
	Specifies the type of User ID.  Allowed values are:

0 – username defined in [RFC2865] 

1 – IMSI

2 – URI

3-200 reserved for future use

201-255 reserved for proprietary use  
	unsignedByte

	PurchaseItem ID
	E1
	M
	1..N
	Set of PurchaseItems (represented by GlobalPurchaseItemIDs) which are associated with the VisitedBSM and which the terminal wants to subscribe to / purchase.

	anyURI


5.8.2.3 RoamingAuthorizationResponse
The Visited Service Provider BSM SHALL send the following message to the Home Service Provider BSM:

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	RoamingAuthorizationResponse
	E
	
	
	Response message for Roaming Authorisation between Home BSM and Visited BSM.
Contains the following attribute:
   RequestID
   RoamingAuthorisationStatus

Contains the following elements:

   UserID

   HomeBSMFilterCode

   VisitedBSMFilterCode

   GlobalPurchaseItemID

	UnsignedInt (32 bits)

	RequestID
	A
	M
	1
	An ID that is unique in the scope of this exchange SHALL be used throughout the roaming registration procedure. It SHALL be generated by the party that initiates the message exchange when it first requests roaming registration.
	unsignedInt 

	RoamingAuthorisationStatus
	A
	M
	1
	A field that SHALL indicate whether the terminal has been authorised for roaming services or not. . The return codes are defined in section 5.1.4.
	unsignedByte

	UserID
	E1
	M
	1
	A unique ID that SHALL be used to identify the terminal in both the Home Service Provider and Visited Service Provider BCAST service area. 

	String

	Type
	A
	M
	1
	Specifies the type of User ID.  Allowed values are:

0 – username defined in [RFC2865] 

1 – IMSI

2 – URI

3-200 reserved for future use

201-255 reserved for proprietary use  
	unsignedByte

	HomeBSMFilterCode
	E1
	M
	1
	The code that specifies the Home BSM. 

Contains the following attribute:

- type
	String

	Type
	A
	M

	1
	The type of BSMFilterCode. 

1 – BSMCode (Smart Card Code) 

This is used if the determination is made based on the country and operator code in the (U)SIM/(R-)UIM/CSIM
2 – BSMCode (Non Smart Card Code):

This is used if the determination is made based on the country and operator code in the terminal

Other values are reserved.


	unsignedByte

	VisitedBSMFilterCode
	E1
	M
	1
	The code that specifies the Visited BSM. 

Contains the following attribute:

- type
	String

	Type
	A
	M

	1
	The type of BSMFilterCode. 

1 – BSMCode (Smart Card Code) 

This is used if the determination is made based on the country and operator code in the (U)SIM/(R-)UIM/CSIM
2 – BSMCode (Non Smart Card Code):

This is used if the determination is made based on the country and operator code in the terminal

Other values are reserved.


	unsignedByte

	PurchaseItemID
	E1
	M
	1..N
	Set of PurchaseItems (represented by GlobalPurchaseItemIDs) which are associated with the VisitedBSM and which the terminal wants to subscribe to / purchase.

	anyURI

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	

	



	
	

	
	

	
	


	
	


	
	


	
	




	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	

	

	
	
	
	
	
	

	
	
	
	
	
	




	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	




















	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	

	





	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	




	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	

	

	
	
	
	
	

	

	
	
	
	
	

	




	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	

	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	

	




	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	












Change 2:  Change in TS Services, Appendix D
The proposal is to replace current Appendix D with the following,
Appendix D. Walk-through of Broadcast Roaming 
(informative)
This appendix illustrates how the Broadcast Roaming is achieved through the use of core functionalities of BCAST 1.0. This informative explanation of Broadcast Roaming is presented as a walk-through mainly from the terminal point of view. 
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Figure D.1 – Informative Example of Broadcast Roaming
The walk-through below is illustrated as flow chart in Figure D.1. 

1. Terminal scans or otherwise detects available Broadcast Distribution Systems (BDS).

2. Terminal attempts to perform Service Guide discovery bootstrap to locate entry point to BCAST Service Guide on all or any of the detected BDSes. Upon successful completion of bootstrap procedure, the Terminal acquires the entry point to BCAST Service Guide over the respective bearer. Consequently, the Terminal acquires SGDDs either by receiving or by retrieving those. 

3. In case Terminal fails to perform bootstrap and to locate the entry point to BCAST Service Guide over all the detected BDSes, the Terminal attempts to retrieve SGDDs using the entry point as provisioned in the Terminal (defined by Management Object “<X>/SGServerAddress”).

4. Once the Terminal acquires SGDDs, the Terminal looks for BSMSelector elements and BSMFilterCodes within those elements in the SGDD. Together with that information and the terminal’s affiliated BSM(s) which are represented within the Terminal as Management Objects with identifier ‘<X>/ BSMFilterCode’, the Terminal categorizes all the fragments declared in the SGDD into three categories:

i. Fragments that are associated with a BSMFilterCode (within BSMSelector), which matches at least one of the BSMFilterCodes associated with Home Mobile Broadcast Service Provider the terminal (<X>/ BSMFilterCode/IsHomeBSM == TRUE). Terminal can use, interpret and render the information contained in these fragments without restrictions.

ii. Fragments that are associated with a BSMFilterCode (within BSMSelector), which does not match with any of the BSMFilterCodes associated with the terminal or match BSMFilterCodes associated with Visited Mobile Broadcast Service Provider (<X>/ BSMFilterCode/IsHomeBSM == FALSE). Terminal can render, interpret and handle the fragments according to RoamingRules associated with this BSMSelector. BSMSelector and the associated RoamingRules are identified by the attribute “Id” present within the BSMSelector as well as in RoamingRules. In the RoamingRules have been provisioned using BCAST Terminal Provisioning, the rules are associated with each BSMFilterCode, under <X>/ BSMFilterCode/RoamingRule.
iii. Fragments that are not associated with any BSMFilterCode (no BSMSelector). 

· In case Terminal has no Management Objects with identifier ‘<X>/ BSMFilterCode’ present, the Terminal can use, interpret and render the information contained in these fragments without restrictions.

· In case Terminal has at least one Management Object with identifier ‘<X>/ BSMFilterCode’ present, the Terminal will determine behaviour according to Management Objects with identifier ‘<X>/IgnoreUnIdentifiedBSM’.

· If the Management Objects with identifier ‘<X>/ IgnoreUnIdentifiedBSM’ is set with value “TRUE” the Terminal cannot use, interpret and render the information contained in these fragments at all.

· If the Management Objects with identifier ‘<X>/ IgnoreUnIdentifiedBSM’ is set with value “FALSE” the Terminal can use, interpret and render the information contained in these fragments without restrictions.

· If the Management Objects with identifier ‘<X>/ IgnoreUnIdentifiedBSM’ is not present, the Terminal assumes that the value of such Management Object is “TRUE”.

5. If the terminal wants to render, interpret and handle the fragments in category (ii.) above, it needs to acquire the RoamingRules related to the BSMSelector in question. There are three ways to achieve this.

a. The Terminal fetches the RoamingRules from Visited BSM. For that, the BSMSelector contains attribute “RoamingRuleRequestAddress” to which the Terminal can address the RoamingRuleRequest. As a response of to the RoamingRuleRequest the Terminal will receive RoamingRuleResponse which contains the RoamingRules associated with the BSMSelector.

b. The Terminal fetches the RoamingRules from Home BSM. This happens if the BSMSelector does not have “RoamingRuleRequestAddress” present, OR, if the Terminal has Management Object “<X>/ForceHomeRoamingRuleRequestAddress” present and set to “TRUE”. In these cases the Terminal sends the RoamingRuleRequest to “<X>/HomeRoamingRuleRequestAddress”. As a response of to the RoamingRuleRequest the Terminal will receive RoamingRuleResponse which contains the RoamingRules associated with the BSMSelector.
c. The RoamingRules were originally provided as a part of BSMSelector (not illustrated in figure D.1)

6. The Terminal acquires Service Guide fragments. It interprets handles and renders the fragments according to RoamingRules. Consequently the Terminal uses the Service Guide fragments to perform subscriptions to services and content, and to access services and content described by the Service Guide.

7. In case the user selects to purchase or subscribe to PurchaseItem that is associated with BSM that is not one of the Home BSMs associated with the Terminal, the Terminal sends normal Service Provisioning message. The receiving system determines from the requested GlobalPurchaseItemId and included UserID whether the request is about roaming. Two cases for this exist: either the Terminal sends the Service Provisioing message to its Home BSM or to the Visited BSM. 

a. In the former case Home BSM detects that one of its terminal is requesting PurchaseItem served by another BSM. If the Home BSM wants to allow terminal to access the PurchaseItem, the Home BSM goes ahead and requests RoamingAuthorization from the Visited BSM. 

b. In the latter case Visited BSM detects that a terminal that is not one of the terminals affiliated with this BSM is requesting PurchaseItem served by this BSM. The Visited BSM consequently requests RoamingAuthorization from the Home BSM of the terminal. 

Upon successful RoamingAuthorization, the Terminal is granted right to purchase and/or subscribe to the PurchaseItem it requested.

8. The Terminal accesses service and/or content related to PurchaseItem, provided by Visited Service Provider.

Change 3:  Changes in TS Services, Appendix E (Management Object)
3.    <X>/ BSMFilterCode
This interior node is a placeholder for the the BSMFilterCode structure associated with the BSM of the Home Broadcast Service Provider of the user.  

· Occurrence: ZeroOrMore
· Format: Node
· Access Types: Get

· Values: n/a
X1.    <X>/ BSMFilterCode/Value

This leaf node specifies the value of BSMFilterCode associated with the BSM of the Home Broadcast Service Provider of the user..  

· Occurrence: ZeroOrOne

· Format: chr

· Access Types: Get

· Values: BSMFilterCode associated with the BSM of the Home Broadcast Service Provider. This is value is used to in comparison against the BSMFilterCode values in BSMSelectors in the Service Guide Delivery Descriptor and PurchaseItem fragment to determine the roaming  related behaviour.
X2.    <X>/ BSMFilterCode/Type

This leaf node specifies the type of BSMFilterCode associated with the BSM of the Home Broadcast Service Provider of the user..  

· Occurrence: ZeroOrOne

· Format: byte

· Access Types: Get

· Values: “1” (BSMFilterCode is Smart Card Code); “2” (BSMFilterCode is Non Smart Card Code)
X3.    <X>/ BSMFilterCode/IsHomeBSM
This leaf node specifies the whether BSM that is associated with the BSMFilterCode is Home Broadcast Service Provider of the user.  

· Occurrence: ZeroOrOne

· Format: boolean
· Access Types: Get

· Values: 
“TRUE” (BSMFilterCode belongs to Home Broadcast Service Provider of the user); 


“FALSE” (BSMFilterCode does not belong to Home Broadcast Service Provider of the user)

X4.    <X>/ BSMFilterCode/RoamingRule

This leaf node that contains the RoamingRule structures associated with BSMFilterCode. 
· Occurrence: ZeroOrMore
· Format: chr 
· Access Types: Get

· Values: 
The value is RoamingRule XML structure as defined in section 5.8.1.3. The XML structure is stored as an array of characters. This element enables the use of OMA DM as a method to manage and update roaming rules at the terminal. This leaf node SHALL apply for <X>/BSMFilterCode elements which have <X>/BSMFilterCode/IsHomeBSM set to “FALSE”.
X5.
<X>/Roaming/HomeRoamingRuleRequestAddress

This leaf node specifies the address of the Server that the terminal can use to send Roaming Requests related to BSMSelector in case no other contact points are signalled in the Service Guide Delivery Descriptors associated with BSMSelector, OR, in case the <X>/ForceHomeRoamingRuleRequestAddress is set to “TRUE”.

· Occurrence: One

· Format: chr

· Access Types: Get

· Values: Address of the default server to send Roaming Request messages. Value as URL.
X6.
<X>/Roaming/ForceHomeRoamingRuleRequestAddress

This leaf node specifies whether Terminal SHALL override any other RoamingRuleRequestAddresses and always contact the address represented by <X>/HomeRoamingRuleRequestAddress for Roaming Requests. 

· Occurrence: ZeroOrOne

· Format: boolean

· Access Types: Get

· Values: “TRUE” – Terminal SHALL always use <X>/HomeRoamingRuleRequestAddress when sending RoamingRuleRequest message. “FALSE” – Terminal uses <X>/HomeRoamingRuleRequestAddress as the backup address in case BSMSelector in SGDD does provide any other addresses for RoamingRuleRequests. In the absence of this, default value “TRUE” is assumed.
X7.
<X>/Roaming/IgnoreUnIdentifiedBSM

This leaf node specifies whether Terminal SHALL ignore fragments that are not associated with BSMSelector(s). 

· Occurrence: ZeroOrOne

· Format: boolean

· Access Types: Get

· Values: “TRUE” – Terminal SHALL ignore fragments that are not associated with any BSMSelector.. “FALSE” – Terminal can interpret, handle, access and render agments that are not associated with any BSMSelector without any restrictions. In the absence of this, default value “TRUE” is assumed if the terminal has any nodes of type “<X>/ BSMFilterCode” present. Otherwise default value “FALSE” is assumed.
Change 4:  Changes in TS Service Guide
5.1.2.8
Purchase Channel

The purchase channel fragment represents a system from which access and content rights can be purchased by the terminal (and its end-user). 

	Name
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	Description
	Data Type

	PurchaseChannel
	E
	
	
	PurchaseChannel fragment

Contains the following attributes:

id
version
validFrom
validTo

rightsIssuerURI
Contains the following sub-elements: 

BSMSelector
RoamingRule
Name

Description
ContactInfo

PortalURL
PurchaseURL

Extension 
	

	Id
	A
	NM/
TM
	1
	ID of the PurchaseChannel fragment, globally unique
	anyURI

	Version
	A
	NM/
TM
	1
	Version of this fragment. The newer version overrides the older one starting from the time specified by the validFrom attribute, or as soon as it has been received if no validFrom attribute is given.
	unsignedInt 

	validFrom
	A
	NO/
TM
	0..1
	The first moment when this fragment is valid. If not given, the validity is assumed to have started at some time in the past. This field expressed as the first 32bits integer part of NTP time stamps.
	unsignedInt



	validTo
	A
	NO/
TM
	0..1
	The last moment when this fragment is valid. If not given, the validity is assumed to end in undefined time in the future. This field expressed as the first 32bits integer part of NTP time stamps.
	unsignedInt



	rightsIssuerURI
	A
	NO/

TO
	0..1
	ID of the rights issuer associated with the BSM (needed to allow unconnected devices to identify the RI service that may be operated by their Home BSM).

If the service protection or content protection system is based on OMA DRM2.0, rightsIssuerURI SHALL be specified.
	anyURI

	BSMSelector
	E1
	NO/

TM
	0..1
	Allows a terminal to determine whether this purchase channel is associated with the terminal’s affiliated BSM, among the purchase channels that are announced in the SG.

The terminal’s affiliated BSM(s) are represented within terminal as Management Objects with identifier ‘<X>/ BSMFilterCode’.
BSMSelector contains the following attribute:

- id 

BSMSelector contains the following elements:

- BSMFilterCode

- Name 


Note: Purchase channel needs to be provided by the BCAST Service Provider.
If the Selector is present, then the terminal SHALL only use those PurchaseURL(s) or PortalURL(s) associated with a PurchaseChannel whose selector matches the BSMCode on the terminal.
If the Selector is not present then any terminal can use any PurchaseURL or PortalURL defined in this PurchaseChannel.
	String

	Id
	A
	NM/
TM
	1
	Identifier of the BSMSelector, unique within the network
	AnyURI

	BSMFilterCode
	E2
	NO/
TM
	0..1
	The code that specifies this BSMSelector. 

Contains the following attribute:

- type
	String

	type
	A
	NM/

TM
	1
	The type of BSMFilterCode. 

1 – BSMCode (Smart Card Code) 

This is used if the determination is made based on the country and operator code in the USIM/RUIM

2 – BSMCode (Non Smart Card Code):

This is used if the determination is made based on the country and operator code in the terminal

Other values are reserved.


	unsignedByte

	Name
	E2
	NM/
TM
	1..N
	Provides a user readable name for the BSM_Selector, possibly in multiple languages.

The language is expressed using built-in XML attribute xml:lang with this element.. 

This attribute can be used to provide information to the user so he can select the BSMSelector the terminal has to use. 

	String

	RoamingRule
	E1
	NO/
TM
	0..N
	Entry specifying the RoamingRule associated with BSMSelector.
	See Section 5.8.2.3 of [BCAST10- Services]

	
	
	
	
	Start of program guide 

The program guide elements of this fragment are grouped between the Start of program guide and end of program guide cells in this fragment. 

The program guide elements are for user interpretation. This enables the content creator to provide user readable information about the service. The terminal SHOULD use all declared program guide elements in this fragment for presentation to the end-user. The terminal MAY offer search, sort etc functionalities.

The Program Guide consists of the following elements:

Name

Description

Contact_info

PortalURL

PurchaseURL 
Extension
	

	Name
	E1
	NM/
TM
	1..N
	Name of the Purchase Channel, possibly in multiple languages. The language is expressed using built-in XML attribute xml:lang with this element.
	string

	Description
	E1
	NO/

TM
	0..N
	Description of the purchase channel, possibly in multiple languages. The language is expressed using built-in XML attribute xml:lang with this element.
	string

	ContactInfo
	E1
	NO/
TM
	0..1
	A text string that indicates to a user how to contact a BSM to initiate an out-of-band purchase transaction (e.g. phone number, URL etc)
	string

	PortalURL
	E1
	NO/
TM
	0..1
	Specifies the URL on which the BSM may offer service related information and/or service provisioning via HTTP or HTTPS.
	anyURI

	PurchaseURL
	E1
	NM/
TM
	1..N
	The URL to which the purchase request should be addressed.
	anyURI

	Extension
	E1
	NO/
TM
	0..N
	Additional information related to this fragment. 

Contains following attribute:

url

Contains following sub-element:

Description
	

	url
	A
	NM/
TM
	1
	URL containing additional information related to this fragment. 
	anyURI

	Description
	E2
	NO/TM
	0..N
	Description regarding the additional information which can be retrieved from a web page. The language is expressed using built-in XML attribute xml:lang with this element
	string

	
	
	
	
	End of program guide
	

	<proprietary elements/attirbutes >
	E1 or lower
	O
	0..N
	Any number of proprietary or application-specific elements or attribtues that are not defined in this specification.
	


…

5.4.2.2
Service Guide Delivery Descriptor Structure

A Service Guide Delivery Descriptor (SGDD) declares a complete set of SG fragments that describe one or more than one available mobile broadcast services.

For broadcast delivery of the SG, the SGDD further describes the structured delivery of the fragments, grouped into Service Guide Delivery Units (SGDUs). A Service Guide Announcement Channel which transmits Service Guide Delivery Descriptors (SGDDs), within announcement sessions, to the terminal.  Each SGDD instance contains one or more DescriptorEntries. The DescriptorEntry carries metadata of SG Delivery Units (SGDUs), which in turn carry the actual SG fragments.  SG fragments may be grouped by certain criteria (e.g. temporal).  All criteria given are related using the logical AND operator. The delivery of each group of SG fragments, or an SGDU, may be considered as occurring over a SG Delivery Channel. The totality of SGDU groups, or SG Delivery Channels, deliver the totality of all fragments, which in turn make up the entire BCAST Service Guide.

The metadata comprising a DescriptorEntry are:
- SG fragment grouping criteria,
- Transport session parameters,
- Alternative access URL of the individual SG delivery session,
- TOI and lifetime of the individual SGDU,
- ID, version and lifetime of the individual SG fragments within a SGDU.

For interactive delivery of the service guide, the main role of the SGDD is to declare all fragments that describe one or more services. The information about SGDU groupings is in this case not essential, since all fragments are retrieved interactively and individually for each terminal, and thus a fixed grouping into SGDUs does not exist.


The following structure SHALL be used for declaring availability, metadata and grouping of the fragments of Service Guide, and for broadcast delivery of the SG to point to the actual delivery channel and the delivery unit where the declared fragments are to be delivered. The terminal SHALL support the Service Guide Delivery Descriptor syntax as defined by XML Schema in [BCAST10-XMLSchema-SGDD]. For delivery, the Service Guide Delivery Descriptor SHALL be instantiated as the XML Schema instance. For delivery over the broadcast channel, the SGDD SHALL be delivered as ALC Transport Object. Further, the SG-D MAY convey the file metadata, associated with the file objects represented by SGDDs, in-band using FLUTE. Consequently, the terminal SHALL support FLUTE for the reception of Service Guide Delivery Descriptors. When FLUTE is used to deliver a Service Guide Delivery Descriptor, the Content-Type used in FDT for the respective TOI SHALL be “application/vnd.oma.bcast.sgdd+xml”.
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	Data Type

	ServiceGuideDeliveryDescriptor
	E
	
	
	The Service Guide Delivery Descriptor

Contains the following attributes:

BSDAid

id

version
versionIDLength 
Contains the following sub-element:

NotificationReception
DescriptorEntry
	

	BSDAid
	A
	NM/TM
	1
	Identifier of the BSDA system which performs the aggregation, generation, and delivery of one or more service guides
	anyURI

	id
	A
	NM/TM
	1
	Unique identifier of the SGDD within one specific SG
	anyURI

	version
	A
	NM/TM
	1
	Version of SGDD
	unsignedInt 

	versionIDLength
	A
	NO/

TO
	0..1
	Indicates the number of least significant bits representing the version ID in the TOI, when Split TOI is used. If this element is omitted, the terminal assumes Split-TOI is not used.
	unsignedLong

	NotificationReception
	E1
	NM/TM
	1
	Reception information for general Notification Messages.  

In case of delivery over Broadcast channel, port is MANDATORY in both Network and Terminal because a designated UDP port SHALL be used to deliver the Notification Message through an on-going session or the designated session while address is optionally used for the delivery of Notification Messages through the designated multicast or broadcast session.
In case of delivery over Interaction channel, requestURL specify address information for subscribing notification, pollURL specify address information for polling notification.
Contains the following attribute:

port

address

requestURL

pollURL
	

	port
	A
	NO/TM
	0..1
	General Notification Message delivery UDP destination port number; delivery over Broadcast Channel.
	unsignedInt

	address
	A
	NO/TM
	0..1
	General Notification Message delivery IP multicast address; delivery over Broadcast Channel.
	string

	requestURL
	A
	NO/TM
	0..1
	URL through which the terminal can subscribe to general Notification Messages; delivery over Interaction Channel.
	anyURI

	pollURL
	A
	NO/TM
	0..1
	URL through which the terminal can poll general Notification Messages over Interaction Channel.
	anyURI

	DescriptorEntry
	E1
	NM/
TM
	1..N
	An entry in the Service Guide Delivery Descriptor.

Contains the following sub-elements:

GroupingCriteria,

Transport,

AlternativeAccessURL,

ServiceGuideDeliveryUnit
Note: if the SG is delivered over the interaction channel only, there is typically only one DescriptorEntry in the SGDD.
	

	GroupingCriteria
	E2
	NO/
TM
	0..1
	Specifies the criteria for grouping Service Guide fragments in this Service Guide DescriptorEntry.

If several criteria for grouping are present at the same time, all those grouping criteria apply to the set of Service Guide fragments in this Service Guide DescriptorEntry.

Please note the same fragment may be declared in multiple DescriptorEntry of the same SGDD in case this fragment can meet multiple grouping criteria.
Contains the following sub-elements:

TimeGroupingCriteria

GenreGroupingCriteria

BSMSelector
ServiceCriteria
	

	TimeGroupingCriteria
	E3
	NO/
TM
	0..1
	Specifies the period of time this DescriptorEntry describes. (For example: declares a certain subgroup of valid Service Guide fragments for next 2 hours). This field expressed as the first 32bits integer part of NTP time stamps.

Contains the following attributes:

startTime,

endTime
	

	startTime
	A
	NM/
TM
	1
	Start of the time period this DescriptorEntry declares fragments for. This field expressed as the first 32bits integer part of NTP time stamps.

(Note: this is different than fragment validity time)
	unsignedInt



	endTime
	A
	NM/
TM
	1
	End of the time period this DescriptorEntry declares fragments for.

(Note: this is different than fragment validity time)
	unsignedInt



	GenreGroupingCriteria
	E3
	NO/
TM
	0..1
	Specifies the classification of the services/content associated with the fragments in this  Service Guide Delivery Unit (e.g. comedy, action, drama)
	string

	BSMSelector
	E3
	NO/

TM
	0..N
	Specifies the BSM associated with the fragments in this Service Guide Delivery Unit 

Allows a terminal to determine whether the SGDU’s in this SGDD DescriptorEntry – among the SGDU’s that are announced in various DescriptorEntries in various SGDD’s – is associated with the terminal’s affiliated BSM(s). The terminal’s affiliated BSM(s) are represented within terminal as Management Objects with identifier ‘<X>/ BSMFilterCode’. 

In case the terminal is has with one or more ‘<X>/bsmFilterCodesBSMFilterCode’ entries, for the interpretation of the BSMSelector within the SGDD the following SHALL apply:
















·  If the BSMFilterCode present in this element matches to any of the ‘<X>/BSMFilterCode’ entries within the terminal, the terminal is able to process, render, interpret and handle the fragments without restrictions.

· If the BSMFilterCode present in this element does not match to any of the ‘<X>/BSMFilterCode’ entries within the terminal, the terminal can render, interpret and handle the fragments according to RoamingRules associated with this BSMSelector (identified by the attribute “Id”). In case the terminal does not have these RoamingRules the terminal SHALL NOT render the fragments to the user. The terminal MAY acquire the rules by sending a RoamingRuleRequest to address indicated by attribute “RoamingRuleRequestAddress”.

In case the terminal has no ‘<X>/BSMFilterCode’ entries, for the interpretation of the BSMSelector within the SGDD the following SHALL apply:

· The terminal can render, interpret and handle the fragments according to RoamingRules associated with this BSMSelector (identified by the attribute “Id”). In case the terminal does not have these RoamingRules the terminal SHALL NOT render the fragments to the user. The terminal MAY acquire the rules by sending a RoamingRuleRequest to address indicated by attribute “RoamingRuleRequestAddress”,
Note: RoamingRuleRequest message, RoamingRules and associated roaming methods are specified in [BCAST10-Services].
contains the following attribute:

  id 

  roamingRuleRequestAddress
contains the following sub-elements:

BSMFilterCode

Name 
	

	id
	A
	NM/TM
	1
	Identifier of the BSMSelector, unique within the network
	anyURI

	roamingRuleRequestAddress
	A
	NO/
TM
	0..1
	Address to which the terminals can send the RoamingRuleRequests to request RoamingRules associated with this BSMSelector (identified with the “Id” attribute).
	AnyURI

	BSMFilterCode
	E4
	NO/TM
	0..1
	The code that specifies this BSMSelector. 

Contains the following attribute:

type
	string

	type
	A
	NM/

TM
	1
	The type of bsmFilterCode. 

1 – BSMCode (Smart Card Code) 

This is used if the determination is made based on the country and operator code in the (U)SIM/(R-)UIM/CSIM
2 – BSMCode (Non Smart Card Code):

This is used if the determination is made based on the country and operator code in the terminal

Other values are reserved.
	unsignedByte

	Name
	E4
	NM/TM
	1..N
	Provides a user readable name for the BSM_Selector, possibly in multiple languages.

The language is expressed using built-in XML attribute xml:lang with this element.. 

This attribute can be used to provide information to the user so he can select the BSMSelector the terminal has to use. 
	string

	ServiceCriteria
	E3
	NO/TM
	0..1
	Allows to group fragments by service. The value of this field is the fragmentId of the Service fragment related to that service.
	anyURI

	Transport
	E2
	NO/
TM
	0..1
	The pointer to the transport session delivering the Service Guide fragments within Service Guide Delivery Units announced in this DescriptorEntry.

Contains the following attributes:

ipAddress,

port,

srcIpAddress,

transmissionSessionID
	

	ipAddress
	A
	NM/
TM
	1
	Destination IP address of the target delivery session
	string

	port
	A
	NM/
TM
	1
	Destination port of target delivery session
	unsignedShort


	srcIpAddress
	A
	NO/
TM
	0..1
	Source IP address of the delivery session
	string

	transmissionSessionID
	A
	NM/
TM
	1
	This is the Transmission Session Identifier (TSI) of the session at ALC/LCT level
	unsignedShort 

	AlternativeAccessURL
	E2
	NO/
TM
	0..N
	Alternative URL for retrieving the Service Guide delivery units via the interaction channel

Note: this sub-element is typically present in the case of interactive delivery of the SG
	anyURI

	ServiceGuideDeliveryUnit
	E2
	NO/
TM
	1..N
	A group of fragments.

Contains the following attributes:

transportObjectID,

versionIDLength,

validFrom,

validTo

Contains the following sub-element:

Fragment
Note: if the SG is delivered over the interaction channel only, this is a pseudo element, and there is typically only one ServiceGuideDeliveryUnit in the SGDD.
	

	transportObjectID
	A
	NO/
TM
	0..1
	The transport object ID of the Service Guide Delivery Unit carrying the declared fragments within this group.
	unsignedInt

	versionIDLength
	A
	NO/
TO
	0..1
	Indicates the number of least significant bits representing the version ID in the transportObjectID, when Split TOI is used. If this element is omitted, the terminal assumes Split-TOI is not used.
	unsignedLong

	validFrom
	A
	NO/
TM
	0..1
	The first moment of time this group of Service Guide fragments is valid. This field expressed as the first 32bits integer part of NTP time stamps.
Note: If this attribute is not present, “validFrom” attribute MUST be present in the “Fragment” sub-element.
	unsignedInt



	validTo
	A
	NO/
TM
	0..1
	The last moment of time this group of Service Guide fragments is valid. This field expressed as the first 32bits integer part of NTP time stamps.
Note: If this attribute is not present, “validTo” attribute MUST be present in the “Fragment” sub-element.
	unsignedInt



	Fragment
	E3
	NM/
TM
	1..N
	Declaration of Service Guide fragment that is available over broadcast channel.

Contains the following attributes:

transportID,

id,

version,

validFrom,

validTo
	

	transportID
	A
	NM/
TM
	1
	The identifier of the announced Service Guide fragment to be used in the Service Guide Delivery Unit header.

Note: if the SG is delivered over the broadcast channel only, this element MUST be present
	unsignedInt

	id
	A
	NM/
TM
	1
	The identifier of the announced Service Guide fragment.
	anyURI 

	version
	A
	NM/
TM
	1
	The version of the announced Service Guide fragment.

Note: The scope of the version is limited to the given transport session. The value of version turn over from 2^32-1 to 0.
	unsignedInt 

	validFrom
	A
	NO/
TM
	0..1
	The first moment when this fragment is valid. If not given, the validity is assumed to have started at some time in the past. This field expressed as the first 32bits integer part of NTP time stamps.
Note: If this attribute is present and “validFrom” attribute of “ServiceGuideDeliveryUnit” is also present, the value of this attribute overrides the value of “ServiceGuideDeliveryUnit” attribiute “validFrom”.
	unsignedInt

	validTo
	A
	NO/
TM
	0..1
	The last moment when this fragment is valid. If not given, the validity is assumed to end in undefined time in the future. This field expressed as the first 32bits integer part of NTP time stamps.
Note: If this attribute is present and “validTo” attribute of “ServiceGuideDeliveryUnit” is also present, the value of this attribute overrides the value of “ServiceGuideDeliveryUnit” attribute “validTo”.
	unsignedInt

	<proprietary elements/attributes >
	E1 or lower
	NO/
TO
	0..N
	Any number of proprietary or application-specific elements or attribtues that are not defined in this specification.
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