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Change Request

	Title:
	Scope of Notification and Service Guide update
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	BAC BCAST

	Doc to Change:
	OMA-TS-BCAST_ServiceGuide-interim-draft-V1_0_0-20061129-D

	Submission Date:
	08 DEC 2006

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	François Ambrosini, Motorola, francois.ambrosini@motorola.com 

	Replaces:
	OMA-BCAST-2006-1061


1 Reason for Change

This contribution is provided in order to resolve review comment SG449:
	SG449
	2006.05.24
	N
	7
	Source: Motorola

From: OMA-BCAST-2006-0558
Comment:

Currently, using the Notification mechanism in order to move from one Service Guide to another Service Guide is technically possible. However, the terminal has no mean to know whether the change in Service Guide delivery session updates the current Service Guide or provides a new, completely different one.

There are two way forward with this issue:

1/ Add the signaling in the Notification message to announce a change of Service Guide.

2/ (preferred) Only use the bootstrapping mechanism to perform a change of Service Guide. The following rules would also be required:

· NotificationReception information in an SGDD must point – if provided – to a notification channel that is related to the current service guide.

· If the NotificationReception information is provisioned on the terminal, it must point to a notification channel that is related to the current Service Guide.

· Any new SGDD must relate to the current Service Guide.


	Status : OPEN

Action to Francois, Bosun, Charles, Uwe, and Helen to make CR to reflect option 2.



In a SG TS teleconference there was consensus to go by option 2, which is implemented in this CR.

Note: in order to ease the work of the editor this CR is against the latest interim version of the SG TS. However for clarity changes from the frozen SG TS that entered consistency review are also marked.
2 Impact on Backward Compatibility

N/A.
3 Impact on Other Specifications

N/A.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended BCAST agrees this change request.
6 Detailed Change Proposal

Change 1:  Change to the SGDD
5.4.2.1 Service Guide Delivery Descriptor Structure






The following structure SHALL be used for declaring availability, metadata and grouping of the fragments of Service Guide, and for broadcast delivery of the SG to point to the actual delivery channel and the delivery unit where the declared fragments are to be delivered. The terminal SHALL support the Service Guide Delivery Descriptor syntax as defined by XML Schema in [BCAST10-XMLSchema-SGDD]. For delivery, the Service Guide Delivery Descriptor SHALL be instantiated as the XML Schema instance. For delivery over the broadcast channel, the SGDD SHALL be delivered as ALC Transport Object. Further, the SG-D MAY convey the file metadata, associated with the file objects represented by SGDDs, in-band using FLUTE. Consequently, the terminal SHALL support FLUTE for the reception of Service Guide Delivery Descriptors. When FLUTE is used to deliver a Service Guide Delivery Descriptor, the Content-Type used in FDT for the respective TOI SHALL be “application/vnd.oma.bcast.sgdd+xml”.
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	Description
	Data Type

	ServiceGuideDeliveryDescriptor
	E
	
	
	The Service Guide Delivery Descriptor

Contains the following attributes:

BSDAid

id

version
versionIDLength 
Contains the following sub-element:

NotificationReception
DescriptorEntry
	

	BSDAid
	A
	NM/TM
	1
	Identifier of the BSD/A system which performs the aggregation, generation, and delivery of one or more service guides
	anyURI

	id
	A
	NM/TM
	1
	Unique identifier of the SGDD within one specific SG
	anyURI

	version
	A
	NM/TM
	1
	Version of SGDD
	unsignedInt 

	versionIDLength
	A
	NO/

TO
	0..1
	Indicates the number of least significant bits representing the version ID in the TOI, when Split TOI is used. If this element is omitted, the terminal assumes Split-TOI is not used.

	unsignedLong

	NotificationReception
	E1
	NM/TM
	1
	Reception information for general Notification Messages.  

In case of delivery over Broadcast channel, port is MANDATORY in both Network and Terminal because a designated UDP port SHALL be used to deliver the Notification Message through an on-going session or the designated session while address is optionally used for the delivery of Notification Messages through the designated multicast or broadcast session.
In case of delivery over Interaction channel, requestURL specify address information for subscribing notification, pollURL specify address information for polling notification.
When the Notification Message resource pointed by this element provides Notification Messages carrying Service Guide update, those SHALL relate to the currently bootstrapped Service Guide.
Contains the following attribute:

port

address

requestURL

pollURL
	

	port
	A
	NM/TM
	0..1
	General Notification Message delivery UDP destination port number; delivery over Broadcast Channel.
	unsignedInt

	address
	A
	NM/TM
	0..1
	General Notification Message delivery IP multicast address; delivery over Broadcast Channel.
	string

	requestURL
	A
	NM/TM
	0..1
	URL through which the terminal can subscribe to general Notification Messages; delivery over Interaction Channel.
	anyURI

	pollURL
	A
	NM/TM
	0..1
	URL through which the terminal can poll general Notification Messages over Interaction Channel.
	anyURI

	DescriptorEntry
	E1
	NM/
TM
	1..N
	An entry in the Service Guide Delivery Descriptor.

Contains the following sub-elements:

GroupingCriteria,

Transport,

AlternativeAccessURL,

ServiceGuideDeliveryUnit
Note: if the SG is delivered over the interaction channel only, there is typically only one DescriptorEntry in the SGDD.
	

	GroupingCriteria
	E2
	NM/
TM
	0..1
	Specifies the criteria for grouping Service Guide fragments in this Service Guide DescriptorEntry.

If several criteria for grouping are present at the same time, all those grouping criteria apply to the set of Service Guide fragments in this Service Guide DescriptorEntry.
Please note the same fragment may be declared in multiple DescriptorEntry of the same SGDD in case this fragment can meet multiple grouping criteria.
Contains the following sub-elements:

TimeGroupingCriteria
GenreGroupingCriteria
BSMSelector

ServiceCriteria
	

	TimeGroupingCriteria
	E3
	NM/
TM
	0..1
	Specifies the period of time this DescriptorEntry describes. (For example: declares a certain subgroup of valid Service Guide fragments for next 2 hours). This field expressed as the first 32bits integer part of NTP time stamps.
Contains the following attributes:

startTime,

endTime
	

	startTime
	A
	NM/
TM
	1
	Start of the time period this DescriptorEntry declares fragments for. This field expressed as the first 32bits integer part of NTP time stamps.

(Note: this is different than fragment validity time)
	unsignedInt


	endTime
	A
	NM/
TM
	1
	End of the time period this DescriptorEntry declares fragments for.

(Note: this is different than fragment validity time)
	unsignedInt


	GenreGroupingCriteria
	E3
	NO (?)/
TM
	0..1
	Specifies the classification of the services/content associated with the fragments in this  Service Guide Delivery Unit (e.g. comedy, action, drama)
Note: NM if datatype of "Genre" is string, otherwise NO
	string

	BSMSelector
	E3
	NM/

TM
	0..N
	This is a BSM code that allows a terminal to determine whether the SGDU’s in this SGDD DescriptorEntry – among the SGDU’s that are announced in various DescriptorEntries in various SGDD’s – is associated with the terminal’s affiliated BSM, 

In case the terminal is equipped with one or more bsmFilterCodes, the BSMSelector acts as an access filter for the SGDU’s of the DescriptorEntry and the following applies:

Usage in home network:

The terminal SHALL only use those SGDU’s in the DescriptorEntry that have a matching bsmFilterCode. 

If the terminal has multiple matching bsmFilterCodes, the terminal MAY select one of the BSMSelectors with a matching bsmFilterCode and SHALL then only use the SGDU’s of DescriptorEntries with the selected BSMSelector, until it selects another BSMSelector.
If the BSMSelector is not present the terminal SHALL NOT use any of the SGDU’s in the DescriptorEntry. 
Usage in roaming network:

If the terminal has a matching bsmFilterCode in any of the SGDD’s in this network, then the terminal SHALL only use those SGDU’s in the DescriptorEntry. 

If the terminal has multiple matching bsmFilterCodes, the terminal MAY select one of the BSMSelectors with a matching bsmFilterCode and SHALL then only use the SGDU’s of DescriptorEntries with the selected BSMSelector, until it selects another BSMSelector.
If the terminal or smartcard does not have a matching bsmFilterCode in any of the SGDD’s in this network, the terminal MAY select any  BSMSelector and SHALL only use the SGDU’s of DescriptorEntries with the selected BSMSelector, until it selects another BSMSelector. 

If the BSMSelector is not present, the terminal can use all SGDU’s in the DescriptorEntry. 

In case the terminal is not equipped with a bsmFilterCode, the following applies:

Usage in home network:

The terminal MAY select any BSMSelector that does not contain a bsmFilterCode, and SHALL then only use the SGDU’s of DescriptorEntries with the selected BSMSelector, until it selects another BSMSelector.
Furthermore, the terminal SHALL NOT use the SGDU’s of DescriptorEntries that have a BSMSelector with a bsmFilterCode. 

If the BSMSelector is not present in any of the SGDD’s the terminal can use all SGDU’s in the DescriptorEntry. 

Usage in roaming network:

The terminal MAY select any BSMSelector and SHALL then only use the SGDU’s of DescriptorEntries with the selected BSMSelector, until it selects another BSMSelector.
If the BSMSelector is not present in any of the SGDD’s the terminal can use all SGDU’s in the DescriptorEntry. 

contains the following attribute:

id 

contains the following sub-elements:

BSMFilterCode

Name 
	

	id
	A
	NM/TM
	1
	Identifier of the BSMSelector, unique within the network
	anyURI

	BSMFilterCode
	E4
	NM/TM
	0..1
	The code that specifies this BSMSelector. 

Contains the following attribute:

type
	string

	type
	A
	NM/

TM
	1
	The type of bsmFilterCode. 

1 – BSMCode (Smart Card Code) 

This is used if the determination is made based on the country and operator code in the (U)SIM/(R-)UIM/CSIM
2 – BSMCode (Non Smart Card Code):

This is used if the determination is made based on the country and operator code in the terminal

Other values are reserved.
	unsignedByte

	Name
	E4
	NM/TM
	1..N
	Provides a user readable name for the BSM_Selector, possibly in multiple languages.

The language is expressed using built-in XML attribute xml:lang with this element.. 

This attribute can be used to provide information to the user so he can select the BSMSelector the terminal has to use. 
	string

	
	
	
	
	
	

	ServiceCriteria
	E3
	NM/TM
	0..1
	Allows to group fragments by service. The value of this field is the fragmentId of the Service fragment related to that service.
	anyURI

	Transport
	E2
	NM/
TM
	0..1
	The pointer to the transport session delivering the Service Guide fragments within Service Guide Delivery Units announced in this DescriptorEntry.

Contains the following attributes:

ipAddress,

port,

srcIpAddress,

transmissionSessionID
	

	ipAddress
	A
	NM/
TM
	1
	Destination IP address of the target delivery session
	string

	port
	A
	NM/
TM
	1
	Destination port of target delivery session
	unsignedShort


	srcIpAddress
	A
	NM/
TM
	0..1
	Source IP address of the delivery session
	string

	transmissionSessionID
	A
	NM/
TM
	1
	This is the Transmission Session Identifier (TSI) of the session at ALC/LCT level
	unsignedShort 

	AlternativeAccessURL
	E2
	NM/
TM
	0..N
	Alternative URL for retrieving the Service Guide delivery units via the interaction channel

Note: this sub-element is typically present in the case of interactive delivery of the SG
	anyURI

	ServiceGuideDeliveryUnit
	E2
	NM/
TM
	1..N
	A group of fragments.

Contains the following attributes:

transportObjectID,

versionIDLength,

validFrom,

validTo

Contains the following sub-element:

Fragment
Note: if the SG is delivered over the interaction channel only, this is a pseudo element, and there is typically only one ServiceGuideDeliveryUnit in the SGDD.
	

	transportObjectID
	A
	NM/
TM
	0..1
	The transport object ID of the Service Guide Delivery Unit carrying the declared fragments within this group.
	unsignedInt

	versionIDLength
	A
	NO/
TO
	0..1
	Indicates the number of least significant bits representing the version ID in the transportObjectID, when Split TOI is used. If this element is omitted, the terminal assumes Split-TOI is not used.

	unsignedLong

	validFrom
	A
	NM/
TM
	0..1
	The first moment of time this group of Service Guide fragments is valid. This field expressed as the first 32bits integer part of NTP time stamps.
Note: If this attribute is not present, “validFrom” attribute MUST be present in the “Fragment” sub-element.
	unsignedInt



	validTo
	A
	NM/
TM
	0..1
	The last moment of time this group of Service Guide fragments is valid. This field expressed as the first 32bits integer part of NTP time stamps.
Note: If this attribute is not present, “validTo” attribute MUST be present in the “Fragment” sub-element.
	unsignedInt



	Fragment
	E3
	NM/
TM
	1..N
	Declaration of Service Guide fragment that is available over broadcast channel.

Contains the following attributes:

transportID,

id,

version,

validFrom,

validTo
	

	transportID
	A
	NM/
TM
	1
	The identifier of the announced Service Guide fragment to be used in the Service Guide Delivery Unit header.

Note: if the SG is delivered over the broadcast channel only, this element MUST be present
	unsignedInt

	id
	A
	NM/
TM
	1
	The identifier of the announced Service Guide fragment.
	anyURI 

	version
	A
	NM/
TM
	1
	The version of the announced Service Guide fragment.

Note: The scope of the version is limited to the given transport session. The value of version turn over from 2^32-1 to 0.
	unsignedInt 

	validFrom
	A
	NM/
TM
	0..1
	The first moment when this fragment is valid. If not given, the validity is assumed to have started at some time in the past. This field expressed as the first 32bits integer part of NTP time stamps.
Note: If this attribute is present and “validFrom” attribute of “ServiceGuideDeliveryUnit” is also present, the value of this attribute overrides the value of “ServiceGuideDeliveryUnit” attribiute “validFrom”.
	unsignedInt

	validTo
	A
	NM/
TM
	0..1
	The last moment when this fragment is valid. If not given, the validity is assumed to end in undefined time in the future. This field expressed as the first 32bits integer part of NTP time stamps.
Note: If this attribute is present and “validTo” attribute of “ServiceGuideDeliveryUnit” is also present, the value of this attribute overrides the value of “ServiceGuideDeliveryUnit” attribute “validTo”.
	unsignedInt

	<proprietary elements/attributes >
	E1 or lower
	NO/
TO
	0..N
	Any number of proprietary or application-specific elements or attribtues that are not defined in this specification.
	


Change 2:  Change to section 7.1
7.1 Format of Notification Message

Notification Message structure consists of:

· Generic fields: id, version, notificationType, eventType, IDRef, validity, Title, Description, PresentationType and Extension
· Notification content: SessionInformation, MediaInformation, ServiceGuideDeliveryDescriptor, FragmentID and AuxDataTrigger
While the generic fields can be used with all types of notifications, the notification content varies according to the notification type and event type. For example: emergency notification could contain generic fields + MediaInformation; SG download or update notification could contain ServiceGuideDeliveryDescriptor or FragmentID; etc.
A Notification Message carrying Service Guide update (eventType with value 2) SHALL only carry updates that relate to the currently bootstrapped Service Guide.
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	Description
	Data Type

	Notification
Message
	E
	
	
	Notification Message
Contains the following attributes:

id
version

notificationType
eventType
validity

Contains the following elements:
IDRef
Title 
Description

PresentationType

Extension
SessionInformation

MediaInformation
ServiceGuideDeliveryDescriptor
FragmentID

AuxDataTrigger
	

	id
	A
	NM/
TM
	1
	Identifier of Notification Message
	anyURI

	version
	A
	NM/
TM
	1
	Notification Message version information. It is to be used to check for Notification Message Redundancy and new Notification Messages. This field can be expressed as the first 32bits integer part of NTP time stamps.
	unsignedInt



	notificationType
	A
	NM/
TM
	1
	Notification Type. Allowed values are:
0 - this message is user-oriented message, such as notice from SP, emergency, etc.

1- this message is terminal-oriented message, such as start of service, file download, AuxDataTrigger, etc.

2-127: For future use

128-255: For proprietary use

	unsignedByte

	eventType
	A
	NM/TM
	1
	Type of notification event carried in this Notification Message.  See section 7.2
	unsignedByte

	validity
	A
	NM/
TM
	0..1
	Valid time of Notification Message. This field expressed as the first 32bits integer part of NTP time stamps.
If validity is specified, the Notification Message should be expired at the specified time.
	unsignedInt



	IDRef
	E1
	NM/

TM
	0..N
	Fragment ID references of the main services or contents which the Notification Message is related to
	anyURI

	Title
	E1
	NM/
TM
	0..N
	Title of Notification Message, possibly in multiple languages. 

The language is expressed using built-in XML attribute xml:lang with this element.
	string

	Description
	E1
	NM/
TM
	0..N
	Description or Messages of Notification, possibly in multiple languages

The language is expressed using built-in XML attribute xml:lang with this element
	string

	Presentation
Type
	E1
	NM/
TM
	1
	Recommends the type of presentation for the received Notification Messages based on the priority of the Notification Message. Allowed values are:

0 – For high priority Notification Messages, Terminal MAY immediately render the message after interrupting all the applications.

1 – For medium priority Notification Messages, Terminal MAY immediately render the message, overlaying the present playing services.

2 – For low priority Notification Messages, Terminal MAY NOT immediately render the message, the user can see the stored message whenever he or she wants. 

3-127: For future use
128-255: For proprietary use




	unsignedByte

	Extension
	E1
	NM/
TM
	0..N
	Additional information related to this Notification Message. 

Contains following attribute:

url

Contains following sub-element:

Description
	

	url
	A
	NM/
TM
	1
	URL containing additional information related to this notification. 
	anyURI

	Description
	E2
	NM/
TM
	0..N
	Description regarding the additional information which can be retrieved from a web page. The language is expressed using built-in XML attribute xml:lang with this element
	string

	SessionInformation
	E1
	NM/
TM
	0..N
	This element SHALL be present when the Notification Message carries pointer to another delivery session, for example for file download or update, SG download or update, or auxiliary data download.

SessionInformation defines the delivery session information, transport object identifiers of the objects delivered through the indicated session, and URI as alternative method for delivery over interaction channel.  After receiving Notification Message with SessionInformation, Terminal would access the relevant session specified by SessionInformation and take a proper action like receiving contents.

Contains the following attributes:

validFrom

validTo

usageType
Contains the following elements:

DeliverySession


AlternativeURI
Note: Relatively long-lived auxiliary data associated with this Notification Message should be scheduled for distribution using the Service Guide.  On the other hand, dynamic updates of auxiliary data may be delivered on the delivery session referenced by this SessionInformation.
	

	validFrom
	A
	NM/
TM
	0..1
	The first moment when the session for terminal to receive data is valid. This field expressed as the first 32bits integer part of NTP time stamps.
	unsignedInt

	validTo
	A
	NM/
TM
	0..1
	The last moment when the session for terminal to receive data is valid. This field expressed as the first 32bits integer part of NTP time stamps.
	unsignedInt

	usageType
	A
	NM/
TM
	0..1
	Defines the type of the object transmitted through the indicated delivery session. Allowed values are:
0 – unspecified

1 - files

2- streams

3 – SGDD only

4 – mixed SGDD and SGDU

5 - notification

6-127 reserved for future use

128-255 reserved for proprietary use 
Note: SGDU-only is declared through ServiceGuideDeliveryDescriptor element in this Notification Message. 





	unsignedByte 

	Delivery
Session
	E2
	NM/
TM
	0..1
	Target delivery session information indicated by the Notification Message.

Contains the following attributes:

ipAddress

port
sourceIP

transmissionSessionID
Contains the following element:

TransportObjectID
	

	ipAddress
	A
	NM

TM
	1
	Destination IP address of the target delivery session
	string

	port
	A
	NM/

TM
	1
	Destination port of target delivery session
	unsignedShort

	sourceIP
	A
	NM/
TM
	0..1
	Source IP address of the delivery session
	string

	transmission
SessionID
	A
	NM/
TM
	1
	This is the Transmission Session Identifier (TSI) of the session at ALC/LCT level.
	unsignedShort

	Transport
ObjectID
	E3
	NM/
TM
	0..N
	The transport object ID (TOI) of the object transmitting through the indicated delivery session 
	unsignedInt

	AlternativeURI
	E2
	NM/
TM
	0..1
	Alternative URI for receiving the object via the interaction channel.  If terminal cannot access the indicated delivery session, the terminal can receive the objects associated with the Notification Message by AlternativeURI.
	anyURI

	Media
Information
	E1
	NO/
TM
	0..1
	This element SHALL be present when the Notification Message carries information for rendering support of the notification.

Media Information is used to construct and render Notification Messages.
The notification media objects declared below can be delivered over a file delivery session specified by SessionInformation element, or be retrieved via interaction channel via URI of the media object.
Contains the following elements:

Picture

Video

Audio
	

	Picture
	E2
	NO/
TM
	0..N
	Defines how to obtain a picture and MIME type.

Contains the following attributes:

MIMEType

pictureURI
	

	MIMEType
	A
	NO/
TM
	0..1
	MIME type of Picture
	string

	pictureURI
	A
	NO/
TM
	0..1
	The URI referencing the picture
	anyURI

	Video
	E2
	NO/
TM
	0..N
	Defines how to obtain a video and MIME type.

Contains the following attributes:

MIMEType
codec
videoURI
	

	MIMEType
	A
	NO/
TM
	0..1
	MIME type of Video
	string

	codec
	A
	NO/

TM
	0..1
	The codec parameters for the associated MIME Media type. If the file's MIME type definition specifies mandatory parameters, these MUST be included in this string. Optional parameters containing information that can be used to determine as to whether the terminal can make use of the file SHOULD be included in the string. One example of the parameters defined for video/3GPP, video/3GPP2 is specified in [RFC4281].
	string

	videoURI
	A
	NO/
TM
	0..1
	The URI referencing the video
	anyURI

	Audio
	E2
	NO/
TM
	0..N
	Defines how to obtain a audio and MIME type.

Contains the following attributes:

MIMEType
codec
AudioURI
	

	MIMEType
	A
	NO/
TM
	0..1
	MIME type of Audio
	string

	codec
	A
	NO/

TM
	0..1
	The codec parameters for the associated MIME Media type. If the file's MIME type definition specifies mandatory parameters, these MUST be included in this string. Optional parameters containing information that can be used to determine as to whether the terminal can make use of the file SHOULD be included in the string. One example of the parameters defined for audio/3GPP, audio/3GPP2 is specified in [RFC4281].
	string

	audioURI
	A
	NO/
TM
	0..1
	The URI referencing the audio
	anyURI

	ServiceGuideDeliveryDescriptor
	E1
	NO/
TM
	0..N
	The Service Guide Delivery Descriptor

This element SHALL be present when the Notification Message carries SGDD.
All sub-elements and attribute of ServiceGuideDeliveryDescriptor element SHALL be supported by the network if ServiceGuideDeliveryDescriptor element is supported by the network.

SGDD described with this element SHALL relate to the currently bootstrapped Service Guide.
Contains the following attributes:

id

version
versionIDLength
Contains the following sub-element:

DescriptorEntry
	

	id
	A
	NO/
TM
	1
	Unique identifier of the SGDD within one specific SG
	anyURI

	version
	A
	NO/
TM
	1
	Version of SGDD
	unsignedInt 

	versionIDLength
	A
	NO/

TO
	0..1
	Indicates the number of least significant bits representing the version ID in the TOI, when Split TOI is used. If this element is omitted, the terminal assumes Split-TOI is not used.
	unsignedLong

	Descriptor
Entry
	E2
	NO/
TM
	0..N
	An entry in the Service Guide Delivery Descriptor.

Contains the following sub-elements:

GroupingCriteria,

Transport,

AlternativeAccessURL,

ServiceGuideDeliveryUnit
	

	GroupingCriteria
	E3
	NO/
TM
	0..1
	Specifies the criteria for grouping Service Guide fragments in this Service Guide DescriptorEntry.

If several criteria for grouping are present at the same time, all those grouping criteria apply to the set of Service Guide fragments in this Service Guide DescriptorEntry.

Contains the following sub-elements:

TimeGroupingCriteria,

GenreGroupingCriteria,

ServiceProviderCriteria
ServiceCriteria
	

	TimeGroupingCriteria
	E4
	NO/
TM
	0..1
	Specifies the period of time this DescriptorEntry describes. (For example: declares a certain subgroup of valid Service Guide fragments for next 2 hours)

Contains the following attributes:

startTime,

endTime
	

	startTime
	A
	NO/
TM
	1
	Start of the time period this DescriptorEntry declares fragments for. This field expressed as the first 32bits integer part of NTP time stamps.

(Note: this is different than fragment validity time)
	unsignedInt



	endTime
	A
	NO/
TM
	1
	End of the time period this DescriptorEntry declares fragments for. This field expressed as the first 32bits integer part of NTP time stamps.

(Note: this is different than fragment validity time)
	unsignedInt



	GenreGroupingCriteria
	E4
	NO/
TM
	0..1
	Specifies the classification of the services/content associated with the fragments in this  Service Guide Delivery Unit (e.g. comedy, action, drama)
	string

	ServiceProviderCriteria
	E4
	NO/
TM
	0..1
	Specifies the each service provider by unique name.
	string

	ServiceCriteria
	E4
	NO/TM
	0..1
	Allows to group fragments by service. The value of this field is the id of the Service fragment related to that service.
	anyURI

	Transport
	E3
	NO/
TM
	0..1
	The pointer to the transport session delivering the Service Guide fragments within Service Guide Delivery Units announced in this DescriptorEntry.

Contains the following attributes:

ipAddress,

port,

srcIpAddress,

transmissionSessionID
	

	ipAddress
	A
	NO/
TM
	1
	Destination IP address of the target delivery session
	string

	Port
	A
	NO/
TM
	1
	Destination port of target delivery session
	unsignedShort

	srcIpAddress
	A
	NO/
TM
	0..1
	Source IP address of the delivery session
	string

	transmissionSessionID
	A
	NO/
TM
	1
	This is the Transmission Session Identifier (TSI) of the session at ALC/LCT level.
	unsignedShort

	AlternativeAccessURL
	E3
	NO/
TM
	0..N
	Alternative URL for retrieving the Service Guide delivery units via the interaction channel
	anyURI

	ServiceGuideDeliveryUnit
	E3
	NO/
TM
	1..N
	A group of fragments.

Contains the following attributes:

transportObjectID,
versionIDLength,
validFrom,

validTo

Contains the following sub-element:

Fragment
	

	transportObjectID
	A
	NO/
TM
	0..1
	The transport object ID of the Service Guide Delivery Unit carrying the declared fragments within this group.
	unsignedInt


	versionIDLength
	A
	NO/
TO
	0..1
	Indicates the number of least significant bits representing the version ID in the transportObjectID, when Split TOI is used. If this element is omitted, the terminal assumes Split-TOI is not used.
	unsignedLong

	validFrom
	A
	NO/
TM
	0..1
	The first moment of time this group of Service Guide fragments is valid. This field expressed as the first 32bits integer part of NTP time stamps.
Note: If this attribute is not present, “validFrom” attribute MUST be present in the “Fragment” sub-element.
	unsignedInt



	validTo
	A
	NO/
TM
	0..1
	The last moment of time this group of Service Guide fragments is valid. The format is NTP. This field expressed as the first 32bits integer part of NTP time stamps.
Note: If this attribute is not present, “validTo” attribute MUST be present in the “Fragment” sub-element.
	unsignedInt



	Fragment
	E4
	NO/
TM
	1..N
	Declaration of Service Guide fragment that is available over broadcast channel.

Contains the following attributes:

transportID,

id,

version,

validFrom,

validTo
	

	transportID
	A
	NO/
TM
	1
	The identifier of the announced Service Guide fragment to be used in the Service Guide Delivery Unit header.
	unsignedInt


	id
	A
	NO/
TM
	1
	The identifier of the announced Service Guide fragment.
	anyURI 

	version
	A
	NO/
TM
	1
	The version of the announced Service Guide fragment.

Note: The scope of the version is limited to the given transport session. The value of version turn over from 2^32-1 to 0.
	unsignedInt 

	validFrom
	A
	NO/
TM
	0..1
	The first moment when this fragment is valid. If not given, the validity is assumed to have started at some time in the past. This field expressed as the first 32bits integer part of NTP time stamps.
Note: If this attribute is present and “validFrom” attribute of “ServiceGuideDeliveryUnit” is also present, the value of this attribute overrides the value of “ServiceGuideDeliveryUnit” attribiute “validFrom”.
	unsignedInt


	validTo
	A
	NO/
TM
	0..1
	The last moment when this fragment is valid. If not given, the validity is assumed to end in undefined time in the future. This field expressed as the first 32bits integer part of NTP time stamps.
Note: If this attribute is present and “validTo” attribute of “ServiceGuideDeliveryUnit” is also present, the value of this attribute overrides the value of “ServiceGuideDeliveryUnit” attribute “validTo”.
	unsignedInt


	FragmentID
	E1
	NO/
TM
	0..N
	The globally unique ID of SG fragments.

This element SHALL be present when the Notification Message notifies update of the SG fragments referenced by this element.
	anyURI

	AuxDataTrigger
	E1
	NO/
TO
	0..N
	This Element contains information to trigger the auxiliary data downloading and storage, or the auxiliary data insertion associated with main service or content. 

globalContentID and/or FilteringData can be used to identify and/or fetch the auxiliary data content, and/or FilteringData associated with the auxiliary data content.
Note: The auxiliary data downloading trigger indicates that auxiliary data should be downloaded and stored when the filtering criteria are met.  Absence of FilteringData in the downloading trigger implies that the auxiliary data should be stored.  Persistence of storage is terminal implementation dependent.
Contains the following Elements:

GlobalContentID

FilteringData
PresentationRule
	

	GlobalContentID
	E2
	NO/
TM
	0..1
	Globally Unique Identifier of the auxiliary data content.
	anyURI

	FilteringData
	E2
	NO/
TO
	0..N
	Reference to the location of the filtering related information associated with the AuxDataTrigger Notification Message, or the filtering–related information embedded within this Notification Message.

Note: filtering related information can include attributes, values, rules, filter IDs, etc. 
Contains the following sub-elements:

Location

TargetProfile

FilterIDs

Note: either Location, TargetProfile, or FilterIDs, but not more than one of these sub-elements, may be present in FilteringData.
	

	Location
	E3
	NO/

TM
	0..1
	Reference to the location of the filtering related information associated with the AuxDataTrigger, from which that data can be retrieved.
	anyURI

	TargetProfile
	E3
	NO

/TM
	0..N
	Filter rules and/or attributes to be used in the selection of auxiliary data for downloading and storage, or insertion. 

The extensible list of TargetProfile for a particular AuxDataTrigger notification enables the filtering/customization of the auxiliary data triggered by the notification, according to any specified filtering characteristic, eg. user preference, user age, user location, service provider, etc.
Note: The number of TargetProfile entries SHALL be the same as the number of SessionInformation entries, and specifically, TargetProfile 1 maps to SessionInformation 1, TargetProfile 2 maps to SessionInformation 2, and so on.

Attribute:

filterID
Sub-elements:
attributeName
FilterRules

Note: TargetProfile should be used to identify the type of auxiliary data file associated with the AuxDataTrigger notification.  As an example, for an ad insertion event, attributeName = “URI” and attributeValue = “advertisement” can be used to match against the URI identifiers of auxiliary data files stored on the terminal for the keyword “advertisement”.  Such mechanism would identify all the advertisements stored on the terminal, for subsequent insertion selection based on filter rules/attributes.
	

	filterID
	A
	NO

/TM
	0..1
	Identity of the TargetProfile to be stored on the terminal for subsequent reference as a Filter ID sent as part of the FilterIDs (E3).
	anyURI

	attributeName
	E4
	NO/

TM
	0..N
	Profile attribute name. 
Attribute:

attributeValue
	string

	attributeValue
	A
	NO/

TM
	1
	Profile attribute value. 
	string

	FilterRules
	E4
	NO/

TM
	0..1
	Filter rules that are used in the selection of auxiliary data for downloading and storage, or insertion.
	string

	FilterIDs
	E3
	NO

/TM
	0..N
	Zero or more filter IDs used in the selection of auxiliary data for downloading and storage, or insertion.

Each ad filter ID is an alias for a corresponding set of filter rules stored in the terminal.  The rule set(s) in the FilterID list is(are) applied to the selection of the auxiliary data for downloading and storage, or insertion.

The FilterID refers to the TargetProfile previously stored on the terminal.
	anyURI

	PresentationRule
	E2
	NO/
TM
	0..1
	Specifies the presentation rules when the cached content should be rendered with this Notification Message.  
Contains the following attributes:

renderingTime
duration
	

	renderingTime
	A
	NO/
TM
	0..1
	Specifies the timing to start the presentation of the auxiliary data.
In case eventType = 64 this element represent the time instant as the first 32bits integer part of NTP time for which the Notification Message is displayed or the auxiliary data insertion event occurs.
In case eventType = 65, this element represent the offset in  segments for which the auxiliary data insertion event occurs, relative to the start of the presentation of the associated main content.
	unsignedInt


	duration
	A
	NO/
TM
	0..1
	Time length of presentation of the auxiliary data in seconds.
	unsignedShort
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