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1 Reason for Change

	SCP-0068
	2007.01.12
	T
	6.9.1
	Source: QUALCOMM

Form: OMA-BCAST-2007-0012
Comment:

Regarding BCAST Client identifiers, MEID is missing.

Proposed Change:

1. Add MEID (Mobile Station Equipment Identifier) to the table before Table 13 (un-numbered) and also Table 13.  In Table 13, the definition for MEID should be “MEID numbering is defined in [3GPP2 C.S0072]”.
	Status: Tentatively CLOSED

Replace “IMEI” in table 13 with “Either MEID or IMEI”

Action item for Charles to provide reference for [3GPP2 C.S0072]


	SCP-0430
	2007.02.16
	T
	6.9.1
	Source: Ericsson

Form: BCAST-2007-0267 

Comment: 

BCAST Client Identifier supports only IMEI as underlying identifier. It should be allowed to use other identifier schemes to include also devices without IMEI.
Proposed Change: 
Extend BCAST Client ID to allow other identifier schemes than IMEI. 
	Status: OPEN


2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Accept the proposed change for inclusion into the affected TS.
6 Detailed Change Proposal

Change 1:  SPCP 6.9 Client ID (section numbering shown here is incorrect)
7.1 BCAST Client ID for (U)SIM Smartcard Profile

This section describes how a BCAST Client identifier MAY be sent by the Terminal (ME) or MAY be requested by the NAF Server (Rights Issuer) during MBMS User Service Registration.

This MAY allow the NAF Server (Rights Issuer) to check software / firmware versions and make a decision as to whether or not access can be granted to the terminal requesting the service.

The mechanisms described in this section are OPTIONAL for the network to use and MANDATORY for the terminal to support if they have a BCAST client ID, a terminal certificate and if they support the (U)SIM Smartcard Profile for service protection. The mechanisms are MANDATORY for the terminal to support for the (U)SIM Smartcard Profile for content protection, i.e. the BCAST client ID and terminal certificate are MANDATORY.

Security: Message integrity and authentication is guaranteed by using certificate-based mutual authentication between UE and Application Server for access to NAF using HTTPS as specified in [3GPP TS 33.222].
7.1.1 BCAST Client Identifier
The format defined below SHALL be used as a unique BCAST client identifier for the Smartcard Profile.

The BCAST_Client_ID SHOULD be stored in the BCAST Management Object (BCAST MO) as specified in [BCAST10-Services]. Note that the BCAST_Client_ID may be stored elsewhere in the device.

Note that it is NOT mandatory for every terminal to have a BCAST Client Identifier for service protection, it is only MANDATORY for content protection.
	BCAST_Client_ID
	Length
	Type

	TerminalIdentifierType
	1
	byte

	TerminalIdentifier
	16
	byte

	TerminalFirmwareVersionNo
	2
	byte

	ClientManufacturerCode
	2
	byte

	ClientModelNo
	2
	byte

	ClientSerialNo
	3
	byte

	ClientSoftwareVersionNo
	2
	byte


Coding and Semantics of Attributes:
The Terminal identifiers are specific to the actual device used to receive mobile broadcast services and are defined in the Table below:

Table 1: Terminal Identifiers

	Parameter
	Definition

	TerminalIdentifierType 
	Value
	Type

	
	0
	IMEI (International Mobile Equipment Identity) as defined in [3GPP TS 23.003].

	
	1
	MEID (Mobile Station Equipment Identifier) as defined in [3GPP2 C.S0072]

	
	2
	Globally Unique Identifier (GUID) 

	
	3
	Media Access Control (MAC) address in EUI-48 or EUI-64 format

	
	4-127
	for future use

	
	128-255
	for private use

	TerminalIdentifier
	The identifier of the terminal, in the format specified through TerminalIdentifierType. Identifiers that occupy less space than 16 bytes are padded with leading zeros to fill 16 bytes after padding.

	TerminalFirmwareVersion
	Version number indicating the firmware version of the terminal.
This version number is assigned by the Terminal manufacturer.
This version number SHALL be increased following a secure firmware upgrade.


The Client identifiers are specific to the BCAST client installed in the Terminal allowing access to the BCAST services and are indicated in the Table below:

Table 2: BCAST Client Identifiers

	Parameter
	Definition

	ClientManufacturerCode
	Indicates the BCAST client manufacturer. Manufacturer codes SHALL be defined using TBD.

	ClientModelNo
	Model number for a specific manufacturer code. Numbering assignment is left to the manufacturer.

	ClientSerialNo
	Unique serial number specific to the BCAST client manufacturer code and model number. Serial number assignment is left to the manufacturer.
Note that this is unique for a given ClientManufacturerCode and ClientModelNo pair

	ClientSoftwareVersion
	Version number indicating the software (or firmware) version of the terminal. This version number is assigned by the BCAST client manufacturer.
This version number SHALL be increased following a secure software (or firmware) upgrade.
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