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1 Reason for Change

BCAST has discussed which version of HTTPS is to be used for BCAST and agreed that HTTPS based on SSL 3.0 and HTTPS based on TLS 1.0 SHALL be used for BCAST Network Entities and BCAST Terminal.

This CR just shows the required changes to TS-Service.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

If Group agree this CR, then the proposed change will be reflected to the latest version of TS Service.
6 Detailed Change Proposal

Change 1:  Section 2.1 Normative Reference
a. Normative References
	
	

	
	

	[IOPPROC]
	“OMA Interoperability Policy and Process”, Version 1.1, Open Mobile Alliance™, OMA-IOP-Process-V1_1, URL:http://www.openmobilealliance.org/

	[OMA DM]
	“Enabler Release Definition for OMA Device Management v1.2”, OMA-ERELD-DM-V1_2_0

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[RFC2234]
	“Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. November 1997, URL:http://www.ietf.org/rfc/rfc2234.txt

	[DRMDRM-v2.0]
	“DRM Specification V2.0”, Open Mobile Alliance™, OMA-DRM-DRM-V2_0,

http://www.openmobilealliance.org/

	[URI-Schemes]
	“URI Schemes for the Mobile Applications Environment”, Version 1.0, Open Mobile Alliance™

	[BCAST10-Ser vices]
	"Mobile Broadcast Services", Open Mobile Alliance™, OMA-TS-BCAST_Services-V1_0, http://www.openmobilealliance.org/

	[BCAST10-SG]
	"Service Guide for Mobile Broadcast Services", Open Mobile Alliance™, OMA-TS-BCAST_ServiceGuide-V1_0, http://www.openmobilealliance.org/

	[BCAST10-Distribution]
	"File and Stream Distribution for Mobile Broadcast Services ", Open Mobile Alliance™, OMA-TS-BCAST_Distribution-V1_0, http://www.openmobilealliance.org/

	[BCAST10-ServContProt]
	"Service and Content Protection for Mobile Broadcast Services", Open Mobile Alliance™, OMA-TS-BCAST_SvcCntProtection-V1_0, http://www.openmobilealliance.org/

	[BCAST10-MBMS-Adaptation]
	"Broadcast Distribution System Adaptation – 3GPP/MBMS", Open Mobile Alliance™, OMA-TS-BCAST_MBMS_Adaptation-V1_0, http://www.openmobilealliance.org/

	[BCAST10-BCMCS-Adaptation]
	"Broadcast Distribution System Adaptation – 3GPP2/BCMCS", Open Mobile Alliance™, OMA-TS-BCAST_BCMCS_Adaptation-V1_0, http://www.openmobilealliance.org/

	[BCAST10-DVBH-IPDC-Adaptation]
	"Broadcast Distribution System Adaptation – IPDC over DVB-H", Open Mobile Alliance™, OMA-TS-BCAST_DVB_Adaptation-V1_0, http://www.openmobilealliance.org/

	[BCAST10-Requirements]
	"Mobile Broadcast Services Requirements", Open Mobile Alliance™, OMA-RD-BCAST-V1_0, http://www.openmobilealliance.org/

	[BCAST10-ERELD]
	"Enabler Release Definition for Mobile Broadcast Services", Open Mobile Alliance™, OMA-ERELD-BCAST-V1_0, http://www.openmobilealliance.org/

	[DRM20-Broadcast-Extensions]
	"OMA DRM v2.0 Extensions for Broadcast Support", Open Mobile Alliance™, OMA-TS-DRM-XBS-V1_0, http://www.openmobilealliance.org/

	[RFC 2865]

	“Remote Authentication Dial In User Service (RADIUS)”, The Internet Engineering Task Force  RFC 2865, http:// www.ietf.org/

	[3GPP TS 33.246]

	“3G Security; Security of Multimedia Broadcast/Multicast Service (MBMS)”, 3rd Generation Partnership Project, Technical Specification 3GPP TS 33.246, http://www.3gpp.org/

	[3GPP TS 26.246]

	“Transparent end-to-end Packet-switched Streaming Service (PSS); 3GPP SMIL language profile”, 3rd Generation Partnership Project, Technical Specification 3GPP TS 26.246, http://www.3gpp.org/

	[3GPP TS 23.003]

	“Numbering, addressing and identification”, 3rd Generation Partnership Project, Technical Specification 3GPP TS 23.003, http:// www.3gpp.org/

	[3GPP2 C.S0072]

	“Mobile Station Equipment Identifier (MEID) Support for CDMA 2000 Spread Spectrum Systems, Revision 0”, 3rd Generation Partnership Project 2, Technical Specification 3GPP2 C.S0072, http:// www.3gpp2.org/

	[OMA MLP]
	“Mobile Location Protocol”, Open Mobile AllianceTM, OMA-TS-MLP-V3_2

URL:http://www.openmobilealliance.org/

	[DMBOOT]
	“OMA Device Management Bootstrap, Version 1.2”. Open Mobile Alliance(. 
OMA-TS-DM_Bootstrap-V1_2. URL:http://www.openmobilealliance.org

	[DMDDFDTD]
	“OMA DM Device Description Framework DTD, Version 1.2”. Open Mobile Alliance(. 
OMA-SUP-dtd_dm_ddf-v1_2. URL:http://www.openmobilealliance.org

	[DMNOTI]
	“OMA Device Management Notification Initiated Session, Version 1.2”. Open Mobile Alliance(. OMA-DM_Notification-V1_2. URL:http://www.openmobilealliance.org

	[DMPRO] 
	“OMA Device Management Protocol, Version 1.2”. Open Mobile Alliance(. 
OMA-TS-DM_Protocol-V1_2. URL:http://www.openmobilealliance.org

	[DMREPU]
	“OMA Device Management Representation Protocol, Version 1.2”. 
Open Mobile Alliance(. OMA-TS-DM_RepPro-V1_2. URL:http://www.openmobilealliance.org

	[DMSEC] 
	“OMA Device Management Security, Version 1.2”. Open Mobile Alliance(. 
OMA-TS-DM_Security-V1_2. URL:http://www.openmobilealliance.org

	[DMSTDOBJ]
	“OMA Device Management Standardized Objects, Version 1.2”. Open Mobile Alliance(. OMA-TS-DM_StdObj-V1_2. URL:http://www.openmobilealliance.org

	[DMTND]
	“OMA Device Management Tree and Description, Version 1.2”. Open Mobile Alliance(. OMA-TS-DM_TND-V1_2. URL:http://www.openmobilealliance.org

	[DMTNDS]
	“OMA Device Management Tree and Description Serialization, Version 1.2”. Open Mobile Alliance(. OMA-TS-DM_TNDS-V1_2. URL:http://www.openmobilealliance.org

	[ERELDSC]
	“Enabler Release Definition for SyncML Common Specifications, version 1.2”. Open Mobile Alliance(. OMA-ERELD-SyncML-Common-V1_2. URL:http://www.openmobilealliance.org

	[OMA FUMO]
	" OMA Enabler Release Definition for Firmware Update Management Object v1.0", Open Mobile Alliance™, OMA-ERELD-FUMO-V1_0, http://www.openmobilealliance.org/

	[RFC 3261]
	“SIP: Session Initiation Protocol”, Rosenberg, J. et al, June 2002, 
URL: http://www.ietf.org/rfc/rfc3261.txt

	[RFC 3966]
	“The tel URI for Telephone Numbers”, Schulzrinne, H., December 2004,
URL: http://www.ietf.org/rfc/rfc3966.txt

	[MMSCONF]
	“MMS Conformance Document 1.3”, Open Mobile Alliance. OMA-MMS-CONF-1_3.doc. http://www.openmobilealliance.org/

	[MMSTEMP]
	“MMS Message Template Specification 1.3”, Open Mobile Alliance. OMA-MMS-TEMP-1_3.doc. http://www.openmobilealliance.org/

	[XHTMLMP11]    
	"XHTML Mobile Profile 1.1", Open Mobile Alliance. OMA-WAP-XHTMLMP-V1_1. URL:http://www.openmobilealliance.org/

	[OMA Charging AD] 
	“Charging Architecture”, Open Mobile Alliance, OMA-AD-Charging-V1_0-20060511-D, URL:http://www.openmobilealliance.org/

	[RFC 2822]
	RFC 2822, “Internet Message Format”, P. Resnick, Ed. April 2001, URL:http://www.ietf.org/rfc/rfc2822.txt.


Extensible Markup Language (XML) 1.1, W3C Recommendation 04 February 2004, edited in place 15 April 2004. http://www.w3.org/TR/xml11

	
	


XML Schema, http://www.w3.org/XML/Schema 

	
	

	[BCAST10-XMLSchema-InteractivityMedia]
	"Mobile Broadcast Services – XML Schema for InteractivityMediaDocument", Open Mobile Alliance™, OMA-SUP-XSD_bcast_si_interactivitymedia-V1_0, http://www.openmobilealliance.org/



	[3GPP TS 22.022]
	“Personalisation of GSM Mobile Equipment (ME); Mobile functionality specification”, 3rd Generation Partnership Project, Technical Specification 3GPP TS 22.022, http:// www.3gpp.org/

	[RFC2246]    
	“The TLS Protocol, Version 1.0”, T. Dierks, C.Allen, January 1999, URL:http://www.ietf.org/rfc/rfc2246.txt   

	[SSL30]
	“SSL 3.0 Specification”, Netscape Communications, November 1996, URL:http://wp.netscape.com/eng/ssl3/draft302.txt    


Change 2:  Section 5.1.1.1
The BPR-M in the BSM SHALL support HTTP POST as a delivery method to exchange Service Provisioning messages over SPR-7.

The BPR-M in the BSM MAY support HTTPS POST as a delivery method to exchange Service Provisioning messages over SPR-7, where HTTPS SHALL be based on SSL [SSL30] and TLS 1.0 [RFC2246]
The BPR-C in the Terminal SHALL support HTTP POST and MAY support HTTPS POST as a delivery method to exchange Service Provisioning messages over SPR-7, where HTTPS SHALL be based on .SSL [SSL30] and TLS 1.0 [RFC2246]
For proper operation of Service Provisioning function, the terminal needs to know the URL for HTTP or HTTPS sessions. This is supported by ‘purchaseURL’ element contained in the PurchaseChannel fragment of Service Guide.

Change 3:  Section 5.1.3.1
Message authentication SHALL be provided using HTTPS that SHALL be based on .SSL [SSL30] and TLS 1.0 [RFC2246]
Change 4:  Section 5.3.1
This section describes the protocols which are provided by the Service Interaction Function of the BCAST enabler at the interface between BSI-G and BSI-C through SI-8 and the media codecs the BCAST application supports. 

With respect to the protocols, please note that this section only specifies the protocols to be used for the Service Interaction Function. The use of the interaction channel by other functions (e.g. Service Guide Function) is defined in the respective other parts of the TS and is not part of this section.

The available interaction protocols for a service are signalled in the Service Guide according to section 5.1.2.4 in the BCAST Service Guide specification. If a terminal does not support any of the interaction protocols specified here, it SHALL not offer the interactive parts of the service to the user.

A service making use of the interaction function MAY use any of the following protocols. 

Regarding support of the protocols in the terminal for use by the Service Interaction Function, the following rules apply:

· The terminal SHALL support the following protocols: IP, TCP, HTTP.

· The terminal MAY support the following protocols: SMS, IPSEC, UDP, MMS, WAP, HTTPS based on SSL [SSL30] and TLS 1.0 [RFC2246], SIP/IMS.
· If a terminal supports SMS, it SHALL support SMS as an interaction protocol for BCAST services.

· If a terminal supports MMS, it SHALL support MMS as an interaction protocol for BCAST services.
· Furthermore, the terminal MAY offer the user an option to initiate a voice call from the service application of an interactive broadcast service. In this case, the terminal SHALL prompt the user before actually making the call.

Change 5:  Section 5.4.2
The above data structure SHALL be instantiated as XML Schema instance according to XML Schema in Appendix C of this specification. The XML Schema instance in turn SHALL be communicated from terminal to network by HTTP POST. For confidentiality, HTTPS based on SSL [SSL30] and TLS 1.0 [RFC2246] MAY be used.

Change 6:  Section 5.7.2.1
The following protocol stack SHALL be used for message exchange between BSMs. HTTP over TCP/IP SHOULD be used for the delivery of the roaming procedure authorisation messages. HTTPS based on SSL [SSL30] and TLS 1.0 [RFC2246] SHALL be used in conjunction with TCP/IP to provide secure delivery of the authorisation messages.
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