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1 Reason for Change

For requesting specific Service Guide fragments over the interaction channel, the terminal may use certain criteria specifying the requested fragments using key-value pairs. Here, <key> is the key representing the criteria, and <value> is the value from the domain of the criteria.
For some of the criteria as specified in TS SG, the meaning of a request containing those criteria is ambiguous. This might lead to interoperability problems, or might increase the number of round-trips for the terminal to get the fragments it needs. This CR proposes to clarify the meaning of requests containing any of the respective key-value pairs. In addition, it adds explanatory text stating that while a terminal request containing key-value pairs specifies fragments the terminal expects to receive, the response is not necessarily restricted to include only fragments that match the given criteria.

Furthermore, the CR proposes to clarify the interpretation of requests that include multiple key-value pairs.
R01: Server response specified more precisely. Added conditions for treatment of requests containing multiple key-value pairs with key “serviceType” or “genre”. Added clarification about server support of key-value assignments.
R02: Clarification for ambiguous criteria is now achieved through definition and use of the term “associated with”. Added co-signer.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Accept the proposed change for inclusion into the affected TS.
6 Detailed Change Proposal

Change 1:  (optional)Brief description of specific change

5.4.3.4 Requests for specific Service Guide fragments

If the terminal supports requests for specific Service Guide fragments, the terminal SHALL request specific Service Guide fragments over the Interaction Channel as follows:

· When terminal requests individual Service Guide fragments by their identifiers, the ‘message-body’ of HTTP/1.1 request message SHALL contain key-value pair, using "fragmentID" as the key and the attribute ‘id’ of the requested fragment as the value. 

· When terminal requests Service Guide fragments associated to an SGDD, the ‘message-body’ of HTTP/1.1 request message SHALL contain key-value pair, using "sgddID" as the key and the attribute ‘id’ of the SGDD as the value. 

· When terminal requests Service Guide fragments with criteria other than the fragment identifier or SGDD identifier, the ‘message-body’ of HTTP/1.1 request message SHALL contain key-value pairs, using <key> as the key representing the criteria and the <value> as the value from the domain of the criteria. These key-value pairs SHALL be delimited by a ‘&’. If several key-value pairs are given, they are combined as follows:
· If there are several key-value pairs having the key “serviceType”, these are combined using AND logic, i.e. the expected reply are Service Guide fragments that satisfy all given criteria.

· If there are several key-value pairs having the key “genre”, these are combined using AND logic, i.e. the expected reply are Service Guide fragments that satisfy all given criteria.

· Otherwise, key-value pairs having the same key are combined using OR logic, i.e. the expected reply are Service Guide fragments that satisfy at least one of the given criteria. The group of OR-combined keys is in the next step below treated as one entity.

· Key-value pairs (or groups of pairs having the same key) having different keys are combined using AND logic, i.e. the expected reply are Service Guide fragments that satisfy all given criteria.
· The response to a terminal request containing key-value pairs specifying the set of fragments the terminal expects to receive SHOULD contain all the fragments matching the given criteria and MAY include in addition fragments that do not match the given criteria. If the terminal request does not contain any key-value pairs having the keys “validFrom” or “validTo”, then the response SHALL contain only fragments that are currently valid.
· Furthermore, terminal and server SHALL support the following assignments for the <key> and <value> fields:

· <key>
: 
“globalServiceID” 
<value>
: 
Attribute ‘globalServiceID’ used within ‘Service’ fragment 
Meaning
: 
Terminal requests ‘Service’ fragments having ‘globalServiceID’ equal to <value> and 
Service Guide fragments associated with ‘Service’ fragments having ‘globalServiceID’ equal to 
<value>.

· <key>
: 
“globalContentID” 
<value>
: 
Attribute ‘globalContentID’ used within ‘Content’ fragment 
Meaning
: 
Terminal requests ’Content’ fragments having ‘globalContentID’ equal to <value> and 
Service Guide fragments associated with ‘Content’ fragments having ‘globalContentID’ equal 
to <value>.

· <key>
: 
“validFrom”
<value>
: 
Attribute ‘validFrom’ used within Service Guide fragments
Meaning
: 
Terminal requests Service Guide fragments whose attribute ‘validFrom’ is greater or equal to the 

<value>.
· <key>
: 
“validTo”
<value>
: 
Attribute ‘validTo’ used within Service Guide fragments 
Meaning
: 
Terminal requests Service Guide fragments whose attribute ‘validTo’ is less or equal to the 

<value>.
· <key>
: 
“serviceType”
<value>
: 
Attribute ‘serviceType’ used within ‘Service’ fragment
Meaning
: 
Terminal requests ‘Service’ fragments having ‘serviceType’ equal to <value> and Service 
Guide fragments associated with ‘Service’ fragments having ‘serviceType’ equal to <value>.

· <key>
: 
“genre”
<value>
: 
Element ‘genre’ used within Service Guide fragments
Meaning
: 
Terminal requests Service Guide fragments having element ‘genre’ equal to <value> and

Service Guide fragments associated with fragments having element ‘genre’ equal to <value>.

· <key>
: 
“fragmentEncoding”
<value>
: 
Possible values listed in Table 3 under ‘fragmentEncoding’.
Meaning
: 
Terminal requests Service Guide fragments that are encoded with encoding scheme defined 

by <value>.

· <key>
: 
“fragmentType”
<value>
: 
Possible values listed in Table 3 under ‘fragmentType’.
Meaning
: 
Terminal requests Service Guide fragments of that are of type <value>.

· <key>
: 
“all” 
<value>
: 
“true”
Meaning
: 
Terminal requests all available Service Guide fragments.

· <key>
: 
“consistent” 
<value>
: 
“true”
Meaning
: 
Terminal requests consistent set of Service Guide fragments.

· <key>
: 
“bsms” 
<value>
: 
Value of element ‘BSMSelector’ used within SGDD. The value is given as the following 

structure:



If ‘type’ equals “1”: 


“1+”<mobileCountryCode>”+”< mobileNetworkCode>”+”<networkSubsetCode>”+”


<networkSubsetCodeRangeStart>”+”< networkSubsetCodeRangeEnd >”+”


<serviceProviderCode>”+”<corporateCode>”



If ‘type’ equals “2”: 


“2+”<nonSmartCardCode> 

Meaning
: 
Terminal requests Service Guide fragments filtered with ‘BSMSelector’, whose value equals     to <value>.

Note
: 
This <key> SHOULD always be used when requesting Service Guide fragments with a key other than “fragmentID” or “sgddID”.

· <key>
: 
“modified-since” 
<value>
: 
NTP time
Meaning
: 
Terminal requests a set of fragments modified since the specified point in time.

· <key>
: 
“BroadcastAccess” 
<value>
: 
Attribute ‘Type’ under element ‘BDSType’ in Access fregment
Meaning
: 
Terminal requests Service Guide fragments receivable over the specified Broadcast access

· <key>
: 
“UnicastAccess” 
<value>
: 
Attribute ‘type’ under element ‘UnicastServiceDelivery’ in Access fregment
Meaning
: 
Terminal requests Service Guide fragments receivable over the specified Unicast access

· The following applies for the selection of the target for the request:
· Upon the terminal requesting an individual Service Guide fragment by its identifier the terminal does this as follows: In case the terminal had acquired an SGDD that declared the fragment in question and the element ‘AlternativeAccessURL’, the ‘Request-URI’ of HTTP POST request SHALL be set to ‘AlternativeAccessURL’.

· In any other case, the ‘Request-URI’ of HTTP POST request SHALL be set to the Service Guide entry point address (URL)
· In the response the requested Service Guide fragments SHALL be encapsulated in a SGDU as defined in section 5.4.1.3. 

· If the request contained <key> “consistent” with <value> “true”, the returned set of fragments SHALL be consistent as specified in 5.4.1.5.3.

· In the above definitions of key-value pairs, the term “fragments associated with” specifies the set of fragments that either directly reference or are directly referenced by the fragments matching the respective key-value pair.
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