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1 Reason for Change

Terminal oriented notification can be transported using UDP. However, when dealing with “Auxiliary Data Trigger for Real-time main contents” event types the trigger shall be associated with a real time (i.e. streaming) main service. The UDP based transport is thus non appropriate for the following reasons.

· There is no well standardized way to synchronize the main service stream with the triggering instant.
· In case of unicast, as required for video on demand service, the aggregation of main content related streams and notification stream (i.e. main content separated from notification stream in the service guide) is not compatible with the usage of common practises (e.g. RTSP and SDP).
· In UDP notifications, the synchronization relies on NTP information. This technique is unreliable as the terminal is only loosely synchronized with the BDS (in DVB-CBMS via the Time and Date Table, in MBMS with 10 seconds accuracy via SNTP).

· In DVB-IPDC the transport of media coupled notifications is done through RTP.
Moreover, the notification message currently specified does not allow referencing any attached object other than a content fragment.

We propose a simple and standards based mechanism to synchronize terminal oriented notifications messages with real-time main content (e.g. TV program).The proposal consist of adding RTP as transport mechanism for the notifications, synchronized with the main content by RTCP sender reports.

The SDP information carried by the SessionDescription element of the access fragment is extended.

RTP carries only a short notification message header (allowing repetition of the notification for coping with zapping) including the notification message ID for associating the RTP notification event with the notification message carried by FLUTE or UDP.
We propose to add a new element in the notification message allowing reference to any alternative object concerned by the notification.

The change involves sections 5.14.3 “Format of Notification Messages” and 5.14.4.1 “Notification Message Delivery over Broadcast Channel”.
As shown above, the absence of a clearly specified means to synchronize notification with real-time main content compromises the broad adoption of a single mechanism and can lead to interoperability issues.
R01: update RTP notification payload format to conform to DVB-IPDC specification, with restrictions to match the minimal requirements of synchronized notifications in OMA-BCAST.
2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

The OMA-TS-BCAST_ServiceGuide document will also have to be modified to include an additional type of notification, synchronized with the main content.
This modification is described in OMA-BCAST-2007-0849-CR_Notification_Session_Description.doc. It defines additional media declarations to be used in the SDP to announce the carriage of notifications over RTP.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

This CR is presented to BCAST for agreement.

6 Detailed Change Proposal

Change 1:  Addition of a URI for auxiliary data activation 
5.14.3 Format of Notification Message

	AuxDataTrigger
	E1
	NO/

TO
	0..N
	This Element contains information to trigger the auxiliary data downloading and storage, or the auxiliary data insertion associated with main service or content. 

‘globalContentID’ and/or ‘FilteringData’ can be used to identify and/or fetch the auxiliary data content, and/or FilteringData associated with the auxiliary data content.
Note: The auxiliary data downloading trigger indicates that auxiliary data should be downloaded and stored when the filtering criteria are met.  Absence of FilteringData in the downloading trigger implies that the auxiliary data should be stored.  Persistence of storage is terminal implementation dependent.
Contains the following Elements:

GlobalContentID

FilteringData
PresentationRule
	

	GlobalContentID
	E2
	NO/

TM
	0..1
	Globally Unique Identifier of the auxiliary data content.
	anyURI

	AuxDataURI
	E2
	NO/TM
	0..1
	Reference to the auxiliary data to launch or display.
	anyURI


Change 2:  Addition of RTP as a transport mechanism for notification messages
5.2.1.1 Notification Message Delivery over Broadcast Channel
Over Broadcast Channel, the Notification Messages SHALL be delivered to terminals using one of the following methods:
· 1) UDP delivery: The Notification Message is delivered in a UDP packet. 
The UDP packet SHALL be sent over the Broadcast Channel using the UDP destination port defined in the NotificationReception in the SGDD or the ‘Access’ fragment and the IP address of the ongoing session that the Notification Message is targeted for. If a separate IP address is defined in the NotificationReception in the SGDD or ‘Access’ fragment for the Notification Message then it SHALL be used.  It is RECOMMENDED that to avoid IP level segmentation, Notification Message sizes should be less than 1500 bytes, the average network MTU (Maximum Transfer Unit) size.

To decrease the message size, GZIP MAY be used to compress the Notification Message. 
The payload of the UDP file SHALL start with a header as specified below, followed by the uncompressed or compressed Notification Message. The format of the header is defined as follows: 
	Field
	Type
	Definition

	Payload_type
	uimsbf4
	Signals the type of the payload

Values:

0 – Notification according to MIME type vnd.oma.bcast.notification+xml

1-7 – reserved for future BCAST extensions

8-15 – reserved for proprietary extensions

	Encoding_type
	uimsbf4
	Signals the encoding of the payload

Values:

0 – unencoded

1 – GZIP encoded

2-7 – reserved for future BCAST extensions

8-15 – reserved for proprietary extensions


Table 38: Header for UDP Delivery of Notification Message
Mnemonics: uimsbf4 = Unsigned 4 bit Integer, most significant bit first
2) File delivery: The Notification Message is delivered in a separate file delivery session. This file delivery session can be announced by two separate but non-exclusive means:

· a FLUTE session definition is added in the SDP session description of the NotificationReception element of the access fragment of the main contents

· the file delivery session has been announced previously in a separate Notification Message using the ’DeliverySession’ element.

This delivery method is RECOMMENDED in case the Notification Message size exceeds the MTU size. 

To decrease the message size, GZIP MAY be used to compress the Notification Message. The fact that a message is compressed SHALL be signalled in the FDT. The Content-Type of a Notification Message in the FDT SHALL be signalled as “application/vnd.oma.bcast.notification+xml".
· 3) RTP delivery: The Notification Message is delivered in a RTP packet. RTP notifications are only applicable for service specific notification messages and carry synchronization marks to synchronize accurately the notifications transported by other means with the main content.
The RTP packet SHALL be sent over the Broadcast Channel using the UDP destination port and address defined for the notification media in the SessionDescription element of the ‘Access’ fragment. RTCP packets SHALL be sent over the the broadcast channel using the same destination address and the port number used for sending the RTP notification message incremented by 1. 
The format of the RTP header is given described in RFC 3550. The RTP timestamp used with the information conveyed by RTCP packets SHALL permit synchronization with the associated main content. The RTP notification SHALL carry the payload defined below. The payload format is identical to the format defined in [Digital Video Broadcasting (DVB); IP Datacast over DVB-H: Notification], with some restrictions.
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Table 39: RTP Notification Message
· ID (Notification ID): 24 bits

- Identifies the notification message. Several notifications carried over RTP can share the same ID. The ID is used to establish the connection with the notification to synchronize with the main contents.

· VN (Version Number): 8 bits

- Notification message version. Can be used to check redundancy of notification messages.

· ET (EventType): 8 bits
- Event type of notification message as defined in section 5.14.2.
· ACT (Action): 4 bits

- Defines the action that is to be performed on the current notification message. The possible actions are defined in the following table.

	Action
	Description

	0
	Reserved for future use

	1
	Launch ASAP

	2
	Cancel

	3
	Remove

	4-15
	Reserved for future use


Table 40 - Values for the Action field

· NPT (Notification Payload Type): 8 bits – reserved, SHALL be set to 1

· The optional payload is mentioned for compatibility with DVB-IPDC but not used in this specification.
The terminal SHALL support GZIP decompression of Notification Messages. 
The Notification Messages MAY be repeatedly transmitted by the Service Provider or Network Provider to increase the probability of all intended terminals receive the Notification Messages.
The following figures illustrate the protocol stacks of the two Notification Message delivery methods over the Broadcast Channel:
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Figure 1: Notification message delivery protocol stack variant 1
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Figure 2: Notification message delivery protocol stack variant 2
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Figure 3 - Notification message delivery protocol stack variant 3
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