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1 Reason for Change

When a RoamingRule is present under a BSM in SGDD, it means that this roaming rule can be applied to all other BSMs which have roaming agreement with the current BSM. So, such kind of description should be added for the RoamingRule element.
Further, I also add some description to it’s attributes, which is intended to restrict the relationship between these attributes.

And, some clerical errors are pointed out.

2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

If this CR is agreed, then the XML schema of SG specification may be changed accordingly.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree and incorporate the proposed changes to the Services Guide spec.
6 Detailed Change Proposal

5.4.1.5.2  Service Guide Delivery Descriptor

The following structure SHALL be used for declaring availability, metadata and grouping of the fragments of Service Guide, and for delivery of the SG to point to the actual delivery channel and the delivery unit where the declared fragments are to be delivered. The terminal SHALL support the Service Guide Delivery Descriptor syntax as defined by XML Schema in [BCAST10-Schema-sg-sgdd]. For delivery, the Service Guide Delivery Descriptor SHALL be instantiated as an XML document. 

The network is provided with means of reducing the size of the SGDDs being delivered to terminals by compressing SGDDs. For the algorithms and their respective signalling there are the following rules and constraints:

· the network MAY compress the SGDDs with the GZIP algorithm,

· terminals SHALL support both plain SGDDs and GZIP compressed SGDDs,

In the case of broadcast delivery of SGDDs, the network SHALL signal GZIP compression of SGDDs by setting the ‘content-encoding’ attribute of the FLUTE FDT instances listing the SGDDs. In the case of interactive delivery of SGDDs and SGDUs using HTTP, the network SHALL signal GZIP compression setting the ‘Content-Encoding’ attribute of the HTTP response.
	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	ServiceGuideDeliveryDescriptor
	E
	
	
	The Service Guide Delivery Descriptor

Contains the following attributes:

id

version

Contains the following elements:

NotificationReception

BSMList

DescriptorEntry
	

	id
	A
	NM/TM
	0..1
	Unique identifier of the SGDD within one specific SG
	anyURI

	version
	A
	NM/TM
	0..1
	Version of SGDD. The newer version overrides the older one as soon as it has been received.
	unsignedInt 

	……
	
	
	
	
	

	BSMList
	E1
	NM/TM
	0..1
	Declaration of the BSM Selectors which can be used in the GroupingCriteria sections defined below.

Contains the following element:

BSMSelector
	

	BSMSelector
	E2
	NM/

TM
	1..N
	Specifies the BSM associated with the fragments in this Service Guide Delivery Unit 

Allows a terminal to determine whether the SGDU’s in this SGDD DescriptorEntry – among the SGDU’s that are announced in various DescriptorEntries in various SGDD’s – is associated with the terminal’s affiliated BSM(s). The terminal’s affiliated BSM(s) are represented within terminal as Management Objects with identifier ‘<X>/ BSMSelector/BSMFilterCode’ or as codes on the Smartcard as defined by [3GPP TS 22.022], [3GPP2 C.S0068-0], [3GPP TS 31.102], [3GPP2 C.S0023-C], or [3GPP2 C.S0065-0]... 

For the interpretation of the BSMSelector within the SGDD the following SHALL apply:

· If the BSMFilterCode present in this element matches to any of the ‘<X>BSMSelector//BSMFilterCode’ entries within the terminal, or to any of the codes on the Smartcard, i.e. all of the instantiated attributes of BSMFilterCode have matching instantiated attributes under the ‘<X>/BSMFilterCode’ or matching codes on the Smartcard, the terminal is able to process, render, interpret and handle the fragments without restrictions. 
Note that it is considered a match when the instantiated attributes under the BMSFilterCode matches a subset of the instantiated attributes of ‘<X>/BSMSelector/BSMFilterCode’ or matches a subset of the codes on the SmartCard. However, when the instantiated BSMFilterCode represents a superset of attributes of the ‘<X>/BSMSelector/BSMFilterCode’ or a superset of the codes on the Smartcard, it is not considered a match, because not all instantiated attributes under the BSMFilterCode matches to instantiated attributes of ‘<X>/BSMSelector/BSMFilterCode’ or codes on the Smartcard. If the BSMFilterCode present in this element does not match to any of the ‘<X>/BSMSelector/BSMFilterCode’ entries within the terminal, , i.e. not all of the instantiated attributes of BSMFilterCode have matching instantiated attributes under the ‘<X>/BSMSelector/BSMFilterCode’ or codes on the Smartcard, the terminal can render, interpret and handle the fragments according to RoamingRules associated with this BSMSelector (identified by the attribute ‘id’). In case the terminal does not have these RoamingRules the terminal SHALL NOT render the fragments to the user. The terminal MAY acquire the rules by sending a RoamingRuleRequest to address indicated by attribute “roamingRuleRequestAddress”.

In case the terminal has no ‘<X>/BSMSelector/BSMFilterCode’ entries or no codes on the Smartcard, for the interpretation of the BSMSelector within the SGDD the following SHALL apply:

· The terminal can render, interpret and handle the fragments according to RoamingRules associated with this BSMSelector (identified by the attribute ‘id’). In case the terminal does not have these RoamingRules the terminal SHALL NOT render the fragments to the user. The terminal MAY acquire the rules by sending a RoamingRuleRequest to address indicated by attribute “roamingRuleRequestAddress”.

Note: RoamingRuleRequest message and associated roaming methods are specified in [BCAST10-Services].

Contains the following attributes:

id 

roamingRuleRequestAddress

Contains the following elements:

BSMFilterCode

Name 

RoamingRule
	

	id
	A
	NM/TM
	1
	Identifier of the BSMSelector. This ‘id’ is unique within network.
	anyURI

	roamingRuleRequestAddress
	A
	NO/
TM
	0..1
	Address to which the terminals can send the RoamingRuleRequests to request RoamingRules associated with this BSMSelector (identified with the ‘id’ attribute).
	anyURI

	BSMFilterCode
	E3
	NM/TM
	0..1
	The code that specifies this BSMSelector. 

Contains the following attributes:

type

serviceProviderCode

corporateCode

serviceProviderName

nonSmartCardCode
Contains the following elements:

NetworkCode3GPP
NetworkCode3GPP2
Note: At most either ‘NetworkCode3GPP’ or ‘NetworkCode3GPP2’ SHALL be present.  Implementation in XML Schema should use <choice>.
	

	……
	
	
	
	
	

	Name
	E3
	NM/TM
	1..N
	Provides a user readable name for the BSM_Selector, possibly in multiple languages.

The language is expressed using built-in XML attribute xml:lang with this element.

This element can be used to provide information to the user so he can select the BSMSelector the terminal has to use. 
	string

	RoamingRule
	E3
	NO/TM
	0..N
	Specifies a Roaming Rule associated with BSMSelector. The roaming rule specified by this element can be applied to all other BSMs which have roaming agreement with this BSM.
Contains the following attributes:


allowAll


denyAll

Contains the following elements:


TimeFrame



AllowPurchaseItem


AllowPurchaseData


AllowService


AllowContent


DenyPurchaseItem


DenyPurchaseData


DenyService


DenyContent

The terminal SHALL interpret RoamingRule for each fragment so that in case ‘allow’ rule and ‘deny’ rule apply simultaneously, the ‘deny’ rule takes precedence.

	

	allowAll
	A
	O
	0..1
	Rule that, when set to “true”, allows the Terminal to use all the fragments associated with BSMFilterCode associated with these RoamingRules.

The default value of this attribute is “false”.

This attribute SHALL not be present if attribute ‘denyAll’ is present.
	boolean

	denyAll
	A
	O
	0..1
	Rule that, when set to “true”, prohibits the Terminal to use any the fragments associated with BSMFilterCode associated with these RoamingRules.

The default value of this attribute “false”.
This attribute SHALL not be present if attribute ‘allowAll’ is present.
	boolean

	TimeFrame
	E4
	O
	0..N
	Rule that defines the time frame(s) this RoamingRule is applies to.

Contains the following attributes:


startTime


endTime


	

	startTime
	A
	O
	0..1
	Start of the time frame. If not given, the time frame is assumed to have started at some time in the past. This field is expressed as the first 32bits integer part of NTP time stamps. 


	unsignedInt 

	endTime
	A
	O
	0..1
	End of the time frame. If not given, the time frame is assumed to end at some time in the future. This field is expressed as the first 32bits integer part of NTP time stamps. 


	unsignedInt 

	Allow
PurchaseItem
	E4
	O
	0..1
	Rule that allows the Terminal to use the listed PurchaseItems.
This element should not be present is one of “allowAll” or “denyAll” attribute is present.
Contains the following element:

   Id
	

	Id
	E5
	M
	1..N
	This element contains value that represents GlobalPurchaseItemID that is allowed to be interpreted, rendered and accessed.
	anyURI

	Allow
PurchaseData
	E4
	O
	0..1
	Rule that allows the Terminal to use the listed PurchaseData items.
This element should not be present is one of “allowAll” or “denyAll” attribute is present.
Contains the following element:

  Id
	

	Id
	E5
	M
	1..N
	This element contains value that represents PurchaseData fragment ID that is allowed to be interpreted, rendered and accessed.
	anyURI

	Allow
Service
	E4
	O
	0..1
	Rule that allows the Terminal to use the fragments corresponding to listed globalServiceIDs.
This element should not be present is one of “allowAll” or “denyAll” attribute is present.
Contains the following element:

  Id
	

	Id
	E5
	M
	1..N
	This element contains value that represents globalServiceID. Fragments associated with this globalServiceID are allowed to be interpreted, rendered and accessed.
	anyURI

	Allow
Content
	E4
	O
	0..1
	Rule that allows the Terminal to use the fragments corresponding to listed globalContentIDs.
This element should not be present is one of “allowAll” or “denyAll” attribute is present.
Contains the following element:

  Id
	

	Id
	E5
	M
	1..N
	This element contains value that represents globalContentID. Fragments associated with this globalContentID are allowed to be interpreted, rendered and accessed.
	anyURI

	Deny
PurchaseItem
	E4
	O
	0..1
	Rule that denies the Terminal to use the listed PurchaseItems.
This element should not be present is one of “allowAll” or “denyAll” attribute is present.
Contains the following element:

  Id
	

	Id
	E5
	M
	1..N
	This element contains value that represents globalPurchaseItemID that is denied to be interpreted, rendered and accessed..
	anyURI

	Deny
PurchaseData
	E4
	O
	0..1
	Rule that denies the Terminal to use the listed PurchaseData items.
This element should not be present is one of “allowAll” or “denyAll” attribute is present.
Contains the following element:

  Id
	

	Id
	E5
	M
	1..N
	This element contains value that represents PurchaseData fragment ID that is denied to be interpreted, rendered and accessed..
	anyURI

	Deny
Service
	E4
	O
	0..1
	Rule that denies the Terminal to use the fragments corresponding to listed globalServiceIDs.
This element should not be present is one of “allowAll” or “denyAll” attribute is present.
Contains the following element:

  Id
	

	Id
	E5
	M
	1..N
	This element contains value that represents globalServiceID. Fragments associated with this globalServiceID are denied to be interpreted, rendered and accessed.
	anyURI

	Deny
Content
	E4
	O
	0..1
	Rule that denies the Terminal to use the fragments corresponding to listed globalContentIDs.
This element should not be present is one of “allowAll” or “denyAll” attribute is present.
Contains the following element:

  Id
	

	Id
	E5
	M
	1..N
	This element contains value that represents globalContentID. Fragments associated with this globalContentID are denied to be interpreted, rendered and accessed.
	anyURI

	DescriptorEntry
	E1
	NM/
TM
	1..N
	An entry in the Service Guide Delivery Descriptor.

Contains the following elements:

GroupingCriteria,

Transport,

AlternativeAccessURL,

ServiceGuideDeliveryUnit
	

	……
	
	
	
	
	

	<proprietary elements>
	E2
	NO/TO
	0..N
	Proprietary or application-specific elements that are not defined in this specification. These elements may further contain sub-elements or attributes.
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