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1 Reason for Change

Broadcast Roaming as defined in TS-Services is currently underspecified. There has been ongoing work to specify the underspecified areas of the specification. This contribution provides details related to the protocol settings for the backend messages between the Visited and Home BSM.
In this revision the http code has been changed and the error framework of CR-366 has been applied.

2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

BCAST working group is kindly asked to agree this CR.

6 Detailed Change Proposal

Change 1:  Addition of backend interface protocol settings
5.7.2.1
Protocol stack for message exchanges between BSMs

The following protocol stack SHALL be used for message exchange between BSMs. HTTP over TCP/IP SHOULD be used for the delivery of the roaming procedure authorisation messages. HTTPS based on SSL 3.0 [SSL30] and TLS 1.0 [RFC 2246] SHALL be used in conjunction with TCP/IP to provide secure delivery of the authorisation messages.
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HTTP 1.1 over TCP/IP SHALL be used for file delivery via the interfaces, subject to the following conditions:
· The interfaces using HTTP 1.1 [RFC 2616] SHALL support gzip, compress, deflate and identity content codings. Other content codings MAY be supported.

· The interfaces using HTTP 1.1 [RFC 2616] MAY use persistent connections, pipelining and chunked transfer coding.
5.7.2.2
Back-end Interface Messages
Messages between the Visited and Home BSMs are transported using HTTP as the transport by placing both the requests and the responses addressed to either BSM into the payload of the HTTP messages. The requests SHOULD be transported using  HTTP POST and the responses SHOULD be transported using the HTTP responses corresponding to the HTTP POST requests.  The syntax for the requests SHOULD be as follows:
· POST <host>/oma/bcast1.0/roaming HTTP/1.1\r\n<requests>

where the <host> denotes the part of the URI representing the address of the host.

Both the HTTP POST message and the corresponding HTTP response MAY also contain the following HTTP header fields:

· ‘Content-Length’,

· ‘Content-Type’ which if used SHALL be set to “text/xml” and

· ‘Host’ in case the ‘Request-URI’ is not in the absolute form specified in [RFC 2616].

5.7.2.3
Processing and Responding

The processing of the messages between the Visited BSM and Home BSM involves first the HTTP transport level to deliver the messages between the Visited BSM and Home BSM. This is followed by the HTTP level passing the embedded XML message to the BSMs. While the status and error codes corresponding to the processing in the HTTP level are signaled using the HTTP headers, the result of the BSMs processing the XML request in the HTTP payload is signaled using XML messages placed into the payloads of the HTTP responses corresponding to the HTTP requests carrying the XML requests. Whenever an HTTP response contains an XML response from the BSM, the HTTP status code SHALL be set to 200 OK regardless of the contents of the XML response.

Change 2:  Addition of error framework to Roaming

5.2.1.1 RoamingServiceResponse
	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	RoamingServiceResponse
	E
	
	
	Response message for Roaming Service between Home BSM and Visited BSM.

Contains the following attribute:

   requestID

   roamingServiceStatus
   globalStatusCode
Contains the following elements:

   UserID

   HomeBSMFilterCode

   VisitedBSMFilterCode

   GlobalPurchaseItemID
	

	requestID
	A
	M
	1
	An ID that is unique in the scope of this exchange SHALL be used throughout the roaming service procedure. It SHALL be generated by the party that initiates the message exchange when it first requests roaming service.
	unsignedInt 

	roamingServiceStatus
	A
	M
	1
	A field that SHALL indicate whether the terminal has been authorized for roaming services or not. . The return codes are defined in section 5.11.
	unsignedByte

	globalStatusCode
	A
	M
	0..1
	The overall outcome of the request, according to the return codes defined in section 5.11.

· If this attribute is present and set to value “0”, the request was completed successfully. In this case the ‘itemwiseStatusCode’ SHALL NOT be given per each requested ‘GlobalPurchaseItemID’. 

· If this attribute is present and set to some other value than “0”, there was a generic error concerning the entire request. In this case the ‘itemwiseStatusCode’ SHALL NOT be given per each requested ‘GlobalPurchaseItemID’.

If this attribute is not present, there was an error concerning one or more ‘GlobalPurchaseItemID’ elements associated with the request. Further, the ‘itemwiseStatusCode’ SHALL be given per each requested ‘GlobalPurchaseItemID’. 
	unsignedByte

	UserID
	E1
	M
	1
	A unique ID that SHALL be used to identify the terminal in both the Home Service Provider and Visited Service Provider BCAST service area. 
Contains the following attribute:

  type
	string

	type
	A
	M
	1
	Specifies the type of User ID.  Allowed values are:

0 – username defined in [RFC 2865] 

1 – IMSI

2 – URI
3 – IMPI

4 – MSISDN

5 – MIN 

6-127 reserved for future use

128-255 reserved for proprietary use  
	unsignedByte

	HomeBSMFilterCode
	E1
	M
	1
	The code that specifies the Home BSM. 

This element has the same structure as the ‘BSMFilterCode’ element in the ‘ServiceGuideDeliveryDescriptor’. 

	complexType as defined for ‘BSMFilterCode’ in section  5.4.1.5.2 of [BCAST10-SG]

	VisitedBSMFilterCode
	E1
	M
	1
	The code that specifies the Visited BSM. 
This element has the same structure as the ‘BSMFilterCode’ element in the ‘ServiceGuideDeliveryDescriptor’. 


	complexType as defined for ‘FilterCode’ in section  5.4.1.5.2 of [BCAST10-SG]

	GlobalPurchaseItemID
	E1
	M
	0..N
	Set of PurchaseItems (represented by GlobalPurchaseItemIDs) which are associated with the VisitedBSM and which the terminal wants to subscribe /to purchase.

This element SHALL NOT be instantiated in case the ‘globalStatusCode’ attribute is present and set to a value different from ‘0’. In any other case, it SHALL be instantiated.

Contains the following attribute:

   itemwiseStatusCode
	anyURI

	itemwiseStatusCode
	A
	M
	0..1
	Specifies a status code of each GlobalPurchaseItemID using GlobalStatusCode defined in the section 5.11.  
	unsignedByte


Table 34: Structure of RoamingServiceResponse Message
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