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1 Overview
This liaison statement is sent to DVB-CBMS to 
· inform DVB about the Candidate approval of BCAST 1.0

· inform DVB how BCAST 1.0 extends DVB-Simulcrypt version 1.5.1.

· inform DVB about the differences in the use of ICRAParentalRatingCS between OMA BCAST and DVB-IPDC and ask for clarification

· ask DVB about the status of the current work items
2 Proposal

Dear DVB-CBMS colleagues,

first, we would like to inform you that the OMA BCAST 1.0 enabler has reached Candidate status, meaning the specification is finished and the enabler enters now the IOP testing and maintenance phase. The Enabler Release Package has been published through the OMA Release Program and can be found at the following URL: http://www.openmobilealliance.org/release_program/bcast_v1_0.html  
OMA BCAST has adopted DVB-Simulcrypt as one possible back-end interface for the reference points SP-4 and CP-4 for Service Protection and Content Protection in the back end.
OMA BCAST supports the use of the following encryption protocols: IPSec, SRTP, ISMACryp and DCF.

OMA BCAST deploys DVB-Simulcrypt and has introduced a few extensions as follows:

Keys used with encryption protocol IPSec:
1. Keys are encoded as specified by BCAST DRM Profile. This is compatible with the key encoding currently specified for IPsec in DVB-Simulcrypt 1.5.1.
2. Keys are encoded as specified by BCAST Smartcard Profile. This is a new encoding, not mentioned in DVB-Simulcrypt 1.5.1.

Keys used with encryption protocol DCF:

The key encoding is specified in BCAST. The key encoding is compatible with the encoding used for ISMACryp in DVB-Simulcrypt 1.5.1., but the algorithm is not mentioned in the DVB-Simulcrypt 1.5.1 specification.
For more details, please see the section 13.1.1.3.1 of the OMA BCAST SPCP document. The document can be accessed at the following address:

http://www.openmobilealliance.org/ftp/Public_documents/BAC/BCAST/Permanent_documents/OMA-TS-BCAST_SvcCntProtection-V1_0-20070529-C.zip
Furthermore, we would like to inform you that we have recently found a difference between MPEG-7 and the DVB-IPDC Service Purchase and Protection specification regarding the allowed values of the ICRAParentalRatingCS. In the parental_rating Access Descriptor of the DVB-IPDC specification only values 1, 2 and 3 are allowed while MPEG-7 also defines values 4 (Level2), 5 (Level1) and 6 (None).

We would appreciate your feedback on the reason why the DVB-IPDC specification only defines values 1, 2 and 3. Please be aware that we have aligned the OMA BCAST 1.0 Service Protection and Content Protection specification with the MPEG-7 values for the ICRAParentalRatingCS.

Lastly, we would appreciate if you could update us on the latest status of your current work items.

3 Requested Action(s)

OMA BCAST kindly asks DVB 
· to consider extending the DVB-Simulcrypt specification, to support the new key encodings and the new algorithm as mentioned above.
· to provide feedback on the reason why the DVB-IPDC specification only defines values 1, 2 and 3 of the ICRAParentalRatingCS. 
· to update us on the latest status of your current work items.
4 Conclusion

We are looking forward to continued information exchange and collaboration.

With best regards, 

OMA BCAST 

(Mobile Broadcast Services working group)
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