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1 Reason for Contribution

The following changes are reflected from the discussion of the OMA-BAC-PUSH-2004-0029 contribution at the Hawaii Meeting.  

2 Summary of Contribution

The proposal text below describes the SIP PUSH System Elements and their interaction.

3 Detailed Proposal

6.1 System Elements

A push operation is accomplished by allowing a Push Initiator (PI) to transmit push content and delivery instructions to a Push Proxy Gateway (PPG), which then delivers the push content to the push client (henceforth referred to as "client" or "terminal") according to the delivery instructions. 

The PI is typically an application that runs on an ordinary web server. It communicates with the PPG using the Push Access Protocol (PAP) over HTTP. The PPG uses the Push Over-The-Air (OTA) Protocol to deliver the push content to the client. Figure 1 illustrates the Push Framework.

PAP is based on standard Internet protocols; XML is used to express the delivery instructions, and the push content can be any MIME media type. 

As mentioned, the PPG is responsible for delivering the push content to the client. In doing so it potentially may need to translate the client address provided by the PI into a format understood by the mobile network, store the content if the client is currently unavailable, etc. The PPG does more than deliver messages. For example, it may notify the PI about the final outcome of a push submission and optionally handle cancellation, replace, or client capability requests from the PI. 

The Push Over-The-Air (OTA) protocol is the part of the Push Framework that is responsible for transporting content from the PPG to the client and its user agents. It is designed to run on top of HTTP (OTA-HTTP), WSP (OTA-WSP), or (OTA-SIP). 

OTA-SIP utilizes IETF SIP protocol and extension for over-the-air communication between the PPG and the client.  It is primarily to be used in conjunction with SIP/IP Core Network.  Push content is delivered using the IETF SIP and SIMPLE protocols and SIP/IP Core Network.

The SIP/IP Core Network is a Session Initiation Protocol (SIP) based IP multimedia infrastructure.

6.1.1 Push Proxy Gateway

The Push Proxy Gateway (PPG) is the entity that does most of the work in the Push framework.  Its responsibilities include acting as an access point for content pushes from the Internet to the mobile network, and everything associated therewith (authentication, address resolution, etc).

As the PPG is the entry point to a mobile network, it may implement network access-control policies about who is able to gain access to the network, i.e. who is able to push content and who is not, and under which circumstances, etc.

6.1.2 SIP/IP Core Network

3GPP and 3GPP2 have defined a SIP/IP Core Network as an architectural solution in 3GPP and 3GPP2 networks [IMSARCH].  The SIP/IP Core Network is a Session Initiation Protocol (SIP) based IP multimedia infrastructure that provides a complete architecture and framework for providing multimedia services. This includes security functions (e.g. authentication, authorization), routing, charging, and default codecs. Thus, it provides a platform for globally interoperable IP multimedia services - especially in the mobile environment.  The SIP/IP Core Network service capabilities consist of session management, user data access, event subscription and notification, messaging, data manipulation, and conference control.

	
	OTA-SIP SHALL treats the SIP/IP Core Network [IMSARCH], as a network capability providing both IP transport and other functions as described in the above paragraphs.

	
	OTA-SIP SHOULD be able to interface to the SIP/IP Core Network [IMSARCH].


4 Intellectual Property Rights Considerations

None

5 Recommendation

Adopts the above proposal.
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