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1 Reason for Change

WSP-OTA allows a given Terminal to use the User-Agent header field to identify its device/browser during a WSP (push) session.  The presence of CC/PP data is optional in terms of capability data, however a mechanism of determining terminal type is required, at a minimum. This information can be used in the absence of CC/PP information by the PPG to differentiate between Terminals when establishing registration contexts and/or pushing content.

There is however, no equivalent for HTTP-OTA.  Therefore, in the absence of CC/PP information supplied by the Terminal, the PPG is unable to differentiate the Terminal based on the CPI provided during the OTA-HTTP registration context.  

This contribution proposes additions to the existing PushOTA specification to ensure that the protocol is symmetrical in this respect for both WSP-OTA and HTTP-OTA.

2 Impact on Backward Compatibility

This change request is proposing as an optional field to be included in capability negotiation, in the Push OTA specification and as such has no inherent backward impact on backward compatibility. 

3 Impact on Other Specifications

This change is related to RFC 2616 for User-Agent Field definition.

4 Intellectual Property Rights

There is no IPR attached to this change request by the source.

5 Recommendation

The addition of the X-Wap-Push-User-Agent section to the PushOTA specification, after section 7.2.5.5.7.

6 Detailed Change Proposal

The contribution proposes the addition of a new, optional, header, X-Wap-Push-User-Agent, to the PushOTA specification. This header SHOULD be passed during the establishment of a registration context (using OTA-HTTP), and will identify the user-agent in the Terminal that acts as the push application layer.

The presence of the X-Wap-Push-User-Agent header will allow the PPG to differentiate between Terminal types when using HTTP-OTA to establish registration contexts. 

An alternate proposals of reusing the CLIENT ID in the X-WAP-Terminal-ID header is not practical on the basis that:

(1) The Client ID specification provides the basis for identifying uniquely WAP Clients and not types of terminal.

(2) There is no definition in the BNF for Client Identifiers to identify types of terminal. Thus even if the operator assigned identifier were to be overloaded to include a terminal type it cannot be distinguished within the identifier string. 

6.1 Proposed Specification Amendment

7.2.5.5.8 X-Wap-Push-User-Agent Header

The X-Wap-Push-User-Agent response header field contains information about the server responding to the OPTIONS request originated by the PPG.  This is for statistical purposes, the tracing of protocol violations, and the automated recognition of user agents for the sake of tailoring POST requests in order to avoid particular Terminal limitations in conjunction with CPI headers.

This header SHOULD be included in all OPTIONS responses to the PPG.  Furthermore, if included, the field value MUST NOT be empty.  The field can contain multiple product tokens and comments identifying the agent and any sub products that form a significant part of the user agent.

By convention, the product tokens are listed in order of their significance for identifying the application, [RFC2616].

X-Wap-Push-User-Agent = "X-Wap-Push-User-Agent" ":" 1*(product | comment)
Example:

X-Wap-Push-User-Agent: make/model 

Note: the definition of user agent in the case is not the same as application identifier.
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