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1 Reason for Contribution

BAC Push is progressing work item on SIP Based Push; the current AD for this document is located at http://www.openmobilealliance.org/ftp/Public_documents/BAC/PUSH/Permanent_documents/OMA-AD-SIP_Push_AD-V0_5_0-20051114-D.zip. A core function, in this architecture, that BAC Push need to resolve is capability discovery of the recipient of the push message. The architecture document provides insight into the terminol
2 Summary of Contribution

The proposals to resolve capability discovery of the recipient of a push message have centered around the following options
1) Explicit negotiation with the recipient, the push receiver agent

2) Re-Use, when SIP is realized using IMS or MMD, the presence server.
3 Detailed Proposal

The SIP Push Architecture defines a sender and receiver agent whose function are as follows:

· Sender Agent:  to create the push request, in a form which can be transported via SIP

· Receiver Agent:  to register for & receive push messages and generate a response to the sender.
The sender and receiver agent bind to their respective application layers and are illustrated as follows:


[image: image1.wmf]Push 

Receiver 

agent

SIP

/

IP 

Core

P

-

2

P

-

1

Push 

Sender 

agent


The technical specification work will define the functions of the interfaces P-1 (Push-One) and P-2 (Push-Two) needed to fulfill the function of SIP Based Push.

An essential function in this model is the discovery of the capabilities of the receiving agent. These have been defined as

	· Accept: List of supported content types for the receiver

· Accept Charset: List of supported content types character sets
· Accept Language: List of supported languages
· Accept-AppID : List of applications the terminal supports, where each item in the list is an application-id in absoluteURI format as specified in Push Message Specification. A wildcard ("*") may be used to indicate support for any application (e.g. due to privacy concerns).
· MaxMsgSize: Maximum size of a push message that the terminal can handle. Value is number of bytes.
· MaxPushReq: Maximum number of outstanding push requests that the terminal can handle 
· User-Agent Header: The identity of the application/device binding to the receiving agent

	There may be other attributes, specific to the transport of push messages using SIP/IP Core but, in discussions to date, these have not been identified. These attributes are push service specific, i.e. the push application identifier and acceptable content list may change based on the application that is bound to the receiver agent.


These characteristics have been represented in the User Agent Profile schema (located at http://www.openmobilealliance.org/tech/profiles/uaprof/ccppschema-20030226 ) under the component section ‘Push Characteristics’.

In this proposal, for discussion, is concept of the application+receiver agent acting as a source of presence information and the sender agent acting as a watcher.
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In this model both the sender and receiver require to conform to the rules for publishing and subscribing to information as defined in the presence architecture document (OMA-PAG-SIMPLE-AD).
The policy for sharing data is as defined in the Presence XDM (OMA-TS-XDM_SIMPLE); The proposal is that the BAC Push group defines a Push application binding to a receiver agent as a presence source, in line with section 5 of OMA-TS-Presence_SIMPLE, the presence source would publish information in the pidf format. 
The publication of this information could be direct or by indirect mechanism (as defined in aforementioned specification). The push application initiating the push message could subscribe to this information, by subscribing to the presence data for that recipient (presentity). 
In order to discuss and verify this approach a number of questions for discussion are suggested here:
· What would be the relationship of profile information defined for push and Shared Profile information?

· Is there a current liaison with Device Management to define device specific capability data 

· In the broader context of OMA User Agent Profiling should there be a general, indirect reference mechanism defined for existing user agent profiles?
· SIP based push may define its own AUID (as part of the push using SIP solution) – is there any advantage in push group defining an server to act as an XDMS?
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The recommendation is that this input be used as a basis for discussion during joint sessions of BAC Push, User Agent Profiling and the Presence & Availability Group. 
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