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1 Reason for Contribution

This contribution is related to Action Item BAC CD-2006-A029 “Narrow the scope to actually used BCAST functions. RE detail level, we need to ensure adequate description and alignment with BCAST AD.”

The reason for this contribution is to address DCD ADRR Comment 187, which correspond to comment poz49 from the IBM’s comments.

2 Summary of Contribution

The comment says that there is too much detail for an AD in the description of the BCAST Entities providing service to the DCD Enabler (section 5.5.2.9 of the current document).

To address this comment, the section has been analysed trying to narrow the scope to actually used BCAST functions. To achieve this, some changes are proposed (see detailed proposal).

Some improvable points detected during the revision of the section has been:

· The current text doesn’t refer the BCAST-AD.

· Some BCAST functions without specific dependency with DCD are mentioned.

· Some implementation details are assumed.

· The reference points/interfaces between both enablers are not clear.

3 Detailed Proposal


[image: image1.wmf]"dcd_bcast_AD_secti

on - tracked_changes.doc"


4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation
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5.5.2.9 BCAST Enabler Entities

This section relates to the use of BCAST enabler  functions and their related functional  components for DCD Services. The decision on whether some of these BCAST functional components are implemented in DCD server/client or BCAST server/client, is made at the time of DCD service deployment. 


To enable the use of any of the BCAST functions listed in this section for broadcast DCD Services, it is presumed that the DCD system supports the use of the BCAST entities and BCAST functional components relevant to each specific function, as defined in [OMA-BCAST-AD].


The DCD Content has to be agnostic for the BCAST Enabler, hence the DCD Server will use the BCAST-1 reference point as defined in [BCAST-AD] for interaction with the BCAST enabler. For the interaction between both enablers in the Client side, there isn’t a reference point exposed in [BCAST-AD], thus it will be implementation dependent.

Point to point DCD Services may also make use of some of the BCAST entities and BCAST functional components defined in [OMA-BCAST-AD] for each of the BCAST functions listed in this section (e.g: administration purposes, personalization of BCAST Services etc.), together with the relevant mechanisms specified in DCD.


DCD Enabler’s use of BCAST Enabler is based on some or all of the following BCAST functions:
:


· Service Guide Function: BCAST Service Guide can be used to provide users with information about DCD Services or Content.

· 

· 

· 

· File/Stream Distribution Function: BCAST File and Stream Distribution Functions can allow respectively efficient file 
and streaming delivery for the  broadcast of DCD Services to DCD Clients.

· 

· 

· 

· 

· 

· 

· 

· 

· 

· Service and Content Protection Function


· BCAST Service Protection enables access control for BCAST channels via which DCD Content can be delivered. Use of the channel as a delivery medium for DCD Content presumes that DCD Client host terminals have access to the related BCAST channels. This may require pre-distribution of BCAST channel access rights to DCD -enabled terminals, or dynamic distribution of BCAST channel access rights if these are affected by DCD Service / content subscription actions. 

· BCAST Content Protection can enable access control for individual broadcasted DCD Content, once DCD Content is in the terminal. 
This may require pre-distribution of BCAST content access rights to DCD -enabled terminals, or dynamic distribution of BCAST content access rights if these are affected by DCD Service / content subscription actions. 


· Service Provisioning Function: The BCAST Service Provisioning Function  can enable user subscription to the broadcasted DCD Services and Content, and payment related functions. This involves point to point channel capabilities.

· 

· 

· Notification Function: The BCAST Notification function  can allow the efficient delivery of DCD notifications, which can be used to inform the DCD Client about upcoming events related to the DCD Services or Content.

· 

· 

· 

· 



· 

· 

· 
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