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1 Reason for Change

Remove dependency to Presence.



2 Impact on Backward Compatibility

<statement describing the scope and nature of impacts of the change on the compatibility with previous versions of the document>

3 Impact on Other Specifications

<statement describing impacts on other specifications, this may relate to dependencies (either way), or on related requirements or technology material covered in other documents

if changes are required in other documents describe the plan to handle these (e.g. companion CRs being submitted for those docs, liaisons with owning groups are proposed, etc.)>

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree to this proposal, or move some or all functions to the SUBSCRIBE or REGISTER
6 Detailed Change Proposal

Change 1:  (optional)Brief description of specific change

<this is where the actual text or description of activity is placed.  Note that the common Word Document Styles are available to be used so that simple cut-n-paste items from a specification or similar document can occur (somewhat unique styles are used for the section heads in this doc).

· To preserve document numbering after doing a cut-n-paste, select the paragraph in question (e.g. Heading 1-5) select Bullets and Numbering under the Word Format menu, Select the Outline Numbering tab and hit the Customize button where you can then set the starting values for the different levels of the outline.

· For changes to existing text, please use change tracking to capture changes being performed.

· When there are multiple changes in the document, use the AltChangeList paragraph to separate changes.

> Each time the PoC Client has successfully performed an initial registration the PoC Client SHALL publish the PoC Service Setting as specified in subclause 6.1.2 "PoC Service Settings procedure".
Procedures at Push Receiver agent
(Normative)

The Push Receiver agent SHALL register, re-register and de-register to the SIP/IP Core according to rules and procedures of [RFC3261] with the clarifications in the following subsection.

When the Push Receiver agent register, re-register, it perform the following steps:

1) SHALL generate a SIP REGISTER request; 

2) SHALL include the SIP Push feature-tag of each push application (see Section 1.1 for the detail) in the Contact header of the SIP REGISTER request;

3) SHALL include a Require header with the option tag “pref” according to rules and procedures of [RFC3840]; 

When the Push Receiver agent deregisters it perform the following steps:

1) SHALL generate a SIP REGISTER request.

2) If the client needs to remain SIP/IP Core registered the Push Receiver agent SHALL reregister with the SIP/IP Core without including each of the SIP Push feature-tag.  

3) If the client also needs to deregister from the SIP/IP Core, the Push Receiver agent SHALL send a SIP REGISTER request with an Expires header set to 0.
4) When the Push Receiver agent has successfully performed an initial registration the Push Receiver agent SHALL publish the Push Service Setting as specified in subclause 8 "Push Service Settings procedure".
When the SIP/IP Core corresponds with 3GPP IMS or 3GPP2 MMD networks, the Push Receiver agent implemented by the UE SHALL comply with registration, re-registration rules and procedures in subsection 5.1.1 of the [3GPP TS 24.229] and [3GPP2 X.S0013-004-A].

Change 2:  Another change

<insert change info here> 
8 Push Service Settings procedure 
To set, update or refresh the Push Service Settings, the Push Client:

· 1. SHALL generate a SIP PUBLISH request according to rules and procedures of [RFC3903];

· 2. SHALL set the Request-URI of the SIP PUBLISH request to the PSI of the Push Initiator ;

· 3. SHALL include an Accept-Contact header with the feature tags of the enabler  along with 'require' and 'explicit' parameters according to rules and procedures of [RFC3841]; 

· 4. SHALL include a User-Agent header to indicate the Push release version as specified in subclause X.? "Release version in User-agent and Server headers";

· 5. SHALL set the Event header to the value poc-setting;

· 6. SHALL set Push Service Settings expiration timer in expires header according to rules and procedures of [RFC3903], in the same range as the registration timer recommended by SIP/IP Core;

7. SHALL include the Push Service Settings as follows:
(a) Willingness
(b) Overriding-willingness
(c) Device Profile
(d) Auid-profile
(e) DeviceID
· 8. SHALL send the SIP PUBLISH request according to rules and procedures of SIP/IP Core.

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the Push Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.


8. 1 Data Model Overview

Information structured according to the OMA data model is exchanged in an XML document that conforms to the basic Presence Enabler as defined in Appendix ?. This section defines an extension to that information to enable exchange of client capabilities for this enabler.

The scheme below provides a high level overview of the extension defined in this enabler to the data elements that may comprise an OMA Push  XML document 





Note that according to the definition of the <device> element, all sub-elements outside of  the namespace (including the ones defined in this extension) MUST be placed before the <deviceID> element.

The following is an example of a raw OMA presence XML document including the extension defined in this enabler. The portion of XML related to the extension defined in this enabler is written in bold. Other presence information included in this example is independent from this enabler.

<?xml version="1.0" encoding="UTF-8"?>

<presence xmlns="urn:ietf:params:xml:ns:pidf"

    xmlns:pdm=" urn:ietf:params:xml:ns:pidf:data-model"

    xmlns:rpid="urn:ietf:params:xml:ns:pidf:rpid"


xmlns:od="urn:oma:params:xml:ns:pidf:oma-device"

    entity="sip:someone@example.com">

    <tuple id="a1232">

      <status>

        <basic>closed</basic>

      </status>

      <op:willingness>

        <op:basic>closed</op:basic>

      </op:willingness>

      <rpid:status-icon>http://example.com/~my-icons/PoC-Alert </rpid:status-icon>

      <contact>sip:my_name@example.com</contact>

      <timestamp>2005-02-22T20:07:07Z</timestamp>

    </tuple>

    <pdm:person id="a1233">

      <op:overriding-willingness>

         <op:basic>open</op:basic>

      </op:overriding-willingness>

      <rpid:activities>

          <rpid:meeting/>

      </rpid:activities>

      <rpid:place-type> <rpid:office/> </rpid:place-type>

      <rpid:mood> <rpid:happy/> </rpid:mood>

      <rpid:status-icon>http://example.com/~my-icons/busy</rpid:status-icon>

      <rpid:class>forfriends</rpid:class>

      <pdm:timestamp>2005-02-22T20:07:07Z</pdm:timestamp>

    </pdm:person>

    <pdm:device id="a1234"> 

      <op:network-availability>

        <op:network id="UMTS"/>

        <op:network id="GPRS"/>

      </op:network-availability>

<od:application>
     <entery sync-ml />

     <entery loc />

</od:application>
      <od:device-profile>http://example.com/UAProf/d123r100.xml</od:device-profile>

      <pdm:deviceID>urn:uuid:d27459b7-8213-4395-aa77-ed859a3e5b3a</pdm:deviceID>

      <pdm:timestamp>2005-02-22T20:07:07Z</pdm:timestamp>

    </pdm:device>

</presence>



























































Change 3:  etc

7.1.1 Device Profile element semantics

5.2.1.1 Description

An OMA device may be described through a UAProf descriptor according to [UAProf].

The “Device Profile” component provides a publicly accessible link to the UAProf descriptor of the device. This link can be used to identify the device of the presentity and the information contained in such descriptor can be used to retrieve major information about the characteristics of the presentity’s device. 
The AUID Profile component provides a list of applications defined as “AUID”.  This list is used to track applications installed on the specific terminal given by the deviceID. The auid-profile should be used to get control of  terminal status and avoid unnecessary traffic.
5.2.1.2 Mapping to presence data model

The “Device Profile” and  “the AUID Profile “ components is part of the “device” component according to the presence data model defined in [PRESENCE].

5.2.1.3 Mapping to PIDF

The <device-profile>  and <application > element is an extension to PIDF that are used to describe the “Device Profile” and “application” presence information element. The <device-profile> and <application > element SHALL be used as a child element of the <device> element as defined in [PRESDATAMODEL]: <device>(<device-profile>, <device>(< auid-profile>
Each <device-profile> element SHALL contain a value, which is a publicly accessible HTTP URL [RFC2616] that refers to the UAProf description of the device. 
Each <application > element SHALL contain an Application identifier that is known by the Push receiver  and represents an application on the terminal that the push receiver know how to communicate with.
5.2.1.4 Composition Actions

The composition actions defined for “device” components (including <device-profile>, <application> element) SHALL be performed according to section 5.4.3.1 of [PRESENCE]
5.2.1.5 

5.2.1.6 Limitations

None.

7.1.2 Extension schema

The following XML namespace prefix SHALL be used for the Presence information elements defined in section 8.1:

xmlns:od="urn:oma:params:xml:ns:pidf:oma-device"

The schema related to the extension defined in this specification is provided here below:
<?xml version="1.0" encoding="UTF-8"?>

     <xs:schema

      targetNamespace="urn:oma:params:xml:ns:pidf:oma-device"

      xmlns:xs="http://www.w3.org/2001/XMLSchema"

      xmlns="urn:oma:params:xml:ns:pidf:oma-device"
      elementFormDefault="qualified"

      attributeFormDefault="unqualified">

      <!-- This import brings in the XML language attribute xml:lang-->

      <xs:import namespace="http://www.w3.org/XML/1998/namespace"

        schemaLocation="http://www.w3.org/2001/xml.xsd"/>

      <xs:annotation>

        <xs:documentation xml:lang="en">

          XML Schema definition for OMA SIP Push specific extension to PIDF device element

        </xs:documentation>

      </xs:annotation>

       <xs:element name="device-profile" minOccurs="0" maxOccurs="1">

        <xs:simpleType>

           <xs:annotation>

             <xs:documentation>

                Device Profile, a publicly accessible HTTP URL pointing to a UAProf description

             </xs:documentation>

           </xs:annotation>

           <xs:restriction base="xs:anyURI"/>

       </xs:simpleType>

      </xs:element>
     </xs:schema>

<xs:element name=”application”>

           <xs:complexType>

            <xs:sequence minOccurs=”0” maxOccurs=”unbounded”>


<xs:annotation>

             <xs:documentation>

                Device Profile, a list of auid registered in the terminal
             </xs:documentation>

           </xs:annotation>
              <xs:element name=”application” type=”xs:string”/>

             </xs:sequence>

            </xs:compexType>

  </xs:element>
Editor’s note: It must be clarified how to register the OMA specific namespace.
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