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1 Reason for Change

This is a proposal for introducing a new push method in SIP accordingly with previous proposal in Frankfurt. This method should be considered as an option to SIP MESSAGE and content indirection when large content needs to be pushed directly to an client.
2 Impact on Backward Compatibility

N/A 
3 Impact on Other Specifications

This methode should be documented in the AD chapter 5.4
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To the group to agree on this contribution
6 Detailed Change Proposal

Change 1:  Normative References
2.1
Normative References

	MSRP
	The Message Session Relay Protocol (draft-ietf-simple-message-sessions-19)

	mmusic-file-transfer
	A Session Description Protocol (SDP) Offer/Answer Mechanism to Enable File Transfer

	RFC 3325
	Private Extensions to the Session Initiation Protocol (SIP) for Asserted Identity within Trusted Networks

	User Plane
	The User Plane includes the media (MSRP) and media control signaling between the Push Sender Agent and the Push Receiver Agent 


Change 2:  Abbreviations
3.3
Abbreviations


	
	

	MSRP
	The Message Session Relay Protocol

	SDP
	A Session Description Protocol


Change 3:  End to End Push Service
5 End to End Push Service
(Informative)

Within the scope of this specification the end-to-end push service is concerned with the relationship between the Push Sender agent and the Push Receiver agent. There are three types of push to consider:

· Generic Push: Push is available towards user’s device, asynchronously, whilst the user is registered with the SIP/IP Core network (e.g. used to broadcast content to a large community of users, and for generic content2person applications); 

· “Trusted” Push: for pushing high value, trusted and certified information (e.g. device management/configurations, policies, based on terminal characteristics or user profile and related to application/service/user configuration)

· Selective Push: push can be used to provide content or application-related information in a personalized way, depending on user profile, user preferences or explicit interests, and device capabilities.

In delivering service for each of these types of push, within the context of SIP, more than one mechanism is required. The SIP-Based models re-used in this specification are based on subscription and paging. 
The SIP-based event subscription mechanism is described in [RFC3265] and allows for asynchronous notification of events during the duration of the subscription. Subscription is performed by a subscriber entity, which can refresh it periodically, whilst termination can be done either by subscriber or notifier entity. Once created, subscription provides a point-to-point, dedicated channel between Push Sender agent and the Push Receiver agent, for the Push Sender to send push content and information. 200 Ok for notifications may be interpreted as delivery notifications from the Push Reciever without requiring extra signalling.

The Paging through SIP can be provided through the MESSAGE method ([RFC3428]), which may be more appropriate in some usages. The MESSAGE method [RFC3428] is an extension to SIP that allows the transfer of messages to the client. Since the MESSAGE request is an extension to SIP, it inherits all the request routing and security features of that protocol. The MESSAGE request carries the content in the form of MIME body parts. The MESSAGE requests do not themselves initiate a SIP dialog; under normal usage each MESSAGE stands alone, much like pager messages . Thus, each MESSAGE request is independent and no session states are stored in the system. The push content is carried in a SIP Message body.
The INVITE / MSRP method removes the SIP MESSAGE and the SIP SUBSCRIBE / NOTIFY limitations on message size. This limitation is especially acute if the push contents are multimedia in nature. To allow arbitrarily large messages, the content is carried by MSRP [MSRP]. A SIP session is established between the interested parties (Push Sender Agent and Push Receiver Agent) with MSRP as the media component. The SIP session can be used to transmit exactly one large message or a number of large messages either parallel or sequentially. The file selection mechanism allows for the Push Receiver Agent to understand ahead of delivery on what is going to be transferred as a number of additional attribute are supported [mmusic-file-transfer].This gives the Push Receiver Agent a possibility to take decisions ahead of delivery and by that save network and terminal capacity.
Change 4:  INVITE MSRP METHOD
6.5 INVITE MSRP METHOD

When a Push Sender Agent wishes to send a large
 content  without using content indirection, the Push Sender Agent SHALL
 initiate a MSRP session as described in procedure 6.5.2“Procedures at the Push Sender agent”. Once the MSRP session is established and the message is delivered, Push Sender Agent shall automatically close down the MSRP session as specified in ‎6.5.2.3 “MSRP Session Release”.
6.5.1 Procedures at the Push Receiver agent

6.5.1.1 Push Receiver Agent Invited to a MSRP Session

When the Push Receiver Agent receives a SIP INVITE to set up a MSRP session, the Push Receiver Agent:

1. SHALL check if the accept-type attribute of the SDP m line
 
in the SIP INVITE request are supported by the Push Receiver Agent and if not, reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;
2. MAY reject the SIP INVITE request with an appropriate reject code as specified in [RFC3261] e.g. w
3. hen the Push Receiver Agent determines that there is not enough resources to handle the MSRP Session; or,


4. SHALL store as the Session Identity
 the content of the Contact header as described in [RFC 4579].
5. If an Application Reference Identifier is present in the Accept-Contact header, the Push receiver Agent SHALL store the Application Reference Identifier according to the rules and procedures for the enabler. 
6. When the Push Receiver Agent receives a SIP INVITE containing a “file-selector” parameter, the Push Receiver Agent SHALL accept from the Push Sender Agent input regarding the file (s) he is willing to accept; 
 

7. 
8. 
9. SHALL include in the SIP 200 "OK" response a SDP body as a SDP answer according to rules and procedures of [RFC3264], [RFC4566] and [MSRP]  and 

a. SHALL set the SDP directional media attribute to  a=recvonly

b. MAY indicate the maximum size message they wish to receive using the max-size a-line attribute according to rules and procedures of [MSRP] 

c. SHALL include an Accept-Contact header with the communication service identifier of the Enabling Service  and MAY add the 'require' and 'explicit' parameters according to rules and procedures of [RFC3841] and 3GPP 24.229
10. SHALL send the SIP 200 "OK" response towards the Push Sender Agent according to rules and procedures of the SIP/IP Core; and, 
7. SHALL include the option tag 'timer' in a Require header;
8. SHALL include the Session-Expires header in the SIP 200 "OK" response to the initial SIP INVITE request or the SIP re-INVITE request within a Pre-established Session and start the SIP Session timer according to rules and procedures specified in [RFC4028], 
9. SHOULD include an Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of [RFC3261]; 
10.  SHALL prepare to receive MSRP SEND messages as described in [MSRP];


· 
SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.004] with the clarifications given in this section.
6.5.1.2 MSRP Session release

Upon reception of a SIP BYE request, the Push Receiver Agent: 

1. SHALL generate a 200 “OK” response according to rules and procedures of [RFC3261]; and,

2. SHALL send a 200 “OK” response according to rules and procedures of SIP/IP Core.

3. SHALL release User Plane resources associated with the SIP Session ;

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the Push Receiver Agent  SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [ 3GPP TS 24.229] / [3GPP2 X.S0013.004] with the clarifications given in this section Procedures at the Push Sender agent
6.5.2 Procedures at the Push Sender agent
6.5.2.1 Establishment of a MSRP Session 

When the establishment of an MSRP session is needed, the Push Sender Agent:

1. SHALL generate an initial SIP INVITE request as according to rules and procedures of [RFC3261;

2.  SHALL include an Accept-Contact header with the communication service identifier of the Enabling Service and MAY add the 'require' and 'explicit' parameters according to rules and procedures of [RFC3841] and 3GPP 24.229; 

3. MAY include an Accept-Contact header with the Application Reference Identifier of the referenced application according to rules and procedures of [RFC3841] and 3GPP 24.229;

4. SHOULD include an Allow header with all supported SIP methods;
 
5. SHALL include the option tag 'timer'
 in the Supported header according t orules  and procedures RFC 4028; and,

6. SHOULD include the Session-Expires header
 with the refresher parameter set to ''uac'' according to rules and procedures of [RFC4028].
7. SHALL set the Request-URI of the SIP INVITE request to the Push Receiver Agent

8. SHALL include in the SIP INVITE request a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264], [RFC4566] and [MSRP] and
a. SHALL set the SDP directional media attribute to a=sendonly
b. MAY add the media attribute to the SDP settings as specified in [mmusic-file-transfer]

c. SHALL support multiple "m=" lines if more than one file is to be transfered as described in [mmusic-file-transfer 1]

9. SHALL send the SIP INVITE request towards the Push Receiver Agent according to rules and procedures of the SIP/IP Core.

On receiving a SIP 200 "OK" response to the SIP INVITE request the Push Sender Agent: 

1. 
2. SHALL store the list of supported SIP methods if received in the Allow header;
3. SHALL store the Session Identity if received in the Contact header as described in [RFC 4579]; 
4. SHALL start the Session timer
 using the value received in the Session-Expires header according to rules and procedures of [RFC4028].

5. SHALL interact with the User Plane as specified in ‎6.5.3.22 “MSRP Session”

6. When the 200 OK response for the last MSRP SEND is received, the Push Sender Agent  SHALL close the MSRP session for that particular file transfer by  setting the m line to zero i.e. m= 0,  according to the procedures defined in 5.2.1.2“MSRP Session  Release”. 
When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the Push Sender Agent SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.004] with the clarifications given in this section.
6.5.2.2 Push Sender Agent canceling a MSRP Session

When the Push Sender Agent wants to cancel the MSRP Session initiation, and the MSRP Session signalling is used as specified in section 5.2.1.1 "Establishment of a MSRP Session” and the Push Receiver Agent has not yet received a final SIP response for the SIP INVITE request, Push Sender Agent SHALL send a SIP CANCEL according to rules and procedures of [RFC3261].

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the Push Sender Agent SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.004] with the clarifications given in this section.
6.5.2.3 MSRP Session release

When the Push Sender Agent completes MSRP session it.
1. SHALL generate a SIP BYE request according to rules and procedures of [RFC3261] if there had been only one MSRP-file or the MSRP-file is  the last remaining media stream in the SDP file;

2. SHALL set the Request-URI to the SIP Session Identity of the SIP Session to release;

3. SHALL send a SIP BYE request according to rules and procedures of SIP/IP Core.  

If the timer set expires, the Push Sender Agent
· SHALL send re-INVITE to set the media line to zero i.e. m= 0 of the MSRP-file that has been transferred, if there is any other media stream than the MSRP-file transfer  media stream in the SDP file

· In case of multiple media lines for multiple different file transfer , the Push Sender Agent SHALL send the re-INVITE to set to zero i.e. m=0 , of all the media lines corresponding to the MSRP-files that have been transferred

Upon receiving a SIP 200 "OK" response to the SIP BYE request the Push Sender Agent SHALL release User Plane resources associated with the SIP Session with the Push Receiver Agent. 

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the Push Sender Agent SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [ 3GPP TS 24.229] / [3GPP2 X.S0013.004] with the clarifications given in this section.
6.5.3 User Plane

6.5.3.1 General

· MSRP Session
 between end points is negotiated with an Offer and Answer model using Session Description Protocol. These negotiation parameters are carried by SIP Signalling.

· Recommended media parameters
 to be used in near real-time communication are specified in [3GPP TS 26.141].

6.5.3.2 MSRP Media Session
6.5.3.3 Procedures for Originating Client
The Push Sender Agent sends a MSRP Message according to the following procedure:

· 1. To provide rich description of the Push content when sending multimedia message during an MSRP session, the Push Sender Agent: 

a. SHOULD add a Content-Disposition header field according to [RFC 2183] to the MSRP SEND method 
b. If the Push Sender Agent does not want the content to be rendered automatically to the receiver, but only on an express action of the receiver, then the sending Push Sender Agent SHALL add a Content-Disposition header field ‘attachment’ according to [RFC 2183] to the MSRP SEND according to rules and procedures of [MSRP] 
· 2. The Push Sender Agent MAY  include Content-Description header field whenever available;
· 3. To get the confirmation of the MSRP delivery, the Push Sender Agent MAY add  a  Success-Report header in the MSRP SEND method and set the value to yes
When the Push Sender Agent has received the corresponding response for the last chunk of the MSRP SEND request, e.g. 200 OK or Success-Report, the Push Sender Agent should close the MSRP session according to [MSRP].  
Upon receipt of an MSRP Failure response (e.g. 4XX), the Push Sender Agent :

· 1. SHALL check whether the corresponding MSRP request contains a failure delivery request, if true the the Push Sender Agent  SHALL generate a Failure delivery notification with MSRP REPORT; Otherwise, end the procedures;
6.5.3.2.1 Procedures for Terminating Client
The Push Reciver Agent SHALL check whether the message contains the request for delivery report. If true, the Push Reciver Agent SHALL send a delivery notification with MSRP REPORT to the initiating Push Sender Agent according to the rules and procedures of [MSRP].


Change 5:  INVITE / MSRP SAMPLE FLOW

A.6
INVITE / MSRP SAMPLE FLOW

A.1 Pushing Messages over INVITE and MSRP
The following example describes how to push content to a user.

    1.1 Use MSRP to Push Messages
In this scenario, the Content will be sent over MSRP to the Push Receiver Agent.

         Push Sender Agent                 Push Receiver Agent.
               |                        |

               |(1) (SIP) INVITE        |

               |----------------------->|

               |(2) (SIP) 200 OK        |

               |<-----------------------|

               |(3) (SIP) ACK           |

               |----------------------->|

               |                        |

               |(4) (MSRP) SEND (chunk) |

               |----------------------->|

               |(5) (MSRP) SEND (chunk) |

               |----------------------->|

               |(6) (MSRP) 200 OK       |

               |<-----------------------|

               |(7) (MSRP) 200 OK       |

               |<-----------------------|


|


  |


|(8) (MSRP) REPORT       |

               |<-----------------------|
               |                        |

               |(9) (SIP) BYE           |

               |----------------------->|

               |(10) (SIP) 200 OK       |

               |<-----------------------|

               |                        |

               |                        |

Figure 1: Pushing MSRP Messages

One or more messages will be sent to the Push Receiver Agent by MSRP channel. The Push Sender Agent will sends a SIP INVITE request to the SIP/IP core to negotiate with the Push Receiver Agent about establishing MSRP channel. . If the Push Sender want to send more then one file then one m= line is required per file with file descriptor information connected to each of the m lines.
1. The SIP/IP Core sends the SIP INVITE to the Push Receiver Agent based on information stored during registration.
2. The Push Receiver Agent analyses the SDP parameters and returns the agreed parameters by sending a SIP 200 "OK" response to the SIP/IP Core. If the Push Receiver Agent for some reason do not want to reject a file offered by the offerer, it sets the port number of the "m=" line associated with the file to zero. 
The SIP/IP Core forwards the SIP 200 "OK" response to the Push Sender Agent. (not shown in the picture)
3. The Push Sender Agent acknowledges the SIP 200 "OK" response with a SIP ACK request sent to the SIP/IP Core.

.The SIP/IP Core forwards the SIP ACK request to the Push Sender Agent.(not shown in the picture)
4. The Push Sender Agent send the the first chunk of data in a MSRP SEND to the Push Receiver Agent using the MSRP channel and the Success-Report header is inserted and set to yes. The MSRP SEND request that will carry the push message as payload 
5. The Push Sender Agent send the the second chunk of data in a MSRP SEND to the Push Receiver Agent using the MSRP channel. The MSRP SEND request that will carry the push message as payload 
6. The Push Receiver Agent responds with an MSRP 200 “OK” on the first MSRP SEND to the Push Sender Agent using the MSRP channel.
7. The Push Receiver Agent responds with an MSRP 200 “OK” on the second MSRP SEND to the Push Sender Agent using the MSRP channel.
12. When the Push Sender Agent and the Push Receiver Agent do not need the MSRP channel, the Push Sender Agent sends a SIP BYE to SIP/IP Core to disconnect the MSRP channel with the Push Receiver Agent.
8.  When the complete message was successfully received, the Push Reciver Agent sends a MSRP REPORT as  a Success Report was requested
9.  The Push Sender Agent terminates the session by sending a SIP BYE to the Push Receiver Agent
The SIP/IP Core forwards the SIP BYE request to the Push Receiver Agent. .(not shown in the picture)
10. The Push Sender Agent responds to the Push Receiver Agent with SIP 200 "OK" through the SIP/IP Core.
The SIP/IP Core forwards the SIP 200 "OK” to the Push Sender Agent. .(not shown in the picture)
NOTE:
If more than one message is to be sent to the client before step10, the Push Sender Agent will repeat the step 8-11.
File Transfer with SDP offer/answer, modified example from file transfer draft
INVITE request containing an SDP offer for file transfer

     INVITE sip:bob@example.com SIP/2.0

     To: Bob <sip:bob@example.com>

     From: My Sender Agent <sip:bob@push-sender-agent.example.com>;tag=1928301774

     Call-ID: a84b4c76e66710

     CSeq: 1 INVITE

     Max-Forwards: 70

     Date: Sun, 21 May 2006 13:02:03 GMT

     Contact: <sip:bob@push-sender-agent.example.com>
     Accept-Contact: +g.oma.lcsi.sip-push, +g.oma.iari.syncml
     Content-Type: application/sdp

     Content-Length: [length of SDP]

     --boundary71

     Content-Type: application/sdp

     Content-Length: [length of SDP]

     v=0

     o=push 2890844526 2890844526 IN IP4 push-sender-agent.example.com

     s=

     c=IN IP4 push-sender-agent.example.com

     t=0 0

     m=message 7654 TCP/MSRP *

     i=This is my latest picture

     a=sendonly

     a=accept-types:message/cpim

     a=accept-wrapped-types:*

     a=path:msrp://push-sender-agent.example.com:7654/jshA7we;tcp

     a=file-selector:name:"My cool picture.jpg" type:image/jpeg

           size:4092 hash:sha-1:72245FE8653DDAF371362F86D471913EE4A2CE2E

     a=disposition: not-render
     a=file-date:creation:"Mon, 15 May 2006 15:01:31 +03:00"

     a=icon:cid:id2@ push-sender-agent.example.com

     --boundary71

     Content-Type: image/jpeg

     Content-Transfer-Encoding: binary

     Content-ID: <id2@ push-sender-agent.example.com>

     Content-Length: [length of image]

     Content-Disposition: icon

     ...small preview icon of the file...

     --boundary71--

From now on we omit the SIP details for the sake of brevity.

The Push Receiver Agent on bobpc receives the INVITE request, inspects the SDP offer, computes the file descriptor and finds a local file whose hash equals the one indicated in the SDP.  Push Receiver Agent accepts the file transmission and creates an SDP answer as follows:

     v=0

     o=bob 2890844656 2890844656 IN IP4 bobpc.example.com

     s=

     c=IN IP4 bobpc.example.com

     t=0 0

     m=message 8888 TCP/MSRP *

     a=recvonly

     a=accept-types:message/cpim

     a=accept-wrapped-types:*

     a=path:msrp://bobpc.example.com:8888/9di4ea;tcp

     a=file-selector:name:"My cool picture.jpg" type:image/jpeg size:4092 hash:sha-1:72245FE8653DDAF371362F86D471913EE4A2CE2E

The push sender agent opens a TCP connection to the push receiver agent. The push sender agent then creates an MSRP SEND request that. This SEND request contains the first chunk of the file.

    MSRP d93kswow SEND

    To-Path: msrp://bobpc.example.com:8888/9di4ea;tcp

    From-Path: msrp://push-sender-agent.example.com:7654/iau39;tcp

    Message-ID: 12339sdqwer

Byte-Range: 1-2048/4385
    Success-Report: yes
    Content-Type: message/cpim

    To: Bob <sip:bob@example.com>

    From:  <sip:bob@push-sender-agent.example.com>

    DateTime: 2006-05-15T15:02:31-03:00

    Content-Disposition: not-render; filename="My cool picture.jpg"; creation-date="Mon, 15 May 2006 15:01:31 +03:00"; size=4092

    Content-Type: image/jpeg

    ... first set of bytes of the JPEG image ...

    -------d93kswow+

The Push Sender Agent sends the second and last chunk.  Note that MSRP allows to send pipelined chunks, so there is no need to wait for the 200 (OK)response from the previous chunk.

      MSRP op2nc9a SEND

      To-Path: msrp://bobpc.example.com:8888/9di4ea;tcp

      From-Path: msrp://push-sender-agent.example.com:7654/iau39;tcp

      Message-ID: 12339sdqwer

      Byte-Range: 2049-4385/4385

      Content-Type: message/cpim

      ... second set of bytes of the JPEG image ...

      -------op2nc9a$

Bob acknowledges the reception of the first chunk.

      MSRP d93kswow 200 OK

      To-Path: msrp://push-sender-agent.example.com:7654/iau39;tcp

      From-Path: msrp://bobpc.example.com:8888/9di4ea;tcp

      Byte-Range: 1-2048/4385

      -------d93kswow$
Bob acknowledges the reception of the second chunk.

      MSRP op2nc9a 200 OK

      To-Path: msrp://push-sender-agent.example.com:7654/iau39;tcp

      From-Path: msrp://bobpc.example.com:8888/9di4ea;tcp

      Byte-Range: 2049-4385/4385

      -------op2nc9a$

Bob acknowledges the reception of the complete message as a REPORT was requested
Bob-> The Push Sender Agent (MSRP):

   MSRP dkei38sd REPORT

   To-Path: msrp://push-sender-agent.example.com:7654/iau39;tcp

   From-Path: msrp://bobpc.example.com:8888/9di4ea;tcp
   Message-ID: 12339sdqwer

   Byte-Range: 1-4385/4385
   Status: 000 200 OK

   -------dkei38sd$

Push Sender Agent terminates the SIP session by sending a SIP BYE request.

Bob acknowledges the reception of the BYE request and sends a 200 (OK) response.




































































































�it is vague, what do you mean by large? 


�I still don't think this should be mandatory.


�How is the application reference id managed if present?


�What is the information in this m line? It is not described in the PSA rocedure


�Specify that there might be more than one m line


�Do you mean supported? 


�Not needed


�What is the session identity? Not described in the PSA procedure


�Need rephrasing


�Add a reference to the paragraph below describing this parameter?


�Garbled, needs correction.


�What the point in an MSRP session? Should the PRA reply with the supported methods?


�How is this tag handled by the PRA?


�How is this handled by the PRA?


�This is an entity. Should it be the PRA SIP URI?


�Is it the Accept Contact header that contains the communication service id? (already known by the PSA as it is specified in the MSRP session establishment)


�Not described in the PRA SIP 200 OK procedure


�Could you describe what is the user plane?


�Push session or MSRP session???


�Is this the User Plane?


�Why is this not included in the PSA procedure?
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