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	N/A


1 Reason for Change

Message-ID as one of Information Elements in DCD Messages and needed for handling message delivery. 
2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

. Contribution is to follow up on discussion in Frankfurt from INP. 00110R01 – Message Flow Identifier, from Intromobile.
6 Detailed Change Proposal
7. DCD Interfaces
7.1 Client-Server Interfaces

7.1.1 DCD-1

7.1.1.1 DCD-1 Interface

The DCD-1 interface is described in Figure 3: DCD-1 Interface transaction. The interface SHALL consist of the following: 

· a channel ContentUpdateRequest from the DCD Client to the DCD Server; and,

· a channel ContentUpdateResponse from the DCD Server to the DCD Client

The DCD-1 interface is used to update content for the DCD-Enabled Client Application. The DCD Client MUST send a ContentUpdateRequest to the DCD Server when one or more of the following events occur: 

· content update notification from the DCD Server (refer to 7.1.2).
· on demand content update request (i.e. content update without notification from DCD Server, derived from DCD enabled client application, scheduled content update or content expiration etc.).
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Figure 3: DCD-1 Interface transaction

· ContentUpdateRequest: DCD client sends ContentUpdateRequest message to DCD server for content update. ContentUpdateRequest message MUST include the Session ID.
· ContentUpdateResponse: DCD server receives the ContentUpdateRequest message from the DCD client. If the request is valid, the DCD Server SHALL send the ContentUpdateResponse message, including content package, to the DCD Client (refer to 9).
If the request is not valid, the DCD Server SHALL send the appropriate error message (refer to13).  

7.1.1.2 Information Elements
	Information Element
	Req
	Type
	Description

	Message-Type
	Mandatory
	String
	Message identifier “ChannelContentUpdateRequest”

	Session-ID
	Mandatory
	String
	Session identifier. The Session-ID is unique within the service provider domain. If there is an established Session, a Session-ID must be present.

	Message ID
	Mandatory
	TBD
	Message Identifier. The Message-ID is unique within a current session.

	Channel-IDs
	Optional
	List
	List of channel IDs to be updated. Missing channel ID TBD.


Table 1 Information elements in ChannelContentUpdateRequest message

	Information Element
	Req
	Type
	Description

	Message-Type
	Mandatory
	String
	Message identifier “ChannelContentUpdateResponse”

	Session-ID
	Mandatory
	String
	Session identifier. The Session-ID is unique within the service provider domain. If there is an established Session, a Session-ID must be present.

	Message ID
	Mandatory
	TBD
	Message Identifier. The Message-ID is unique within a current session.

	Content
	Mandatory
	Data Structure
	Content packages for applications, including content and content metadata, requested by the DCD Client. Refer to 9.


Table 2 Information elements in ChannelContentUpdateResponse message
7.1.2 DCD-2

7.1.2.1 Content Notification
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Figure 4: Content Notification transaction

The flow diagram of content notification and content push is shown in Figure 4: Content Notification transaction. The Notify message described in solid line passes through DCD-2 interface. The ContentUpdateRequest and ContentUpdateResponse messages, which is triggered by the Notify message and shown as dashed lines, pass through DCD-1 interface, and will be further described in detail in section 7.1.1.
When an event happens in the server, for example, a new subscription, a new ads, etc., the server MUST send a Notify message to the client in DCD-2 interface which is defined over a specific data transport, e.g. WAP Push.

If the Notify message carries the content notification only without actual content, the client MUST use Content Update transaction through DCD-1 interface to retrieve updated content for specified applications. Refer to 7.1.1. In this case, the Content Update transaction resulted from the Notify message is part of the logical transaction flow of Notify originated from the server.

The DCD Client and DCD Server MUST support Notify message.

7.1.2.1.1 Message and Information Elements

	Message
	Direction

	Notify
	Client ( Server


Table 3 Message directions for Content Notification transaction

	Information Element
	Req
	Type
	Description

	Message-Type
	Mandatory
	String
	Message identifier “Notify”

	Session-ID
	Conditional
	String
	Session identifier. The Session-ID is unique within the service provider domain.

The Session-ID MUST be present in point-to-point case, and optional for broadcast. See section 5.4 Session Management for broadcast.

	Message ID
	Conditional
	TBD
	Message Identifier. The Message-ID is unique within a current session. In case of requiring delivery confirmation it must be present in point-to-point, and optional for other cases.

	DCD-Content-And-Metadata
	Mandatory
	Data Structure
	The DCD Content and associated content metadata, or the reference to the content.
See Tabke xx.
[bh1] Subject to content packing discussion


Table 4 Information elements in Notify Message

7.1.2.1.2 “Notify” Specific Error Conditions

· TBD

7.1.3 DCD-3

7.1.3.1 Client Activation

The Client Activation activates the DCD service in the DCD Server for a specific DCD Client. During the activation, the subscriber authentication is performed separately according to the security level and authentication model described in section 10.1 and 10.2.

This section gives the details of the transaction messages.

Authentication is an optional step, the use of which depends upon policies of the DCD Server. Depending upon the authentication method required by the DCD Server, authentication may not involve the DCD Client directly. “Figure 5: Client Activation without Authentication by DCD Client” shows client activation when no authentication is required by the DCD Server (e.g. it may already have occurred, or not be required by the DCD Server), or the authentication method is transparent to the DCD Client.
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Figure 5: Client Activation without Authentication by DCD Client

“Figure 6: Client Activation with Authentication by DCD Client” shows client activation with authentication required by the DCD Server, and the DCD Client is involved.
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Figure 6: Client Activation with Authentication by DCD Client
7.1.3.1.1 Message and Information Elements
	Message
	Requirement
	Direction

	ClientActivationRequest
	Mandatory
	Client ( Server

	ClientActivationResponse
	Mandatory
	Client ( Server


Table 5 Message directions for Client Activation

	Information Element
	Req
	Type
	Description

	Message-Type
	M
	String
	Message identifier “ClientActivationRequest”

	Device-ID
	O
	String
	Device identifier, e.g. device make / model and version of the DCD Client.

	Version
	M
	String
	The highest version of protocol supported in the device. The format of the version of the DCD Enabler is defined as follows:


<X>’.’<Y>

Where X is a positive integer representing a major version number, and Y is a positive integer representing a minor version number.

The current version of DCD Enabler is “1.0”.

	Authentication-Mode
	M
	Enumerated
	The authentication mode supported in the device run-time. The enumerated values are { AUTH-None, AUTH-Basic, AUTH-Digest, AUTH-TLS }. The values are case-insensitive.

	Auth-Info
	C
	Structure
	Authentication-related information (e.g. device / user credentials, or shared secret) of the DCD Client as indicated necessary in a prior Activation Response.


Table 6 Information elements in ClientActivationRequest message
	Information Element
	Req
	Type
	Description

	Message-Type
	M
	String
	Message identifier “ClientActivationResponse”

	Session-ID
	C
	String
	Session identifier. It is present only if the transaction succeeds. The Session-ID is unique within the service provider domain.

	Session TTL
	O
	Integer
	The server required TTL in seconds for the session. ‘0’ means an infinite session.

	Auth-Info
	C
	Structure
	Authentication-related information corresponding to information that the DCD Client should provide for a subsequent request, e.g. challenge.


Table 7 Information elements in ClientActivationResponse message

7.1.3.1.2 “Client Activation” Specific Error Conditions

· Further authorization needed to use the server. (401)

· Version not supported. (505)

· Authentication mode not supported (506)

· Service provider agreement missing (902)
7.1.3.2 Application Registration

The Application Registration process involves registration of a DCD-Enabled Client Application with the DCD Server. The prerequisite to registration is DCD Client activation with the DCD Server. 

This section gives the details of the transaction messages.
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Figure 7: Application Registration

7.1.3.2.1 Message and Information Elements
	Message
	Requirement
	Direction

	AppRegistrationRequest
	Mandatory
	Client ( Server

	AppRegistrationResponse
	Mandatory
	Client ( Server


Table 8 Message directions for Application Registration

	Information Element
	Req
	Type
	Description

	Message-Type
	M
	String
	Message identifier “AppRegistrationRequest”

	Session-ID
	M
	String
	Session identifier of the current session established in the Client Activation). The Session-ID is unique within the service provider domain.

	Message ID
	M
	TBD
	Message Identifier. The Message-ID is unique within a current session.

	Application-Profile
	M
	Structure
	Contains detailed attributes of the application. The details of Application-Profile is TBD. In many situations, only a subset of Application-Profile (e.g  Application-ID only) is required to be present.


Table 9 Information elements in AppRegistrationRequest message
	Information Element
	Req
	Type
	Description

	Message-Type
	M
	String
	Message identifier “AppRegistrationResponse”

	Session-ID
	M
	String
	Session identifier of the current session. The Session-ID is unique within the service provider domain.

	Message ID
	M
	TBD
	Message Identifier. The Message-ID is unique within a current session.

	Application-ID
	M
	String
	Application identifier. Note: this field is used to correlate between the registration request and response and may not be needed if an alternate approach is taken.

	Channel-Metadata
	O
	Array of Structures
	 Channel Metadata for the channels matching application profile preferences. Each element in the array represents the metadata for a single channel.


Table 10 Information elements in AppRegistrationResponse message

7.1.3.2.2 “Application Registration” Specific Error Conditions

· TBD

7.1.3.3 Contextual Information Upload
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Figure 8: Contextual Information Upload

The client MAY upload the contextual information to the server if the contextual information has changed, or when the content update is needed. The contextual information includes the capabilities such as available storage, or the device status such as roaming status and PLMN code, or the device capabilities such as current language and supported languages etc.

It is noted that in many situations, the application-specific customized contextual information schema will be reported to the server as an extended information element in the “Table 12 Information elements in ContextualInfoUploadRequest ”. Also see section 7.1.4 of the interface extension framework.
7.1.3.3.1 Message and Information Elements
	Message
	Requirement
	Direction

	ContextualInfoUploadRequest
	Mandatory
	Client ( Server

	Status
	Mandatory
	Client ( Server


Table 11 Message directions in Contextual Information Upload transaction

	Information Element
	Req
	Type
	Description

	Message-Type
	Mandatory
	String
	Message identifier “ContextualinfoUploadRequest”

	Session-ID
	Mandatory
	String
	Session identifier. The Session-ID is unique within the service provider domain.
[bh] Subject to discussion on session, and it may be optional or part of contextual-info structure

	Message ID
	Mandatory
	TBD
	Message Identifier. The Message-ID is unique within a current session.

	Contextual-Information
	Mandatory
	Structure
	The structure of the contextual information, including Application-ID and Application-Name. See table xxx.


Table 12 Information elements in ContextualInfoUploadRequest message

Editor Note: In order to provide the hook for vendor extension, we need to specify the XML schema accordingly so that the XML parser will not return error.
7.1.3.3.2 “ContextualInfoUpload” Specific Error Conditions

· TBD
7.1.3.4 System Notification Message
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Figure 9: System Notification Message

The flow diagram of the system notification message is shown in “Figure 9: System Notification Message”.

The server sends a system notification message to the client when the server wants to deliver the system information to the client or to require system information from the client.
7.1.3.4.1 Message and Information Elements
	Message
	Direction

	Notify-System
	Client ( Server


Table 13 Message directions for Notify-System transaction

	Information Element
	Req
	Type
	Description

	Message-Type
	Mandatory
	String
	Message identifier “Notify-System”.

	Session-ID
	Conditional
	String
	Session identifier. The Session-ID is unique within the service provider domain.

The Session-ID MUST be present in point-to-point case, and optional for broadcast. See section 5.4 Session Management for broadcast.

	Message ID
	Conditional
	TBD
	Message Identifier. The Message-ID is unique within a current session. The Message-ID MUST be present in point-to-point case, and optional for broadcast. See section 5.4 Session Management for broadcast.

	Action
	Mandatory
	Enumeration
	The types of events { usage-tracking-report-request | suspend | resume | reserved }. Further types TBD.

	System-Data
	Optional
	Data Structure
	Reference to system data (e.g. Href and proxy-address) or the system data itself. Further details TBD


Table 14 Information elements in Notify-System Message through DCD-3

7.1.3.5 System Request and Response Messages
	Message
	Direction

	SystemRequest
	Client ( Server

	SystemResponse
	Client ( Server


Table 15 Message directions for SystemRequest transaction
	Information Element
	Req
	Type
	Description

	Message-Type
	Mandatory
	String
	Message identifier “SystemRequest”

	Session-ID
	Mandatory
	String
	Session identifier. The Session-ID is unique within the service provider domain.

	Message ID
	Mandatory
	TBD
	Message Identifier. The Message-ID is unique within a current session.

	Action
	Mandatory
	Enumeration
	The types of events { usage-tracking-report | suspend-ack | resume-ack | reserved }. Further types TBD.

	System-Data
	Optional
	Data Structure
	System data from the client. Further details TBD.


Table 16 Information elements in SystemRequest message

	Information Element
	Req
	Type
	Description

	Message-Type
	Mandatory
	String
	Message identifier “SystemResponse”

	Session-ID
	Mandatory
	String
	Session identifier. The Session-ID is unique within the service provider domain.

	Message ID
	Mandatory
	TBD
	Message Identifier. The Message-ID is unique within a current session.

	System-Data
	Optional
	Data Structure
	System data from the server. Further details TBD.


Table 17 Information elements in SystemResponse message

7.1.3.5.1 “Notify-System” Specific Error Conditions

· TBD

End
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