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1 Reason for Change

During preparation of the DCD ETS, issues with the DCD Semantics TS coverage of some functions were discovered. These need to be corrected, as bug fixes.
2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The updates should be discussed and the agreed changes incorporated into a revision of the DCD Semantics TS:
In “6.1.9 Usage Tracking Report”

· It is not specified if/when to reset the counters for usage tracking. This will result in unpredictable behavior.

· In Content-Usage structure, "Subscriber-Info" is misplaced, as this field is not known by the DC.

· Re "Policies may expire based upon their defined schedule, or be explicitly expired by being omitted from a later RequestForUsageTrackingReport" this actually requires that to explicitly expire a policy, the DS must define a new one, since to omit the Report-policy structure entirely means that the "DCD Client should immediately respond with a UsageTrackingReport based upon the currently active policies." Thus to remove a policy, the DS should deliver a Report-policy structure for the Policy-ID, but omit all options (thus implying that the policy is to be removed). As stated for Contextual Information Upload "If the value of any attribute in the policy is empty, the DCD Client SHALL remove the related policy setting."

In “7.1.3.5 Contextual Information Upload”

· Clarify that if all report-policy options are removed, what the DC should respond with (if at all) in ContextualInformationUpload.

6 Detailed Change Proposal
Change 1:  Update 6.1.9 Usage Tracking Report
6.1.9 Usage Tracking Report

The DCD Client sends a UsageTrackingReport message to the DCD Server to report the DCD Client’s usage tracking statistical information. This transaction is not applicable if the uplink from the DCD Client to the DCD Server is unavailable (e.g. in receive only terminal).

The UsageTrackingReport message SHALL be sent from the DCD Client to the DCD Server as a result of one of the following two conditions:

· The DCD Client received a RequestForUsageTrackingReport message from the DCD Server

· Time to report the usage tracking statistics (if any) according to predefined schedule as per DCD Service Provider policy

If the usage-report-server-address attribute is present in the RequestForUsageTrackingReport, then the DCD Client SHALL send the UsageTrackingReport message to the specified address.
The DCD Client SHALL reset its internal counters for usage tracking after reporting current usage, i.e. in response to an on-demand usage tracking report, or after sending a policy-based usage tracking report.

The DCD Client SHALL reset its internal counters for usage tracking when establishing a new usage tracking report policy. The DCD Client SHALL NOT reset its internal counters for usage tracking when updating an existing usage tracking report policy, e.g. for modification of the reporting schedule.

The usage information elements that are monitored and reported in the device may depend upon the agreement between the device/client vendor and service provider. Example information to be considered for usage tracking attributes is as follows:

· Consumption of specific content items, per the DCD Service Provider policy 

The UsageTrackingReport message SHALL be created with the attributes as defined in Section 7.1.3.6.1.

If all DCD Channels are suspended, the DCD Client SHALL not send UsageTrackingReport messages until at least one DCD Channel is resumed. Upon resumption of at least one DCD Channel, the DCD Client SHALL send the current usage tracking statistical information to the DCD Server. 

If the DCD Client cannot respond to the DCD Server with the UsageTrackingReport message when one of the above mentioned respond conditions are met, the DCD Client SHALL send an error message with error-code “not allowed” as defined in Section 13.
Change 2:  Update 7.1.3.6 Usage Tracking Report
9.2.3.5 Usage Tracking Report

The usage tracking report transaction (see Figure 28: Usage Tracking Report transaction) is used by the DCD Client to report usage statistics to the DCD Server and is triggered when one of the custom conditions (e.g. low memory) occurred on the client device, upon predefined schedule, or if requested by the DCD Server. This transaction is not applicable if the uplink from the DCD Client to the DCD Server is unavailable (e.g. in receive-only terminal).
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Figure 28: Usage Tracking Report transaction

9.2.3.5.1 Message and Information Elements
	Message
	Implementation
	Direction

	RequestForUsageTrackingReport
	Optional
	Client ( Server

	UsageTrackingReport
	Mandatory
	Client ( Server


Table 36 Message directions for Usage Tracking Report transaction

	Information Element
	Req
	Type
	Description

	Session-ID
	Conditional
	String
	Session identifier. The Session-ID is unique within the service provider domain.

This attribute is present for messages sent over point-to-point bearers.

	Broadcast-Service-ID
	Conditional
	String
	A comma separated list of Broadcast-Service-IDs. Includes all Broadcast Service IDs applicable for the current transaction.

Broadcast Service IDs are intended to be globally unique, and start with a registered Internet domain name.

This parameter is present when CBS bearer is used for this transaction.

	Message-ID
	Mandatory
	String
	Identifies this message. The Message-ID is unique within a current session. Message identifier consists of the transaction identifier suffixed by two numeric characters for message index within the transaction. Transaction identifier offset is unique within the current session and identical for all messages within the transaction.

	Application-ID
	Optional
	String
	Application identifier of the DCD-Enabled Client Application to which this message is related. If absent, this message is used to request reports for all registered applications.

	Usage-report-server-address
	Optional
	String
	The address (URL) of the “usage tracking” server assigned by the DCD Service Provider. This address is used by the DCD Client to report usage tracking for channels via the DCD-3 interface.

	Report-policy
	Optional
	List of Structures
	Policy defining how statistics should be collected and reported. If absent, the DCD Client should immediately respond with a UsageTrackingReport based upon the currently active policies. If the policy is present but empty (i.e. contains only the Policy-ID), the policy should be removed.


Table 37 Information elements in RequestForUsageTrackingReport Message

	Information Element
	Req
	Type
	Description

	Policy-ID
	Mandatory
	String
	Identifier of the policy for correlation purposes, when usage tracking reports are sent. Policies are established by being included in a RequestForUsageTrackingReport. Policies may expire based upon their defined schedule, or be explicitly expired by being omitted from a later RequestForUsageTrackingReport.

	Channel-ID-Filter
	Optional
	String
	A regular expression used as a filter to track content items by Channel ID metadata attribute contains this string. If present, tracking based upon the other policy filters is limited to content of this channel only. If not present, tracking based upon the other policy filters applies to content of all channels. If no other policy filters are indicated, tracking applies to all content items of the channel.

	Content-ID-Filter
	Optional
	String
	A regular expression used as a filter to track content items by Content ID.

	Content-Type-Filter
	Optional
	String
	A regular expression used as a filter to track content items by Content Type.

	Mime–Type-Filter
	Optional
	String
	A regular expression used as a filter to track content items by MIME type.

	Tracking-Schedule
	Optional
	String
	Tracking start and stop time (comma separated), expressed in UTC format. If not specified, tracking should start immediately.

	Reporting-Schedule
	Optional
	String
	Reporting start time expressed in UTC format, and report frequency in minutes. If not specified, tracking schedule is DCD Client-implementation specific.


Table 38 Information elements in Report-policy structure
Minimally supported regular expression subset SHALL include the following, which can be arranged in arbitrary sequence:

· “*” = match to any set of characters 

· “?” = match to any single character

· “string” = match to a specified string

	Information Element
	Req
	Type
	Description

	Session-ID
	Mandatory
	String
	Session identifier. The Session-ID is unique within the service provider domain.

	Message-ID
	Mandatory
	String
	Identifies this message. The Message-ID is unique within a current session. Message identifier consists of the transaction identifier suffixed by two numeric characters for message index within the transaction. Transaction identifier offset is unique within the current session and identical for all messages within the transaction.

	Application-ID
	Mandatory
	String
	Application identifier of the DCD-Enabled Client Application to which this message is related.

	Report-Data
	Mandatory
	List of Structures
	Reported data. The structure depends on XML namespace and schema provided by client vendors.


Table 39 Information elements in UsageTrackingReport message
	Information Element
	Req
	Type
	Description

	Policy-ID
	Conditional
	String
	Identifier of the policy.

	Content- Usage
	Mandatory
	List of Structures
	List of Content IDs and timestamps for policy-related content items accessed. Note: how “access” is determined is implementation specific.


Table 40 Information elements in Report-Data structure
	Information Element
	Req
	Type
	Description

	Content-ID
	Optional
	String
	ID to uniquely identify content inside the Service Provider domain.

	Channel-ID
	Optional
	String 
	ID to uniquely identify the channel for which the statistics apply

	
	
	
	

	Subscription-ID
	Optional
	String
	ID to uniquely identify the group of subscribers for which the statistics apply

	Application-ID
	Optional
	String
	ID to uniquely identify the application for which the statistics apply

	Timestamp
	Optional
	String
	The local device timestamp of when the content was first accessed. Should be present if Content ID is present.

	Usage-Count
	Mandatory
	Integer
	Number of times policy-related content items were accessed. 


Table 41 Information elements in Content-Usage structure
Change 3:  Update 7.1.3.5 Contextual Information Upload
9.2.3.6 Contextual Information Upload

The contextual information upload transaction (see Figure 27: Contextual Information Upload) occurs when the contextual information on the client device has changed, upon predefined schedule, or if requested by the DCD Server. The contextual information includes the capabilities (e.g. available storage), device status (e.g. roaming status and PLMN code), etc. Via the ContextualInformationUploadRequest message, the DCD Server can both request an immediate contextual information report, and set policies controlling when the DCD Client should automatically report contextual information.

This transaction is not applicable if the uplink from the DCD Client to the DCD Server is unavailable (e.g. in receive-only terminal).
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Figure 27: Contextual Information Upload

9.2.3.6.1 Message and Information Elements
	Message
	Implementation
	Direction

	ContextualInformationUploadRequest
	Optional
	Client ( Server

	ContextualInformationUpload
	Mandatory
	Client ( Server


Table 29 Message directions in Contextual Information Upload transaction

	Information Element
	Req
	Type
	Description

	Session-ID
	Conditional
	String
	Session identifier. The Session-ID is unique within the service provider domain. 
The Session-ID present for messages sent over point-to-point bearers.

	Broadcast-Service-ID
	Conditional
	String
	A comma separated list of Broadcast-Service-IDs. Includes all Broadcast Service IDs applicable for the current transaction.

Broadcast Service IDs are intended to be globally unique, and start with a registered Internet domain name.

This parameter is present when CBS bearer is used for this transaction.

	Message-ID
	Conditional
	String
	Identifies this message. The Message-ID is unique within a current session. Presence in the message is conditional upon the session-id being present. Message identifier consists of the transaction identifier suffixed by two numeric characters for message index within the transaction. Transaction identifier offset is unique within the current session and identical for all messages within the transaction.

	Report-policy
	Optional
	Structure
	Set of policies for automatic reporting of contextual information. If present, the DCD Client SHALL use the indicated policies for automatic reporting of contextual information. If not present, the DCD Client SHALL treat this as an on-demand request for Contextual Information Upload. This attribute will replace the prior policy, if set. If the value of any attribute in the policy is empty, the DCD Client SHALL remove the related policy setting. If the report-policy is empty (all options are absent), the DCD Client SHALL remove all policy settings and take no further action.


Table 30 Information elements in ContextualInformationUploadRequest Message

	Information Element
	Req
	Type
	Description

	report-frequency
	Optional
	String
	Interval (in minutes) between automatic reports. If present, the DCD Client SHALL send a ContextualInformationUpload message at this frequency, beginning at the time the ContextualInformationUploadRequest was received. The default value is “off”, i.e. there is no schedule reporting.

	Storage-report-policy
	Optional
	List of Structures
	List of policies for reporting on reserved and free storage managed by the DCD Client.

	Roaming-status-report
	Optional
	String
	Policy for reporting on roaming, one of “on-demand” (default value), “any-change”, “home”, “roam”, “international”.

If “home”, “roam”, or “international”, the DCD Client SHALL report only upon a change to/from the specified roaming status.

	available-bearers-report
	Optional
	String
	Policy for reporting on available bearers, one of “on-demand” (default value), “any-change”, “UMTS”, “WiMAX”, “LTE”, “802.11”, “CBS”, “BCAST”.

If “UMTS”, “WiMAX”, “LTE”, “802.11”,  “CBS”, “BCAST”, the DCD Client SHALL report only upon a change of availability for the specified bearer.

	preferred-bearers-report
	Optional
	String
	Policy for reporting on preferred bearers, one of “on-demand” (default value), “any-change”.


Table 31 Information elements in Report-policy structure

	Information Element
	Req
	Type
	Description

	Channel-ID
	Mandatory
	String
	ID of channel to be reported upon. If empty, applies to all channels (i.e. total of DCD Client managed storage).

	Reserved-storage-report
	Optional
	String
	Policy for reporting on reserved storage (for the specified channel, if applicable) managed by the DCD Client, one of “on-demand” (default value), “any-change”.

	Free-storage-report
	Optional
	String
	Policy for reporting on free storage (within the reserved storage), one of “on-demand” (default value), “exhausted”.

If “exhausted”, the DCD Client SHALL send the ContextualInformationUpload message when no storage is available for received content.


Table 32 Information elements in Storage-report-policy structure
	Information Element
	Req
	Type
	Description

	Session-ID
	Mandatory
	String
	Session identifier. The Session-ID is unique within the service provider domain.

	Message-ID
	Mandatory
	String
	Identifies this message. The Message-ID is unique within a current session. Message identifier consists of the transaction identifier suffixed by two numeric characters for message index within the transaction. Transaction identifier offset is unique within the current session and identical for all messages within the transaction.

	Contextual-Information
	Mandatory
	Structure
	The dynamic contextual information of the device.


Table 33 Information elements in ContextualInformationUpload message
	Information Element
	Req
	Type
	Description

	Storage-report
	Conditional
	List of Structures
	Storage status for the set of channels being reported upon. Present for on-demand reports. Present for reports triggered by an applicable report-policy. Conditional upon storage reservation being implemented.

	roaming-status
	Conditional
	String
	Current roaming status, one of “unknown”, “home”, “roam”, “international”. Present for on-demand reports, or reports triggered by an applicable report-policy.

	available-bearers
	Conditional
	String
	Types of all available bearer networks: comma-separated list of one or more of “unknown”, “UMTS”, “WiMAX”, “LTE”, “802.11”,, “CBS”, “BCAST”. Present for on-demand reports, or reports triggered by an applicable report-policy.

	preferred-bearers
	Conditional
	String
	Preference for specific bearers, if available, in priority order:  comma-separated list of one or more of “unknown”, “UMTS”, “WiMAX”, “LTE”, “802.11”,, “CBS”, “BCAST”. Present for on-demand reports, or reports triggered by an applicable report-policy.


Table 34 Information elements in ContextualInformation structure

	Information Element
	Req
	Type
	Description

	Channel-ID
	Mandatory
	String
	ID of channel being reported upon. If set to “*”, applies to all channels (i.e. total of DCD Client managed storage).

	Reserved-storage
	Conditional
	Integer
	Memory in bytes that is currently reserved (for the specified channel, if applicable) for the channel in DCD content storage managed by the DCD Client. Present for on-demand reports, or reports triggered by an applicable report-policy.

	Free-storage
	Conditional
	Integer
	Amount of free memory in bytes in the reserved DCD content storage for the channel. Present for on-demand reports, or reports triggered by an applicable report-policy.


Table 35 Information elements in Storage-report structure
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