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1. Scope

The Enabler Test Requirements (ETR) document for the Enabler under consideration is created and maintained by the Technical Working Group (TWG) responsible for the technical specifications for the corresponding Enabler.

The ETR document is intended to cover at least those requirements collected in the Requirements Document (RD) and the Architecture Document (AD) in addition to any other items the TWG has identified as important enough to warrant attention from interoperability perspective and identify any technical functionalities that should be covered by testing.

2. References

2.1 Normative References

	[DCD-AD]
	“Dynamic Content Delivery Architecture”, Version 1.0, Open Mobile Alliance™, OMA-AD-DCD -V1_0, URL:http://www.openmobilealliance.org/

	[DCD-BCAST]
	“Dynamic Content Delivery Technical Specification – BCAST Adaptation”, Version 1.0, Open Mobile Alliance™, OMA-TS-DCD_BCAST-V1_0, URL:http://www.openmobilealliance.org/

	[DCD-CBS]
	“Dynamic Content Delivery Technical Specification – CBS Adaptation”, Version 1.0, Open Mobile Alliance™, OMA-TS-DCD_CBS-V1_0, URL:http://www.openmobilealliance.org/

	[DCD-Charging]
	“OMA DCD Charging”, Version 1.0, Open Mobile Alliance™, OMA-TS-DCD_Charging-V1_0, URL:http://www.openmobilealliance.org/

	[DCD-MO]
	“OMA DCD Management Object”, Version 1.0, Open Mobile Alliance™, OMA-TS-DCD_MO-V1_0, URL:http://www.openmobilealliance.org/

	[DCD-RD]
	“Dynamic Content Delivery Requirements”, Version 1.0, Open Mobile Alliance™, OMA-RD-DCD -V1_0, URL:http://www.openmobilealliance.org/

	[DCD-Semantics]
	“Dynamic Content Delivery Technical Specification – Session and Transactions”, Version 1.0, Open Mobile Alliance™, OMA-TS-DCD_Semantics-V1_0, URL:http://www.openmobilealliance.org/

	[DCD_ETR]
	“Enabler Test Requirements for DCD”, Version 1.0, Open Mobile Alliance™, OMA-ETR-DCD-V1_0, URL:http://www.openmobilealliance.org/

	[OMA-UAPROF]
	“User Agent Profile”, Open Mobile Alliance. OMA-WAP-UAProf-v2_0, 
URL: http://www.openmobilealliance.org/

	[OMNA]
	"OMA Naming Authority". Open Mobile Alliance(.
http://www.openmobilealliance.org/tech/omna

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[SCRRULES]
	“SCR Rules and Procedures”, Open Mobile Alliance™, OMA-ORG-SCR_Rules_and_Procedures, URL:http://www.openmobilealliance.org/


2.2 Informative References

	[OMADICT]
	“Dictionary for OMA Specifications”, Version x.y, Open Mobile Alliance™,
OMA-ORG-Dictionary-Vx_y, URL:http://www.openmobilealliance.org/


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions

	Application Deregistration
	The process of terminating the association of a DCD Enabled Client Application with a DCD Server.

	Application Profile
	See [DCD-AD].

	Application Registration
	The process of establishing the association of a DCD Enabled Client Application with a DCD Server, and disclosure of its Application Profile, to facilitate DCD Enabled service establishment.

	ATOM
	A set of standards for web feeds, including The Atom Syndication Format (an XML language used for web feeds) and the Atom Publishing Protocol (a simple HTTP-based protocol for creating and updating web resources).

	Authentication
	The process of validating the identity of a DCD Client.

	Cell Broadcast Service
	A one-to-many geographically focused messaging service based upon the GSM/UMTS Short Message Service.

	Channel Deregistration
	The process of terminating availability of a DCD Channel.

	Channel Discovery
	The process of delivering Channel Guide information, to enable DCD Enabled Client Application awareness of available services, and to facilitate the Channel Subscription process.

	Channel Guide
	A subset of Channel Metadata for one or more DCD Channels, provided to facilitate the Channel Discovery process.

	Channel Metadata
	See [DCD-AD].

	Channel Metadata Update
	The process of delivering changes to Channel Metadata items for a specific DCD Channel, to applicable DCD Clients and DCD Enabled Client Applications.

	Channel Registration
	The process of establishing the availability of a new DCD Channel.

	Channel Resumption
	The process of resuming DCD Enabled services for a specific DCD Channel.

	Channel Subscription
	The process of establishing a Subscription to a DCD Enabled service, represented as a DCD Channel, for a DCD Enabled Client Application.

	Channel Subscription Update
	The process whereby a DCD Enabled Client Application updates its preferences related to a DCD Channel.

	Channel Suspension
	The process of suspending DCD Enabled services for a specific DCD Channel.

	Channel Unsubscription
	The process of terminating a subscription to a DCD Channel.

	Client Activation
	The process of establishing or re-establishing a DCD Session.

	Client Deactivation
	The process of terminating a DCD Session.

	Content Metadata
	See [DCD-AD].

	Content Publication
	The process whereby DCD Content Providers make content available for ingestion and subsequent delivery by DCD Servers.

	Content Submission
	The process of sending content from a DCD Enabled Client Application to a DCD Content Provider for arbitrary application purposes.

	Content Update
	The process of delivering content to DCD Enabled Client Applications.

	DCD Channel
	See [DCD-RD]. Also referred to as “Channel”.

	DCD Client
	See [DCD-RD].

	DCD Content Packaging
	The enveloping of DCD Content with associated Content Metadata within DCD transactions.

	DCD Content Provider
	See [DCD-RD]. Also referred to as “Content Provider”.

	DCD Server
	See [DCD-RD].

	DCD Service
	A DCD enabler deployment, via which a DCD Service Provider offers DCD enabled services.

	DCD Service Provider
	See [DCD-RD]. Also referred to as “Service Provider”.

	DCD XML
	The XML document type used to express DCD messages.

	DCD-1
	A uni-directional point-to-point interface between the DCD Server and the DCD Client, used by the DCD Client to send content requests and submissions to the DCD Server and to receive DCD Content in response.

	DCD-2
	A uni-directional interface between the DCD Server and the DCD Client, used by the DCD Server to push notifications and / or content to the DCD Client.

	DCD-3
	A bi-directional interface between the DCD Server and the DCD Client, is used by the DCD Server and the DCD Client to exchange DCD Subscription and Administration information.

	DCD-CADE
	A bi-directional interface between the DCD Enabled Client Application and the DCD Client, used by the DCD Client to send notifications and / or content to the DCD Enabled Client Application, and enabling the DCD Enabled Client Application to retrieve content from the DCD Client.

	DCD-CAR
	A bi-directional interface between the DCD Enabled Client Application and the DCD Client, used by the DCD Enabled Client Application to register with the DCD Client when the application is installed on a terminal.

	DCD-CPDE
	A bi-directional interface between the DCD Content Provider and the DCD Server, used by the Content Provider to publish content at the DCD Server and by the DCD Server to retrieve content from the Content Provider.

	DCD-CPR
	A bi-directional interface between the DCD Content Provider and the DCD Server, used by the Content Provider to register new content channels with the DCD Server and to notify the DCD Server about subscription events and vice versa.

	DCD-Enabled Client Application
	See [DCD-RD].

	Dynamic Content Delivery
	See [DCD-RD].

	Enabler Release
	Collection of specifications that combined together form an enabler for a service area, e.g. a download enabler, a browsing enabler, a messaging enabler, a location enabler, etc.  The specifications that are forming an enabler should combined fulfil a number of related market requirements.

	HTTP Digest Authentication
	A method of credentials negotiation between an HTTP client and HTTP server, defined in [RFC 2617].

	Minimum Functionality Description
	Description of the guaranteed features and functionality that will be enabled by implementing the minimum mandatory part of the Enabler Release.

	Pull
	A service delivery method in which the client initiates a service transaction.

	Push
	A service delivery method in which the server initiates a service transaction.

	Push-OTA
	The over-the-air interface via which OMA Push messages are delivered to terminals.

	Receive-Only Client Case
	Broadcast-related deployment model for DCD in which a DCD Client has no need or ability to transmit requests or responses to DCD transactions.

	RSS
	A family of web feed formats, including Really Simple Syndication (RSS 2.0) and RDF Site Summary (RSS 1.0)

	Subscription
	An arrangement to receive or be given access to content and services delivered via DCD.

	Subscription Personalization
	The process of adapting DCD Enabled services to a particular user’s preferences and context.

	Subscription Validation
	The process of verifying DCD Enabled Client Application agreement with a DCD Server-initiated Channel Subscription action.

	User Agent Profile
	A document format defined by the OMA UAProf enabler [OMA-UAPROF], via which a device vendor discloses characteristics of a device and the OMA enablers that it supports.

	Wi-Fi
	Trade name for a collection of wireless technology specifications for private and public wireless networks operating in unlicensed frequency bands.


3.3 Abbreviations

	AP
	Application Profile

	APN
	Access Point Name

	BCAST
	The OMA BCAST enabler

	CBS
	Cell Broadcast Service

	CP
	Content Provider

	DC
	DCD Client

	DCD
	Dynamic Content Delivery

	DECA
	DCD Enabled Client Application

	DS
	DCD Server

	DTLS
	Datagram Transport Layer Security

	ERDEF
	Enabler Requirement Definition

	ERELD
	Enabler Release Definition

	HTTP
	Hypertext Transport Protocol

	ID
	Identifier

	IP
	Internet Protocol

	MIME
	Multipurpose Internet Mail Extensions

	MNO
	Mobile Network Operator

	OMA
	Open Mobile Alliance

	OMNA
	Open Mobile Naming Authority

	PAP
	Push Access Protocol

	PLMN
	Public Land Mobile Network

	RADIUS
	Remote Authentication Dial-In User Service (RFC 2865)

	RFC
	Request for Comments

	TLS
	Transport Layer Security

	UAProf
	User Agent Profile

	UMTS
	Universal Mobile Telecommunications System

	URI
	Universal Resource Identifier

	URL
	Universal Resource Locator

	WAP
	Wireless Application Protocol

	WBXML
	WAP Binary XML

	WSP
	Wireless Session Protocol

	XDMS
	XML Document Management Service


4. Introduction

The purpose of this Enabler Test Requirements document is to help guide the testing effort for the Enabler Dynamic Content Delivery 1.0 (DCD 1.0), documenting those areas where testing is most important to ensure interoperability of implementations.

The Enabler under consideration comprises the following specifications:

· OMA-TS-DCD_Semantics-V1_0 [DCD-Semantics]: Main specification for Dynamic Content Delivery (DCD). Serves as an umbrella document for all the DCD function-level specifications and links the specifications with DCD Architecture [DCD-AD]. Further, the document specifies the following functions: Client Activation, DCD Enabled Client Application Registration, DCD Channel Registration, Session Management, Channel Discovery, Subscription, Content Delivery, Content Submission, Channel Suspension, Usage Tracking, Contextual Information Upload, Charging, and Security. 
· OMA-TS-DCD_BCAST-V1_0 [DCD-BCAST]: Adaptation specification for DCD operation over OMA Mobile Broadcast Service bearers.
· OMA-TS-DCD_CBS-V1_0 [DCD-CBS]: Adaptation specification for DCD operation over Cell  Broadcast bearers.

· OMA-TS-DCD_Charging-V1_0 [DCD-Charging]: Specification addressing charging-related behaviors of the DCD Server, principally for interfacing with OMA Charging Enabler entities.

Generally, the testing activity should aim at validating the normal working behaviour of the client/server interactions, as well as testing the error conditions whenever it is possible to set up the appropriate scenarios. The following sections provide a more detailed description of the testing requirements for DCD-1.0.

This document also intends to provide some guidance on the prioritization of the specifications and features to be tested within Enabler DCD-1.0.
5. Test Requirements

5.1 Enabler Test Requirements

The test requirements collected in this section are related to the Enabler DCD-1.0.

The following sections are separated into Mandatory and Optional requirements per the complexity and effect upon interoperability, and not based upon the SCR status alone.
The tables for the mandatory and optional test requirements include the following columns:

FEATURE KEY:
A set of characters uniquely identifying the enabler test  requirement to be tested. It is suggested that the Feature Key is no longer than 4 to 5 characters. The purpose of the Feature Key is that when used, it distinctly refers to only one feature to be tested.

FEATURE DESCRIPTION:
A description of a technical specification feature to be tested.

FEATURE TEST REQUIREMENTS:
A description of what shall be tested for the feature.
Following are the Feature Keys of DCD 1.0 that should be tested. 
	Feature Key
	Description

	NET
	Network Environment

	ACT
	Client Activation and Deactivation

	REG
	DCD Enabled Client Application Registration and Deregistration

	SUB
	Subscription and Unsubscription

	CDEL
	Content Delivery

	CSUB
	Content Submission

	SUSP
	Suspension and Resumption

	DISC
	Channel Discovery

	USG
	Usage Tracking

	CIUPL
	Contextual Information Upload

	CHG
	Charging

	CREP
	Content Repair

	ERR
	Error handling


For brevity, the following abbreviations are used throughout the remainder of this document:

· DC = DCD Client

· DECA = DCD Enabled Client Application

· DS = DCD Server
Test Driver Requirements for Interoperability Test

DCD defines a set of interfaces via which the DCD Client and DCD Server interact to support DCD-enabled services. 
The DCD-enabled services and content are as defined by Content Providers (CP), and consumed by DCD Enabled Client Applications (DECA). In order to exercise the DCD functions as they are intended to operate, test drivers/support will be needed on both the CP and DECA sides. The main purpose of a test driver is to be the trigger for execution of specific test scenarios that validate DCD Client and DCD Server functions and DCD-internal interfaces. The test drivers would not need to be a full implementation of an example CP application or DECA, or necessarily use the specific external interfaces defined in DCD. The requirements for these test drivers should be further analyzed in the IOP phase, e.g. considering these approaches:
· Internal vs external test drivers: either or both of the following could be used in an IOP test

· External: Test drivers are developed for both the CP and DECA sides, to execute specific test scenarios using pre-defined DCD external interface messages (or a functionally equivalent abstraction of the interfaces/messages), including channel/content metadata and content. In this case, such test drivers may be collaboratively developed by OMA in the IOP process, using submissions by supporting companies. This would enable product vendors to focus on implementation rather than test drivers. 
· Internal: IOP-submitted DCD Clients and DCD Servers include test drivers provided by the submitting vendor, in compliance with pre-defined test scenarios based upon specific channel/content metadata and content.
· On the CP side, test drivers can be developed as server applications, e.g. using Javascript.
· On the device side, external test drivers may need to be adapted to the specific execution environment supported by the vendor, so the test driver development should probably use a language that is easy to port between environments.
5.1.1 Mandatory Test Requirements

Mandatory test requirements are covering features/functions of an Enabler which must be successfully validated in interoperability testing.
NOTE:  This table needs to be filled out at a level where ambiguity is not present but details are not overwhelming.

Ambiguity means that the details do not have several meanings nor have more than one possible implementation path following.

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	NET-001
	Operation over point-to-point IP bearers and WAP Push
	Verify feature test requirements in a deployment context utilizing point-to-point IP bearers (e.g. UMTS, WiFi) for the DCD-1 and DCD-3 interfaces, and WAP Push for the DCD-2 and DCD-3 interfaces.

	
	ACT-001
	Client Activation
	Verify that a DCD session can be activated by a DC, via the Client Activation transaction, DCD-3 Client Activation Request and DCD-3 Client Activation Response.

	
	ACT-002
	Client Deactivation
	Verify that a DCD session can be deactivated by a DC, \including DCD-3 Client Deactivation Request, and DCD-3 Client Deactivation Response.

	
	REG-001
	DECA Registration
	Verify that a DECA can be registered with a DS, via the Application Registration Notification transaction, including DCD-3 Application Registration Notification and DCD-3 Application Registration Response.

	
	SUB-001
	Internal Subscription
	Verify DECA-initiated channel subscription via the Channel Subscription transaction, including DCD-3 Channel Subscription Request and DCD-3 Channel Subscription Response.

	
	SUB-002
	Internal Unsubscription
	Verify DECA-initiated channel unsubscription via the Channel Unsubscription transaction, including DCD-3 Channel Unsubscription Request and DCD-3 Channel Unsubscription Response.

	
	CDEL-001
	Scheduled Content Update request
	Verify DC-initiated content update based upon channel pull schedule, including content item handling by DC upon the content update response.

	
	CDEL-002
	On-Demand Content Update request
	Verify DECA-initiated content update and content item handling by DC, via the Content Update Request transaction, including DCD-1 Content Update Request, DCD-1 Content Update Response, and DCD-1 Content Delivery Confirmation.

	
	CDEL-003
	Content Update Notification
	Verify CP-initiated content update notification and content item handling by the DC, via the Content Update Notification transaction, including DCD-2 Content Update Notification, DCD-1 Content Update Request, DCD-1 Content Update Response, and DCD-1 Content Delivery Confirmation.

	
	CDEL-004
	Content Update Push
	Verify CP-initiated content update push and content item handling by DC, via the Content Update Push transaction, including DCD-2 Content Update Push and DCD-1 Content Delivery Confirmation.

	
	CSUB-001
	Content Submission with content delivery response
	Verify DECA-initiated content submission and content item handling by DC (from the response), via the Content Submission transaction, including DCD-1 Content Submit Request, DCD-1 Content Update Response, and DCD-1 Content Delivery Confirmation.

	
	CSUB-002
	Content Submission with confirmation
	Verify DECA-initiated content submission and confirmation, via the Content Submission transaction, including DCD-1 Content Submit Request and DCD-1 Content Submit Confirmation.

	
	DISC-001
	Channel Discovery Push
	Verify DS-initiated channel discovery via the Channel Discovery Push transaction, including DCD-2 Channel Discovery Info, and DCD-1 Channel Discovery Confirmation.

	
	DISC-002
	Channel Discovery Notification and Pull
	Verify DS-initiated channel discovery via the Channel Discovery Notification and Pull transaction, including DCD-2 Channel Discovery Notification, DCD-1 Channel Discovery Request, DCD-1 Channel Discovery Info, and DCD-1 Channel Discovery Confirmation.

	
	CHG-001
	Charging in Subscription Transactions
	Verify handling of charging-related channel metadata during subscription transactions.

	
	CHG-002
	Charging in Delivery Transactions
	Verify handling of charging-related content metadata during content delivery transactions.

	Error Flow
	ERR-001
	Error handling
	Validate handling of the following error conditions in the processing of DCD messages during mandatory feature tests, per [DCD-Semantics] section “Error Code Mapping to DCD Messages”:

· not allowed
· content unavailable


Table 1: Applicability Table for Enabler Specific Mandatory Test Requirements

5.1.2 Optional Test Requirements

Optional test requirements are covering are covering features/functions of an Enabler which must be included in interoperability testing, but for which unsuccessful validation will not prevent enabler approval.NOTE:  This table needs to be filled out at a level where ambiguity is not present but details are not overwhelming.

Ambiguity means that the details do not have several meanings nor have more than one possible implementation path following.

	
	Feature Key
	Feature Description
	Feature Test Requirements

	
	NET-002
	Operation over Cell Broadcast
	Verify feature test requirements in a deployment context utilizing Cell Broadcast for the DCD-2 and DCD-3 interfaces, where applicable.

	
	NET-003
	Operation over OMA BCAST
	Verify feature test requirements in a deployment context utilizing OMA BCAST for the DCD-2 and DCD-3 interfaces, where applicable.

	
	ACT-002
	Connection Profile Update
	Verify DS-initiated connection profile update via the Connection Profile Update transaction, including DCD-3 Connection Profile Update and DCD-3 Connection Profile Update Confirmation.

	
	SUB-003
	External Subscription
	Verify CP-initiated channel subscription via the Channel Subscription Notification transaction, including DCD-3 Subscription Notification and DCD-3 Subscription Notification Response.

	
	SUB-004
	External Unsubscription
	Verify CP-initiated channel unsubscription via the Channel Unsubscription Notification transaction, including DCD-3 Channel Unsubscription Notification and DCD-3 Channel Unsubscription Confirmation.

	
	SUB-005
	Subscription Update
	Verify DS follows CP instructions to send content updates to the specified subset of channel subscribers via the grouping by Subscription ID.

	
	SUB-005
	Channel Metadata Update
	Verify CP and DS initiated channel metadata update for a subscriber via the Channel Metadata Update transaction, including DCD-3 Channel Metadata Update and DCD-3 Channel Metadata Update Confirmation.

	
	CDEL-005
	Content item handling
	Verify DC handling of content items in DC-managed storage, e.g. content storage, retrieval, replacement, and expiration. Should only include test cases for discrete handling of content metadata attributes.

	
	SUSP-001
	DC-initiated Suspension
	Verify DC-initiated channel suspension via the Channel Suspension Request transaction, including DCD-3 Channel Suspend Request and DCD-3 Channel Suspend Response.

	
	SUSP-002
	DC-initiated Resumption
	Verify DC-initiated channel resumption via the Channel Resume Request transaction, including DCD-3 Channel Resume Request and DCD-3 Channel Resume Response.

	
	SUSP-004
	DECA-initiated Suspension
	Verify DECA-initiated channel suspension via the Channel Suspension Request transaction, including DCD-3 Channel Suspend Request and DCD-3 Channel Suspend Response.

	
	SUSP-005
	DECA-initiated Resumption
	Verify DECA-initiated channel resumption via the Channel Resume Request transaction, including DCD-3 Channel Resume Request and DCD-3 Channel Resume Response.

	
	USG-001
	On-Demand Usage Tracking Report
	Verify on-demand usage tracking via the Usage Tracking Report transaction, including DCD-3 Usage Tracking Report Request and DCD-3 Usage Tracking Report.

	
	USG-002
	Policy-Based Usage Tracking Report
	Verify policy-based usage tracking (policy establishment and reporting) via the Usage Tracking Report transaction, including DCD-3 Usage Tracking Report Request and DCD-3 Usage Tracking Report.

	
	CIUPL-001
	On-Demand Contextual Information Upload
	Verify on-demand contextual information upload via the Contextual Information Upload transaction, including DCD-3 Contextual Information Upload Request and DCD-3 Contextual Information Upload.

	
	CIUPL-002
	Policy-Based Contextual Information Upload
	Verify policy-based contextual information upload (policy establishment and reporting) via the Contextual Information Upload transaction, including DCD-3 Contextual Information Upload Request and DCD-3 Contextual Information Upload.

	
	CREP-001
	Repair of a content item
	Verify repair of a content item that was partially received via the Content Repair transaction, including DCD-1 Content Repair Request, DCD-1 Content Repair Response, and DCD-1 Content Delivery Confirmation.

	Error Flow
	ERR-001
	Error handling
	Validate handling of the following error conditions in the processing of DCD messages during optional feature tests, per [DCD-Semantics] section “Error Code Mapping to DCD Messages”:

· not allowed
· content unavailable
· delivery interrupted


Table 2: Applicability Table for Enabler Specific Optional Test Requirements

5.2 Backwards Compatibility

Not applicable, as this is the first release of the DCD enabler.
5.3 Enabler Dependencies

DCD 1.0 has dependencies on the following:

Push 2.1
UAProf 2.0

Charging 1.0

DM 1.2
BCAST 1.0

Appendix A. Change History
(Informative)

A.1 Approved Version History

	Reference
	Date
	Description

	n/a
	n/a
	No prior version –or- No previous version within OMA


A.2 Draft/Candidate Version 1.0 History

	Document Identifier
	Date
	Sections
	Description

	Draft Versions

OMA-ETR-DCD-V1_0
	May 27 2008
	All
	Initial baseline template.

	
	Jul 11 2008
	All
	Added text to all sections.

	
	Oct 21 2008
	All
	Updated per OMA-CD-DCD-2008-0299R01-CR_CONRR_ETR

	Candidate Version:
OMA-ETR-DCD-V1_0
	23 Dec 2008
	All
	Status changed to Candidate by TP
  OMA-TP-2008-0493-INP_DCD_V1_0_ERP_for_Candidate_Approval








( 2008 Open Mobile Alliance Ltd.  All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-EnablerTestReqs-20080101-I]
( 2008 Open Mobile Alliance Ltd.  All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-EnablerTestReqs-20080101-I]

