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1 Reason for Change

To analyse the problem in supporting Nested group in a message group distribution and subsequently remove the support for nested in group in SIMPLE IM because it is not feasible under current conditions 

2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

None

4 Intellectual Property Rights

No known IPR

5 Recommendation

MWG-IM is requested to review this document for approval 



6 Detailed Change Proposal

The support for nested groups in IM message explosion, i.e. the 1st MESSAGE-exploder may send the MESSAGE to the 2nd resource who is also a MESSAGE-exploder, leads to generic problem of ‘how to prevent loops’ in all nested groups regardless of the service.

There is no solution for this currently in any specification e.g. PoC 1.0 does not support nested groups. 

Currently, we have the following situations:

· When URI is stored in the Shared XDM, there is no means to tell whether the URI points to an individual contact or group. 
· Similarly when a user sends a multipart body SIP MESSAGE, which contains a list of URIs (intended recipients) and an instant message to URI-list service, there is no means of knowing whether the individual URI in the URI-list points to a contact or group
· In IM XDMS or the PAG architecture as a whole, there is no means by which the local XDMS architecture or network will know that an external URI points to a contact or group.  OMA RLS does not allow external subscriptions. That means the only way an IM server can resolve a group URI is by fetching the group information from it’s own IM XDMS and the only you can subscribe for IM group members is to store the group URI in the local RLS.
· Also in the case of group URI (e.g. oma-im@domain.com) being one of the URIs in the URI-list (e.g. OMA@domain.com) how does the individual in oma-im URI know whether the message comes from the oma-im@domain.com  or the bigger group, OMA@domain.com . How are message responses handled in that case? How does the receiver understand who was the sender and that this message was sent to the chained of groups.  
The case of nested list could be useful if we want to define hierarchical structure like in big mailing lists: A Unit->having several departments and each department-> having several teams. To resolve this nested list problem, the entity retrieving the list (e.g. RLS, IM AS, etc) needs to resolve the list until it has a final target SIP URI for each entry; this means it detects the loops before it can send a SIP request further. So in recursive nested list case it's feasible to detect the loop and not to send the SIP request to that part of the list that is causing a loop. 

In XDM 1.0, nested IETF resource lists are supported i.e. URI lists. But you are only able to reference from one application specific document to resource list stored to shared XDMS, not allowed to reference to other application specific document i.e. referencing from one IM group document to another IM group document is not allowed. This is how the loop problem is handled in XDM 1.0, there is always one "controlling" AS, which is resolving the chain of nested URI lists and it will detect if it has already resolved reference causing the loop

So the real problem is when we want to combine or chained IM groups, i.e. make it possible to add both user and group URIs to exploder list . What if the embedded group URI also contains a URI pointing to the original URI-list, thus leading to a recursive nested group
Using loop detection defined in RFC 3261 in this situation won’t work because there are two different transactions (and dialogs) for the SIP entity 1 (IM AS 1)-> SIP entity 2 (IM AS 2) and SIP entity 2-> SIP entity 1, since IM AS is considered to be B2BUA
That means the recursion occurs at SIP level and it is more complex to solve. The first SIP entity reads the list and sends the request to all members. The second SIP entity reads another list; this list has a member pointing to the first SIP entity. Thus there are two SIP entities in the path not knowing about each other. 

This leads to the same conclusion that in this kind of session there has to be always only one controlling server and all members of this kind of nested group should be aware that they are actually part of a larger nested group. Not only to their original group (part of the chain of groups). The same applies to one shot IM message 

Prevention of Nested Group in SIP/SIMPLE IM

Whenever a Controlling IM Function sends an INVITE on a group URI or message to an exploder, the receiving IM Application Server will recognise that there is already a Controlling IM Function in the transaction and will REJECT the REQUEST. Therefore there can be only one controlling IM functional role in a group session and the idea that you could have combined/chained/nested group in an IM group communication is disallowed.
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