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1 Reason for Change

This CR proposes new call flows for the FUMO AD Release 1.0 specification.  

2 Impact on Backward Compatibility

None. 

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommend that the proposed changes be included in the FUMO AD 1.0 release.

6 Detailed Change Proposal

5.5.3

Deferred Firmware Update

The following example shows how OMA DM is used to allow the user to defer a network-initiated firmware update.  In this scenario, the Management Server provides the user with the options to confirm, defer or reject the firmware update session.  The Management Server may provide the user additional information about the firmware update package to help the user in making a decision.  The user chooses to defer the session.  The Management Server then presents the user with candidate times for defer option.  The user selects a time at which the Management Server can re-initiate the session.  The Management Server starts a timer to reinitiate the session at the time selected by the user.  The Management Server sends a notification alert to the device to update the device firmware when the timer expires.
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0-5.
Same as steps 0 – 5 in Section 5.5.1.

6. The Management Server determines that an optional firmware update is available for the user device and the user is allowed to accept, defer or reject the update.  The Management Server sends a Single choice user interaction alert to the Management Client using the DM Alert command.
7. The Management Client presents the options to the user via the device UI.

8. The User decides to defer the session.

9. The Management Client indicates the user choice to the Management Server.
10. Upon learning that the user wishes to defer the session, the Management Server provides a list of candidate times to the Management Client.

11. The Management Client presents the list of candidate times to the user.

12. The user selects a candidate time.

13. The Management client indicates the user selection to the Management Server.

14. the Management Server sets a timer to initiate the firmware update session at the time selected by the user.

15. The timer expires.

16. The Management Server sends a Notification alert to the Management Client.  The session continues as shown in section 8.1.1 or 8.1.2.  During the session, the Management Server may or may not allow the user the option to defer or reject the session depending upon local policies.
5.5.4

Device Firmware Up-to-date

The following diagram shows an example of a user-initiated firmware update resulting in no firmware update package being delivered to the device as the device firmware is up-to-date.  In this scenario, the Management Server notifies the Management Client to inform the user that the device firmware is up-to-date.
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0. The user checks for firmware updates via device UI.

1. The Management Client sends a request for firmware update to the Management Server.

2. The Management Server accepts the user request for firmware update session.
3. The Management Client provides device information to the Management Server in the DM Replace command.

4. The Management Server requests device firmware information from the Management Client.

5. The Management Client returns device firmware information to the Management Server.

6. The Management Server determines that device firmware is up-to-date.  The Management Server sends a Display user interaction alert “firmware is up-to-date” to the Management Client using the DM Alert command.

7. The Management Client displays the “firmware is up-to-date” message to the user via the device UI.
8. User accepts the message.

9. The Management Client indicates the user acceptance of the message to the Management Server.
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