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1. Scope
(Informative)

<< Briefly describe the scope of this document – how it presents the architecture of this particular enabler.  Include an explanation of how this architecture relates to Open Mobile Alliance activity.  If it adds clarity, also describe what is not in the scope of this architecture.  DELETE THIS COMMENT >>

2. References

2.1 Normative References

	[OSE]
	“OMA Service Environment”
URL: http://www.openmobilealliance.org/

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[DMWSI-RD]
	“OMA DM WSI Requirements”, Open Mobile Alliance, OMA-RD-OMADM-DMWSI-V1_0-20050812-D.doc, 
URL:http://www.openmobilealliance.org/ 

	
	

	
	<< Add/Remove reference rows as needed! >>


2.2 Informative References

	[ARCH-PRINC]
	“OMA Architecture Principles”, <doc ref>, URL:http://www.openmobilealliance.org/

	[ARCH-REVIEW]
	“OMA Architecture Review Process”, <doc ref>, URL:http://www.openmobilealliance.org/

	[OMA-DICT]
	“OMA Dictionary”, <doc ref>,URL:http://www.openmobilealliance.org/

	
	

	
	<< Add/Remove reference rows as needed! >>


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

This is an informative document, which is not intended to provide testable requirements to implementations.

3.2 Definitions

	Interface
	See [OMA-DICT].

	Charging Event
	A DM activity, the occurrence of which an External System is interested in, the details of which the External System may subsequently obtain.  For example, in the case of a Firmware update, the Charging Event may comprise of a timestamp, DevInfo associated, and an update package employed.

	Device Management Web Services Interface
	An interface which external systems use to interact with the Device Management System in order to perform management operations on the Device.


3.3 Abbreviations

	OMA
	Open Mobile Alliance

	xxx
	xxx

	
	


4. Introduction
(Informative)

Management operations may be initiated by an External System, such as a customer care system.  The External Sustem interacts with a DM server via a web services interface specified by the DMWSI v1.0 specifications. 
4.1 Use Cases

4.2 Requirements

a) The DM server MUST support asynchronous interactions with an External System.

b) The DMWSI architecture SHALL support the following activities:

1. Asynchronous interactions between the DM Server and an External System

2. Initiation of a Management Operation on one or more devices by the External System
3.  Result retrieval  in pull or push mode by the External System
4. Secure Content Ingestion into the Device Management System by the External System
5. Device diagnostics
6. Network diagnostics
c) The DM server MUST be capable of authenticating the External System.

d) The DM server SHALL be capable of BULK operations.

e) The DM server MUST provide information on Management Operations initiated by the External System.  The recipient need not be the same External System.

4.3 Planned Phases

In the first phase, the requiresments a-e enumerated above will be addressed.  In a subsequent phase, support for 
5. Architectural Model

An abstract, simplified architectural model is provided below:
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A more informative, comprehensive architectural model is shown below:
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5.1 Dependencies

5.2 Architectural Diagram
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Figure 1: Example Diagram of an Architectural Model

5.3 Functional Components and Interfaces

5.3.1 The OMA-DM Enabler 

The OMA-DM enabler Component provides device discovery, parameter setup and OMA-DM dowbload facilities.  It also provides a Generic Alert [DMPRO] mechanism that enables communicating a final notification at the end of a successful or unsuccessful firmware update activity in the device, that can be communicated to an External System. 
A DM Client component of the OMA DM enabler makes it possible to initiate management operations in the device from a DM server. The DM Enabler provides support for device discovery and parameter setup by the DM Client component.  The DM enabler provides a set of standard management objects for management operations and parameter setting, that the DM Client component provides access to, such that the DM server can manipulate it.  The DM client interacts with other agents in the device that is responsible for conducting the update activities, diagnostics, etc.  

The OMA DM Enabler also provides an asynchronous mechanism for invoking firmware updates and other DM operations in the device.

5.3.2 The DMDIAG Enabler 

The DMDIAG enabler component provides support for invoking diagnostics operations in the device, for collecting diagnostics information from the device related to the devce or the network, and the delivery of such information to an External System such as customer care.

5.3.3 The DMSCHED 

This DMSCHED enabler component makes it possible to schedule management operations.

5.3.4 The DM Server component 

The DM server component supports device discovery, determination of update packages and software components in the device, remote configuration changes, etc.  It also facilitates retrieval of information from the device by an External system.  

5.3.5 The Information Retrieval component 

This component makes it possible to retrieve information regarding management operations previously conducted by the DM server. The DM Enabler provides support for tracking information related to managent operations.  This component makes it possi ble to retrieve some of that.   It also facilitates retrieval of information from Management Objects.
5.3.6 The Invoking management Operations component 

The update agent component is responsible for the invoking management operations from an External System.  These management operations are expected to be delibvered to the to the device.  The device is expected to communicate a success or failure result at the termination of the management operations for communication back to the same of different External system.

5.3.7 The Disgnostics component 

This component supports initiating diagnostics operations, retrieval of diagnostics related information from the device, determination of existing update packages and software components in the device, retrieval of configuration, etc.    

5.3.8 The Charging Event component 

This component supports initiating collection of information regarding management operations, and storing or communicating them to an External System for the purposes of facilitating Charging by the External System.

5.3.9 The Interface IF-1 

The interface IF-1 describes interactions between the DM Server component of DMWSI and the OMA DM Enabler.  This interface is used to setup the DM sessions, deliver management operations and communicate results.

5.3.10 The Interface IF-2 

The interface IF-2 describes interactions between the DMWSI and a DM DIAG enabler.  This interface may also, in the future, address retrieval of a list of active diagnostics monitoring activities currently in progress in the device, by an external system.

5.3.11 The Interface IF-3 

The interface IF-3 describes interactions between the DMWSI enabler and a DM SCHED enabler.  This interface is an optional one to be used by the External Systems in order to provide a schedule for management operations.

5.3.12 The Interface IF-4 

The interface IF-4 describes interactions between the DMWSI enabler and a MCC / Charging enabler.  This interface is an optional one to be used by the DMWSI to communicate charging events to an External Systems in order to enable Charging and Billing by the External Systems.

5.4 Flows
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Appendix B. <Additional Information>

If needed, add annex to provide additional information to support the document.  In general, this information should be informative, as normative material should be contained in the primary body of the document.

Note that the styles for the headers in the appendix (App1, App2, App3) are different than the main body.  The use below is intended to validate the styles to be used.  Remove if not needed.
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