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1. Overall Description

3GPP SA3 thanks OMA DM for their liaison statement regarding WLAN service configuration. 3GPP SA3 has discussed this liaison statement (OMA-LS_0045-Request-for-information-and-review-of-WLAN-service-configuration-20050922-A) and would like to provide the following responses to OMA DM questions.

1) What kinds of solutions there exist for provisioning and managing mobile device’s WLAN service configuration related parameters? If there is no solution, are you planning to provide one?

The 3GPP I-WLAN (Inter-working WLAN) security does not require any specific provisioning. In case the WLAN user identities (e.g. pseudonym or permanent user identity) are not provisioned in the USIM, the WLAN user equipment generates the user identity from the subscription information, which are stored on the (U)SIM (i.e. IMSI). 

Nevertheless, it is possible, as an implementation option, to have the termination of EAP in the UICC (see 3GPP TS 33.234). In such a case, the user identities are provisioned according to ETSI TS 102.310.

Regarding the EAP authentication related parameters that are listed in the OMA DM liaison statement, 3GPP SA3 would like to clarify that I-WLAN allows two types of authentication only (EAP-SIM and EAP-AKA but not EAP-TLS). Furthermore, the selection of the authentication method depends on the smart card capabilities only (i.e. SIM or USIM) and consequently does not require provisioning

2) Do these solutions also enable WLAN service settings over-the-air provisioning?
3GPP has defined a Secure Over-The-Air (OTA) mechanism, which can be used to update the WLAN User Identities in the USIM.
3) OMA DM has identified WLAN-service-configuration related parameters from different WLAN related specifications and kindly asks 3GPP to review and comment how do you see the need for the listed parameters and potentially suggest new ones that are related to provisioning and managing WLAN service configuration parameters?
After the review of the parameters list submitted by OMA-DM, SA3 would like to note that some of those parameters might be useful for I-WLAN security (e.g. MAXAUTHS parameter). However, SA3 believe that any unnecessary duplication of provisioning data should be prevented.
3GPP SA3 is looking forward to continued collaboration with OMA DM.
2. Actions:

To OMA DM WG
ACTION: 


3GPP SA3 kindly asks OMA DM to take the existing 3GPP provisioning mechanisms into account in their future work in order to avoid any unnecessary duplication of data that might lead to inter-operability problems.

5. Date of Next TSG-SA3 Meeting:

SA3#42

7th February – 10th February 2006


TBD

