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1 Description

Description and Objectives of Work to be Undertaken (including Justification and Use Cases):
One of the key objectives of Device Management Working Group is to specify protocols and mechanism for provisioning mobile services for the wireless devices. To achieve this objective, this work item will further develop the functionalities of the OMA Device Management 2.0 specification.

Through device management, an external party can remotely set parameters, conduct troubleshooting servicing of terminals, install or upgrade software. In broad terms, device management consists of three parts:

· Protocol and mechanism: The protocol used between a management server and a mobile device

· Data model: The data made available for remote manipulation, for example browser and mail settings

· Policy: The policy decides who can manipulate a particular parameter, or update a particular object in the device

Currently the new DM features have been disaggregated into DM Enablers that are being analysed separately, in order to speed up time to market, and maximize their utility and capabilities.  

The Purpose of the Device Management  v2.0 work item is to update the existing and already deployed OMA Device Management functionality to meet the provisioning needs of the latest mobile services, as well as any need of novel features of DM due to a need identified in any of the new enablers.. 
It is proposed that this work item address the following areas:

· Enable Provisioning and management of latest mobile services, especially those having dependencies to other applications.

· Enable DM updates needed to match capabilities identified in DM Enablers (any change in the protocols needed to provide an enabler with a certain capability).

· Add USIM as one of the smart card mediums

· Security enhancements

· Expand DM in order to enable the use of XML Schemas.

· 
Deliverable(s):
· Device Management v2.0 RD,

· Device Management v2.0 AD.

· Device Management v2.0 Technical Specifications
· Interoperability specifications and report.
Existing Specifications or Documents Affected:
· OMA-TS-DM-TND-V1_2
· OMA-TS-DM-TNDS-V1_2
· OMA-TS-DM-StdObj-V1_2

· OMA-TS-DM-Security-V1_2

· OMA-TS-DM-RepPro-V1_2

· OMA-TS-DM-Protocol-V1_2

· OMA-TS-DM-Notification-V1_2

· OMA-TS-DM-DDF-V1_2

· OMA-TS-DM-Bootstrap-V1_2
Linked Work Items:
· OMA-WID_0001-Device Management
Linked Affected OMA Groups and External Fora

OMA REQ

OMA SEC

OMA ARC

OMA IOP

3GPP

3GPP2

WiFi-Alliance

Other Groups as needed
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Service Impacts:

The work defined in this work item will provide enhanced Device Management.

Architecture Impacts:

The previous version of Device Management did not have an AD. This version includes the AD, that will include also some of the complete AD diagram with the enablers.
Charging/Billing Impacts:

TBD.
Security Impacts:

Enhanced security mechanisms are likely to be developed or adopted in order to satisfy the security requirements.
Privacy Impacts:


 Enhanced sensitive data protection mechanism may be introduced in accordance with privacy requirements
IOT Impacts:

IOT testing will be necessary as will drafting of the appropriate test documents to progress specifications to approved status.
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