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1 Reason for Change




And corresponding descriptions to new AD diagram.
2 Impact on Backward Compatibility

There is no backward compatibility issue.
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that DS WG agrees this CR and incorporates changes into new AD baseline.
6 Detailed Change Proposal
Change 1:  AD Update
5.1 Functional Components

The following main enabler functional components are identified.

5.1.1 Data Sync Client

The Data Sync Client is the entity that contains a synchronization client agent and that usually sends the data synchronization messages (operations), possibly including payload data. It SHALL also be able to receive responses from the Data Sync Server and to receive some data synchronization messages as commands from the server side. 
5.1.2 Data Sync Server

The Data Sync Server is the entity that contains a synchronization server agent which usually receives the data synchronization messages (operations) possibly including payload data from the Data Sync Client. It SHALL also be able to send the responses to the commands if needed and to send some data synchronization messages as commands to the client. 
5.1.3 











5.1.4 

5.1.5 

5.1.6 Notification Enabler
The notification enabler is the entity used for notification. The Data Sync Server or other applications can use this notification capability to cause the Data Sync Client to initiate a connection to the Data Sync Server.  The notification can be transported over various channels.
5.1.7 Provisioning Enabler
The provisioning enabler is the entity used to provision synchronization settings for data sync client.
5.1.8 Client and Server Data Storage
The Data Storage is used for storing data relevant to data synchronization, such as emails, contacts, calendars, short messages, etc. 

5.2 Description of Interfaces

5.2.1 Interface DS-1: Data Sync Client - Data Sync Server
The DS-1 interface is used for the Data Sync Client and the Data Sync Server to interact with each other for data synchronization using the Representation Protocol (Data Synchronization Usage) [DSREPU] and the OMA DS Protocol  [DSPROTO]. These protocols are transport-independent. Hence the transport protocol below can be HTTP, OBEX, etc. The following protocols can be used at DS-1:
DS representation protocol: This is an XML-based representation protocol that specifies an XML Schema to allow the representation of all the information required to perform synchronization or device management, including data, metadata and commands [REPPRO]. To reduce the data size, a binary coding of representation protocol based on the WAP Forum's WBXML is defined. The use of this protocol for data synchronization is further specified in [DSREPU].

DS protocol:  The synchronization protocol specifies how data synchronization messages conforming to the XML Schema are exchanged in order to allow a data synchronization client and server to exchange additions, deletes, updates and other status information [DSPROTO]. 

Transport bindings for the protocol: This set of specifications ([SYNCHTTP], [SYNCOBEX] and [SYNCWSP]) defines how to use a particular transport to exchange messages and responses. 

WSP 

WSP provides push content delivery over wireless networks. See http://www.openmobilealliance.org/ for links to the latest WAP specifications.

Object Exchange Protocol (OBEX) 

OBEX is a compact, efficient, binary protocol that enables a wide range of devices to exchange data in a simple and spontaneous manner using either IrDA or Bluetooth. See http://www.irda.org/ for the latest OBEX specifications.

HTTP 

The HTTP protocol enables content delivery over TCP/IP based networks. See http://www.ietf.org for the latest versions of the specifications.
TLS
TLS protocol provides secure services at the transport layer. See http://www.ietf.org for the latest version of the specification.
5.2.2 Interface DS-2: Provisioning Enabler - Data Sync Client 
The DS-2 interface is used to provision synchronization settings for the data sync client. The OMA DS Enabler will define the information needed to provision the data sync client. This information can be delivered to the data sync client by enablers such as OMA Client Provisioning or OMA DM.

5.2.3 Interface DS-3: Notification Enabler - Data Sync Client
The DS-3 interface is used to notify the data sync client to cause the Data Sync Client to initiate a connection to the Data Sync Server. 
5.2.4 Interface Ext: Data Sync Client/Server - Data Storage
The Ext interface is used for the Data Sync Client or Server to access Data Storage, such as email data storage, calendar data storage, or contact data storage. This interface is not defined in the OMA DS Enabler.
5.2.5 

5.2.6 

5.2.7 

5.2.8 

5.2.9 
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