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Liaison Relationship Request

	Title:
	Request to Establish Relationship with WiMAX Forum
	 FORMCHECKBOX 
 OMA Confidential

	From:
	OMA-DM/OMA-BCAST/OMA-LOC

	Submission Date:
	11 Dec 2006

	Contact(s):
	Peter C. Thompson, OMA DM Chair 

pthompso@qualcomm.com
Sungoh Hwang, OMA BAC BCAST Chair

Sungoh@samsung.com
Larry A. Young, OMA LOC Chair

Larry.A.Young@Sprint.com
Jan Van Der Meer, OMA BAC DLDRM Chair

Jan.vandermeer@philips.com 

Leighton Ridgard, OMA DS Chair

Leighton@fusionone.com 


	Attachments:
	n/a


Specifics of the Proposed Relationship

	Issue or question
	Input from requestor
	Response or comment from EL

	Name of External Organization
	WiMAX Forum
	

	Date of Request
	Sep 12, 2006
	

	1. Identification of the External Body

	

	1.a Description, web site, pointer to policies if available
	http://www.wimaxforum.org/home/
	

	1.b Scope of the requested Agreement (what do you need to do)?  Expected duration.
	Cooperation in related technical specifications. The specific collaboration will be established between the specific working groups. Some interested OMA WGs include but are not limited to OMA Location, OMA BAC, and OMA Device Management. 
OMA DM is interested in addressing device management requirements and issues for WiMAX devices. 

OMA-BAC-BCAST would be interested in the areas of broadcast and multicast within WiMAX Forum.

OMA-LOC would be interested in the area of location services within WiMAX Forum.
	

	1.c Contact point or liaison officer on OMA side
	Peter C. Thompson, OMA DM Chair 

pthompso@qualcomm.com
Sungoh Hwang, OMA BAC BCAST Chair

Sungoh@samsung.com
Larry A. Young, OMA LOC Chair

Larry.A.Young@Sprint.com
Jan Van Der Meer, OMA BAC DLDRM Chair

Jan.vandermeer@philips.com 

Leighton Ridgard, OMA DS Chair

Leighton@fusionone.com
	

	1.d Contact point or liaison officer on external body side
	Ron Resnick, President and Chairman WiMAX Forum

Director of Marketing, Broadband Wireless Division, Intel Corporation
	

	2. Document Confidentiality

	

	2.a Confidentiality policy of the External Body if available
	
	

	2.b Assuming that OMA documents are not confidential unless marked otherwise, do you agree that no additional confidential-related provisions are needed for OMA documents to be viewed by the external organization ?
	The OMA specifications are, for the most part, public.

The OMA public specifications can be found at:

http://www.openmobilealliance.org/tech/publicmaterial.html

The OMA DM Enabler package can be found at: http://www.openmobilealliance.org/ftp/Public_documents/DM/Permanent_documents/OMA-ERP-DM-V1_2-20060602-C.zip 

The OMA BCAST documents can be found at:

http://www.openmobilealliance.org/ftp/Public_documents/BAC/BCAST/Permanent_documents/ 

The OMA LOC document can be found at:

http://www.openmobilealliance.org/ftp/Public_documents/LOC/Permanent_documents/

No additional confidential documents are needed.
	

	2.c If the external organization has confidential documents, do you need to :

· review (some of) this confidential material within OMA without disclosing it further?

· incorporate (some of) this confidential material in OMA specifications?

· use (some of) this confidential material in OMA developments related to Marketing, IOP, others?
	OMA and specifically OMA-DM, OMA-LOC, and OMA-BAC-BCAST would like to review any draft specifications from WiMAX Forum dealing with device management, location services, and broadcast/multicast services in particular. Providing also guidance, if needed, for the creation of such documents.
	

	3. Copyrights

	

	3.a Are you aware of the copyright policy of the external organization ?
	TBD
	

	3.b Will you include material from the external organization in OMA documents if their copyright need to be acknowledged (this requires definition of the critical amount of material which will trigger the copyright acknowledgment, and will require tracking of the material ) 
	Not likely.
	

	4. Intellectual Property Rights

	

	4.a Do you plan to include in OMA documents material coming from the external organization which may have IPRs attached to it?
	Not likely.
	

	4.b Are you aware of the IPR policy of the external organization?  (Note: if the IPR policy of the external organisation is similar to the OMA one –ie RAND, and relevant patents should be declared as early as possible-, then the establishment of liaison agreement may be facilitated) 
	Yes.  IPR Policy can be downloaded from the following URL:

http://www.wimaxforum.org/join/Governing_Documents/
WiMAXForum_IPR_2005_09_27final.PDF
	

	5. Exchange of Liaison Officers:

	

	5.a Do you need to send OMA representatives, representing OMA, to meetings of the external organization?  Their rights and the conditions for their participation at these meetings will need to be established. 
	Not anticipated currently
	

	5.b Do you need External organization representatives to attend OMA meetings and which conditions and rights do you need them to be subject to: partial or total attendance, to WGs, to TP, voting or non voting, meeting fee or waiver, etc)
	Not anticipated currently
	

	6. Collaborative Work Methods:

	

	6.a Do you need to set up a collaborative working process with the external organization (beyond the exchange of documents and officers which has been explored above)?  Note that this may result in additional delays in establishing the liaison agreement.
	There is no need to specify a specific working process. The way to work with this external organization would be similar to the working process with other external organization (exchange of documents and liaison statements and recommendations).
	

	6.b Do you need to work jointly with the external organization on a document and have joint ownership and maintenance of the document?  Which process will be used for elaboration, approval and publication of the results?  Do you need OMA and the external organization to have joint copyright of the document?
	Not anticipated.
	

	6.c Do you need to make reference to the work of the other organization in an OMA document?  Do you need to make informative reference?  Do you need to make normative reference?  How do you need to handle the maintenance/evolution of referenced material?
	OMA documents may refer to technical specifications published by WiMAX Forum.
	

	6.d Do you need to transfer an ongoing work item from the external organization into OMA?  Do you need to transfer an approved specification from the external organization into OMA (and will maintenance be done by OMA or jointly)?
	No.
	

	7. Additional Information

	

	7.a Any requirement not covered above 
	N/A
	


Requested Action

Introduction to OMA-DM:

The OMA Device Management (DM) work group has been working on device management protocols, device management clients, device management servers and management objects for over 3 years. The OMA Device Management Protocol is based on SyncML (Synchronization Markup Language). The latest release, OMA DM 1.2, consists of a set of specifications for initial provisioning and continuous management, which enables operators and service providers to provision and manage applications/services in devices remotely. It enables transforming a device in an un-provisioned, empty state to a state where a management session can be initiated for a specific service (e.g. Voice, Data, Push, MMS). The group is currently working on the following management functionalities based on the comprehensive OMA DM 1.2 framework (OMA DM protocol, enablers and management objects):

· OTA Firmware updates.
· Management of Connectivity parameters.

· Management of hardware such as camera, USB, BT etc.

· Download and management of 3rd party or other software components.

· Device Diagnostics and Monitoring.

· Scheduling of Device Management tasks.

· Smartcard management.

· Web Services Interface between OMA DM server and external servers.

Additional DM work items are expected to be undertaken as and when requirements arise.  OMA DM work group believes that the OMA-DM suite of enablers is relevant and extensible to all or some WiMAX devices. 
Introduction to OMA-BAC-BCAST:

The Mobile Broadcast Services Group is a sub-working group of the Browser and Content (BAC) Working Group.  As such, it is chartered under and reports to BAC. The Mobile Broadcast Services SWG will use BCAST as its tag.

The BCAST SWG will examine possible mobile broadcast services and the environments needed for their delivery. The term "Mobile Broadcast Services" refers to a broad range of broadcast services, which jointly leverage the unidirectional one-to-many broadcast paradigm and the bi-directional unicast paradigm in a mobile environment. Thus, it covers one-to-many services ranging from classical broadcast to mobile multicast. The activities of the BCAST SWG will consider a broad set of stakeholders from various industries, the varied business links between them and may take into account any existing infrastructure. 

Based on this framework the implications on service and client provisioning, network infrastructure, and terminals must be identified. The group will define the set of necessary enablers for mobile broadcast services, including but not limited to service discovery, electronic program/service guides, charging and content/service protection. These enablers must be bearer independent in order to be useful for a diverse and heterogeneous infrastructure. The specifications must ensure the interoperability of various components.

Introduction to OMA-LOC:

The OMA Location WG covers the primary aspects of Location Services including an End-To-End Architectural Framework with relevant application and contents interfaces, privacy and security, charging and billing, and roaming. The group works with industry organizations and other OMA groups to ensure interoperability of specifications and to address new opportunities for collaboration.  The current work in OMA-LOC is:

The OMA Mobile Location Service V1.1 Enabler (MLS V1.1) consists of a set of location specifications complying with 3GPP Release 6 LCS Specification. The set of specifications in MLS V1.1 consist of Mobile Location Protocol V3.2, Roaming Location Protocol V1.0 and Privacy Checking Protocol V1.0. 

Secure User Plane Location (SUPL) is an Enabler which utilises existing standards where available and possible, to transfer assistance data and positioning data over a User Plane bearer, such as IP, to aid network and terminal  based positioning technologies (e.g. Navigation Satellite Systems, E-OTD, AFLT, OTDOA, etc.)  in the calculation of a terminal’s position.  SUPL includes but is not limited to the definition of a Location User Plane (Lup) reference point and corresponding interface between the SUPL Location Platform (SLP) and terminal, security functions (e.g., authentication, authorization), charging functions, roaming functions, and privacy functions.  SUPL should be extensible to enable more positioning technologies.  In the initial phase, SUPL will provide full functionality of A-GPS. From SUPL Release 2 on, a concept is introduced to allow additional Navigation Satellite System positioning technologies to be utilized, (e.g. A-GPS, A-Galileo).
Introduction to OMA-DS

The goal of the Data Synchronization Working Group is to continue development of specifications for data synchronization, and to develop other similar specifications, including but not limited to SyncML technology. These specifications will include conformance specifications and a set of best practices that describe how to use the data synchronization technology specifications within the OMA Architecture.

Introduction to OMA-BAC-DLDRM
The goal of BAC Download and DRM (DLDRM) group is to specify application level protocols and behaviours that provide transactional and lifecycle management of content and applications.  Examples include:

Confirmed content delivery 

Support charging for content delivery and use

Protection of personal and commercial content

Constraining content usage based on associated permissions

Content distribution (including super distribution)

Support for storing and sharing content and applications

BAC DLDRM uses or creates the following technologies to achieve the aforementioned goals:

Application level protocols for client/server and peer-to-peer communication and file transfer.

User agents responsible for enforcing behaviours.

Packaging formats and media types.

Rights Expression Language to express permissions and constraints

To achieve its goals the BAC DLDRM group will coordinate with other groups (see sections 5 and 6) to accomplish the following tasks:

Collection and refinement of requirements and uses cases, 

Selection of security protocols and frameworks.

Development of technical specifications, including maintenance of existing specifications.

Review and approval of interoperability test plans and procedures.

Request for Liaison and Potential Benefits of Liaison:

OMA kindly requests WiMAX Forum to consider establishing a liaison with OMA in order to explore potential benefits of a cooperation agreement.  The OMA membership can benefit in the following respects from a typical liaison:

· Sharing documents 

· Conducting joint activities

· Guidance on evolution of specifications 

OMA would like to find out the following from the WiMAX Forum:

· What types of WiMAX Forum documents would be shared with OMA (e.g. input contributions; output documents; any other types of documents)?

· Besides exchanging documents, are there possible joint activities or topics of mutual interests with OMA that might be contemplated in the WiMAX Forum at this time?   

If the WiMAX Forum would like to further investigate such a relationship please let OMA know.  Also, it would be most useful to OMA members in understanding the objectives and benefits of a potential relationship, before taking further steps towards a cooperation agreement.  

Preliminary Questions:

OMA DM is already working with 3GPP and 3GPP2 on the creation of Management Object to be used for the connection information for the different access technologies (GSM, GPRS, CDMA; WLAN…).

In an attempt to explore the benefits of a relationship, OMA-DM would like the WiMAX Forum to provide some clarifications on the following technical questions:

a) What are the provisioning needs for a WiMAX compliant mobile device ?  Is there a document that you can share with us regarding provisioning mobile WiMAX devices?

b) What are the parameters that determine connectivity to an infrastructure resource (server or service) in a WiMAX network?   Can you share some standard connectivity parameters?
c) Are there aspects of WiMAX deployment that would need additional consideration by OMA DM?
OMA-BAC-BCAST is already working with 3GPP, 3GPP2, and DVB Project on the creation of the mobile broadcast enabler.
In an attempt to explore the benefits of a relationship, OMA-BAC-BCAST would like the WiMAX Forum to provide some clarifications on the following technical questions:

a) What are the current/planned actives around broadcast and multicast services?

b) Is there a timeframe when WiMAX would need to have any agreed work from OMA to provide these services?

OMA-LOC is already working with 3GPP, 3GPP2, IETF, ETSI, and the GSM Association in the development of location enablers.
In an attempt to explore the benefits of a relationship, OMA-LOC would like the WiMAX Forum to provide some clarifications on the following questions:

a) What are the current planned actives around location services?

b) Is there a timeframe when WiMAX would need to have any agreed work from OMA to provide these services?
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