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1 Reason for Contribution

The OMA LOC WG is now in the process of closing the first enabler release of the SUPL. The features and open issues to be considered in SUPL 2.0 need to be discussed at this point of time. The R03 version is updated based on the discussions and comments during conference call July 7, 2005. Moreover, several new features are reflected based on discussions through e-mail reflector.
2 Summary of Contribution

SUPL 2.0 features and open issues are discussed. 
3 Detailed Proposal

The contributors believe that, at least, the following topics should be included within the SUPL 2.0 scope:

1. Security Optimization
Currently there are three security solutions for user plane location. 

(1) OMA SUPL proxy-mode solution specific for 3GPP systems

(2) OMA SUPL proxy-mode & non-proxy mode solution specific for 3GPP2 systems

(3) 3GPP2 IP-Based Location Security Framework specific for 3GPP2 systems (X.P0024 specific).

It is recommended that the OMA LOC WG in cooperation with OMA SEC WG, 3GPP and 3GPP2 work together to streamline the security aspects for user plane location so there is an optimal security solution for SUPL 2.0.   It also might be a good idea to make a global smart card solution – e.g. using a UICC rather than R-UIM or SIM card. In that case, it will be necessary to work also with ETSI SCP (Smart Card Platform), since they are responsible for the global aspects of smart cards. And if we move towards WLAN and other generic IP transports into scope, the security cannot only be based on 3GPP2 or 3GPP features like (GBA).
Also some other delayed features for SUPL 2.0 such as DoS (Denial of Service) would be also considered. Moreover, if some technical gaps or deficiencies have been found in securities functions in SUPL 1.0, SUPL 2.0 should cover those issues. 






· 
· 
· 
2. SUPL Emergency call services

SUPL 1.0 does not specify SUPL Emergency call services. The emergency call service is one of most important area utilizing location services and enablers. SUPL 2.0 should include the emergency call services. 

3. Privacy checking mechanism enhancement

Some privacy issues have been postponed for SUPL 2.0,as discussed in OMA-LOC-2004-0212R05-Privacy-based-on-location-for-SUPL and OMA-LOC-2005-0057-CR_SUPL_AD_Privacy_Check. These issues should be taken into account in the SUPL 2.0 specifications.  





4. Standardized interface between SPC and SLC
SUPL 1.0 describes the SLP architecture as composed of two functional elements SLC and SPC.  However, the communication between the two was considered to be SLP internal due to lack of time.

It is proposed to standardize this interface between SLC and SPC in SUPL 2.0.  This will allow additional use cases and optimum network loading scenarios.
5. Alternative Transport
 (1) Support for WLAN and other generic IP transport:  Wireless LAN support in terminal devices is growing a growing market.  3GPP and 3GPP2 now consider the inter-working between the generic IP transport such as WLAN and 3GPP and 3GPP2 networks. Since SUPL is based on IP transport, the generic IP transport such as WLAN should be considered as one of transports for SUPL.  Unlicensed Mobile Access (UMA) and Inter-working WLAN (I-WLAN) that use WLAN as the physical data carrier between the terminal and the network might also be considered. Thus, support in SUPL for WLAN is needed in addition to GSM/CDMA/WCDMA.

(2) SUPL transport layer used should be bearer agnostic and widely deployed. In that perspective, WDP and WSP could be candidates for alternative transports. In particular, WSP, like TCP, is session based  and secure. 
(3) Many handsets do not allow use of GPRS when in call, so an alternative bearer would be needed to allow in-call positioning. SMS would be the alternative bearer.
6. Request of the position of another SET from a SET

Currently there is no capability for a SET to request the position of other SET directly from the network e.g. for “Friend-Finder” or other community based Location Based Services.

As SUPL provides a secure method to exchange location related data, and is not bound to location technique and/or bearer type, this interface is the best candidate to facilitate this functionality. Enhancing the SUPL specifications with “Enhanced Mobile Originated Request” will enable more location based services on the SET.
 7. Request of transfer of location of a SET to another SET

SUPL 1.0 enable applications which reside in the SET to determine it’s own location. However, there is no capability for a SET to send it’s own location to other SET directly from the network (e.g. ‘I-am-here’ like application).

It is proposed to enhance the Mobile Originating Location Request with the functionality to allow a SET to send it’s own location to another SET.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR a s they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The proposed features as outlined are presented for LOC WG discussion.
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