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1 Reason for Change

For SETs not supporting transport of SUPL INIT on WAP Push over SMS, UDP/IP has been added as one alternative transport of SUPL INIT in SUPL V2.0. If however the SET supports SIP, transport over SIP will provide several benefits. The major benefits are, IP address of SET don’t need to be known by SLP, SLP may address SET with it’s ‘SIP-identity and don’t need to translate to MSISDN, SET can be reached even if network blocks incoming UDP traffic.

As OMA already has defined an enabler for transport of Push messages over SIP “Push over SIP” it is proposed to add this as a possible transport of SUPL INIT.

In addition, description of SUPL Initiation Function have some incorrectness’s.
2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree CR.
6 Detailed Change Proposal

Change 1:  Add reference to SIP Push.
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Change 2:  Add definition of SIP
Abbreviations

	AD
	Architecture Document

	AFLT
	Advanced Forward Link Trilateration

	A-Galileo
	Assisted Galileo

	A-GNSS
	Assisted Global Navigation Satellite System

	A-GPS
	Assisted GPS

	ANSI
	American National Standards Institute

	B-TID
	Bootstrapping Transaction Identifier

	DNS
	Domain Name Server

	DTD
	Document Type Definition

	E-CGI
	Enhanced Cell Global Identifier

	EOTD
	Enhanced Observed Time Difference

	E-SLP
	Emergency SLP

	FQDN
	Fully Qualified Domain Name

	GMLC
	Gateway Mobile Location Center

	GMT
	Greenwich Mean Time 

	GNSS
	Global Navigation Satellite System

	GPS
	Global Positioning System

	HPLMN
	Home Public Land Mobile Network

	H-SLP
	Home SLP

	HTTP
	Hypertext Transfer Protocol 

	HTTPS
	HTTP Secure

	IETF
	Internet Engineering Task Force

	IMSI
	International Mobile Subscriber Identity

	IP
	Internet Protocol

	LCS
	Location Services

	LDC
	Location Distribution Control

	MAC
	Message Authentication Code

	MC
	Message Center

	MLC
	Mobile Location Center

	MLP
	Mobile Location Protocol

	MLS
	Mobile Location Services

	MNO
	Mobile Network Operator

	MSID
	Mobile Station Identifier

	NAF
	Network Application Function

	NMR
	Network Measurement Report

	OMA
	Open Mobile Alliance

	OTDOA
	Observed Time Difference of Arrival

	PAP
	Push Access Protocol

	PC
	Personal Computer

	PDE
	Position Determination Entity

	PLMN
	Public Land Mobile Network

	PPG
	Push Proxy Gateway

	PPR
	Privacy Profile Register

	QoP
	Quality of Position

	RD
	Requirement Document

	RLP
	Roaming Location Protocol

	RRC
	Radio Resource Control

	RRLP
	Radio Resource LCS Protocol

	R-SLP
	Requesting SLP

	R-UIM
	Removable User Identity Module

	SADF
	SUPL Assistance Delivery Function

	SCF
	SUPL Charging Function

	SET
	SUPL Enabled Terminal

	SIF
	SUPL Initiation Function

	SIM
	Subscriber Identity Module

	SIP
	Session Initiation Protocol

	SLC
	SUPL Location Center

	SLIA
	Standard Location Immediate Answer

	SLIR
	Standard Location Immediate Request

	SLP
	SUPL Location Platform

	SMLC
	Serving Mobile Location Center

	SMPP
	Short Message Peer to peer Protocol

	SMS
	Short Message Service

	SMSC
	Short Message Service Center

	SPC
	SUPL Positioning Center

	SPCF
	SUPL Position Calculation Function

	SPF
	SUPL Privacy Function

	SRLIA
	Standard Roaming Location Immediate Answer

	SRLIR
	Standard Roaming Location Immediate Request

	SRRF
	SUPL Reference Retrieval Function

	SRRF
	SUPL Reference Retrieval Function

	SRSF
	SUPL Roaming Security Function

	SSF
	SUPL Security Function

	SSMF
	SUPL Service Management Function

	SSPF
	SUPL SET Provisioning Function

	SSRLIA
	Standard SUPL Roaming Location Immediate Answer

	SSRLIR
	Standard SUPL Roaming Location Immediate Request

	SSRP
	Standard SUPL Roaming Position

	SUPL
	Secure User Plane Location

	TLS
	Transport Layer Security

	UDP
	User Datagram Protocol

	UE
	User Equipment

	UICC
	Universal Integrated Circuit Card

	URI
	Uniform Resource Identifier

	URL
	Uniform Resource Locator

	USIM
	UMTS Subscriber Identity Module

	UTM 
	Universal Transverse Mercator

	V-SLP
	Visited SLP

	WAP
	Wireless Application Protocol

	WGS
	World Geodetic System


Change 3:  Correct reference point names for PAP and POTAP. Extend architecture diagram and architecture models with SIP Push interfaces.
5.2 Architectural Diagram

This section identifies the SUPL network architecture model, comprised of the User Plane location services related network entities and associated reference points.

A network entity (i.e., system and subsystem) represents a group of functions, and not necessarily a physical device. The physical realization is an implementation decision: a manufacturer may choose any physical implementation of network entities, either individually or in combination, as long as the implementation meets the functional requirements.

A reference point is a conceptual demarcation of two groups of functions.  It is not necessarily a physical interface. A reference point only becomes one or several physical interfaces when the network entities on each of its sides are contained in different physical devices.  One or more protocols may be defined for the instantiation of an interface.  As the Lup reference point is instantiated by one interface, we use both terms in this document.  The corresponding protocol is defined in the detailed technical specification [OMA ULP].

In generic environments, the required SUPL components are the SET and the network component SLP containing the SLC and SPC systems.  The SET communicates with the network over the Lup interface.  In environments where SLC and SPC are deployed as separate entities, SLC and SPC communicate with each other over the Llp interface.  In environments where the SLC and the SPC are deployed as a single entity, the Llp interface does not apply.

In MNO environments, several entities and their interfaces may also be needed as illustrated in the figure in this section.

The detailed functions and definitions of the components defined in this figure are explained in Section 6.5, 6.8 and 6.9 and in the SUPL TS [OMA ULP].
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Figure 1: SUPL Architecture
Note 1: The names of P-X and P-Y are to be defined.
5.2.3 Communication Mechanisms and Interfaces Covered by Lup

The protocols involved in WAP Push are PAP (Push Access Protocol) for conveying location request notification from the SLP to the PPG (Push Proxy Gateway), POTAP (Push Over-The-Air Protocol) and SIP Push for conveying such notification from the PPG to the SET.  SMS delivery of notification is another option, and can be initiated either by SMS Trigger from the SLP, or by WAP notification.  Protocol interfaces for SMS delivery are not specified in the diagram, since the interface between SLP and SMSC/MC is proprietary (e.g., SMPP) and is not defined by 3GPP/3GPP2.  The communication path from SMSC/MC to the SET is outside the scope of this document.  In proxy-mode the SUPL application message exchange for service management and positioning determination occurs between the SLP and the SET.  In non-proxy-mode the service management related message exchange occurs between the SLC and the SET, where the positioning determination related message exchange occurs between the SPC and the SET.
5.2.4 SUPL and OMA Architecture models
This section provides an informative mapping of the SUPL architecture as it relates to the OMA Architecture defined in Error! Reference source not found..

· The SUPL SLP is contained within the OMA Architecture Error! Reference source not found. node called “Location Server”.

· The SUPL SET is contained within the OMA Architecture Error! Reference source not found. node called “End User Device”.

· The MLS Application/SUPL Agent corresponds to the OMA AD node “Location Based Application.” contained within “Requesting Applications”.

· The SUPL Le/L1 reference point refers to the OMA Architecture Error! Reference source not found. reference point L-1.

· The SUPL architecture provides three alternatives for implementing the SUPL Initiation Function (SIF).

· The SUPL Initiation Function using a WAP PPG refers to the P-1/P-1s per OMA Architecture Error! Reference source not found..  For delivery according to  [WAP POTAP] Reference point P-2/P-2s of the OMA AD is situated between the WAP PPG and the SET. For delivery according to [SIP Push] reference point P-X is situated between the WAP PPG and the SIP/IP Core and reference point P-Y is situated between the SIP/IP Core and the WAP PPG.
· The SUPL Initiation Function using the SMS related Core and Access Network support has no direct mapping to the OMA Architecture Error! Reference source not found..

· The SUPL Initiation Function using the UDP/IP Core and Access Network support has no direct mapping to the OMA Architecture Error! Reference source not found..

Change 4:  Correct function allocation table to reflect that SIF actually is allocated also to SET.
5.2.3.4 Allocation of SUPL functions to SUPL Subsystems
Table 1 shows the allocation of functional entities in the reference configuration of SUPL. 
	
	SLC
	SPC
	SET

	Location Services Functional Group

	SUPL Privacy Function (SPF)
	(
	
	(

	SUPL Initiation Function (SIF)
	(
	
	(

	SUPL Security Function (SSF)
	(
	(
	(

	SUPL Roaming Support Functions (SRSF)
	(
	
	

	SUPL Charging Function (SCF)
	(
	
	

	SUPL Service Management Function (SSMF)
	(
	
	

	SUPL SET Provisioning Function (SSPF)
	
	
	(

	Positioning Functional Group

	SUPL Assistance Delivery Function (SADF)
	
	(
	(

	SUPL Reference Retrieval Function (SRRF)
	
	(
	

	SUPL Positioning Calculation Function (SPCF)
	(
	(
	(

	
	SLC
	SPC
	SET


Table 1: Allocation of SUPL functional entities to SUPL subsystems
Change 5:  Correct that one of possible protocols SET needs to support is POTAP and not PAP. Add SIP Push as one of the transports that SIF part in SET shall support.
5.3.1.2 SUPL Initiation Function (SIF)
The SUPL Initiation function provides a mechanism for a SUPL network to start a transaction with a SET.  The initiation function is of special importance in enabling SUPL Network Initiated Services.

In case of a SUPL Network Initiated Service the SUPL network starts the SUPL transaction by using one of the following methods:

· WAP Push Access Protocol (PAP)

· SMS directly in an MNO environment

· UDP/IP

Depending upon SET capabilities the applicable SUPL Initiation method is applied by the SUPL network (determination of SET capabilities is out of scope of SUPL).

A SET SHALL support SUPL initiation using at least one of WAP POTAP, SIP Push and SMS.  A SET that is capable of initiating an emergency services call using an IP bearer SHALL also support SUPL initiation using UDP/IP or SIP Push.

Note 1: the introduction of further transport mechanisms (e.g., SIP) to support SUPL Initiation in association with an emergency services call is FFS.

Note 2: while SET support of SUPL for positioning in association with an emergency services call initiated using an IP bearer is mandated in this specification, a network operator may choose not to employ SUPL – e.g., may use a control plane location solution.
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