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1 Reason for Change

The testing of roaming in the SUPL 2.0 ETR is considered to be too detailed, too complex and unnecessary. Roaming should be tested as part of RLP / MLS testing and not as part of SUPL testing. In addition the testing of roaming Interoperability in Test Fests has proven to be almost impossible to achieve.

It is therefore proposed that most of the roaming tests are deleted from the ETR.
R01: Further Roaming test cases deleted as unnecessary. Feature Key items HR1 and HR2 restored as being necessary for testing.

Feature Key item CAT moved from Roaming to Non-Roaming section.
Following Feature Key items removed as unnecessary as no new functionality is tested: AM, ACA2, AE1, AE3, AE4, AE5, SI2, SI3, SI5, A3, SPAS, SASE 
Some Feature Keys numbering changed to allow for deleted items.
Editor’s note: one whole section (5.1.1.2) of Roaming Tests was accidentally not incorporated into the latest version of the ETR. This section has been added to this CR complete in its final form with change-bars.
2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree to the proposed CR and change SUPL 2.0 ETR document accordingly.
6 Detailed Change Proposal
5.1 Enabler test requirements

The test requirements collected in this section are related to the Enabler SUPL V2.0.

In this section, it should be defined what specific functionalities of this Enabler shall or should be tested to ensure adequate operational of the implementations, including any security requirements and constraints on usage if specified (e.g. user can forward a media object but can not visualize it). That means that devices (clients/serves) shall do what they have to do and they shall not do what they are not allowed to do. Both types of test requirements (positive and negative testing) should be included here if so required.

Besides this information, OMA Architecture specifies a “Framework Architecture”, consisting of a set of common functions that need to be invoked in most use cases involving the different Service Enablers. The functionality requirements defined in the OMA Framework Architecture, i.e. authentication, authorization, charging, billing, common directory, etc. should also be listed in this table. Use cases are the main input to identify test requirements.

The following test requirements should cover both Conformance test requirements (i.e. functionality to be tested to verify  whether it is implemented either in the client side or in the server side) and Interoperability test requirements (i.e. client/server interactions one with another)

The following sections (Mandatory and Optional test requirements) could also be separated for client and server test requirements.

The tables for the mandatory and optional test requirements include the following columns:

FEATURE KEY:
A set of characters uniquely identifying the enabler test requirement to be tested. It is suggested that the Feature Key is no longer than 4 to 5 characters. The purpose of the Feature Key is that when used, it distinctly refers to only one feature to be tested.

FEATURE DESCRIPTION:
A description of a technical specification feature to be tested.

FEATURE TEST REQUIREMENTS:
A description of what shall be tested for the feature,
The requirements have been split into two sections to cover the following

· Basic Functionality and non-roaming call-flows

Basic Functionality and non-roaming call-flows cover all basic functionality applicable to all modes of SUPL. The call flows should cover both proxy and non-proxy mode and also Network Initiated and SET Initiated SUPL sessions. The test requirements apply to all Air Interfaces supported by SUPL 2.0

· Roaming call-flows

In general the Roaming call flows should be tested as part of RLP / MLS testing and therefore do not need to be re-tested as part of SUPL 2.0. The roaming call-flows listed below cover the additional call flows associated with  roaming scenarios that need to be tested as part of SUPL 2.0.

· 
· 
· 
· 
5.1.21 Mandatory test requirements

Mandatory test requirements are covering mandatory features/functions of an Enabler which shall always be implemented in the client/server

NOTE:  This table needs to be filled out at a level where ambiguity is not present but details are not overwhelming.

Ambiguity means that the details do not have several meanings nor have more than one possible implementation path following.

EDITOR’S NOTE: Most features for SUPL 2.0 have been added as “Mandatory” as LOC group has not yet agreed which, if any, features are “Optional”. Once this has been decided these features will need to be moved to “Optional”.
5.1.21.1 Basic Functionality and non-roaming call-flows
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	BF
	Basic functionality
	Verify basic protocol functionality including Version support, Session ID support, 

	
	SID
	SUPL INIT delivery
	Verify the possible transport mechanisms used for the SUPL INIT message.

	
	
	
	

	
	KM1
	Key Management for SUPL Authentication - Deployments Supporting GBA or OMA-CIBA
	Verify correct operation

	
	KM2
	Key Management for SUPL Authentication - Deployments not Supporting GBA or OMA-CIBA
	Verify correct operation

	
	KM3
	Key Management for SUPL Authentication – Non-Proxy Communication
	Verify correct operation

	
	TLS
	TLS Handshake and Negotiation of SET-SLC Mutual-Authentication Method
	Verify correct operation

	
	ACA
	Alternative Client Authentication (ACA) Mechanisms - ACA Procedures
	Verify correct operation

	
	
	
	

	
	
	
	

	
	AE
	Authentication Mechanisms applicable to an E-SLP - Processing Emergency SUPL INIT messages
	Verify correct operation

	
	
	
	

	
	
	
	

	
	
	
	

	
	SI1
	Processing of the SUPL INIT Messages - Network Based Authentication of the SUPL INIT Message
	Verify correct operation

	
	
	
	

	
	
	
	

	
	SI2
	Processing of the SUPL INIT Messages - Negotiating the Level of SUPL INIT Protection
	Verify correct operation with alternative Protection levels

	
	
	
	

	
	KR
	Key Refresh for Triggered Scenario Non-Proxy mode
	Verify correct operation

	
	
	
	

	
	CDI
	Confidentiality and Data Integrity
	Verify correct operation with alternative Ciphering suites

	
	NB1
	Basic Network Initiated flows – Proxy mode
	Verify the call flows using all possible positioning methods and verify that a successful positioning procedure is completed in each case.

	
	NB2
	Basic Network Initiated flows – Non-Proxy mode
	Verify the call flows using all possible positioning methods and verify that a successful positioning procedure is completed in each case.

	
	SB1
	Basic SET Initiated flows – Proxy mode
	Verify the call flows using all possible positioning methods and verify that a successful positioning procedure is completed in each case.

	
	SB2
	Basic SET Initiated flows – Non-Proxy mode
	Verify the call flows using all possible positioning methods and verify that a successful positioning procedure is completed in each case.

	
	NPP
	Negotiation of Positioning method, Proxy mode and Protocol
	Verify that a consistent choice of positioning method, proxy mode and protocol are made based upon the capabilities of SLP and SET

	
	NPT1
	Network Initiated– Triggered Services: Periodic Triggers Proxy Mode
	Verify representative call flows using suitable positioning methods and verify that successful positioning procedures are completed in each case.

	
	NPT2
	Network Initiated– Triggered Services: Periodic Triggers Non-Proxy Mode
	Verify representative call flows using suitable positioning methods and verify that successful positioning procedures are completed in each case.

	
	NET1
	Network Initiated– Triggered Services: Event Triggers Proxy Mode
	Verify representative call flows using suitable positioning methods and a variety of parameter values and verify that successful positioning procedures are completed in each case.

	
	NET2
	Network Initiated– Triggered Services: Event Triggers Non-Proxy Mode
	Verify representative call flows using suitable positioning methods and a variety of parameter values and verify that successful positioning procedures are completed in each case.

	
	SPT1
	SET Initiated– Triggered Services: Periodic Triggers Proxy Mode
	Verify representative call flows using suitable positioning methods and a variety of parameter values and verify that successful positioning procedures are completed in each case.

	
	SPT2
	SET Initiated– Triggered Services: Periodic Triggers Non-Proxy Mode
	Verify representative call flows using suitable positioning methods and a variety of parameter values and verify that successful positioning procedures are completed in each case.

	
	SET1
	SET Initiated– Triggered Services: Event Triggers Proxy Mode
	Verify representative call flows using suitable positioning methods and verify that successful positioning procedures are completed in each case.

	
	SET2
	SET Initiated– Triggered Services: Event Triggers Non-Proxy Mode
	Verify representative call flows using suitable positioning methods and verify that successful positioning procedures are completed in each case.

	
	HP
	Retrieval of Historical Positions  and/or Enhanced Cell Sector Measurements
	Verify correct call flow.

	
	ES1
	Emergency Services Location Requests. Proxy mode
	Verify the call flows using all possible positioning methods and verify that a successful positioning procedure is completed in each case.

	
	ES2
	Emergency Services Location Requests. Non-Proxy mode
	Verify the call flows using all possible positioning methods and verify that a successful positioning procedure is completed in each case.

	
	SAS
	SET-Initiated Location Request of another SET
	Verify correct call flow using a variety of parameter values

	
	STP1
	SET-Initiated Periodic Location Request with Transfer to Third party – Proxy Mode
	Verify representative call flows using suitable positioning methods and a variety of parameter values and verify that successful positioning procedures are completed in each case.

	
	STP2
	SET-Initiated Periodic Location Request with Transfer to Third party – Non-Proxy Mode
	Verify representative call flows using suitable positioning methods and a variety of parameter values and verify that successful positioning procedures are completed in each case.

	
	STT
	SET-Initiated Location Request of Transfer Location to the Third party
	Verify representative call flows using suitable positioning methods and verify that successful positioning procedures are completed in each case.

	
	
	
	

	
	
	
	

	
	CAT
	Network / SET Capabilities Change for Area Event Triggered Scenarios
	Verify correct call flows for both changes

	Error Flow
	BFF
	Basic functionality failures
	Verify correct operation with incompatible Versions, Invalid Session IDs

	
	SAF
	SET Authorization Failure
	Verify correct operation

	
	HAF1
	Authorization Failure at H-SLP
	Verify correct operation

	
	NCT
	Network cancels the triggered location request
	Verify correct call flow.

	
	SCT
	SET cancels the triggered location request
	Verify correct call flow.

	
	SPE
	SUPL Protocol Error
	Verify correct operation with a variety of likely protocol errors

	
	STE
	SUPL timer expiration
	Verify correct operation

	
	PST
	Premature Session Termination
	Verify correct operation when the SET or the Network prematurely ends the SUPL session


Table 1: Applicability Table for Basic Functionality and non-roaming call-flows Mandatory Test Requirements

5.1.21.2 Roaming call-flows
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	HR1
	V-SLP to V-SLP Handover - Proxy mode
	Verify correct call flow.

	
	HR2
	V-SPC to V-SPC Handover - Non-Proxy mode
	Verify correct call flow.

	Error Flow
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


Table 2: Applicability Table for Roaming call-flows Mandatory Test Requirements
5.1.22 Optional test requirements

Optional test requirements are covering optional features/functions of an Enabler.

If an optional requirement of the Enabler is implemented in the client/server, this requirement SHALL be tested.

NOTE:  This table needs to be filled out at a level where ambiguity is not present but details are not overwhelming.

Ambiguity means that the details do not have several meanings nor have more than one possible implementation path following.

5.1.22.1 Basic Functionality and non-roaming call-flows
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	NB
	Notification and Verification
	Verify the correct operation and call flows for all the Notification & Verification values.

	
	N1
	Notification based on current location. Proxy mode
	Verify the correct operation and call flows for all the Notification & Verification values.

	
	N2
	Notification based on current location. Non-Proxy mode
	Verify the correct operation and call flows for all the Notification & Verification values.

	
	QOP
	QoP
	Verify the correct call flows when the various QoPs are  specified.

	
	VEL
	Velocity
	Verify correct operation

	
	ALT
	Altitude
	Verify correct operation

	
	
	
	

	Error Flow
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


Table 3: Applicability Table for Basic Functionality and non-roaming call-flows Optional Test Requirements
5.1.22.2 Roaming call-flows
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	Error Flow
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


Table 4: Applicability Table for Roaming call-flows Optional Test Requirements












NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2007 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 7)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20060101-I]

© 2007 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 2 (of 7)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20060101-I]

