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1 Reason for Change
Justification: Resolve ADRR comment 054 and 060
	A027
	2008.08.04
	E
	5.4.1.2

(Fig 4),

5.4.1.3

(Fig 5), and 5.5.4.2

(Fig 11)
	Source: Telcordia

Form: Doc# 0163R01

Comment: As indicated in final note in Section 5.4.1.1, flows assume single SIP/IP Core network associated with both Location Client and Location Server. 

Proposed Change: Suggest change from “LC SIP/IP Core” to “SIP/IP Core” in Figures 4, 5, and 11
	Status: OPEN 
<provide response>

	A054
	2008.08.08
	T
	General
	Source: Samsung

Form: OMA-ARC-2008-0167

Comment: The service request from LOCSIP client needs to be authorized in the home domain of the requesting client, which is not possible with the current LOCSIP flow. (In case of Presence v2.0, the same service authorization is performed by the Watcher Agent which is the server entity in the requesting Watcher’s domain)
Proposed Change: add a Server entity that controls the service request from the LOCSIP client
	Status: OPEN 
<provide response>

	A060
	2008.08.08
	E
	5.5.1
	Source: Samsung
Form: OMA-ARC-2008-0167
Comment: the section numbering in the subsections under 5.5.1 is wrong.

Proposed Change: correct section number of 5.4.1.1.~ 5.4.1.5 to 5.5.1.1 ~ 5.5.1.5
	Status: OPEN 
<provide response>


Summary of change: 
add Requesting Location Server to the home domain of Location Client;

remove LC in the SIP/IP Core box of the Figure 4, 5, and 11;
adjust section numbering in section 5.5.1; and 
some editorial corrections.
Scope of change: section 5.3.1.2 and 5.5
2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that this change be reflected to the TS document.
6 Detailed Change Proposal

Change 1:  Add Home Location Server’s functionality in section 5.3.1.2

5.3 Functional Components and Interfaces

5.3.1 LOCSIP Functional Entities
5.3.1.1 Location Client
A Location Client is an entity that requests Location Information about one or multiple Targets.  For this, a Location Client supports the following:

· Subscribes to Location Information using [RFC3265], [RFC4662], [URILISTSUB] and TBD.
5.3.1.2 Requesting Location Server
The Requesting Location Server is the functional entity that 
· authorizes the location service request of the Location Client and check if the location client is authorized to use location service per local policy, and
· if the authorization fails, generates the error response to the Location Client, or if the authorization is successful, forwards the received SUBSCRIBE request to the SIP/IP Core
NOTE: The method how the SUBSCRIBE request is routed to the Requesting Location Server depends on the underlying SIP/IP Core and is out of scope of this specification.
5.3.1.3 Location Server
The Location Server is the functional entity that accepts and manages location subscriptions of individual Targets applying policies retrieved from the XDMS.

The Location Server supports the following:

· Authorizes Location Server subscriptions and distributes Location Information using [RFC3265] and TBD;

· Subscribes to changes to documents stored in the XDMS;

· Fetches documents from the XDMS.
5.3.1.4 Location Resource List Server (L-RLS)
The L-RLS is the functional entity that accepts and manages location subscriptions of predefined groups and URI Lists, which enables a Location Client application to subscribe to the Location Information of multiple Targets using a single subscription transaction.  The L-RLS supports the following:

· Authorizes Location Server subscriptions and distributes Location Information using [URILISTSUB], [RFC3265], [RFC4662] and TBD;
· Performs back-end subscriptions on behalf of the Location Client [RFC3265], [RFC4662] and TBD.
Change 2:  Add Home Location Server to the flows in section 5.5 and some editorial corrections
5.5 Flows

The flows in the following subchapters describe the logical flow between the LOCSIP architectural functional entities but do not necessarily fully conform to all the details of protocols that will be used.

The procedure of XDM handling is not described in the high level procedure but can be assumed to take place depending on implementation either prior to or during the flow.

The policy information stored in the XDMS is needed when location authorization is performed.
The information stored in the XDMS is needed when:

· Retrieving the location for a group of users

· Performing access control and policy control on location data.
5.5.1 Subscribing to Location Notification

5.4.1.1 Subscribing to Location Notification of a Single Target
The following figure shows the flow when a LOCSIP Location Client subscribes to the location information of the Target. 
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Figure 3: Subscribing to Location Notification of Single Target
1. A Location Client that wants to retrieve the location information of a Target, sends a SIP SUBSCRIBE request which contains the SIP URI of the Target, the duration of the subscription and the feature tag for location service.  The duration of the subscription should be set to zero if it’s a one-time request instead of persistent subscription.  The SIP SUBSCRIBE request may include the required QoS parameters and filter criteria for when notifications are to be sent.

2. The SIP/IP Core network of the Location Client routes the SIP SUBSCRIBE request to the Requesting Location Server.
3. The Requesting Location Server authorizes the location service request of the Location Client and resolves the address of the Target and routes the request to the SIP/IP Core network of the Location Server.
4. The SIP/IP Core routes the SIP SUBSCRIBE request to the correct Location Server, based on the address of the Target and the feature tag for location service.

5. The Location Server performs the necessary authorisation checks on the originator to ensure it is allowed to request the location information of the Target for the privacy protection of the Target. 
6. Once authorisation checks are fully passed, the Location Server issues a SIP 200 OK to the SIP/IP Core. If the authorization rules indicate further privacy check is needed, the Location Server returns a SIP 202 Accepted response, which means the request has been accepted and understood, but does not necessarily imply that the subscription has been authorized yet.
7. The SIP/IP Core network of the Location Server forwards the response to the Requesting Location Server.
8. The Requesting Location Server forwards the response to the SIP/IP Core network of the Location Client.

9. The SIP/IP Core forwards the response to the Location Client.

Steps 10 to 17 are optional and do not have to be performed if step 20 can be performed directly after step 10.

10. As soon as the Location Server sends a SIP 202 (Accepted) response to accept the subscription, it sends a SIP NOTIFY request as mandated by [RFC3265]. If the Location Information is not available, it sends a “dummy” SIP NOTIFY request with empty Location Information. 

11. The SIP/IP Core of the Location Server forwards the SIP NOTIFY request to the Requesting Location Server.
12. The Requesting Location Server forwards the SIP NOTIFY request to the SIP/IP Core of the Location Client.
13. The SIP/IP Core of the Location Client forwards the SIP NOTIFY request to the Location Client.
14. The Location Client acknowledges the receipt of the SIP NOTIFY request with a SIP 200 OK response. 

15. The SIP/IP Core of the Location Client forwards the SIP 200 OK response to the Requesting Location Server.
16. The Requesting Location Server forwards the SIP 200 OK response to the SIP/IP Core of the Location Server.
17.  The SIP/IP Core of the Location Server forwards the SIP 200 OK response to the Location Server.
18. The Location Server retrieves needed location information. The Location Server then determines that a notification is to be sent. The determination is based on the filter criteria, requested QoS and available location information. 
19. The Location Server enforces the policy control function.  It may perform the appropriate actions and/or transformations before delivering the location information to the Location Client.
20. The Location Server sends a SIP NOTIFY request along the path of the SIP SUBSCRIBE dialog to the SIP/IP Core network of the Location Client. The SIP NOTIFY request contains location estimate, a feature tag for location service, and possibly an indication of subscription termination if it is the last notification.  The SIP NOTIFY request may also contain the QoS information and/or some location policies applicable to the Location Client.
NOTE: If the positioning attempt fails or is rejected due to privacy control, the SIP NOTIFY request includes proper failure reason and the indication of subscription termination.

21. The SIP/IP Core of the Location Server forwards the SIP NOTIFY request to the Requesting Location Server.
22. The Requesting Location Server forwards the SIP NOTIFY request to the SIP/IP Core of the Location Client.
23. The SIP/IP Core of the Location Client forwards the SIP NOTIFY request to the Location Client.
24. The Location Client acknowledges the receipt of the SIP NOTIFY request with a SIP 200 OK response. 
25. The SIP/IP Core forwards the SIP 200 OK response to the Requesting Location Server .
26. The Requesting Location Server forwards the SIP 200 OK response to the SIP/IP Core of the Location Server.
27.  The SIP/IP Core of the Location Server forwards the SIP 200 OK response to the Location Server.
NOTE: Steps 2 to 4 as well as 6 to 8 are combined if the Location Client is associated with the same SIP/IP Core as the Location Server. Steps 18 to 27 may be repeated during the subscription period whenever the location filter condition is fulfilled.

NOTE: For the remaining flows illustrated in this document, the Location Client and Location Server are assumed to be associated with the same SIP/IP Core network. Thus, only a single SIP/IP Core network is shown in the remaining figures. And it is assumed that the request from the Location Client and the response to the Location Client is forwarded by the Requesting Location Server but the Requesting Location Server is omitted in the remaining flows for simplicity.  
5.4.1.2 Subscribing to the Notification of Periodic Trigger
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Figure 4: Flow for Subscribing to the Notification of Periodic Trigger

1. A Location Client sends a SIP SUBSCRIBE request to the Location Server requesting the location of the Target to be delivered periodically. This is done by including a filter in the body of the SIP SUBSCRIBE request. The filter indicates the setting of periodic trigger, such as start time, report mode, position interval or the number of fixes. 

2. The SIP/IP Core network forwards the SIP SUBSCRIBE request to the Location Server.

3. The Location Server authorizes the subscription and interprets the subscription filter. If the authorization succeeds, the Location Server sends a SIP 200 OK response to the SIP/IP Core network indicating that the subscription has been accepted and the filter is understood.

4. The SIP/IP Core network forwards the SIP 200 OK response to the Location Client.

Steps 5 to 8 are optional and do not have to be performed if step 10 can be performed directly after step 4.

5. The Location Server sends a “dummy” SIP NOTIFY request to the SIP/IP Core network including empty Location Information.

6. The SIP/IP Core network forwards the SIP NOTIFY request to the Location Client.

7. The Location Client acknowledges the SIP NOTIFY request with a SIP 200 OK response.

8. The SIP/IP Core network forwards the SIP 200 OK response to the Location Server.

9. When the time specified by the periodic trigger is reached, the Location Server retrieves, if not already available, the location information of the Target and determines if a notification is to be sent out based on the subscription filter. 

10. The Location Server enforces the location policy and generates a SIP NOTIFY request including the location result. The Location Server sends a SIP NOTIFY request along the path of the SIP SUBSCRIBE dialog to the SIP/IP Core network of the Location Client. 
11. The SIP/IP Core network forwards the SIP NOTIFY request to the Location Client.

12. The Location Client acknowledges the SIP NOTIFY request with a SIP 200 OK response.

13. The SIP/IP Core network forwards the SIP 200 OK response to the Location Server.

NOTE: Steps 9 to 13 will be repeated during subscription period in order to get location of the Target periodically. 
5.4.1.3 Subscribing to the Notification of Area Event Trigger
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Figure 5: Flow for Subscribing to the Notification of Area Event Trigger

1. The Location Client sends a SIP SUBSCRIBE request to the Location Server in order to start an area event trigger session. This is done by including a filter in the body of the SIP SUBSCRIBE request. The filter indicates the condition for area event trigger. The following types of trigger conditions may be supported:

· Target enters or exits certain geographical area

· Target is inside or outside certain geographical area

· Target has moved a specific distance

· change of civic address

2. The SIP/IP Core network forwards the SIP SUBSCRIBE request to the Location Server.
3. The Location Server authorizes the subscription and interprets the subscription filter. It sends a SIP 200 OK response to the SIP/IP Core network indicating that the subscription has been accepted and the subscription filter is understood.

4. The SIP/IP Core network forwards the SIP 200 OK response to the Location Client.

Steps 5 to 8 are optional and do not have to be performed if step 10 can be performed directly after step 4.

5. The Location Server sends a “dummy” SIP NOTIFY request to the SIP/IP Core network including empty location information.

6. The SIP/IP Core network forwards the SIP NOTIFY request to the Location Client.

7. The Location Client acknowledges the SIP NOTIFY request with a SIP 200 OK response.

8. The SIP/IP Core network forwards the SIP 200 OK response to the Location Server.

9. The Location Server monitors the location of the Target and check if the trigger condition is fulfilled. In this case, a notification is triggered. 
10. The Location Server sends a SIP NOTIFY request along the path of the SUBSCRIBE dialog to the SIP/IP Core network of the Location Client. The SIP NOTIFY request may contain the location estimate and a timestamp. If it is the last notification, the SIP NOTIFY request should also contain an indication of subscription termination.

11. The SIP/IP Core network forwards the SIP NOTIFY request to the Location Client.
12. The Location Client acknowledges the SIP NOTIFY request with a SIP 200 OK response.

13. The SIP/IP Core network forwards the SIP 200 OK response to the Location Server.

NOTE 1: Step 10 to 13 is optional depending on if the trigger condition is met. If the trigger condition has never been met and the stop time is reached, a SIP NOTIFY request will be sent back to the Location Client indicating the subscription is terminated. Please refer to the flow “Expiry of a Subscription”
NOTE 2:  Steps 9 to 13 will be repeated during the subscription period if the filter condition indicates repeated reporting is needed. 
5.4.1.4 Expiry of a Subscription
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Figure 6: Flow for Subscription Expiry Notification

1. The lifetime of a subscription expires and there is no refreshing transaction to update the subscription.

2. The Location Server issues a SIP NOTIFY request indicating the subscription has expired.

3. The SIP/IP Core network forwards the SIP NOTIFY request to the Location Client.

4. The Location Client sends a SIP 200 OK response to the SIP/IP Core network to acknowledge the SIP NOTIFY request.

5. The SIP/IP Core network forwards the SIP 200 OK response to the Location Server.
5.4.1.5 Subscription Authorization Failure

A Location Server can deny a subscription request from a Location Client if the Service Provider has blocked the Location Client from subscribing to Target’s location. In this case, the Location Server sends a 403 Forbidden message in response to a subcription request. 
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Figure 7: Flow for Subscription Authorization Failure

1. A Location Client that wants to retrieve the location information of a Target sends a SIP SUBSCRIBE request which contains the SIP URI of the Target, the duration of the subscription and the feature tag for location service.  The duration of the subscription should be set to zero if it’s a one-time request instead of persistent subscription.  The SIP SUBSCRIBE request may include the required QoS parameters and filter criteria for when notifications shall be sent.

2. The SIP/IP Core routes the SIP SUBSCRIBE request to the correct Location Server, based on the address of the Target and the feature tag for location service.

3. The Location Server performs the necessary authorisation checks on the originator to ensure it is allowed to request the location information of Target. In this scenario, the Service Provider has blocked the Location Client from receiving the Target’s location information and therefore, the authorization fails.
4. The Location Server sends a SIP 403 Forbidden response to the SIP/IP Core. 
5. The SIP/IP Core forwards the response to the Location Client.

5.5.2 Subscribing to Location for a List of Targets

[image: image9.emf]Location Client SIP/IP Core L-RLS

1. SUBSCRIBE

2. SUBSCRIBE

3. Authorization Check

4. 200 OK

5. 200 OK

12. NOTIFY

13. 200 OK

11. NOTIFY 

14. 200 OK

7. NOTIFY

8. 200 OK

6. NOTIFY 

9. 200 OK

10. Subscribe to the location 

of all members in the list and 

handle notifications


Figure 8: Flow for Subscribing to Location for a List of Targets
1. A Location Client that wants to retrieve the location information of a list of Targets, sends a SIP SUBSCRIBE request containing the target list, an indication of “eventlist” support and the duration of subscription, according to [RFC3265][RFC4662]  The SIP SUBSCRIBE request may include the required QoS and filter criteria when the notifications are to be sent. 

The target list can be either a pre-defined resource list or a Request-Contained Resource List. The pre-defined resource list refers to existing shared group/list and is identified by the request URI. The Request-Contained Resource List includes a URI-list in the SIP SUBSCRIBE request according to [URILISTSUB].

2. The SIP/IP Core network forwards the request to the correct L-RLS based on the address of target list and resource list service indication.
3. The L-RLS performs the necessary authorisation checks on the originator to ensure it is allowed to use the resource list. 

4. Once authorisation checks are successful, the Location Server issues a SIP 200 OK to the SIP/IP Core. 

5. The SIP/IP Core network forwards the response to the Location Client.

6. The L-RLS generates a SIP NOTIFY request including the RLMI document as a result of the SIP SUBSCRIBE request. The RLMI document describes all the members in the list, as well as the location information for the Targets about which it already knows.
7. The SIP/IP core forwards the SIP NOTIFY request to the Location Client.

8. The Location Client acknowledges the SIP NOTIFY request with a SIP 200 OK response.

9. The SIP/IP Core forwards the SIP 200 OK response to L-RLS.

10. The L-RLS resolves the resource list and generates the necessary SIP SUBSCRIBE requests to the Location Server for each individual Target.
Note: For Resource List, the L-RLS fetches the resource list documents from the XDMS using XCAP, as defined in [XDM_Core]. For Request-Contained Resource List, the L-RLS extracts the URIs in the URI-list directly from the body part of initial SIP SUBSCRIBE request.

11. When the notification condition is fulfilled, the L-RLS generates a SIP NOTIFY request with multipart format.  The L-RLS includes the RLMI document, copies/aggregates the body of the received SIP NOTIFY request(s) into the body of the outgoing SIP NOTIFY request and sends it to the Location Client.
12. The SIP/IP Core network forwards the SIP NOTIFY request to the Location Client.
13. The Location Client acknowledges the receipt of the SIP NOTIFY request with a SIP 200 OK response. 
14. The SIP/IP Core forwards the SIP 200 OK response to L-RLS.

NOTE: Steps 11 to 14 will be repeated within subscription period whenever the filter condition is fulfilled, for instance when any Target in the list enters the defined trigger area. 
5.5.3 Cancelling/Refreshing a Location Subscription

5.4.1.1 Location Client Initiated Cancelling/Refreshing
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Figure 9: Flow for Location Client Initiated Subscription Cancellation/Refreshing

1. A Location Client sends a SIP SUBSCRIBE request on the same dialog as the existing subscription, with an “Expires” header field indicating the new duration of the subscription, according to [RFC3265]. To refresh the subscription, the “Expires” header field should be set to the new expiration time.  To terminate the subscription, the “Expires” header field should be set to zero.

2. The SIP/IP Core routes the SIP SUBSCRIBE request to the correct Location Server, based on the address of the Target and the feature tag for location service.

3. The Location Server accepts the SIP SUBSCRIBE request and updates the duration of subscription to the new expiration time specified by the “Expires” header. If the “Expires” header is set to 0, the subscription set to 0 will be terminated. indicating the canceling a subscription operation. After that, the Location Server sends a SIP 200 OK response to the SIP/IP Core. 
4. The SIP/IP Core forwards the response to the Location Client.

5. Location Server sends a SIP NOTIFY request to the SIP/IP Core network according to [RFC3265]. For refreshing subscription, the SIP NOTIFY request contains  a "Subscription-State" header with value "active"together with an "Expires" header indicating the time remaining on the subscription,  For cancelling subscription, with the SIP NOTIFY request contains a “Subscription-State” header field with value “terminated”. 

6. The SIP/IP Core of the Location Client forwards the SIP NOTIFY request to the Location Client.
7. The Location Client acknowledges the receipt of the SIP NOTIFY request with a SIP 200 OK response. 

8. The SIP/IP Core forwards the SIP 200 OK response to the Location Server.

5.4.1.2 Location Server Initiated Cancelling/Refreshing
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Figure 10: Flow for Location Server Initiated Subscription Cancellation/Refreshing

1.
The Location Server sends a SIP NOTIFY request with a “Subscription-State” header field to inform the new state of location subscription according to [RFC 3265]. If the subscription is cancelled,  the “Subscription-State” is set to “terminated”. If the subscription is refreshed, the “Subscription-State” header field is set to “active” and the new expiration time is included in the SIP NOTIFY request.
2. The SIP/IP Core network forwards the SIP NOTIFY request to the Location Client.

3. The Location Client sends a SIP 200 OK response to the SIP/IP Core network to acknowledge the SIP NOTIFY request.

4. The SIP/IP Core network forwards the SIP 200 OK to the Location Server.

5.5.4 Subscribing to Changes of XDMS
5.4.1.1 Location Server Subscribing to Changes on Location Policy Data
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Figure 11: Subscribing to Changes on Location Policy Data

1. A Location Server that wishes to subscribe to the changes made to the Location Authorization/Policy Rules document, sends a SIP SUBSCRIBE request with the “Event” header field set to “xcap-diff” as described in [XDM_Core]. The Request-URI of the SIP SUBSCRIBE request is set to the public user identity of the Target whose documents the Location Server wishes to subscribe to. 

2. The SIP/IP Core forwards the request to the appropriate XDMS.

3. The XDMS accepts the subscription and responds with a SIP 200 OK.

4. The SIP/IP Core forwards the response to the Location Server.

5. The XDMS sends the first SIP NOTIFY request, which is used in order to synchronize the XDMS and Location Server on a common “baseline” document as described in [IETF-XCAP_Diff].

6. The SIP/IP Core forwards the SIP NOTIFY request to the Location Server.

7. The Location Server accepts the SIP NOTIFY request with a SIP 200 OK response.

8. The SIP/IP Core forwards the SIP 200 OK response to the XDMS.

9. The Location Server fetches using HTTP (XCAP) GET request the version of the document indicated (with the Etag) in the received SIP NOTIFY request, as defined in [IETF-XCAP_diff] and [XDM_Core].

10. The version of the document requested is provided by the XDMS.

11. When changes occur in the Location Authorization/Policy Rules document, the XDMS informs the Location Server about the changes through a SIP NOTIFY request with the changed data.
12. The SIP/IP Core forwards the SIP NOTIFY request to the Location Server.

13. The Location Server responds to the SIP NOTIFY request with a 200 OK response.

14. The SIP/IP Core forwards the 200 OK response to the XDMS.

5.4.1.2 L-RLS Subscribing to Changes on Group/List
The L-RLS SHALL support subscriptions to changes in the group/list documents stored in XDMS as specified in [XDM_Core] “Subscriptions to Changes in the XML Documents”.

5.5.5 Authorization using GPM
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Figure 12: Flow for permissions checking with GPM

1. The Location Server sends an authorization request to the GPM. This request may include parameters such as the identity of the requester, the required QoS, the location of the Target, etc

2. The GPM performs the authorization checks by internal means that are out of scope of this document.

3. The GPM returns an authorization response to the Location Server. The response may contain indications pertaining to what kind of location information the Location Server is allowed to return to the Location Client.

Note: the authorization request should be performed every time the Location Server delivers location information.
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