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1 Reason for Change

This CR aims to correct a number of typos/errors discovered by an ARC delegate. See also Action Item LOC-2009-A003.

This CR:

- Remove mentioning of LS-3 and LS-4 as they no longer are defined in LOCSIP.

 - Apply renaming of “Watcher Agent” to “HAS” in figure in security section.

2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree to the proposed CR.

6 Detailed Change Proposal
Change 1:  Remove LS-3 & LS-4
5.2.2   XDM Functions

Certain Location Server functionality depends on particular XML documents stored in XDMS.  In order to provide this functionality the Location Server:

· SHALL support retrieval of XML documents stored in the  XDMS, according to [XDM_Core] “Document Management”;

· SHALL support LOCSIP XDMS Application Usage as specified in Appendix C, and the URI List Application Usage specified in [XDM_List] “URI List”;
· MAY subscribe to changes made to XML documents stored in the XDMS. If so, the Location Server SHALL follow the procedure defined in [XDM_Core] “Subscribing to Changes in the XML Documents” .
Change 2:  Correct Watcher Agent to HSA
6. Security

The security mechanism is divided into SIP signaling security and User Plane security.  SIP signaling security relies on mechanisms provided by the underlying SIP/IP Core. User Plane security that is provided by an additional mechanisms to ensure confidentiality. Integrity and message authentication are not needed since they are assumed to be provided by the underlying SIP/IP Core. The mechanism used for User Plane security in LOCSIP is  XML symmetric encryption [XMLENC] in combination with two types of key management schemes: symmetric-based and public key-based.

Figure 1 below illustrates the LOCSIP security reference architecture that will be used in the rest of this section.
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Figure 1: LOCSIP Security Architecture
The right side of the figure shows SUBSCRIBE requests within the same domain, i.e. when the location client (LC) – UE-based or AS-based- subscribes to locate a specific target from the same domain. In such a case, the LC sends the SUBSCRIBE request to the Location Server over SIP/IP core 2. For subscription to a group registered in the same domain as the LC, the SUBSCRIBE request is handled via the RLS. For group Targets in the same domain, the RLS forwards the SUBSCRIBE request to the LS over SIP/IP Core 2.

The left side of the picture shows SUBSCRIBE requests across domains, i.e. when the location client (LC) – UE-based or AS-based- subscribes to locate a specific target from other domain. In such a case, the LC sends the SUBSCRIBE request to its LS over SIP/IP Core 1 that in turn forwards the SUBSCRIBE to the LS in the other domain using a separate security relation. The same procedure applies for subscription to a group Targets registered in another domain, i.e. the RLS sends the subscription request to the LS. The only communication across domains is between the LS in SIP/IP cores 1 and the LS in SIP/IP cores 2.
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