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1 Reason for Change

This contribution proposes corrections for comment C091 for SUPL 3.0 CONRR (OMA-CONRR-SUPL-V3_0-20110822-D).

	C091
	2011.07.28
	Q/T
	5.1.2.7
	Source: LGE

Form: INP #0036

Comment: In case the SET request the SUPL session from the D-SLP when the SET is not in the service area of the D-SLP, how is this case handled?

Proposed Change: Add the obvious description on this case
	Status: OPEN 
Qualcomm to provide CR.

(D-SLP to respond with SUPL END with appropriate error code, etc.).


2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree to this CR and apply the proposed changes to SUPL 3.0 TS ULP.
6 Detailed Change Proposal

5.1.4 Exception Procedures

5.1.4.1 SET does not allow Positioning
After receiving a SUPL INIT message the SET executes the notification/verification procedure. In this scenario, the subscriber rejects the location request. The call flow shown in Figure 15 applies to both roaming and non-roaming scenarios.
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Figure 15: Network Initiated SET User denies Positioning for non roaming

A. SUPL Agent sends an MLP SLIR message to the D/H-SLP, with which the SUPL Agent is associated. The D/H-SLP SHALL authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requested, based on the client-id received. Further, based on the received ms-id the D/H-SLP SHALL apply subscriber privacy against the client-id.

B. The D/H-SLP initiates the location session with the SET using the SUPL INIT message. The SUPL INIT message contains the intended positioning method (posMethod). In this case the result of the privacy check in Step A indicated that notification or verification to the target subscriber is needed, and the D/H-SLP therefore includes the Notification element in the SUPL INIT message.

C. The SET analyses the received SUPL INIT message. If found to be non authentic, the SET takes not further action. Otherwise the SET takes needed action for establishing or resuming a secure TLS connection.

D. The SET SHALL establish a secure connection to the D/H-SLP. The SET evaluates the notification rules and alerts the subscriber of the position request. In this case the user rejects the location request, either by explicit action or implicitly by not responding to the notification, and the SET returns to the D/H-SLP a SUPL END message containing the hash of the received SUPL INIT message (ver) and the status code consentDeniedByUser. 

E. The D/H-SLP sends the position response, containing the ms-id, client-id, and the appropriate error-code back to the SUPL Agent in an MLP SLIA message.

5.1.4.2 SUPL Protocol Error
When during a SUPL session the D/H-SLP or the SET receive a message which cannot be processed by the receiving entity due to SUPL protocol error, the receiving entity shall send a SUPL END message to the sending entity including a status code indicating the protocol error (Figure 16).

Possible protocol error cases are

· mandatory and/or conditional parameter is missing

· wrong parameter value

· unexpected message

· invalid session-id

· positioning protocol mismatch
The SUPL END message includes the valid session-id used by the SUPL session. When an invalid session-id has been received, the invalid session-id shall be returned to the sending entity along with the appropriate status code. 

A received session-id is invalid if:

· It does not correspond to an open session 

· In case of the SUPL INIT message: the session-id is missing SLP Session ID or contains SET Session ID.

· In case of the SUPL START message: the session-id is missing SET Session ID or contains SLP Session ID.

After the SUPL END message has been sent, D/H-SLP and SET release the resources related to the aborted session.

A SUPL INIT message that is found to be non-authentic (see section 6.3.3) does not constitute a protocol error and no SUPL END message shall be sent.

For network initiated scenarios, the D/H-SLP notifies the SUPL Agent of the error if no position estimate could be calculated based on available information (e.g. previously computed position which meets the QoP, etc.). If a position estimate is available and the privacy check (notification and/or verification) has been passed successfully, the D/H-SLP sends the position estimate to the SUPL Agent.

The described procedure only applies to protocol errors on the SUPL ULP layer. If protocol errors are encountered on the positioning protocol layer (LPP and/or TIA-801), the protocol errors are handled by the positioning protocols. 
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Figure 16: SUPL Protocol Error
A. A SUPL session is in progress. 

B. A SUPL message (sent from either the SLP or the SET) contains a protocol error (i.e., missing mandatory parameters, wrong parameter value, or unexpected message).

C. The recipient (either the SLP or SET) of the SUPL message containing the protocol error responds with a SUPL END message including the status code for the specific protocol error. Both sides release all resources related to this session. 

D. For network initiated applications: the SLP notifies the SUPL Agent using an appropriate error code.

5.1.4.3 SUPL timer expiration
When either a SLP or a SET timer expires, the procedure described in Appendix C shall be followed.
5.1.4.4 Notification based on current location – SET denies permission
During a Network Initiated SUPL session when the SET is asked for verification based on current location, if the SET returns a SUPL NOTIFY RESPONSE with a response type of Not Allowed, the D/H-SLP SHALL respond with a SUPL END with  status code “consentDeniedByUser”.
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Figure 17: Notification based on current location – SET denies permission
NOTE:
If the SUPL NOTIFY message contains notification type “notification only”, the contents of the SUPL NOTIFY RESPONSE message  SHALL be ignored by the D/H-SLP and the SUPL session SHALL continue.
A. A Network Initiated immediate fix session is in progress (either roaming or non-roaming) and has progressed to the point where a SUPL NOTIFY message with Notification Type of “notification and verification” is sent from the D/H-SLP to the SET. 

B. The D/H-SLP sends a SUPL NOTIFY message with notification type of “notification and verification” to the SET.

C. The SET responds with a SUPL NOTIFY RESPONSE containing a notification response of “not allowed” indicating that the location determination has been denied. 
D.  The D/H-SLP SHALL send a SUPL END with statusCode  “consentDeniedByUser” to the SET. The SET SHALL release all resources related to this session.

E. The D/H-SLP then notifies the SUPL Agent of the failed location session using the appropriate error code.
5.1.4.5 Invalid SET Access to a D/E-SLP
The following procedure is used when a SET attempts to access a D-SLP or E-SLP for which access is not authorized – e.g. if the H-SLP had not authorized the D/E-SLP or if the SET is not within service area for the D/E-SLP or is not using an allowed access network.
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Figure 17A: Invalid SET Access to a D/E-SLP
A. The SET receives a position request from a SUPL Agent (e.g., an application) on the SET. The SET takes appropriate action to establish a secure TLS connection to the D-SLP or E-SLP.

B. The SET establishes a secure TLS connection to the D/E-SLP and sends a SUPL START message to start a positioning session with the D/E-SLP. The SUPL START message contains the SET capabilities (sETCapabilities) and optionally the desired QoP.
C. NOTE: if the D/E-SLP cannot authenticate the SET, the procedure will terminate after step B.
D. If the D/E-SLP verifies that the SET is not allowed to access the D/E-SLP, the D/E-SLP returns a SUPL END containing a status code indicating whether access is not authorized or whether access ia authorized but not allowed from the SET’s current location or current access network. 
E. NOTE: a D/E-SLP may use information received in or associated with the SUPL START to determine whether access is allowed (e.g. a position estimate or the SET IP address). However, it is possible that the D/E-SLP may not determine that access is not allowed until after certain positioning information has been received from the SET (e.g. in a SUPL POS INIT and/or SUPL POS message). In that case, step C may be deferred until after certain additional SUPL messages have been exchanged between the D/E-SLP and the SET.
10.5 Status Code

	Parameter
	Presence
	Value/Description

	Status Code
	
	The different status codes, either error or information indicators, as described in the table below


Table 28: Status Code

	Status Code
	Description

	Error Indicators
	Used to indicate errors

	unspecified
	The error is unknown

	systemFailure 
	System Failure

	protocolError 
	Protocol parsing error

	dataMissing 
	Needed data value is missing

	unexpectedDataValue 
	A datavalue takes a value that cannot be used

	posMethodFailure 
	The underlying positioning method returned a failure

	posMethodMismatch
	No positioning method could be found matching requested QoP, SET capabilities and positioning method specified by SLP

	posProtocolMismatch
	No positioning protocol could be found being available at SET and SLP

	targetSETnotReachable 
	The SET was not responding

	versionNotSupported
	Wrong ULP version

	resourceShortage
	There were not enough resources available at the SLP to serve the SET or not enough resource available at the SET for the session.

	invalidSessionId
	Invalid session identity 

	unexpectedMessage
	Unexpected message received

	nonProxyModeNotSupported
	Non-Proxy mode is no longer supported in SUPL 3.0 and therefore this value is not applicable.

	proxyModeNotSupported
	Only Proxy-Mode is supported in SUPL 3.0 and therefore this value is not applicable.

	positioningNotPermitted
	The SET is not authorized by the SLP to obtain a position or assistance data.

	authNetFailure
	This value is not applicable in SUPL 3.0.

	authSuplinitFailure
	The SUPL INIT message is not authenticated by the SET or the SLP

	serviceNotSupported
	Service Capability not supported

	incompatibleProtectionLevel
	The Protection Level in the SUPL INIT message is not compatible with the protection level of the SET

	insufficientInterval
	The requested interval between fixes is not compatible with the capabilities of either the SET or the SLP.

	noSUPLCoverage
	The SET lost SUPL coverage. This status code is used for V-SLP to V-SLP handover to indicate to the H-SLP or D-SLP that the SET lost SUPL coverage.

	Information Indicators
	Used to indicate information

	consentDeniedByUser
	User denied consent for location determination session.

	consentGrantedByUser
	User granted consent for location determination session.

	sessionStopped
	The triggered session has been stopped by the network or the SET.

	locationURIUnavailable
	The SLP was unable to assign a location URI

	locationURINotSupported
	The SLP does not support assignment of a location URI

	locationURINotAuthorized
	The SET is not authorized to receive a location URI

	gssCapabilityMismatch
	The GSS capabilities of the SET and SLP do not match.

	unauthorizedAccessToSLP
	The SET is not authorized to access a D-SLP or E-SLP.

	invalidAccessToSLP
	The SET is authorized to access a D-SLP or E-SLP but is outside the serving area or not using an allowed access network


Table 29: Status Code

1.2 Common elements (SUPL Version 1)

ULP-Components DEFINITIONS AUTOMATIC TAGS ::=

BEGIN

EXPORTS Version, SessionID, IPAddress, SLPAddress, LocationId, Position, StatusCode, Velocity, QoP, PosMethod, Ver, SETId, PrimaryCPICH-Info, CellParametersID, FQDN;

IMPORTS


Ver2-CellInfo-extension

FROM Ver2-ULP-Components

Ver3-CellInfo-extension, Ver3-PositionEstimate-extension, Ver3-Velocity-extension

FROM Ver3-ULP-Components;

-- protocol version expressed as x.y.z (e.g., 5.1.0)--

Version ::= SEQUENCE {

  maj      INTEGER(0..255),

  min      INTEGER(0..255),

  servind  INTEGER(0..255)}

SessionID ::= SEQUENCE {

  setSessionID  SetSessionID OPTIONAL, -- the semantics of OPTIONAL applies to the encoding only. The parameter itself is MANDATORY. This is introduced only to minimize bandwidth for the SUPL INIT message. Since the setSessionID is allocated by the SET, there is no setSessionID to be transmitted in the SUPL INIT message.

  slpSessionID  SlpSessionID OPTIONAL -- the semantics of OPTIONAL applies to the encoding only. The parameter itself is MANDATORY. This is introduced only to minimize bandwidth for the SUPL START, SUPL TRIGGERED START and SUPL SET INIT messages. Since the slpSessionID is allocated by the SLP, there is no slpSessionID to be transmitted in these messages (with the exception described in section 10.14).--

}

SetSessionID ::= SEQUENCE {sessionId  INTEGER(0..65535),

                           setId      SETId}

SETId ::= CHOICE {

  msisdn     OCTET STRING(SIZE (8)),

  mdn        OCTET STRING(SIZE (8)),

  min        BIT STRING(SIZE (34)), -- coded according to [TIA-553]
  imsi       OCTET STRING(SIZE (8)),

  nai        IA5String(SIZE (1..1000)),

  iPAddress  IPAddress,

  ...}

-- msisdn, mnd and imsi are a BCD (Binary Coded Decimal) string 

-- represent digits from 0 through 9, 

-- two digits per octet, each digit encoded 0000 to 1001 (0 to 9)

-- bits 8765 of octet n encoding digit 2n

-- bits 4321 of octet n encoding digit 2(n-1) +1

-- not used digits in the string shall be filled with 1111   

SlpSessionID ::= SEQUENCE {

  sessionID  OCTET STRING(SIZE (4)),

  slpId      SLPAddress}

IPAddress ::= CHOICE {

  ipv4Address  OCTET STRING(SIZE (4)),

  ipv6Address  OCTET STRING(SIZE (16))}

SLPAddress ::= CHOICE {iPAddress  IPAddress,

                       fQDN       FQDN,

                       ...}

FQDN ::=

  VisibleString(FROM ("a".."z" | "A".."Z" | "0".."9" |".-"))(SIZE (1..255))

Ver ::= BIT STRING(SIZE (64))

LocationId ::= SEQUENCE {cellInfo  CellInfo,

                         status    Status,

                         ...}

Status ::= ENUMERATED {stale(0), current(1), unknown(2), ...}

CellInfo ::= CHOICE {

  gsmCell    GsmCellInformation,

  wcdmaCell  WcdmaCellInformation, --WCDMA Cell Information/TD-SCDMA Cell Information
  cdmaCell   CdmaCellInformation,

  ...,

  ver2-CellInfo-extension
Ver2-CellInfo-extension,

  ver3-CellInfo-extension
Ver3-CellInfo-extension}

Position ::= SEQUENCE {

  timestamp         UTCTime, -- shall include seconds and shall use UTC time. 

  positionEstimate  PositionEstimate,

  velocity          Velocity OPTIONAL,

  ...}

PositionEstimate ::= SEQUENCE {

  latitudeSign  ENUMERATED {north, south},

  latitude      INTEGER(0..8388607),

  longitude     INTEGER(-8388608..8388607),

  uncertainty

    SEQUENCE {uncertaintySemiMajor  INTEGER(0..127),

              uncertaintySemiMinor  INTEGER(0..127),

              orientationMajorAxis  INTEGER(0..180)} OPTIONAL, -- angle in degree between major axis and North

  confidence    INTEGER(0..100) OPTIONAL,

  altitudeInfo  AltitudeInfo OPTIONAL,

  ..., -- Coding as in [3GPP GAD]
  ver3-PositionEstimate-extension
Ver3-PositionEstimate-extension OPTIONAL}

-- this extension defines high accuracy 3D position as defined in [OMA-LPPe] 

AltitudeInfo ::= SEQUENCE {

  altitudeDirection  ENUMERATED {height, depth},

  altitude           INTEGER(0..32767),

  altUncertainty     INTEGER(0..127),

  ... } -- based on [3GPP GAD]
CdmaCellInformation ::= SEQUENCE {

  refNID         INTEGER(0..65535), -- Network Id

  refSID         INTEGER(0..32767), -- System Id

  refBASEID      INTEGER(0..65535), -- Base Station Id

  refBASELAT     INTEGER(0..4194303), -- Base Station Latitude

  reBASELONG     INTEGER(0..8388607), -- Base Station Longitude

  refREFPN       INTEGER(0..511), -- Base Station PN Code

  refWeekNumber  INTEGER(0..65535), -- GPS Week Number

  refSeconds     INTEGER(0..4194303), -- GPS Seconds -- 

  ...}

GsmCellInformation ::= SEQUENCE {

  refMCC  INTEGER(0..999), -- Mobile Country Code

  refMNC  INTEGER(0..999), -- Mobile Network Code

  refLAC  INTEGER(0..65535), -- Location area code

  refCI   INTEGER(0..65535), -- Cell identity

  nMR     NMR OPTIONAL,

  tA      INTEGER(0..255) OPTIONAL, --Timing Advance

  ...}

WcdmaCellInformation ::= SEQUENCE {

  refMCC                 INTEGER(0..999), -- Mobile Country Code

  refMNC                 INTEGER(0..999), -- Mobile Network Code

  refUC                  INTEGER(0..268435455), -- Cell identity

  frequencyInfo          FrequencyInfo OPTIONAL,

  primaryScramblingCode  INTEGER(0..511) OPTIONAL, -- Not applicable for TDD

  measuredResultsList    MeasuredResultsList OPTIONAL,

  ...,

  cellParametersId       INTEGER(0..127) OPTIONAL, -- Not applicable for FDD

  timingAdvance
   TimingAdvance OPTIONAL -- Not applicable for FDD

}

TimingAdvance ::= SEQUENCE {

 tA
INTEGER (0..8191),

 tAResolution    TAResolution OPTIONAL, --If missing, resolution is 0.125 chips

 chipRate        ChipRate OPTIONAL, –-If missing, chip rate is 1.28 Mchip/s

...}

TAResolution ::= ENUMERATED {res10chip(0),res05chip(1),res0125chip(2), ...} -- Corresponding to 1.0-chip, 0.5-chip and 0.125-chip resolutions, respectively 
ChipRate ::= ENUMERATED {tdd128(0),tdd384(1), tdd768(2), ...} –-Corresponding to 1.28-Mchips/s, 3.84-Mchips/s and 7.68-Mchips/s chip rates, respectively
FrequencyInfo ::= SEQUENCE {

  modeSpecificInfo  CHOICE {fdd  FrequencyInfoFDD,

                            tdd  FrequencyInfoTDD,

                            ...},

  ...}

FrequencyInfoFDD ::= SEQUENCE {

  uarfcn-UL  UARFCN OPTIONAL,

  uarfcn-DL  UARFCN,

  ...}

FrequencyInfoTDD ::= SEQUENCE {uarfcn-Nt  UARFCN,

                               ...}

UARFCN ::= INTEGER(0..16383)

NMR ::= SEQUENCE (SIZE (1..15)) OF NMRelement

NMRelement ::= SEQUENCE {

  aRFCN  INTEGER(0..1023),

  bSIC   INTEGER(0..63),

  rxLev  INTEGER(0..63),

  ...}

MeasuredResultsList ::= SEQUENCE (SIZE (1..maxFreq)) OF MeasuredResults

MeasuredResults ::= SEQUENCE {

  frequencyInfo            FrequencyInfo OPTIONAL,

  utra-CarrierRSSI         UTRA-CarrierRSSI OPTIONAL,

  cellMeasuredResultsList  CellMeasuredResultsList OPTIONAL}

CellMeasuredResultsList ::=

  SEQUENCE (SIZE (1..maxCellMeas)) OF CellMeasuredResults

-- SPARE: UTRA-CarrierRSSI, Max = 76

-- Values above Max are spare

UTRA-CarrierRSSI ::= INTEGER(0..127)

CellMeasuredResults ::= SEQUENCE {

  cellIdentity      INTEGER(0..268435455) OPTIONAL,

  modeSpecificInfo

    CHOICE {fdd

              SEQUENCE {primaryCPICH-Info  PrimaryCPICH-Info,

                        cpich-Ec-N0        CPICH-Ec-N0 OPTIONAL,

                        cpich-RSCP         CPICH-RSCP OPTIONAL,

                        pathloss           Pathloss OPTIONAL},

            tdd

              SEQUENCE {cellParametersID   CellParametersID,

                        proposedTGSN       TGSN OPTIONAL,

                        primaryCCPCH-RSCP  PrimaryCCPCH-RSCP OPTIONAL,

                        pathloss           Pathloss OPTIONAL,

                        timeslotISCP-List  TimeslotISCP-List OPTIONAL –-NOTE: TimeSlotISCP measurement list cannot be interpreted without the knowledge of Cell Info as defined in [3GPP RRC]
}}}

CellParametersID ::= INTEGER(0..127)

TGSN ::= INTEGER(0..14)

PrimaryCCPCH-RSCP ::= INTEGER(0..127)

-- SPARE: TimeslotISCP, Max = 91

-- Values above Max are spare

TimeslotISCP ::= INTEGER(0..127)

TimeslotISCP-List ::= SEQUENCE (SIZE (1..maxTS)) OF TimeslotISCP

PrimaryCPICH-Info ::= SEQUENCE {primaryScramblingCode  INTEGER(0..511)}

-- SPARE: CPICH-Ec-No, Max = 49

-- Values above Max are spare

CPICH-Ec-N0 ::= INTEGER(0..63)

-- SPARE: CPICH- RSCP, data range from 0 to 91 and from 123 to 127.

-- Values from 92 to 122 are spare

-- the encoding of cpich-RSCP is (as per [3GPP RRC] V5.11.0)
-- cpich-RSCP = 123    CPICH RSCP <-120 dBm    

-- cpich-RSCP = 124    -120 ≤ CPICH RSCP < -119 dBm    

-- cpich-RSCP = 125    -119 ≤ CPICH RSCP < -118 dBm   

-- cpich-RSCP = 126    -118 ≤ CPICH RSCP < -117 dBm   

-- cpich-RSCP = 127    -117 ≤ CPICH RSCP < -116 dBm

-- cpich-RSCP = 0      -116 ≤ CPICH RSCP < -115 dBm   

-- cpich-RSCP = 1      -115 ≤ CPICH RSCP < -114 dBm   

-- …       …      …      

-- cpich-RSCP = 89     -27 ≤ CPICH RSCP < -26 dBm    

-- cpich-RSCP = 90     -26 ≤ CPICH RSCP < -25 dBm    

-- cpich-RSCP = 91     -25 ≤ CPICH RSCP       dBm
CPICH-RSCP ::= INTEGER(0..127)

-- SPARE: Pathloss, Max = 158

-- Values above Max are spare

Pathloss ::= INTEGER(46..173)

maxCellMeas INTEGER ::= 32

maxFreq INTEGER ::= 8

maxTS INTEGER ::= 14

StatusCode ::= ENUMERATED {

  unspecified(0), systemFailure(1), unexpectedMessage(2), protocolError(3),

  dataMissing(4), unexpectedDataValue(5), posMethodFailure(6),

  posMethodMismatch(7), posProtocolMismatch(8), targetSETnotReachable(9),

  versionNotSupported(10), resourceShortage(11), invalidSessionId(12),

  nonProxyModeNotSupported(13), proxyModeNotSupported(14),

  positioningNotPermitted(15), authNetFailure(16), authSuplinitFailure(17), consentDeniedByUser(100), consentGrantedByUser(101), ..., ver2-incompatibleProtectionLevel(18), ver2-serviceNotSupported(19), ver2-insufficientInterval(20), ver2-noSUPLCoverage(21), ver2-sessionStopped(102), ver3-locationURIUnavailable (22), ver3-locationURINotSupported (23), ver3-locationURINotAuthorized (24), ver3-gssCapabilityMismatch(25), ver3-unauthorizedAccessToSLP (26), ver3-invalidAccessToSLP (27)}

QoP ::= SEQUENCE {

  horacc     INTEGER(0..127),

  veracc     INTEGER(0..127) OPTIONAL, -- as defined in [3GPP GAD] “uncertainty altitude”—

  maxLocAge  INTEGER(0..65535) OPTIONAL,

  delay      INTEGER(0..7) OPTIONAL, -- as defined in [3GPP RRLP]
  ...}

Velocity ::= CHOICE { 

  horvel           Horvel,

  horandvervel     Horandvervel,

  horveluncert     Horveluncert,

  horandveruncert  Horandveruncert,

  ..., -- velocity definition as per [3GPP GAD]
  ver3-Velocity-extension
Ver3-Velocity-extension OPTIONAL} -- this extension defines high accuracy 3D velocity as defined in [OMA-LPPe]
Horvel ::= SEQUENCE {

  bearing   BIT STRING(SIZE (9)),

  horspeed  BIT STRING(SIZE (16)),

  ...}

Horandvervel ::= SEQUENCE {

  verdirect  BIT STRING(SIZE (1)),

  bearing    BIT STRING(SIZE (9)),

  horspeed   BIT STRING(SIZE (16)),

  verspeed   BIT STRING(SIZE (8)),

  ...}

Horveluncert ::= SEQUENCE {

  bearing      BIT STRING(SIZE (9)),

  horspeed     BIT STRING(SIZE (16)),

  uncertspeed  BIT STRING(SIZE (8)),

  ...}

Horandveruncert ::= SEQUENCE {

  verdirect       BIT STRING(SIZE (1)),

  bearing         BIT STRING(SIZE (9)),

  horspeed        BIT STRING(SIZE (16)),

  verspeed        BIT STRING(SIZE (8)),

  horuncertspeed  BIT STRING(SIZE (8)),

  veruncertspeed  BIT STRING(SIZE (8)),

  ...}

PosMethod ::= ENUMERATED {

agpsSETassisted(0), agpsSETbased(1), agpsSETassistedpref(2), agpsSETbasedpref(3), autonomousGPS(4), aFLT(5), eCID(6), eOTD(7), oTDOA(8), noPosition(9), ..., ver2-historicalDataRetrieval(10), ver2-agnssSETassisted(11), ver2-agnssSETbased(12), ver2-agnssSETassistedpref(13), ver2-agnssSETbasedpref(14), ver2-autonomousGNSS(15), ver2-sessioninfoquery(16), ver3-genericSETassisted(17), ver3-genericSETbased(18), ver3-gss(19), ver3-other(20)}

END
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