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1. Scope

This document provides the specifications for the OMA Location in SIP/IP core (LOCSIP) enabler.

2. References

2.1 Normative References

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[SCRRULES]
	“SCR Rules and Procedures”, Open Mobile Alliance™, OMA-ORG-SCR_Rules_and_Procedures, URL:http://www.openmobilealliance.org/

	[3GPP TS 23.228]
	“IP Multimedia Subsystem (IMS); Stage 2”, 3GPP TS 23.228,
URL: http://www.3gpp.org/ftp/Specs/archive/23_series/23.228/

	[3GPP TS 33.203]
	”Access Security for IP-based Services”, 3GPP TS 33.203

http://www.3gpp.org/ftp/specs/html-info/33203.htm

	[3GPP2 S.R0086-A]
	”IMS Security Framework”, Revision A, Version 1.0

http://www.3gpp2.org/public_html/specs/tsgs.cfm

	[3GPP2 X.S0013-002-B]
	“All-IP Core Network Multimedia Domain: IP Multimedia Subsystem - Stage 2”, Revision B, Version 1.0, 3GPP2,
URL: http://www.3gpp2.org/Public_html/specs/index.cfm

	[CHG_AD]
	“Charging Architecture”, Version 1.0, Open Mobile Alliance(, OMA-AD-Charging-V1_0, URL: http://www.openmobilealliance.org/

	[IETF-EventThrottle]
	IETF draft-niemi-sipping-event-throttle-06 “Session Initiation Protocol (SIP) Event Notification Extension for Notification Throttling”, A. Niemi, Feb 22, 2008, URL: http://tools.ietf.org/html/draft-niemi-sipping-event-throttle-06

Note: IETF Draft work in progress

	[IETF-Location-Filters]
	IETF   draft-ietf-geopriv-loc-filters-02 "A Document Format for Filtering and Reporting Location Notications in the Presence Information Document Format Location Object (PIDF-LO)", URL:  
http://tools.ietf.org/html/draft-ietf-geopriv-loc-filters-02.txt 

Note: IETF Draft work in progress

	[IETF-SubNotEtag]
	IETF draft-ietf-sip-subnot-etags-02 “An Extension to Session Initiation Protocol (SIP) Events for Conditional Event Notification”, A. Niemi, Feb 25, 2008, URL: http://tools.ietf.org/html/draft-ietf-sip-subnot-etags-03.txt
Note: IETF Draft work in progress

	[IMSARCH]
	"IMS in OMA Architecture Document", Open Mobile Alliance™,  OMA-AD-IMS-V1_0, URL:http://www.openmobilealliance.org/

	[LOCSIP-AD]
	“Location in SIP/IP core Architecture”, Open Mobile Alliance™, OMA-AD-LOCSIP-V1_0,
URL:http://www.openmobilealliance.org/

	[LOCSIP-RD]
	“Location in SIP/IP core Requirements”, Open Mobile Alliance™, OMA-RD-LOCSIP-V1_0,
URL:http://www.openmobilealliance.org/ 

	[OMA GPMAD]
	"Global Permissions Management Architecture", OMA-AD-GPM-V1_0, Open Mobile Alliance™, URL:http://www.openmobilealliance.org/

	[OMA SEC CF]
	“Security Common Functions Architecture, V1.0”,OMA-AD-SEC_CF-V1_0, Open Mobile Alliance™,
URL: http://www.openmobilealliance.org/

	[OMA XDMAD]
	“OMA XML Document Management (XDM) Architecture, V2.0”,OMA-AD-XDM-V2_0, Open Mobile Alliance™, URL: http://www.openmobilealliance.org/

	[PIDF-LO-PROF]
	GEOPRIV PIDF-LO Usage Clarification, Considerations and Recommendations, J. Winterbottom etc, September 12, 2008, URL: http://tools.ietf.org/id/draft-ietf-geopriv-pdif-lo-profile-12.txt

	[GeoPriv_Policy]
	“Geolocation Policy: A Document Format for Expressing Privacy Preferences for Location Information,” H. Schulzrinne, et al, Mar. 2008, URL: http://tools.ietf.org/id/draft-ietf-geopriv-policy-17.txt

	[RFC3265]
	“Session Initiation Protocol (SIP)-Specific Event Notification”, A.B. Roach, June 2002, RFC 3265,
URL: http://www.ietf.org/rfc/rfc3265.txt

	[RFC3863]
	IETF RFC 3863 “Presence Information Data Format (PIDF)”, H. Sugano etc, August 2004, URL :http://www.ietf.org/rfc/rfc3863.txt

	[RFC4119]
	“A Presence-based GEOPRIV Location Object Format”, SJ. Peterson, December 2005,
URL:http://www.ietf.org/rfc/rfc4119.txt 

	[RFC4479]
	IETF RFC 4479 “A Data Model for Presence”, J. Rosenberg, Jul 2006, URL:http://www.ietf.org/rfc/rfc4479.txt

	[RFC4662]
	“A Session Initiation Protocol (SIP) Event Notification Extension for Resource Lists”, A. B. Roach et al, August 2006, RFC 4662,
URL: http://www.ietf.org/rfc/rfc4662.txt

	[RFC5025]
	“Presence Authorization Rules”, J. Rosenberg, December 2007,
URL: 

 HYPERLINK "http://www.ietf.org/rfc/rfc5025.txt" 
http://www.ietf.org/rfc/rfc5025.txt

	[RFC5139]
	IETF RFC 5139, “Revised Civic Location Format for Presence Information Data Format Location Object (PIDF-LO)”, M. Thomson etc, February 2008, URL: http://www.ietf.org/rfc/rfc5139.txt

	[URILISTSUB]
	“Subscriptions to Request-Contained Resource Lists in the Session Initiation Protocol (SIP)”, G. Camarillo, A. Roach, O. Levin, November 2007,
URL: http://www.ietf.org/internet-drafts/draft-ietf-sip-uri-list-subscribe-02.txt
Note: IETF Draft work in progress

	[XDM_Core]
	“XML Document Management Specification”, Version 2.0, Open Mobile Alliance(, OMA-TS-XDM_Core-V2_0, URL: http://www.openmobilealliance.org/

	[XMLENC]
	“XML Encryption Syntax and Processing”, W3C Recommendation 10 December 2002,URL:http://www.w3.org/TR/xmlenc-core/

	[XMLSIG]
	“XML Signature Syntax and Processing”, W3C Recommendation 12 February 2002, 
URL:http://www.w3.org/TR/xmldsig-core/

	[GeoShape]
	"GML 3.1.1 PIDF-LO Shape Application Schema for use by the Internet Engineering Task Force (IETF)", Thomson, M. and C. Reed, Candidate OpenGIS Implementation Specification 06-142r1, Version: 1.0, April 2007.

	[RFC2046]
	IETF RFC 2046 “Multipurpose Internet Mail Extensions (MIME) Part Two: Media Types”, N. Freed et. al., Nov 1996, URL: http://www.ietf.org/rfc/rfc2046.txt

	[RFC2387]
	IETF RFC 2387 “The MIME Multipart/Related Content-type”, E. Levinson, Aug 1998, URL: http://www.ietf.org/rfc/rfc2387.txt

	[RFC3856]
	IETF RFC 3856 “A Presence Event Package for the Session Initiation Protocol (SIP)”, J. Rosenberg, Jan. 2003, URL: http://www.ietf.org/rfc/rfc3856.txt

	[XDM_List]
	Shared List XDM Specification”, Version 2.0, Open Mobile Alliance(, OMA-TS-XDM_Shared-V2_0, URL: http://www.openmobilealliance.org/


2.2 Informative References

	[OMADICT]
	“Dictionary for OMA Specifications”, Version 2.6, Open Mobile Alliance™,
OMA-ORG-Dictionary-V2_6, URL:http://www.openmobilealliance.org/

	[3GPP-TS_23.218]
	3GPP TS 23.218 “IP Multimedia (IM) session handling; IM call model; Stage 2”, URL: http://www.3gpp.org/ftp/Specs/archive/23_series/23.218/

	[3GPP-TS_29.228]
	3GPP TS 29.228 “IP Multimedia (IM) Subsystem Cx and Dx Interfaces; Signalling flows and message contents”, URL: http://www.3gpp.org/ftp/Specs/archive/29_series/29.228/

	[3GPP2-X.S0013-003]
	3GPP2 X.S0013-003 “All-IP Core Network Multimedia Domain: IP Multimedia (IMS) session handling; IP Multimedia (IM) call model; Stage 2”, URL: http://www.3gpp2.org/Public_html/specs/index.cfm

	[3GPP2-X.S0013-006]
	3GPP2 X.S0013-006 “All-IP Core Network Multimedia Domain: Cx Interface based on the Diameter Protocol; Protocol Details”, URL: http://www.3gpp2.org/Public_html/specs/index.cfm

	[3GPP2-X.S0027-001]
	3GPP2 X.S0027-001 “Presence Service; Architecture and functional description”, URL: http://www.3gpp2.org/Public_html/specs/index.cfm

	[3GPP TS 24.229]
	3GPP TS 24.229 “Internet Protocol (IP) multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3”, URL: http://www.3gpp.org/ftp/Specs/archive/24_series/24.229/


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions
	Back-end Subscription
	A Subscription submitted by an L-RLS or Requesting Location Server on behalf of the Location Client.

	Location Server
	Functional entity that handles location service subscription request and retrieves the location information of the Target.

	Location Client
	Functional entity that subscribes to a Location Server in order to obtain location information for one or more Targets.

	Target
	The device or the user associated with a device whose location is requested.


3.3
Abbreviations
	OMA
	Open Mobile Alliance

	3GPP
	Third Generation Partnership Project

	CRS
	Coordinate Reference Systems

	EPSG
	European Petroleum Survey Group

	GML
	Geography Markup Language

	IANA
	Internet Assigned Numbers Authority

	MLP
	Mobile Location Protocol

	MMD
	Multimedia Domain

	PIDF
	Presence Information Data Format

	PIDF-LO
	Presence Information Data Format, Location Object

	UoM
	Unit of Measurement

	URN
	Uniform Resource Namespace


4. Introduction

The Location in SIP/IP core network (LOCSIP) provides a SIP based interface to expose the location information of Targets.  The location information may be processed and utilized by other applications or services in the SIP/IP core network to enrich the end user experience.  Examples of services that may utilize location information are Presence and PoC.

LOCSIP does not constitute any position determination functionality.  It is assumed that positioning determination is performed by another enabler such as OMA SUPL.

4.1 Version 1.0

LOCSIP V1.0 enables a Location Client to subscribe to location information from a Location Server. The subscription may include filters defining temporal or spatial criteria for when location information shall be delivered. The subscription may also include a list of targets either as a resource list included in the subscription or as a reference to resource list stored in Shared List XDMS.

5. LOCSIP Functional Entities

5.1 LOCATION CLIENT

A Location Client is an entity that requests Location Information about one or multiple Targets.  

When the SIP/IP Core corresponds with 3GPP IMS or 3GPP2 MMD networks, the Location Client MAY be implemented in a UE or an AS as defined in [3GPP-TS_23.228] and [3GPP2-X.S0013-002] respectively.

5.1.1 Location Information Processing

The Location Client SHALL support location information format and processing procedures as described in Section 9. 
5.1.2 Subscription to Location Information

A Location Client SHALL support subscription and notification of Location Information, according to the subscriber procedures described in [RFC3265] and [RFC3856] with the following clarifications:

The Location Client SHOULD include a Feature tag for location service (Appendix D) in the SUBSCRIBE request to allow SIP/IP Core to route the request directly to (Requesting) Location Server. This mechanism is used to distinguish location service requests from presence service requests. 
Location subscription MAY include location event notification filter in the body of a SUBSCRIBE request. The subscription MAY also include the required location QoS parameter in the body of a SUBSCRIBE request.

In case of a one-time location request, the subscription duration SHOULD be set to zero. This means that the value of Expires header in SUBSCRIBE request SHOULD be 0. 

If the Location Client is aware of the SIP URI of the Target, the Location Client SHOULD insert the SIP URI in the Request-URI of the SUBSCRIBE request rather than a tel URI. 

If the Location Client only knows the tel URI of the Target, the tel URI may get translated to a SIP URI by the SIP/IP Core. In this case, the Location Client MAY learn the translated URI from the “entity” attribute of the <presence> element [RFC4119] included in the NOTIFY request and use it for future subscriptions.
5.1.2.1 Subscription to a URI List

Subscription to a URI List (described in [URILISTSUB]) enables a Location Client to subscribe to multiple Targets using a single SUBSCRIBE request.

A Location Client MAY subscribe to a URI List. If a Location Client subscribes to a URI List, it SHALL support the SIP event notification extension for resource lists, according to the subscriber procedures described in [RFC4662].

Note: As described in section 5.3, the L-RLS can enforce a limit on the number of back-end subscriptions allowed for a single URI List subscription, in which case the Location Client will not receive <instance> elements for those <resource> elements corresponding to Targets that could not be subscribed by the L-RLS. 

5.1.2.2 Subscription to a Request-contained URI List

Subscription to a Request-contained URI List enables a Location Client to subscribe to multiple Targets using a single SUBSCRIBE request.

A Location Client MAY support subscription to a Request-contained URI List. If supported, the Location Client SHALL follow User Agent Client procedures as described in [URILISTSUB] sections “User Agent Client Procedures” and “URI-List Document Format” with the following clarifications: 

· The Location Client SHOULD NOT use hierarchical lists, <entry-ref> elements, and <external> elements when listing the Targets in the SUBSCRIBE request.

The Location Client MAY be provisioned with the SIP URI of the L-RLS. Provisioning can be done with local configuration. 
Note: As described in section 5.3, the L-RLS can enforce a limit on the number of back-end subscriptions allowed for a single URI List subscription, in which case the Location Client will not receive <instance> elements for those <resource> elements corresponding to Targets that could not be subscribed by the L-RLS. 

5.1.3 Event Notification Filtering

Event notification filtering is a mechanism for the Location Client to control the content and triggers of notifications.

A Location Client subscribing to Location Information MAY request event notification filtering.  If requesting event notification filtering, the Location Client SHALL support the subscriber procedures described in [IETF-Location-Filters] with following clarifications:

· The Location Client SHALL support movedHoriz and movedVert filter events which indicate that the Target has moved more than a specific distance horizontally or vertically since the last notification (as described in [IETF-Location-Filters] Section 3.1 “Horizontal and Vertical Movement”).
· The Location Client SHALL support enterOrExit filter event which indicates that the Target has entered or exited certain geographical area (as described in [IETF-Location-Filters] Section 3.3 “Containment Within a Region”).
· The Location Client SHALL support minRate and maxRate filter events which indicate a minimum and maximum rate at which notifications are sent (as described in [IETF-Location-Filters] Section 3.4 “Rate Control”). If value of the minRate and maxRate filter event is the same, the Location Client expects to receive location notifications periodically with a rate specified in minRate and maxRate filter event.
· The Location Client MAY support speedExceeds filter event which indicates a minimum horizontal speed of the Target before the event is triggered (as described in [IETF-Location-Filters] Section 3.1 “Horizontal and Vertical Movement”).
· The Location Client MAY support valueChanges filter event which indicates that one or more of the values of the specified address labels has changed for the Target (as described in [IETF-Location-Filters] Section 3.2 “Changes in value”).
A Location Client subscribing using a Request-contained Location List as described in Section 5.1.2.2 MAY request event notification filtering. In this case, the Location Client SHALL implement the ‘multipart/mixed’ content type as described in [RFC2046], in order to aggregate the ‘application/location-delta-filter+xml” and ‘application/resource-lists+xml’ content types in the SUBSCRIBE request. 
Note: Section 3.4 in [IETF-Location-Filters] describes mechanism for controlling the rate at which notifications are sent. This is similar to the mechanism described in [IETF-EventThrottle] and is currently under revision in IETF. Upon its resolution the above texts may be updated. [IETF-Location-Filters] and [IETF-EventThrottle] drafts are work in progress. 
Note: In order to reduce the amount of access network bandwidth needed to transmit the SUBSCRIBE and NOTIFY requests, Signaling Compression (SigComp) MAY be necessary. This is a subject for further study.
5.1.4 Specifying required location QoS parameters

The location QoS parameters that define the expected quality of location information are used by a Location Client to indicate the desired constraints on the quality of the location information provided. Required quality of location information is expressed with:

· maximum uncertainty, 

· maximum response time, 

· maximum age, 

· required civic elements, and

· QoS class.  
If applicable, the Location Server is able to use this information to control how location information is determined.  
A Location Client subscribing to Location Information MAY include location QoS parameters in the form of a Location QoS Document in the body of a SUBSCRIBE request. Content of the Location QoS Document is described in Section 5.1.9 
5.1.5 Handling of Large MIME Objects

A Location Client MAY implement the ‘multipart/related’ content type as described in [RFC2387], in order to extract different MIME objects from the body of the SIP NOTIFY request. In this case, the Location Client SHALL indicate its support for the ‘multipart/related’ content type by using the Accept header field in the SUBSCRIBE request.

5.1.6 Conditional Event Notification

Conditional event notification is a mechanism that allows the Location Client to condition the subscription request to whether the state has changed since the previous notification was received.  When such a condition is met, either the body of the location event notification or the entire notification message is suppressed.

A Location Client MAY issue a conditional SUBSCRIBE request according to the subscriber procedures defined in [IETF-SubNotEtag]. If supported, the SUBSCRIBE request SHALL include a Suppress-If-Match header field to indicate the conditional subscription.

5.1.7 Event Notification Throttling

Event notification throttling is a mechanism for limiting the rate of SIP event notifications.

A Location Client subscribing to Location Information MAY request event notification throttling.  A Location Client requesting event notification throttling SHALL support the subscriber procedures described in [IETF-EventThrottle].
5.1.8 Content of the Location Filter Document

T.B.D.
5.1.9 Content of the Location QoS Document

T.B.D.
5.2 LOCATION SERVER

The Location Server is the functional entity that accepts and manages location subscriptions of individual Targets applying policies retrieved from the XDMS.

When the SIP/IP Core corresponds with 3GPP IMS or 3GPP2 MMD networks, the Location Server SHALL be implemented in an AS as defined in [3GPP-TS_23.228] and [3GPP2-X.S0013-002] respectively.
Location Server does not constitute any position determination functionality.  It is assumed that positioning determination is performed by another enabler such as OMA SUPL. How Location Server interacts with such position determination functionality to obtain Location Information about particular Target is out of the scope in this specification.

5.2.1 Handling of location subscriptions 

Before accepting a SUBSCRIBE request, the Location Server SHALL perform authorization of the subscription attempt of the Location Client per Target’s Location Information policy.  The policies to authorize the Location Client’s subscription request are described in Appendix C, Section C.1 “Subscription Authorization Rules”. If the Location Server accepts the SUBSCRIBE request, the Location Server SHALL process the SUBSCRIBE request in accordance with [RFC3265] and [RFC3856] with the following clarification:

The Location Server SHALL NOT terminate a subscription because the Location Information of the Target being monitored does not exist. This allows a Location Client to remain subscribed to the Target and receive its Location Information whenever it is available. 

If the Target is identified by a SIP URI and also a tel URI, the Location Server SHALL consider these URIs equivalent for the purposes of event package subscriptions.

The Location Server SHALL accept only SUBSCRIBE requests which include a Feature tag for location service (as described in Appendix D). 
The Location Server MAY have a local policy to limit the maximum number of simultaneous subscriptions to a Location Information. The local policy MAY be on a per-Target basis. If the Location Server determines to reject an initial subscription due to the current number of active subscriptions to the Target being equal to or greater than the maximum, the Location Server SHALL send a 503 (Maximum number of subscriptions exceeded) response. The response SHOULD include the Retry-After header field (e.g. based on the expiry of active subscriptions), in order to suggest to the Location Client not to retry the subscription prior to the Retry-After time.

The Location Server processes the Location Information before delivering it to the Location Clients by applying the following steps in this order:

1) Location Rules (see section 5.2.1.1) 

2) Location event notification filtering (see section 5.2.1.2)
3) Location QoS handling (see section 5.2.1.3)

4) Event notification throttling (see section 5.2.1.4)

5) Event notification suppression (see section 5.2.1.5)

6) Notification generation (see section 5.2.1.6)

5.2.1.1 Applying Location Rules

The Location Rules in the Location Policy XDMS consist of two parts:
· Subscription Authorization Rules (described in Appendix C, Section C.1 “Subscription Authorization Rules”), which determine if a Location Client is allowed to subscribe to the Target’s Location Information; and

· Location Privacy Rules (described in Appendix C, Section C.2 “Location Privacy Rules”), which determine the subset of the Target’s Location Information the Location Client is allowed to receive.

The authorization decision in the Location Server SHALL be determined based on authorization policies defined by the service provider (local policy) and the Subscription Authorization Rules document stored in the Location Policy XDMS.

The Location Server SHALL apply the Subscription Authorization Rules to all authenticated SUBSCRIBE requests and outgoing NOTIFY requests for the event package.

When the Target changes the Location Rules, the Location Server SHALL ensure it applies the Location Rules with those most recent changes.

When a SUBSCRIBE request is received, the Location Server SHALL fetch the Target’s Location Rules document stored in the Location Policy XDMS according to the procedures defined in [XDM_Core] “Document Management”. 

The Location Server SHALL determine which rules in the Location Rules document are applicable and evaluate the combined permissions according to the procedures described in [XDM_Core] “Combining Permissions”, with the following clarifications:

· The Location Server SHALL use the received P-Asserted-Identity header (as defined in [3GPP-TS_24.229] and [3GPP2-X.S0013-004]) in the SUBSCRIBE request to determine the URI value used for matching against a conditions element.  

If an attempt to resolve an <external-list> condition element fails, the Location Server SHALL regard the Subscription Authorization Rules document as invalid and act according to the default policy of the Location Server. 
If there is no matching rule then the Location Server SHALL further handles the subscription according to the default policy of the Location Server. However, it is out of scope of the present specification to define how the default policy is configured.  

After evaluating the combined permissions, the Location Server SHALL handle the subscription for this Location Client based on the value of the <sub-handling> action as follows:

· If the value is “block” or there is no value, then the Location Server SHALL reject the subscription by responding to the SUBSCRIBE request according to rules and procedures of Appendix C; 

· If the value is “allow”, then the Location Server SHALL place the subscription in the “active” state according to rules and procedures of [RFC5025], section 3.2 and apply the Location Privacy Rules defined under the “transformations” element of the matched rules as specified in Appendix C.

While a Location Client’s subscription is active, a Target may update its Subscription Authorization Rules. The Location Server SHALL re-evaluate the subscription state for each Location Client based on the new Subscription Authorization Rules.  For example, a Target may decide to block subscriptions from a Location Client. If the Location Client has an active subscription to the Target’s Location Information, the Location Server terminates the subscription and blocks any future subscription requests from this Location Client.

Furthermore, while a Location Client’s subscription is active, a Target may update its Location Privacy Rules. The Location Server SHALL re-determine the subset of the Target’s Location Information the Location Client is allowed to receive. 

The Location Server MAY determine that the Subscription Authorization and/or Location Privacy Rules have been updated by subscribing to changes made to XML documents stored in the Location Policy XDMS.

5.2.1.2 Applying Location Event Notification Filtering

Location event notification filtering is a mechanism for the Location Client to control the content and triggers of notifications.

The Location Server SHALL support location event notification filtering according to the following procedures described in [IETF-Location-Filters].

If the Location Server understands the particular filter included in the body of the SUBSCRIBE request using the content type ‘application/location-delta-filter+xml  ’, the Location Server SHALL apply the requested filter. As a result, the authorized Location Clients are notified of the actual Location Information after first applying the privacy filtering procedures as described in section 5.2.1.1, followed by the event notification filtering procedures described in this section.

If the Location Server does not understand the particular filter included in the body of the SUBSCRIBE request, the Location Server SHALL indicate it to the Location Client with response code 488 “Not Acceptable Here”.

Note: [IETF-Location-Filters] is a work in progress. 

5.2.1.3 Location QoS handling

The Location Server SHOULD support required location QoS parameters handling according to the procedures for Location Server described in (TBD).
5.2.1.4 Applying Event Notification Throttling

The Location Server MAY have a local throttling configuration setting that limit the rate at which notifications are generated (i.e. the shortest time period between two NOTIFY requests for a given Location Client). In this case, the Location Server SHALL NOT generate NOTIFY requests more often than the throttling configuration dictates, except when generating the notification either upon receipt of a SUBSCRIBE request or upon subscription state changes.

The Location Server MAY also support Location Client requested event notification throttling. If supported, the Location Server SHALL follow the notifier procedures described in [IETF-EventThrottle]. If the Location Server has a local throttling configuration setting and it is lower than the Location Client proposed throttle value, the Location Server MAY lower the Location Client proposed throttle value to the configured setting as described in [IETF-EventThrottle]. If the local throttling configuration setting is higher than the Location Client proposed throttle value, the Location Server SHALL apply the local throttling configuration setting and omit the throttle parameter from the NOTIFY request.
5.2.1.5 Applying Event Notification Suppression
Note: The event notification suppression function is for further study. 

5.2.1.6 Generation of Notifications

At the last step of subscription to Location Information processing, the Location Server SHALL generate new NOTIFY requests for each Location Client and transmit each of those to the respective Location Client when the content of the new notification is different from the last one that was transmitted to the Location Client.

If the Location Server supports the notifier procedures defined in [IETF-SubNotEtag] and the Location Client requested condition for suppressing a NOTIFY request or a NOTIFY request body evaluates to true, the Location Server SHALL suppress the NOTIFY request or the NOTIFY request body appropriately as described in [IETF-SubNotEtag]. 

The Location Server SHALL set the “entity” attribute of the <presence> element included in the NOTIFY request to the same URI as the one used in the Request-URI of the received SUBSCRIBE request.
5.2.1.6.1 Handling of Large MIME Objects

The Location Server MAY generate notifications using the ‘multipart/related’ content type in accordance with [RFC2387], if:

· the Location Information formatted as ‘application/pidf+xml’ includes references to other MIME objects; and 

· the Location Client indicates support for the ‘multipart/related’ content type using the Accept header field in the SUBSCRIBE request.

If the Location Client does not indicate support for the ‘multipart/related’ content type or a MIME object cannot be accessed by the Location Server, the Location Server SHOULD exclude the MIME object from the notification.

5.2.2 XDM Functions

Certain Location Server functionality depends on particular XML documents stored in XDMS.  In order to provide this functionality the Location Server:

· SHALL support retrieval of XML documents stored in the  XDMS, according to [XDM_Core] “Document Management” (via the LS-4 reference points);

· SHALL support LOCSIP XDMS Application Usage as specified in Appendix C, and the URI List Application Usage specified in [XDM_List] “URI List”;

MAY subscribe to changes made to XML documents stored in the XDMS. If so, the Location Server SHALL follow the procedure defined in [XDM_Core] “Subscribing to Changes in the XML Documents” (via the LS-3 reference point).
5.3 LOCATION RESOURCE LIST SERVER

The Location Resource List Server (L-RLS) is the functional entity that accepts and manages location subscriptions of predefined groups and URI Lists, which enables a Location Client application to subscribe to the Location Information of multiple Targets using a single subscription transaction.  
When the SIP/IP Core corresponds with 3GPP IMS or 3GPP2 MMD networks, the L-RLS SHALL be implemented in an AS as defined in [3GPP-TS_23.228] and [3GPP2-X.S0013-002] respectively.

The L-RLS SHALL support subscriptions to URI Lists, according to the L-RLS procedures described in [RFC4662] and MAY support subscriptions to Request-contained URI Lists according to the L-RLS procedures described in [IETF-URIListSub] sections “URI-List Document Format” and “Resource List Server Behavior”. If subscriptions to Request-contained URI Lists are supported, the L-RLS SHALL support “multipart/mixed” content type in SUBSCRIBE requests as described in [RFC2046]. 

The L-RLS SHALL, before accepting a subscription to a URI List, perform authorization of the usage of the URI List by the Location Client, per local policy. If the URI List subscription is authorized, the L-RLS SHALL resolve the Location List into individual Targets according to section 5.3.1 and make back-end subscriptions. 

When sending a list notification, the L-RLS SHALL set the “uri” attribute of each <resource> element included in the RLMI document to the URI of the Target in the Location List or Request-contained URI List.

5.3.1 Back-end Subscriptions

For list subscriptions to the location, the L-RLS SHALL generate back-end subscriptions to learn the Location Information of Targets in the list.

For back-end subscriptions using SIP, the L-RLS: 

· SHALL support subscription and notification of Location Information, according to the procedures described in section 5.1.1, 5.1.2, 5.1.3 and 5.1.4; and
· MAY support conditional subscriptions according to the procedures described in 5.1.6 

When the SIP/IP Core corresponds to 3GPP IMS or 3GPP2 MMD networks, the L-RLS SHALL follow the procedures described in section 5.7.3 of [3GPP-TS_24.229] and [3GPP2-X.S0013-004] and insert a URI value from the P-Asserted-Identity header of the incoming SUBSCRIBE request (as defined in [3GPP-TS_24.229] and [3GPP2-X.S0013-004]) to the SUBSCRIBE request of the back-end subscription, as opposed to acting as an authentication service (as defined in draft-ietf-sip-identity-03) as required by [RFC4662].

If the local policy instructs, the L-RLS SHALL limit the number of back-end subscriptions. The L-RLS:

· SHALL initiate no more back-end subscriptions as instructed by the provisioning parameter or local policy; and

· SHALL return no <instance> element for those <resource> elements that could not be subscribed from the URI List document due to this limitation. The <instance> and <resource> elements are part of the Resource List Meta-Information (RLMI) document as defined in [RFC4662].

When the Location Client adds Targets to the list while the list subscription is active, the L-RLS SHALL generate back-end subscriptions for the newly added Targets, and SHALL include the newly added Targets in the next list notification. This procedure SHALL NOT require the Location Client to re-subscribe to the list.

When the Location Client removes Targets from the list while the list subscription is active, the L-RLS SHALL terminate back-end subscriptions to the recently removed Targets, and SHALL indicate that the back-end subscriptions have been terminated in the next list notification. This procedure SHALL NOT require the Location Client to re-subscribe to the list.

The URI List can be changed when the URI List document stored in Shared List XDMS is updated. 

When the Location Client refreshes the subscription, the L-RLS SHOULD refresh the back-end subscriptions accordingly. The L-RLS SHOULD try to re-generate the back-end subscriptions for those Targets whose corresponding <resource> element in the last list notification:

· did not include an <instance> element, if the omission was not caused by a limit to the maximum number of back-end subscriptions; or

· included an <instance> element whose “state” attribute was set to “terminated”.

5.3.2 Event Notification Filtering

The L-RLS MAY support location event notification filtering according to the procedures described in [IETF-Location-Filters].

5.3.3 Note: Any filtering function in L-RLS is for further study.XDM Functions

In order to resolve URI Lists into individual Targets, the L-RLS:

· SHALL support retrieval of XML documents stored in the RLS XDMS and Shared List XDMS, according to [XDM_Core] “Document Management” (via the LS-5 reference point); 

· SHALL support the URI List Application Usage as specified in [XDM_List] “URI List”.

If the L-RLS is unable to retrieve a URI List from the Shared List XDMS, then that URI List SHOULD be ignored; if so, the Location Client SHOULD be made aware of this when the URIs which could not be de-referenced are omitted from the list notification.

The L-RLS MAY subscribe to changes made to XML documents stored in the Shared List XDMS.  If so, the L-RLS SHALL follow the procedures defined in [XDM_Core] “Subscribing to Changes in the XML Documents” (via the LS-5 reference point). 

When realized in 3GPP IMS or 3GPP2 MMD networks, the L-RLS SHALL insert a URI from the received P-Asserted-Identity header (as defined in [3GPP-TS_24.229] and [3GPP2-X.S0013-004]) from the SUBSCRIBE request in the X-3GPP-Asserted-Identity header, as defined in [3GPP-TS_24.109] or the X-XCAP-Asserted-Identity header as defined in [XDM_Core], of the HTTP GET request.

5.3.4 Event Notification Throttling
Subject to rate limitations described below, the L-RLS SHALL generate notifications when it receives updated Location Information from back-end subscriptions.

The L-RLS MAY have local throttling configuration settings that limit the rate at which notification are generated (i.e. the shortest time period between two NOTIFY requests). In this case, the L-RLS SHALL NOT generate NOTIFY requests more often than the throttling configuration dictates, except when generating the notification either upon receipt of a SUBSCRIBE request or upon subscription state changes.  

The L-RLS MAY also support Location Client requested event notification throttling. If supported, the L-RLS SHALL follow the notifier procedures described in [IETF-EventThrottle]. If the L-RLS has a local throttling configuration setting and it is lower than the Location Client proposed throttle value, the L-RLS MAY lower the Location Client proposed throttle value to the configured setting as described in [IETF-EventThrottle]. If the local throttling configuration setting is higher than the Location Client proposed throttle value, the L-RLS SHALL apply the local throttling configuration setting and omit the throttle parameter from the NOTIFY request.

If multiple back-end notifications arrive while rate control restrictions apply, the L-RLS MAY aggregate those notifications (i.e. combine the location content into a single NOTIFY request) and transmit them when those restrictions expire.  The mechanism by which multiple notifications are aggregated is described in [RFC4662].

Note: Aggregating the notifications may cause problem if the Location Client has special QoS requirement on the age of location.
5.4 XDM CLIENT

The XDMC SHALL support the following:

· XDMC procedures described in [XDM_Core] “Procedures at the XDM Client”;

· Subscription Authorization Rules and Location Privacy Rules authorization as specified in Appendix C;

· URI List Application Usage as specified in [XDM_List] “URI List”.
5.5 LOCATION POLICY XDMS

5.6 L-RLS XDMS

5.7 SHARED LIST XDMS

5.8 Requesting location server
Upon receiving the SUBSCRIBE request from a Location Client the Requesting Location Server :

1) SHALL check whether the Location Client is authorized to use the Service. This can be done by using local policy, or any other appropriate mechanism that is out of scope of this specification; and

2) SHALL, if the authorization fails, generate the 403 (Forbidden) error response, or if the authorization is successful, generate the 202  (Accepted) response; and 
3) SHALL, if the authorization was successful , generate the back-end subscription request towards the Location Server, for the received subscription request from the Location Client.
5.8.1 Limiting the Number of Subscriptions
The Requesting Location Server MAY have a local policy to limit the maximum number of simultaneous subscriptions for a Location Client. If the Requesting Location Server determines to reject an initial subscription due to the current number of active subscriptions initiated by the Location Client being equal to or greater than the maximum, the Requesting Location Server SHALL send a 480 (Maximum number of subscriptions exceeded) response. The response MAY include the Retry-After header field (e.g. based on the expiry of active subscriptions initiated by the Location Client) in order to suggest to the Location Client not to retry the subscription prior to the Retry-After time.
6. Security
7. Charging

7.1 Charging Architecture
Since both online and offline charging SHOULD be supported according to [LOCSIP-RD], there are two different charging architectures, as described in the following sub-sections.

When the SIP/IP Core network corresponds with 3GPP IMS or 3GPP2 MMD networks, the online or offline charging SHOULD be performed according to [3GPP-TS_32.240] [3GPP-TS_32.260] for 3GPP and [3GPP2-X.S0013-007] [3GPP2-X.S0013-008] for 3GPP2. 

In the context of other realizations of the SIP/IP Core network, similar charging functions SHOULD be provided.
8. Registration
When the SIP/IP Core corresponds with 3GPP IMS or 3GPP2 MMD networks, the Location Client implemented in a Terminal SHALL use the 3GPP IMS or 3GPP2 MMD networks registration mechanisms as defined in [3GPP-TS_24.229] / [3GPP2-X.S0013-004].

In a non-3GPP/3GPP2 network, this document has no requirement regarding the SIP registration procedures.
9. Content of the Location Information Document

9.1 Location Object Definition
The Presence Information Data Format Location Object (PIDF-LO) defined in [RFC4119] is the recommended way of encoding location information and associated privacy rules. The location information in a PIDF-LO may be described in a geospatial manner based on a subset of GMLv3 defined in [GeoShape], or as civic location information defined in [RFC4119] and [RFC5139]. 
Uses for PIDF-LO are envisioned in the context of numerous location based applications. In order to ensure interoperability, the implementations SHALL comply with the rules and recommendations defined in [PIDF-LO-PROF]. 
9.2 Location Information Element Semantics
The [LOCSIP-RD] specifies a set of building blocks of Location Information that needs to be supported by the LOCSIP enabler and their semantics.

The following sections describe the mapping of those location information building blocks initially to some presence data model components and then to some element of PIDF-LO [RFC4119], or one of its extensions (e.g. geographical location [PIDF-LO-PROF], and civic location [RFC5139]]). 
The mandatory instance identifier “id” attribute in the <person>, <device> and <tuple> elements of a presence document serves no other purpose than to syntactically distinguish between the elements.
9.2.1 Location Information
9.2.1.1 Description
The “Location Information” building block indicates the Target’s location. It could be either a geographical location or civic address.
9.2.1.2 Mapping to presence data model

The “Location Information” is part of the “geopriv” object for “tuple”, “person” and/or “device” components according to the presence data model.

9.2.1.3 Mapping to PIDF

The “Location Information” building block SHALL be mapped to PIDF as following: 
· <tuple> -> <status>-><geopriv> -> <location-info> and/or
· <person> -> <status>-><geopriv> -> <location-info> and/or
· <device> -> <status>-><geopriv> -> <location-info>. 
The <location-info> element is defined in [RFC4119]. A <location-info> element  may contain one or more chunks of location information.  
9.2.1.4 Location Client Processing

The Location Client SHALL follow the rules relating to the <location-info> element defined in [PIDF-LO-PROF].
9.2.1.5 Limitations

None.

9.2.2 Usage Rules
9.2.2.1 Description
The “Usage Rules” building block indicates the privacy preference associated to the Location Information.

9.2.2.2 Mapping to presence data model

The “Usage Rules” is part of the “geopriv” object for “tuple”, “person” and/or “device” components according to the presence data model.

9.2.2.3 Mapping to PIDF

The “Usage Rules” building block SHALL be mapped to PIDF as following: 
· <tuple> -> <status>-><geopriv> -> <usage-rules> and/or
· <person> -> <status>-><geopriv> -> <usage-rules> and/or
· <device> -> <status>-><geopriv> -> <usage-rules>. 
The <usage-rules> element is defined in [RFC4119]. 

9.2.2.4 Location Client Processing

The Location Client SHALL follow the privacy rules associated with the Location Information.
9.2.2.5 Limitations
None.

9.2.3 Method

9.2.3.1 Description
The “Method” building block indicates the way that the location information was determined.
9.2.3.2 Mapping to presence data model

The “Method” is part of the “geopriv” component according to PIDF-LO definition.

9.2.3.3 Mapping to PIDF

The “Method” building block SHALL be mapped to PIDF-LO as following: 

· <tuple> -> <status>-><geopriv> -> <method> and/or
· <person> -> <status>-><geopriv> -> <method> and/or
· <device> -> <status>-><geopriv> -> <method>.
The <method> element is defined in [RFC4119].
9.2.3.4 Location Client Processing

Implementations MUST limit the use of this method to the values shepherded by IANA. 
9.2.3.5 Limitations
None.
9.2.4 Provided-by
9.2.4.1 Description
The “Provided By” building block indicates the entity or organization that supplied this location information.

9.2.4.2 Mapping to presence data model

The “Provided By” is part of the “geopriv” component according to PIDF-LO definition.

9.2.4.3 Mapping to PIDF

The “Provided By” building block SHALL be mapped to PIDF-LO as following: 

· <tuple> -> <status>-><geopriv> -> <provided-by> and/or
· <person> -> <status>-><geopriv> -> <provided-by> and/or
· <device> -> <status>-><geopriv> -> <provided-by>.
The <provided-by> element is defined in [RFC4119].
9.2.4.4 Location Client Processing

The values for the <provided-by> element MUST be IANA-registered XML namespace. A single XML namespace for <provided-by> is pre-registered in [RFC4119] Appendix A.
9.2.4.5 Limitations
None.

9.3 OMA LOCSIP Specific PIDF Extensions 

None
10. SIP Methods
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Appendix B. Static Conformance Requirements
(Normative)

The notation used in this appendix is specified in [SCRRULES].

B.1 SCR for LOCSIP Client
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B.2 SCR for LOCSIP Server
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Appendix C. LOCSIP XDMS Application Usages
(Normative)
C.1 Subscription Authorization Rules
C.1.1 Structure
C.1.2 Application Unique ID

C.1.3 XML Schema
C.1.4 Default Namespace
C.1.5 MIME Type

C.1.6 Validation Constraints

C.1.7 Data Semantics

C.1.8 Naming Conventions

C.1.9 Global Documents

C.1.10 Resource Interdependencies

C.1.11 Authorization Policies
C.2 Location Privacy Rules

C.2.1 Structure
C.2.2 Application Unique ID

C.2.3 XML Schema
C.2.4 Default Namespace
C.2.5 MIME Type

C.2.6 Validation Constraints

C.2.7 Data Semantics
Appendix D. LOCSIP feature tags
This section describes LOCSIP feature tags.
Media feature tag name: g.oma.locsip.

Summary of the media feature indicated by this tag:  This SIP feature tag indicates that the network element supports procedures defined by the OMA Location in SIP/IP core network (LOCSIP) specifications.

Values appropriate for use with this feature tag: Boolean.

The SIP feature tag is intended primarily for use in the following applications, protocols, services, or negotiation mechanisms: 

This feature tag is most useful in services that may utilize location information, such as Presence and PoC.

Examples of typical use: 

Providing this information in SUBSCRIBE request allows SIP/IP Core to route the location request directly to Location Server. This mechanism is used to distinguish location service requests from presence service requests.

Related standards or documents: OMA-TS-LOCSIP-V1_0 published at http://www.openmobilealliance.org/.

Security considerations: Security considerations for this media feature tag are discussed in Section 11.1 of [RFC3840].  

Name(s) & email address(es) of person(s) to contact for further information:

1. Name : OMA Location in SIP/IP core network (LOCSIP) Working Group 

2. Email : technical-comments@mail.openmobilealliance.org

Intended usage: Common

Author/Change controller: The OMA LOCSIP specifications are a work item of the OMA Location in SIP/IP core network (LOCSIP) Working Group. The Open Mobile Alliance has change control over these specifications, with mailing list address technical-comments@mail.openmobilealliance.org
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