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1 Reason for Change

Existing Network Identity requirements and specifications have been moved to a separate distinct enabler (OWSER NI). The OWSER 1.1 Overview should no longer reference the OWSER 1.0 Network Identity specification nor describe Network Identity functionality.
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Accept the changes described in section 6
6 Detailed Change Proposal
1. Scope

This document, entitled "OMA Web Services Enabler (OWSER): Overview," is part of a group of documents [OWSERSpec] and [OWSERBP] that together describe and specify components of the OMA Web Services Enabler (OWSER).  This OWSER Overview is informative and provides an overview of the OWSER and the Web Service technologies that will be used to publish, discover and use components that support Mobile Web Services in a secure manner. It is intended to complement the normative text found in the companion OWSER Specifications.

The OMA Web Services Enabler defines the means by which OMA applications can be exposed, discovered and consumed using Web Services technologies.  The purpose of the OWSER is to provide designers of Web Services within OMA with solutions to common functionality using Web Services technologies.  Without such a framework, designers of Web Services within OMA would almost certainly try to solve these problems on their own, each in their own way.  Such an effort would inevitably lead to brittle implementations, interoperability problems, and increased time to market. The goals of the OWSER are consistent with those expressed in the OMA Service Enabler Strategy White Paper [OMASES].

The document entitled "OMA Web Services Enabler (OWSER): Core Specifications" [OWSERSpec] provides the specifications of the components needed to provide the capabilities of the OWSER as identified in this document, in particular the normative use of Web Service technologies to implement such capabilities. 


The document entitled "OMA Web Services Enabler (OSWER) Best Practices: WSDL Style Guide" [OWSERBP] provides informative guidelines on the use of the Web Services Description Language [WSDL] that may be used by OMA-defined Web Services

While the normative definition of technologies specified in the OWSER is rightly provided in the specification documents themselves ([OWSERSpec]), the Overview provides some information on technologies which are considered to be within the scope or outside the scope of the current OWSER release

3.2 Informative References

	[MWSREQ]
	"Mobile Web Services Requirements, Version 1.1", Open Mobile Alliance™, , URL:http://www.openmobilealliance.org/

	[OMADICT]
	“Dictionary for OMA Specifications Version 1.0”, Open Mobile Alliance(, ,URL:http://www.openmobilealliance.org

	[OMASES]
	“OMA Service Enabler Strategy White Paper, Version 1.1”, Open Mobile Alliance(, OMA-WP-SvcEnablerStrat-V1_1, URL:http://www.openmobilealliance.org/

	[OWSERBP]
	“OMA Web Services Enabler (OWSER) Best Practices: WSDL Style Guide”, Version 1.1, Open Mobile Alliance(, URL:http://www.openmobilealliance.org/

	
	

	[OWSERSpec]
	“OMA Web Services Enabler (OWSER): Core Specifications, Version 1.1”, Open Mobile Alliance™,  URL:http://www.openmobilealliance.org/

	[RFC 2828]
	“Internet Security Glossary”, RFC 2828.  URL:http://www.ietf.org/rfc/rfc2828.txt

	[Saltzer]
	"End-To-End Arguments In System Design”, Jerome H. Saltzer, David P. Reed, David D. Clark, 1984 ACM Transactions on Computer Systems, URL:http://web.mit.edu/Saltzer/www/publications/endtoend/endtoend.pdf

	[SOAP]
	“Simple Object Access Protocol (SOAP) 1.1”, Don Box, David Ehnebuske, Gopal Kakivaya, Andrew Layman, Noah Mendelsohn, Henrik Nielsen, Satish Thatte, Dave Winer, W3C Note, May 8, 2000, URL:http://www.w3.org/TR/2000/NOTE-SOAP-20000508/

	[WebArch]
	“Web Services Architecture Requirements”, W3C Note, Feb 11, 2004, URL: http://www.w3.org/TR/2004/NOTE-ws-arch-20040211/

	[WSDL]
	Web Services Description Language 1.1, W3C  Note, 15 March 2001, URL: http://www.w3.org/TR/wsdl

	[WSGloss]
	“Web Services Glossary", W3C Note, 11 February 2004, URL: http://www.w3.org/TR/2004/NOTE-ws-gloss-20040211/

	[X.800]
	CCITT Recommendation X.800 (1991), Security architecture for Open Systems Interconnection for CCITT applications, URL:http://online.vsi.ru/library/ITU-T/original/recs/x/x.0800e.zip


3.2 Definitions
	Principal
	An entity that has an identity, that is capable of providing consent and other data, and to which authenticated actions are done on its behalf. Examples of principals include an individual end user, a group of end users, a corporation, service enablers / applications, system entities and other legal entities. [OMADict]

	Service Provider
	An Entity that provides services and/or goods to Principals ;


5. Goals

The primary goals of the OMA Mobile Web Services (MWS) effort are to:

..1. Provide specifications and guidelines for Web Services (WS) technologies, implementations and deployments to integrate and interoperate within the OMA architecture.

..2. Ensure interoperability across servers and terminals supporting web services protocols through the use of standardized protocols.  Profiled Web Services protocols and technologies are outlined in the OWSER specification documents, [OWSERSpec]. As a result of such protocol standardization, we can expect diverse enablers and Internet services to interoperate "on the wire."

Implicit in these goals is the overarching focus of MWS, to define the technology to support a business and technology model for Web Services, using open standards. 

In addition to supporting these goals, this Overview document is intended to demonstrate how the OWSER model addresses known requirements that require a systems approach.  Many of these requirements are presented in the document "Mobile Web Services Requirements" [MWSREQ].  Note that this current release of the OWSER meets only a subset of the full range of requirements presented in [MWSREQ].

Given these goals, the purpose of this OWSER Overview is to provide understanding of the benefits of Web Services in the broader OMA context, including:

..1. Create a common understanding of definitions and concepts necessary for understanding the specification in a system context, including security threats and services, privacy, messaging and transactions, policy, and system management.

..2. The ability to deploy OMA Web Services such that the processing associated with common, cross-Enabler capabilities may be factored out of individual Service Enablers and delegated to other entities in the system (removal of technology silos).

..3. The ability to automate the discovery and use of policy information that governs Web Services interactions.

Beyond the overview presented in this document, the OWSER specification document, [OWSERSpec] details technology standards selection and profiling necessary to create interoperable Web Services solutions, while reusing existing standards efforts as much as possible

5. Introduction

The ability to deliver appealing, low cost data services is an important driver of success in the mobile market. However, this is proving difficult to achieve with current infrastructure and tools.  Much effort has been expended to standardize over-the-air interfaces between wireless devices and elements in the mobile network, yet the interfaces between Internet/web applications and mobile network services remains fragmented, characterized by a complex mixture of standard and proprietary interfaces.  In today’s environment, Internet applications must be tailored to the particular mobile infrastructure in which they are deployed and, in the worst case, to proprietary interfaces to network elements deployed in those environments.  This drives up the cost of application development and ultimately the cost of services offered to mobile users.
Many of the technical working groups within OMA address, each in their own way, the need to support standardized interactions. Aside from a transport and message encoding definition, a particular Enabler release may also address security concerns, discovery, identity, and other requirements common to a distributed environment As a result there are now a number of standards for how a client should interact with the components and/or Enablers defined in each of these groups. In the development of these mobile Internet standards there has been little consideration for the dependencies between the separate standards these Enabler “silos” have created, and how they should work together. 
For the Service Provider this fragmentation increases the complexity of managing the heterogeneous group of Enablers in the network and the support requirements for enabling integration. Inconsistencies in billing implementations across Enablers make it extremely difficult for the Service Provider to implement the desired business model(s).

Applications are not the only consumers of Enablers. Enablers may also consume other Enablers to provide the functionality required by an Application. The lack of consistency described above also complicates Enabler integration in the Service Provider’s network. 

Applications that interact with several OMA Service Enablers – and even those that interact with only one Enabler– will use a number of common capabilities. This approach makes them accessible in a uniform way by all applications; and it also enables the Service Provider more flexibility in implementing business models. 

Examples of functionality common across Service Enablers may fall into the following categories (Note: this list is not all-inclusive):

Service Discovery.  The publication, service description, and discovery of Service Enablers.

Messaging. Correlation, guaranteed exchange, transaction support, and routing of messages between the WSR and the WS.

Security. Services such as authentication, authorization, data integrity and confidentiality, privacy, and key management that provide a trusted environment for all parties involved.

Identity. The federation of user identity, support for single sign-on services, and the protection of user identity across trusted and untrusted domains.

Charging. How the appropriate parties are charged for the services they consume or establish the charges for the services they offer.

OAM&P. Management, monitoring, and provisioning of the Service Enablers that exist within the Service Provider’s network.

Service Level Agreement. Establishing and ensuring a desired level of service.

Service Agreement Management. Providing the appropriate parties with the information and tools to enforce the contractual commitments of the Service Level Agreement.
6.   Service Oriented Architecture

[Multiple unchanged paragraphs elided for brevity – editor]

Although it is beyond the scope of this document to provide a detailed description of the evolution of Web Services and the organizations which have contributed to that continuing evolution, the following groups (in alphabetical order) are some of those which have influenced or provided important standards on which the OWSER is based:

· 
· OASIS, the Organization for the Advancement of Structured Information Standards, http://www.oasis-open.org

· The Parlay Group, http://www.parlay.org

· The Third Generation Partnership Project (3GPP), http://www.3gpp.org/

· The World-Wide Web Consortium (W3C), http://www.w3.org

· The Web Services Interoperability Organization (WS-I), http://www.ws-i.org/
OMA Web Services Enabler Architecture Models

There are two primary modes of interaction between a Web Service Requester (WSR) and a Web Service  (WS) in the OWSER. 

· Direct – addresses the cases where both the WSR and the WS support the full Web Services stack, i.e., a complete implementation of the Web Services messaging and discovery functionality (without any OMA-specific subsetting).  Normative definition of the required functionality is included in the OWSER specification documents - [OWSERSpec].

· Indirect – addresses the case where the WSR does not support the full Web Services stack (e.g., a legacy device), yet wishes to consume the services provided by a WS.
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9.   Mobile Terminal Considerations

It is understandable that initial developments in the Web Services space tend to concentrate on server-to-server interactions in fixed networks.  Nonetheless, in order for Web Services to become a universal communications paradigm, its scope should also include mobile devices with wireless connectivity.

The use of Web Services on mobile devices encompasses three basic usage patterns.  

1. Invocation of network-based Web Services (e.g. push notification service, location service, billing service) from mobile devices.  

2. Hosting of Web Services (e.g. personal authentication service, payment service) on mobile devices. 

3. Mobile-to-mobile communication using Web Service technology end-to-end (effectively a combination of the first two). 

We suggest that these usage patterns will become partly relevant following the more conventional adoption of Web Services for business integration tasks.

Basic protocol conventions and other characteristics of the Web Services infrastructure should remain largely agnostic as to whether mobile devices are involved as service consumers or service providers (platform neutrality).  However, we foresee architectural implications and room for specific practices in areas such as:

· Small-footprint implementations of Web Service suitable for mobile devices: Limited resources on the mobile device require optimized implementations of Web Service stacks, including SOAP message handling, message dispatching, and XML serialization/deserialization.  For instance, compressed over-the-air encodings for serialized SOAP traffic may help to reduce bandwidth requirements and/or parsing overhead on (constrained) mobile devices.  The latter holds because some compression schemes may rely on passing pre-parsed versions of the XML infoset (e.g. sequence of SAX events) instead of verbatim XML text.  There may be architectural implications as well, such as the need for additional proxies.

· Interoperability issues: SOAP stack implementations may not fit all sizes, and there are different runtime environments to consider.  Furthermore, device constraints may necessitate particular interoperability profiles for certain classes of mobile devices.

· Tuned programming model: Unlike current bandwidth limitations, which we can expect will decrease over time, we expect that communication latencies over wireless links will remain significant even after the rollout of 3G networks.  This requires a programming discipline that favours calls to coarse-granular methods and aggregation of functionality within such methods, in order to keep the overall number of over-the-air message exchanges low.  It may lead to alternative (or restructured) versions of some APIs; for instance, formerly separate authentication steps may be folded into ensuing calls. Some automation through pre- and post-processing, or batch processing, for Web Services may be feasible to approach the programming model.

· Scalable means of service advertisement: A single, central UDDI registry is likely unable to accommodate the large aggregate number of Web Services that may be hosted on mobile devices; protocols for ad-hoc service discovery (along the lines of UPnP or Bluetooth SDP) or federations of registries with localized coverage may be more appropriate in terms of administration, resiliency, and performance.  This will also allow other devices or services to discover/invoke Web Services originating from the device in a peer-to-peer fashion.

· Location-based service discovery: This will allow mobile devices to get instant access to Web Services that are particularly relevant to their present location/context, by taking device location information into account during the discovery process in order to list most relevant/proximate services (first). This may work, for example, by broadcasting lookup requests only within a local network perimeter or by consulting a (local) registry.

· Service instance disambiguation: When Web Services become ubiquitous many similar candidate service instances may be available inside close perimeters; for instance, there may be many on-device payment services in proximity of a single point of sale. Convenient and natural ways for identifying appropriate service instances are then required (e.g. relying on closeness or pointing rather than identification by cumbersome unique names).

· Quality of Service: It is plausible that Web Services on mobile devices also help to drive user interfaces. Quality of service parameters such as bounds on delays, bandwidth reservations, error levels, etc., become critical, because infringements directly impact user experiences.

· Intermittent connection: Mobile devices may be temporarily switched off or become otherwise unreachable during normal use. The communication software should offer means to mask such intermitted connectivity as far as possible, e.g. by replicating state information belonging to Web Services.
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