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1 Reason for Change

This document is submitted to close an action point from the PAG GM RD call on May 10th 2004.

This contribution proposes agreed changes to 147R01. This modified CR rolls up agreed requirements from 147R01 plus changes captured and agreed in the PAG CC of 7th June. This CR is aimed at section 6.1.3 of the current draft RD: OMA-PAG-GM-RD-V1_0_0-20040604-D
The following is a summary of the comments received on PAG CC 7th June:

1. Make sure that the CR takes into account already agreed changes to section 6.1.3 Group Management, in OMA-PAG-GM-RD-V1_0_0-20040604-D. The section numbering of the latest RD has been preserved

2. Add “Principals with appropriate administrative rights”…

3. Add the following modified requirements to 6.1.3

· Principals with administrative rights, e.g. the group administrator, SHALL be first authenticated to verify that they are  authorized to perform group  management activities .

· The privacy and integrity of Group Management transactions SHALL be maintained.

4. Add an editor’s note to the “Search” requirements, stating that these requirements are to be revisited


a. Change requirement to It SHALL be possible to limit the number of search results
b. Change requirement to “It SHALL be possible for a subscriber to search for groups subject to particular group’s privacy attributes”.
5. Include “add/remove members” in 6.1.3.4 Modify

2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

None identified

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Adopt requirements below in the current GM RD
6 Detailed Change Proposal

6.1.1 Group Management

It SHALL be possible to use the Group as a means to establish session for other services (e.g., POC) where the group’s policy control the session and who may participate in the session. 
It SHALL be possible to define “roles” that represent a given set of permissions.  Assignment of those roles to particular Group Members is equivalent to assigning the corresponding set of permissions.
Principals with the appropriate management permission, e.g. the group administrator, SHALL be first authenticated to verify that they are  authorized to perform group  management activities .

The privacy and integrity of Group Management transactions SHALL be maintained.
6.1.3.1
Create

Group Management SHALL provide the capability to create groups. 

Each Group SHALL be identified by at least one unique, globally addressable name (“Group Identifier”).

The group identifier SHALL be used to address the group and initiate the service session.

A subscriber SHOULD be able to create groups by selecting a session policy and one or more entries from one or more contact lists.  The group creator SHALL be a group administrator for these groups.

Service providers SHALL be able to set the maximum numbers of groups that can be created per subscription. 

Service Provider SHALL be able to set different values for the maximum numbers of groups to different subscriptions.

The service provider SHALL be able to set maximum number of group members in a group. A group administrator MAY be able to set maximum number of group members in a group to a value that does not exceed the maximum number set by the service provider.

It SHALL be possible to create a group that contains members from different service providers.

Principals with the appropriate management permission MUST be able to create a group. When creating a group, the following activities SHALL be possible: 

· To define group specific properties, e.g. add/remove members, group identifier, assign password, etc.

· To define member specific properties, e.g. permissions to modify groups

6.1.1.1   Copy
Principals with the appropriate management permission SHALL be able to copy group lists, for example to create a new group from existing groups. 
Group members MAY use groups for which they belong to create new groups, subject to service provider policy and access rules.

6.1.3.3   Delete
Principals with the appropriate management permission MUST be able to delete a group. 
6.1.3.4   Modify
Principals with the appropriate management permission MUST be able to modify a group.  When modifying a group, the following activities SHALL be possible: 
· To define group specific properties, e.g. add/remove members, group identifier, assign password, etc.

· To define member specific properties, e.g. permissions to modify groups

6.1.3.5  Search
It SHALL be possible for group members to search for groups for which they are members of.
It SHALL be possible for group members to search for groups for which they are the administrator/moderator of.
It SHALL be possible for a subscriber to search for groups subject to particular group’s privacy attributes. 
It SHALL be possible to limit the number of searches results
It SHOULD be possible to search for groups using the group identifier or member’s identity, (e.g. name/address)
It SHOULD be possible to format the results of a search , e.g. alphabetical order 
Searches SHALL be limited to groups owned by the Service Provider.
Search results SHALL be subject to Service Provider policy or user privacy settings
Wildcards MAY be used when searching for groups.
Editor’s note: These requirements are to be revisited. In particular, the requirement to format search results may be good for low end terminals but may be difficult to implement
6.1.3.6  Get

Group members SHALL be able to get a list of all members of a group, subject to privacy policies.

6.1.3.7       Simultaneous Access by different Terminals

It MAY be possible to manage groups from more than one device at the same time.

The group administrator SHOULD be able to access and manage groups using his mobile device or a fixed device e.g. a PC.
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