[image: image1.jpg]"sOMaQa

Open Mobile Alliance



 Doc# OMA-PAG-2004-0149-GMRD_Contact_List_Scenario
Submitted to PAG
Submission Date: 17 MAY 2004

Doc# OMA-PoC-2004-0236-GMRDUseCase-ContactListPoC
Doc# OMA-PAG-2004-0136-GMRDUseCase-ContactListPoC
Submitted to PoC/PAG
Submission Date: 11 MAY 2004


Change Request

	Title:
	Use Case on Contact List
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	PAG

	Doc to Change:
	GM RD

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Tom Hiller, Lucent Technologies

tomhiller@lucent.com
Indaka Weerasekera, Lucent Technologies

indaka@lucent.com

	Replaces:
	n/a


1 Reason for Change

This document is submitted to close an action point from the PAG GM RD call on May 10th 2004.

Associated requirements can be found in contributions 

OMA-PAG-2004-0147-GM-RD_Management_Requirements_6.2.4 and 

OMA-PAG-2004-0148-GM-RD_FunctionalRequirements_6.1
2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To be included in GM RD.

6 Detailed Change Proposal

5 Use Cases
(Informative)

5.x  P2P Using a Group List

	
	Affected Areas

	
	Device
	Connectivity
	Enabling Services
	Applications
	Content
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Table 1: Affected Areas for P2P Using a Group List

5.x.1     Short Description

This scenario describes the creation and management of group of golf buddies. The use case describes the user’s experience as a group administrator. It motivates several requirements related to usability, security, charging when managing groups.
5.x.2    Actors

John – an end user who creates a group from a list of buddies who share an interest in golf

Alan – a golfing buddy of Johns who is willing to help organize a golfing party

Other users of mobile services, who regularly play golf with John and/or Alan

The Service Provider 

5.x.2.1  Actor Specific Issues

Group members want to communicate with all or some of the other members before and during the course of the golf match 

Group members want to communicate and view the presence state of all or some of the group members

John wants to be able to add or remove members from the group whenever necessary

The Service Provider wants to securely perform all management transactions

5.x.2.2  Actor Specific Benefits

All members of the group can communicate quickly and effectively using a group list

The Service Provider can offer its subscribers a flexible way to communicate to groups

The Service Provider generates revenue 

5.x.3  Pre-conditions

John and Alan have mobile service subscriptions with the same service provider

Some of the potential group members have service subscriptions with different service providers

John’s service subscription allows him to create and manage groups to communicate with

5.x.4  Post-conditions

John and the rest of the “Weekend Golfing” group communicate their approval to play another round in a month’s time, so John keeps the group set up in his contacts list.

5.x.5  Normal Flow

1. John wants to play golf at the weekend with some friends. He wants to communicate with the group before and during the course of the game, using Instant Messaging and voice calls, so he decides to set up a golfing group list of contacts.. He knows his colleague, Alan regularly plays golf and Alan gives him details of some contacts who might like to play.

2. John uses his mobile device and establishes a session with his service provider to request that a group be created.

3. To become an administrator of a group, a security association is first created between John and his Service Provider. This includes the mutual authentication between John and his Service Provider

4. John is authorised by the service provider and is allowed access to a group set user interface. He creates a “Weekend Golfing” group.

5. John adds the user identities of the names from his address book, plus Alan’s friends. He also retrieves an existing buddy list and copies some names from that list into the “Weekend Golfing” group. John also selects “private” and “moderated” in the group properties field. 

6. John confirms all his settings and the Service Provider acknowledges the group creation

7. A few minutes later, the Service Provider sends a notification to all of the members in the “Weekend Golfing” group  by SMS that they have been added as a member of this private group list set up by John.

8. Before the weekend, John sends a multimedia message with a location map of the golf course as an attachment to the group

9. On the golfing day, Alan asks John to add Bob, a latecomer to the group, so John contacts his Service Provider, (steps 2 and 3) and selects  the “Weekend Golfing” group and “Modify” from the service options. John then adds Bob to the list. The Service Provider acknowledges and confirms the addition before ending the session.

10. All the group members update their IM applications with the identities of the “Weekend Golf” group and communicate using IM and voice during the course of the day’s play.

5.x.6 Alternative Flow

In the Normal Flow, step 6 shows how the Service Provider immediately acknowledges to John that the members are authorised to be added to the group and the group is created. It may be the case that one of the potential members is not authorised to be added to the list.  

Steps 1 to 5 are the same:

5. During the group creation session, John is informed by his Service Provider that all but one of the contacts (Sue, a friend of Alan), is not authorized to be  added to the “Weekend Golfing” group and asks him if he wants to proceed with the creation of the group without Sue. John being too busy to find out why goes ahead and establishes the group and confirms all other settings. 

6. The Service Provider acknowledges the group creation

7. Same as above

8. On the Golfing day, Sue then remembers and explains to Alan and John that the reason for her exclusion from the list is due to her privacy settings with her Service Provider.

9. same as above

5.x.7  Operational and Quality of Experience Requirements

· A security session will authenticate both group administrator and service provider before all group management transactions

· Users with administrative rights are able to manage groups in a user friendly way.

· Users with administrative rights will receive acknowledgements of all transactions performed

· Users with administrative rights can be charged according to the number of transactions in some time period, or may be charged indirectly

· When a new group is created, users who have been added as members to that group should be notified within 5 minutes of group creation 

· If the authorization of group members cannot be confirmed within the group management session, the group administrator should be informed within 5 minutes of the end of the transaction session once this authorization has been verified, together with information if any users cannot be authorized as members.

· Users who are group members are able to search for groups that they are a member of in a user friendly way.

· Users who are group members are able to contact member in the group list using several communications methods, e.g. IM, MMS, PoC.
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