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1 Reason for Contribution

This is a companion contribution to OMA-PAG-00xxx-GM-AD-GroupPolicyManagement to describe the Stage 3 aspects of Group Management using CPCP.  

2 Summary of Contribution

This contribution describes the Application Unique ID and the group policy document structure and how that structure is mapped to CPCP elements.

3 Detailed Proposal

5.x XCAP Application Usage for Group Policy Management

5.x.1 Application Unique ID

The XCAP Application Unique ID (AUID) for Group Policy Management is “conference-policy” as defined in [draft-ietf-xcon-cpcp-00]. 

5.x.2 Group Policy Document Structure

The Group Policy Document SHALL contain the following elements defined in [draft-ietf-xcon-cpcp-00]

· Conference-Settings

· Dial-Out List

· Access Control List

· Security Control List

Optionally, the group policy document may contain the Conference-Info element.

5.x.2.1 Conference-Settings element

When creating the group policy the GM client may propose a group name in the Conference-URI element. If none is provided by the user, the server SHALL assign a SIP URI for the group.

NOTE: The GM Server must ensure that the allocated group URI is unambigous in its domain. Mechanisms how the ensure this are out of scope of this specification.

The Max-participant-count element SHALL be set to the value of maximum number of simultaneous participants in the group session.  

5.x.2.2 Dial-Out List (DL) element 

The Dial-Out List is populated with the SIP URIs that are to be called into the group session when it is started. 

5.x.2.3 Access Control List element

The Access Control List consists zero or more ACL-target-URI elements that contain the URI to which the access rule applies. The ACL-target-URI element must have an attribute that has the value “Allowed” or “Blocked” to indicate whether a user whose identity maches with the the URI value is allowed to join the session, or is blocked from the session. The URI may have a wildcard on the user part, or on both the user and domain parts. 

NOTE: Wildcarding the domain part only is not allowed.

5.x.2.4 Security Control element

The Security Control element has one child element: visibility. Visbility has a value of “visible” or “invisible” depending on whether the Conference-URI and Conference-Info elements may be made publicly available, e.g. for search purposes.

5.x.2.5 Example group policy document

The following XML document is an example of a group policy document.

<Conference-settings>

  <Conference-URI>dha5423h@example.com</ Conference-URI>

  <Max-participant-count>10</Max-participant-count>

</Conference-settings>

<Conference-info lang="en">

  <Subject>What’s in the air</Subject>

  <Display-name>Weather channel </Display-name>

  <Free-text>This is a chat room for discussing today’s weather</Free-text>

  <Keywords>sunny rainy cloudy weather</Keywords>

  <Host-info>

    <SIP-URI>sip:john.doe@example.com</SIP-URI>

    <TEL-URI>tel:+358504864463</TEL-URI>

    <E-mail>mailto:john.doe@example.com</E-mail>

    <Web-page>http://www.example.com/users/jdoe</Web-page>

  </Host-info>

</Conference-info>

<ACL>

  <ACL-target-URI Access-type="Allowed">sip:*@example.com</ACL-target-URI>

  <ACL-target-URI Access-type="Blocked">sip:*@*</ACL-target-URI>

</ACL>

<DL>

  <DL-target>

    <DL-target-URI>sip:mary@example.com</DL-target-URI>

  </DL-target>

  <DL-target>

    <DL-target-URI>sip:guy@example.com</DL-target-URI>

  </DL-target>

</DL>

<SC>

  <Visibility>visible</Visibility>

</SC>

4 Intellectual Property Rights Considerations

None known.

5 Recommendation

It is proposed to discuss the provided material in the meeting and adopt the text to OMA-PAG-GM-Spec.
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