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1 Reason for Change

Correcting sections 6.1.7 and 6.1.8

2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

Modifies the current version of the AD (OMA-PAG-AD-V1_1-20040723-D)

4 Intellectual Property Rights Considerations

None

5 Recommendation

Approve for inclusion in the latest version of the Presence AD.

6 Detailed Change Proposal

6.1.7 Security

The security mechanism provides the protection to the Presence Service environment. 

6.1.7.1 SIP signaling security

The PUA SHALL be authenticated prior to accessing the Presence Service. The PS SHOULD rely on the security mechanisms provided by the underlying SIP/IP Core network, for securing the service environments e.g. authentication of the service usage. It is assumed that the access level security is provided by the SIP/IP Core network to support the integrity and confidentiality protection of SIP signalling. 
When the SIP/IP Core network corresponds with 3GPP/3GPP2 IMS, authentication SHALL be applied as specified in [3GPP TS 33.203]/[3GPP2 S.R0086-A]. For further SIP signalling, the integrity protection mechanism SHALL be used as been specified in [3GPP TS 33.203]/[3GPP2 S.R0086-A].   The privacy of the end user shall rely on IMS core as specified in [3GPP TS24.229]/[3GPP2 X.S0013-004-A]. 

6.1.8 Charging

The Presence Service  supports the following requirements:
· Both online and offline charging.

· Pre-paid and post-paid charging.

· Different tariff rules depending on service providers’ policies.

· Flat fee: per time period independent of usage.

· Correlation between presence service charging data and transport or bearer level charging data (e.g. charging at GPRS).

· Correlation between presence service charging data and session level charging data (e.g. charging at IMS).

· Correlation between presence service charging data and other presence service enabled service’s charging data (e.g. charging of PoC).
6.1.8.1 Charging of Presentity

The charging of presentity can be made on at least the following events:
· Publication of presence information.
The tariff rule can be based on at least the following criteria:
· The size of the presence information notified to watchers.

· The number of watchers subscribed.

6.1.8.2 Charging of Watcher

The charging of watcher can be made on at least the following events.
· Charging for subscription to presence information as a watcher.
· Retrieving presence information asked by watcher.

The tariff rule can be based on at least the following criteria.
· The size of the presence information retrieved from the PS.

· The number of presentities subscribed to.

Editor’s Note: the text above discussing charging will be removed if it is included in the Presence RD.
6.1.8.3 Charging Architecture

Since both online and offline charging are supported, there are two different charging architectures, which can be simplified as the following:
6.1.8.3.1 Offline Charging Architecture



Figure 1 - Presence - Offline Charging System

The PS sends presence service related charging data to the Event Charging Function (ECF) using Pxx interface. 
In case of 3GPP/3GPP2 IMS compliant SIP/IP Core network, the SIP/IP Core network sends session level charging data to Session Charging Function (SCF) using IMS Service Control (ISC) interface as specified in [3GPP TS 24.229] and [3GPP2 X.S0013-004-A]. The Pyy interface conforms to the Rf interface as specified in [3GPP TS 32.200]/[3GPP2 X.S0013-007-0] and [3GPP TS 32.260]/[3GPP2 X.S0013-0xx-A]. 
The ECF performs presence service related event based charging (e.g. charging for subscription or notification). The Session Charging Function (SCF) performs session level charging (e.g. IMS charging).
6.1.8.3.2 Online Charging Architecture



Figure 2 - Presence - Online Charging System

The PS sends presence service charging data to the Charging Collection Function (CCF) using Pyy interface. 
In case of 3GPP/3GPP2 IMS compliant SIP/IP Core network, the SIP/IP Core network sends session level charging data to CCF using Pxx interface. The Pxx interface both between PS and CCF and between the SIP/IP Core network and CCF conforms to the Ro interface as specified in [3GPP TS 32.200]/ [3GPP2 X.S0013-007-A] and [3GPP TS 32.260]/ [3GPP2 X.S0013-0xx-A]. 
The CCF is a functional entity, which collects charging information from the PS and the SIP/IP Core network, then transfers it to the Billing System where billing will be made.
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Note: GLMS charging is FFS. Interface names will be aligned with OMA Architecture nomenclature.
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