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1 Reason for Change

This contribution proposes definitions and text related to policies that are managed by GM, and closes action item # 25/11.
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

None.

5 Recommendation

Approve for inclusion in the latest version of the GM RD.
6 Detailed Change Proposal

3.1 Definitions

	Contact List
	A collection of end user (PUI) identities, Contact List identities, or Group identities (PSI) put together for convenience. In addition to those identities, a contact list may have additional markup for its entries.

	Group
	A Group is a means to establish a session where the Group's policy controls the session characteristics & participants.  A group is made of a one or more lists, and a session policy which defines the usage of the lists and other properties that apply to the communication session.

	Group Administrator
	Group administrators have the full set of rights to manage (e.g. create, modify, delete) their groups.

	Access Control Policy
	A set of lists (e.g. access control lists such as accept/reject lists) and associated rules on how they apply to incoming  requests

	Presence List
	A collection of end user identities that have all been marked as potential presentities.  Each presence list has a unique identifier.  

	Principal
	See OMA Dictionary.

	Session Policy
	A set of properties that apply to a communication session (e.g., chat, conference, etc.).  Those properties are service enabler specific.  For example, PoC properties include items such as initial participants, white-list/black-list (can be used to implement open/closed session), rights of participants, type of session, session visibility, etc.  The types of these lists are defined in the session policy, but their contents are not. For example, a policy might specify that a black-list is needed, but the members of that black list will be included at the Group creation time.

	Subscription Authorization Policy
	An example of access control policy for Presence, which specifies whether a particular principal is authorized to subscribe to a certain set of events.

	
	

	<< Definition >>
	<< explanation >>


[…]

6.1.5
Access Control Policy Management

Access control policy is a set of lists (e.g. access control lists such as accept/reject lists) and associated rules on how they apply to incoming requests.  The rules are service enabler specific.
The group management service SHALL support access control policies.

It SHALL be possible for an authorized user to create, edit, or delete access control policy documents which specify whether an incoming request from a particular user should be accepted, rejected, or otherwise handled.
An access control policy SHALL be described by the following:

· Accept List:  A list of end users from whom requests are accepted.
· Reject List:  A list of end users from whom requests are rejected.

An access control policy MAY be described by additional service enabler specific information.

6.1.6
Session Policy Management
Session policy is a set of properties that apply to a communication session (e.g., chat, conference, etc.).  Those properties are service enabler specific.  For example, PoC properties include items such as initial participants, white-list/black-list (can be used to implement open/closed session), rights of participants, type of session, session visibility, etc.

The group management service SHALL support session policies.

It SHALL be possible for an authorized user to create, edit, or delete session policy documents.


[…]



6.1.11
Usability


6.1.11.1
Caching

The GM Client MAY locally cache groups and lists. The GM Service SHOULD provide functionality and information to support caching. 

6.1.12
Interoperability

<This clause identifies the high level interoperability needs to support the requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>

6.1.13
Privacy

Access to GM information SHALL conform to privacy requirements specified in [Privacy].
6.2
Service Enabler Specific Requirements

6.2.1
PoC

6.2.1.1
Group Specific Information

Section 6.1.1.1.2 plus additional items as follows are applicable to PoC Groups: 

1. Each PoC Group SHALL be described by the following:

· Session Type:  This identifies the nature of the group, which is one of two – “chat” or “instant”.  (In chat group sessions, members join a group session individually, whereas in an instant group session, whether pre-defined or an ad-hoc group, all other members are invited simultaneously at a group member’s request.)

· Membership:  This identifies the nature of the membership in the group, which is one of two – “open” or “restricted”.

· Session initiation policy:  This describes whether only the owner may initiate a session or not, 

· Group member list:  A list of end users who will be invited to a PoC session.

· Group reject list:  For the case of a Group of Type = ”Chat”, this is the list of users who must be barred from joining a PoC chat session.

· Maximum number of members:  This is set by the service provider.
· Anonymous access allowed:  This is used to reveal or not reveal the user identities of all members of a  “Chat” type group session, taking the values “yes” or “no” respectively.

2. Each entry in a PoC Group member list or reject list SHALL be a tuple consisting of a URI and, optionally, a display name.

3. Each URI in either the Group members list or the Group reject list SHALL be unique.

4. The same URI SHALL NOT be present in both the PoC Group member and PoC Group reject lists.

6.2.2
Presence
6.2.1.1
Subscription Authorization Policy Management

6.2.1.2
Presence Lists



6.3
Overall System Requirements
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